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1 Reason for Change
The general concept of Registration in the SIP/IP Core needs to be described. This contribution describes the role of SIP/IP Core during registration.
R01 – following the comments at Prague meeting, 5.1.1 is merged into 5.1.2.1 and combined with 0365, which results in a new 5.1.1.1 section.
· change 1 : remove 5.1.1

· change 2 : 5.1.1.1
· topmost part : a general description for the registration

· middle part : SIP/IP core functionalities for the registration in terms of CPM

· bottom part : a description for the authentication
· change 3 : add the abbreviation

R02 – incorporating the comments from various companies during R&A

· Title : the title is changed with “SD” inserted
· Editorial : all the editorial comments are applied(Change1).

· Confusing text: to prevent the reader from being confused, change1 and change2 in R01 are merged  and then the origial text is moved first, after which the proposed text is inserted to 5.1.1.1. The resulting order of the headers is as follows.
5. CPM Functional Concepts

5.1 General Concepts

   5.1.1 Signalling over SIP/IP Core

      5.1.1.1 Registration/Authentication

      5.1.1.2 SIP Signalling Compression

      5.1.1.3 Originator Address

      […]
   5.1.2 Identification

      […]
   5.1.3 Security
      […]
· Using TS33.178 instead of IMS AKA 
 (NSN) Why the 3GPP early authentication 33.178 cannot be used instead of AKA?

(Nortel) Same question than NSN on the rationale behind mandating AKA instead of 33.178?
(RIM) Since Early IMS Authentication(3GPP), NASS Bundeled Authentication(TISPAN) and HTTP Digests Authentication(Cablelabs) are all also normatively supported in IMS in release8, OMA shouldn’t take a position on which security mechanisms is used by IMS. This is out of scope of OMA.

             In my opinion, it is not a matter of choosing one or the other. Since early IMS authentication mechanism is an interm solution for early IMS and early IMS can co-exist with IMS, IMS AKA and early IMS authentication solution can be used together in an appropriate way. However, as RIM has commented, IMS in release8  normatively supports various authentication mechanism(TS33.203 Annex P). Therefore it may not be relevant to put the specific authentication mechanism in OMA specification. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the proposed change in the next version of the TS.
6 Detailed Change Proposal

Change 1:  Merge 5.1.1 and 5.1.2.1
5.1 General Concepts

5.1.1 

· 
· 
· 





5.1.2 Signalling over SIP/IP Core

5.1.2.1 Registration/ Authentication
The CPM Client SHALL, according to rules and procedures of [RFC3261] and the SIP/IP Core,
· Perform SIP registration for the CPM enabler to the SIP/IP Core prior to using the CPM enabler functionality.

· Maintain the SIP registration for the CPM enabler active by using a re-registration procedure while CPM enabler is used; and,

· Terminate the SIP registration for the CPM enabler after the CPM enabler functionality is no longer used.

NOTE 1:
The SIP registration can be shared with other SIP based enablers at the UE hosting CPM Client
The CPM Client SHALL indicate its Unique User Agent Identifier at SIP registration. The CPM Client MAY indicate its CPM Client name and its CPM Client user agent capabilities at the SIP registration. . The SIP/IP Core provides the framework for the user agent capabilities according to [RFC3840]. The CPM Client MAY also update its capability by re-registration when the capability has changed.
The CPM Client SHALL register with at least one CPM User address. 
On receiving the Registration request from a CPM Client, the SIP/IP Core  SHALL, according to [RFC3261],
· Authenticates the CPM User.

· Binds a CPM User address and one or more Unique User Agent Identifiers.
· Returns the complete list of bindings of that CPM User address in the response to the registration, if successful.

· Keeps the binding information (e.g, CPM User address, Unique User Agent Identifier, expiration time, user agent capabilities, etc) until de-registration is performed for each contact.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible that the SIP/IP Core informs the CPM Client about additional implicitly registered CPM User addresses in the SIP registration response.
The SIP/IP Core informs the CPM Conversation Server about the registering CPM Client. The CPM Conversation Server SHALL subscribe to the Registration Event Information upon reception of the SIP/IP Core information about the registering CPM Client, if not subscribed yet.


5.1.2.2 SIP Signalling Compression

5.1.2.3 Originator Address

The CPM Client MAY include the address of the CPM User at the sending CPM Client when sending CPM requests and CPM responses.

· The CPM Enabler expects that the SIP/IP Core serving the CPM Client provides an authenticated address of the CPM User in CPM requests and responses.
5.1.3 Identification

The objects described in this section can be addressed in the CPM Enabler. Each object is identified by an absolute URI.

Editor's note: It is FFS if, for multi-device support or other reasons, further objects need to be addressed.
Change 2:  
3.3 
	
	


End of changes
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