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1 Reason for Change

This CR addresses the ADRR comments related to the notification entity and interfaces. 
After discussion of the INP http://www.openmobilealliance.org/ftp/Public_documents/MWG/MWG-CPM/2008/OMA-MWG-CPM-2008-0382-INP_ADRR_Notification_Entity_Analysis.zip
It was agreed to remove the notification entity and to describe the functionality of notification supported by the Push enabler.
The two issues that were discussed in 382 are

1. Support of the selection and delivery of devices to which notifications are to be delivered: when analyzing this issue, there were no modifications needed in the AD because the description of delivery notification by all the relevant functions already mention the support for delivering of notifications to one or more devices. The existing Push enabler interfaces can be used to send the notifications to one device, so multiple commands can be used to send the notifications to multiple devices or if the SIP Push is implemented, then support for multiple devices is included.

2. Filtering of notifications : Addressed in a separate CR

R01: Updated based on off-line comments

	A0372
	2008.05.12
	T
	5.2, figure 2
	Source: Ericsson

Form: INP

Comment: It is a duplication of functionality between the OMA PUSH enabler and the Notification entity. 

Proposed Change: Remove the Notification Entity and CPM-NOTI interface from the figure. Add in the “supporting enablers” dotted box the  “PUSH” dotted box.  
	Status: CLOSED
Acision
BY CR 501

	A0381
	2008.05.12
	T
	5.2

Fig.2
	Source: Alcatel-Lucent

Form: INP

Comment: Is it decided that the Notification Entity is a CPM specified component, with its exposed interface CPM-NOTI, rather than a re-use of the OMA PUSH enabler? From the description, its role is “delivery of notifications to the applicable devices of the CPM user” … but in the diagram, there seems to only a dotted-line towards the Supporting Enablers box (which would be interpreted as Notification Entry using either CAB or XDM or Presence or Other Enablers to achieve notification). Probably only Other Enablers applies, since it is vague enough to mean anything.

Proposed Change: Fix Notification Entity both from the perspective of re-use (if applicable, of OMA Push, or SIP Push) and from the perspective of being able to follow its role of “notification” to some destination. 
	Status: CLOSED
Acision
By CR 501

	A0453
	2008.05.11
	E
	5.2, “Notification Entity”
	Source: Acision

Form: doc #0089

Comment: Rewrite description to “provides the delivery of notifications, as requested by other CPM entities”.

Proposed Change:
	Status: CLOSED

By CR 501

	A0819
	2008.05.07
	T
	5.3.1.7
	Source: NEC

Form: OMA-MWG-CPM-2008-0237

Comment: The Notification entity has the functionality to deliver notifications to the CPM Clients upon request of the CPM Server. A respective interface between them is missing in the architecture.

 Proposed Change: 

Either add the respective interface or extend the section of the Notification Entity about a note that the outbound interfaces of existing push enablers are utilized for that.
	Status: CLOSED

By CR 501

	A0820
	2008.05.07
	E
	5.3.1.7
	Source: NeuStar

Form: Review contribution

Comment: Editorial comments 

Proposed Change: 

a. Change "of" to "from" in the 2nd line.

b. Remove ", UDP" in the last line before the Editor's Note.
	Status: CLOSED

By CR501

	A0822
	2008.05.12
	T
	5.3.1.7
	Source: Ericsson

Form: INP

Comment: Update the text in line with the figure changes to delete the “Notification entity”.
Proposed Change: 

· Remove 5.3.1.7 


	Status: CLOSED

By CR 501

	A0823
	2008.05.12
	T
	5.3.1.7
	 Source: Alcatel-Lucent

Comment: “Selection of the applicable device(s) of a CPM User to send the notification to” is the task of the entity requesting that a notification to be sent, e.g., CS!

Proposed Change: Delete this bullet item and move it to the CS section.
	Status: CLOSED

By CR 501

	A0956
	2008.05.01
	T
	5.3.3.7
	Source: KDDI

Form: OMA-MWG-CPM-2008-0258
Comment:
There is no description of the protocols.”
Proposed Change: 
Describe appropriate protocol
	Status: CLOSED

By CR 501



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA-MWG is recommended to accept the proposed changes to the AD .
6 Detailed Change Proposal

Change 1:  Section 3.2 Definitions, remove Notification Entity

	
	


Change 2:  Modify Figure 2 as follows: Remove Notification entity and CPM-NOTI and add Push enabler in Supporting Enabler box
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Change 3:  Section 5.2 remove Notification entity
Figure 2 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions each other and with external functional components.  

The CPM Enabler consists of the following CPM functional components: 

· The CPM Conversation Server, which acts as the main logic and control unit of the CPM Enabler. See section 5.3.1.3 for details of this functional component.
· The Application Control Function, which provides access to functionalities of the CPM Conversation Server towards external functional components, for example Applications. See section 5.3.1.4 for details of this functional component.
· The Message and Media Storage Server, provides management and storage functions for messages and Media in the network. See section 5.3.1.7 for details of this functional component.
· The CPM User Preferences, which provides functions such as storage, modification and retrieval of preferences relating to the CPM-based Services for a CPM User.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message or CPM Session. See section 5.3.1.5 for details of this functional component.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services). See section 5.3.1.6 for details of this functional component.
· 
· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Conversation Server. See section 5.3.1.1 for details of this functional component.
· The Message and Media Storage Client, which manages resources stored at Message and Media Storage Server in the network as well as resources stored at the Device’s local storage. See section 5.3.1.2 for details of this functional component.
NOTE: The management of the Device’s local storage is out-of-scope for standardisation.
The CPM functional components expose their functionalities to the following external functional components:

· The VAS, which are applications using the CPM Enabler to deliver value-added services. See section 5.3.2.8 for details of this external functional component.
· A Remote CPM Environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.10 for details of this external functional component.
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP Core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler. See section 5.3.2.1 for details of this external functional component.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. See sections 5.3.2.2 to 5.3.2.7 for details of this external functional component.
· Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s). See section 5.3.2.9 for details of this external functional component.
Change 4:  Section 5.3.1.3.5 Change Notification Entity to push enabler. 

5.3.1.3.5 CPM Deferred Messaging Function

The CPM Deferred Messaging Function is always associated with the recipient’s CPM Conversation Server. 

The CPM Deferred Messaging Function SHALL:

· Provide policy enforcement according to the CPM User preferences and service provider’s policies.

· Temporarily keep CPM Messages and associated metadata when the message cannot be delivered.

· Provide support for message delivery when recipient becomes available and reachable. Both Push and Pull methods are supported as follows:

· The Push method directly delivers the message to all or a subset of the Devices bound to the recipient CPM User’s address(es).
· The Pull method provides notifications with message information (e.g. message size, message sender’s address, message sending time) to all or a subset of the Devices bound to the recipient CPM User’s address(es), and then the recipient can retrieve the message when needed.
· Manage the expiry time of a deferred message.

· Override the expiry time provided by the sending CPM Client with the operator defined maximum expiry time when applicable.

· Handle expired CPM Messages in accordance with the preferences of the recipient and the service provider policies (i.e. discard the message, store in the Message and Media Storage Server, or extend the expiry time).

· Send a non-delivery delivery notification in case of a discarded expired CPM Message.
The CPM Deferred Messaging Function interacts with the Message and Media Storage Server to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.

The CPM Deferred Messaging Function interacts with the Push Enabler to provide notification of deferred messages.
Change 5:  Section 5.3.1.7 Change Notification Entity to Push Enabler. 

5.3.1.7 Message and Media Storage Server

The following resources, stored on the Message and Media Storage Server, can be accessed individually for fulfillment of specific resource management actions:

· Folders

· Media Objects (including Media Objects that are part of a CPM Message)

· CPM Messages (including CPM Messages that are part of a CPM Session History)

· CPM Session Histories

· CPM Threads

The Message and Media Storage Server provides the following high level functionalities:

· storage of the communication;

· storage of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that Principals upload to it;

· synchronization of stored resources with the Message and Media Storage Client’s local storage of messages and media including synchronization management under scenarios with multiple Devices, according to the CPM User’s preferences and/or the service provider's policy;

· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;

· management (e.g. copy, delete, …) of stored resources and access to those resources;

· search stored resources;

· record actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Threads and Media Objects) being performed on a Principal’s network-based storage, based on service provider policies and CPM User preferences;

· enforcement of quota and notification of overflows.

The stored resources can be subject to access control lists of Principals, defined and managed by the CPM User, which can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;

· blacklists: a list of Principals that are denied access to the resource;

and which associate the lists of Principals with all or a subset of the following privileges:

· copy;

· move between folders;

· rename;

· read / access;

· write / modify;

· delete.

Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message and Media Storage Server MAY support content adaptation (e.g. for previewing) of stored Media Objects before delivering to the Device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
The Message and Media Storage Server interworks with other CPM functional components such as:

· the CPM Conversation Server:

· with the Participating Function for the composition of CPM Messages without requiring download of selected stored resources to the Message and Media Storage Client;

· with the CPM Conversation History Function for

· storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are being exchanged within a CPM Conversation;

· 
· 
· the Message and Media Storage Client for

· Synchronization (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media Object or a set of those from the Device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media Object (or a preview of a Media Object) or a set of those to the Device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, and/or Media Objects residing in the Message and Media Storage Server, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Thread, and/or a Media Object residing in the Message and Media Storage Server (e.g. for forwarding a CPM Message without downloading to the Device’s local storage)
The Message and Media Storage Server interacts with the Push Enabler for notifications delivery (e.g. quota overflows or arrival of a new message).
Change 6: Section 5.3.1.8  Remove Notification entity. 





· 
· 
· 
· 

· 

· 
Change 7: Section 5.3.3.8  Remove CPM-NOTI.  
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