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1 Reason for Change

During the ADRR resolution phase a lot clean up has occurred within the AD with respect to definitions and capitalized terms. However, one undefined term that is still used capitalized is still left: the SIP/IP Core.
This CR cleans this last term up as well, by decapitalizing it.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Section 4.3.1
4.3.1 SIP Signalling Security

The CPM Client (representing the CPM User) shall be authenticated prior to accessing a CPM-based Service. The CPM Conversation Server should rely on the security mechanisms provided by the underlying SIP/IP core signalling access security and network domain security, for securing the service environments e.g. authentication of the Service usage. The SIP signalling access security is provided by the SIP/IP core is defined in [RFC3261] and SIP signalling security, within a network domain, can be protected using network domain security as defined in [3GPP TS33.210].

The SIP/IP core needs to ensure during registration that the registered CPM Address is allocated and authorised to be used by that CPM User in order to prevent spoofing attacks. When the SIP/IP core corresponds with 3GPP IMS/3GPP2 MMD and the Device contains USIM/ISIM or UIM/R-UIM/ISIM, mutual authentication is applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

For SIP signalling, an integrity protection mechanism shall be used as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

[RFC3261] mandates the support for HTTP digest authentication [RFC2617], if authentication is performed.

Change 2:  Section 5.1
5.1 Dependencies

The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA Enablers, it does so under the Enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external Enablers, a policy enforcement step may be required.

The CPM Enabler depends on at least the following technologies:

· SIP session handling as described in [RFC3261]

· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]
· Session Description Protocol  (SDP) as described in [RFC4566]
· Message Session Relay Protocol (MSRP) as described in [RFC4975]
· Real-Time Transport Protocol (RTP) and RTP Control Protocol (RTCP) as described in [RFC3550]
The CPM Enabler depends on technologies provided by external OMA Enablers, including the following:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]

· XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]

· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]

· Charging technology : Charging Enabler as described in [OMA-CHRG-AD]

· Address book technology: Converged Address Book Enabler as described in [OMA-CAB-AD]

· Notification delivery technology: Push Enabler as described in [OMA-PUSH-AD]

Furthermore, the CPM Enabler is dependent on an underlying SIP/IP core infrastructure to transport SIP messages between the CPM functional components. A particular instantiation of the SIP/IP core infrastructure is the IP Multimedia Subsystem as specified in either [3GPP TS23.228] or [3GPP2 X.S0013-002].

Change 3:  Section 5.2
5.2 Architectural Diagram
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Figure 2: CPM architecture diagram.
Figure 2 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions each other and with external functional components.  

The CPM Enabler consists of the following CPM functional components: 

· The CPM Conversation Server, which acts as the main logic and control unit of the CPM Enabler. See section 5.3.1.3 for details of this functional component.

· The Application Control Function, which provides access to functionalities of the CPM Conversation Server towards external functional components, for example Applications. See section 5.3.1.4 for details of this functional component.
· The Message and Media Storage Server, provides management and storage functions for messages and Media in the network. See section 5.3.1.7 for details of this functional component.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message or CPM Session. See section 5.3.1.5 for details of this functional component.

· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services). See section 5.3.1.6 for details of this functional component.

· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Conversation Server. See section 5.3.1.1 for details of this functional component.

· The Message and Media Storage Client, which manages resources stored at Message and Media Storage Server in the network as well as resources stored at the Device’s local storage. See section 5.3.1.2 for details of this functional component.

NOTE: The management of the Device’s local storage is out-of-scope for standardisation.

The CPM functional components expose their functionalities to the following external functional components:

· VAS Application(s), which are applications using the CPM Enabler to deliver value-added services. See section Error! Reference source not found. for details of this external functional component.
· CPM-based Service Client(s), which are applications running on a Device that are using functionalities of the CPM Enabler.

NOTE: Defining an interface between the CPM-based Service Client(s) and the CPM Client functional component is out-of-scope of the CPM Enabler.

· A remote CPM environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.11 for details of this external functional component.
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler. See section 5.3.2.1 for details of this external functional component.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. See sections 5.3.2.2 to 5.3.2.7 for details of this external functional component.
Note: The user preferences will be stored inside the XDM Enabler.
· Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s). See section 5.3.2.9 for details of this external functional component.
Change 4:  Section 5.3.1.1

5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access network-based CPM functional components. The other functional components in the Device may communicate internally with the CPM Client; see section 5.3.2.

The CPM Client is involved in the following high level functions: 

· SIP/IP core related communication

· User Plane communication

· Client side CPM service logic execution

· Communication internal to the Device with the supporting Enablers clients and the Message and Media Storage Client.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP core.

The CPM Client SHALL be able to perform the following registration-related functions:

· Registration of the CPM Client

· Retrieval of registration information
The CPM Client SHALL be able to perform the following client-side CPM service logic related functions:

· Generating, sending and receiving CPM Messages within and outside CPM Sessions

· Sending a CPM Message

· Indicating the sensitive nature of a CPM Message

· Indicating the priority level of a CPM Message

· Indicating one or more CPM Addresses to be used for reply

· Receiving a CPM Message

· Requesting to forward a CPM Message without downloading the CPM Message

· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects, CPM Messages, CPM Session Histories or CPM Threads to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Activating/de-activating storage of CPM Messages during a CPM Conversation
· Perform CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the CPM Session characteristics (e.g. Media Stream Types and codecs of used Media Streams)
· Indicating the preferred Media Stream

· CPM Session modification

· Dynamically adding/modifying/removing Media Streams during a CPM Session
· Activating/de-activating storage (in the network) of a CPM Session for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Stream Types of the Media Streams currently being used in an ongoing CPM Session of the CPM User and receiving this information
· Perform CPM Group Session handling related functions

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Initiating ad-hoc type of CPM Group Sessions

· Receiving invitations to CPM Group Sessions

· Requesting CPM Group Session information (e.g. Participant information), and receiving notifications of changes in the CPM Group Session information

· Setting and modifying own SIP session parameters

· Terminating own participation

· Setting and modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

· Providing the CPM User with the capability to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Perform CPM Conversation handling related functions

· Start a CPM Conversation by sending a CPM Message or establishing a CPM Session.

The CPM Client MAY be able to perform the following client-side CPM service logic related functions:

· Usage of multiple Devices

· Activating, splitting, merging, and transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name

· Provide the Device name during registration
· Accessing the list of the registered Devices (i.e. the list of names of his/her Devices)

The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with co-located Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with co-located Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client SHALL be responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections

· Generating and receiving User Plane requests and responses

· Handling User Plane floor control requests when applicable 

Change 5:  Section 5.3.1.5
5.3.1.5 Interworking Selection Function

The Interworking Selection Function identifies the Non-CPM Communication Service and selects the appropriate Interworking Function a CPM Session or a CPM Message needs to be routed to.

The Interworking Selection Function SHALL:

· Select the Interworking Function to which a CPM Session Invitation or CPM Message needs to be routed, based on service provider’s policies. When operating in the terminating network, the Interworking Selection Function will also take the preferences of the recipient CPM User into account.
· Subsequently send the CPM Session or CPM Message to the selected Interworking Function.

Additionally, the Interworking Selection Function SHALL also be able to route a CPM Session or a CPM Message to a functionality in the SIP/IP core (e.g. MGCF, IP-SM-GW) that performs interworking.

Change 6:  Section 5.3.2.1

5.3.2.1 SIP/IP Core

The SIP/IP core includes a number of [RFC3261] compliant SIP proxies and SIP registrars. The SIP/IP core performs the following functions that are needed to support the CPM Enabler:

· Routes the SIP signalling between CPM functional components.
· Provides address resolution services.

· May provide some charging information.

· Provides SIP compression.

· Performs authentication and authorization of the CPM User at the CPM Client based on the CPM User’s service profile.

· Provides and maintains SIP-level registration of CPM Users.
· May provide service-level registration of CPM Address(es).
· Provides support for the CPM User address anonymity in the SIP signalling as described in [RFC3325].

· Provides list of registered Devices and their capabilities.
When the SIP/IP core is based on the 3GPP IMS or 3GPP2 MMD, the SIP/IP core architecture is specified in 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002], respectively.
Change 7:  Section 5.3.5.1.1

5.3.5.1.1 CPM-NNI

The CPM-NNI interface is provided by the CPM Conversation Server to allow functional components in a remote CPM environment to access / trigger the functionalities of the CPM Conversation Server in the home CPM environment.

Signalling Control interface CPM-NNI supports the communication between the home CPM Conversation Server and a CPM Conversation requestor located in a remote CPM environment.  The CPM Conversation requestor can be a remote CPM Conversation Server. The interface relies on the communication via the SIP/IP cores between the different networks.

NOTE: The CPM-NNI interface can also be used by remote SIP based networks for CPM-compatible SIP services.  

Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

· Media transfer within Media Streams

· Control of Media transfers within Media Streams

The protocols used for the CPM-NNI are SIP, SDP, MSRP, and RTP/RTCP. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of Media Streams with codecs, and other Media related parameters supported during CPM Session set up. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control the RTP sessions.

Change 8:  Section 5.3.5.2

5.3.5.2 Interfaces to the SIP/IP Core 

Each of the interfaces is an I2 interface in the OSE context and provided by the SIP/IP core. When the SIP/IP core is based on the 3GPP IMS or 3GPP2 MMD, the utilization of these interfaces complies with the rules described in [OMA-IMS-AD].
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