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1 Reason for Change

The following ADRR comment is still open:
	A0091
	2008.05.11
	T
	3.2, “User Plane”
	Source: Acision

Form: doc #0089

Comment: Name of the definition doesn’t really reflect its meaning. 

Proposed Change: Change name to “Media Plane”.
	Status: OPEN

RIM


This change request proposes a resolution for this ADRR comment by implementing the suggested change.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Update Definition
3.2 Definitions

	Aggregation Proxy
	A functional component of the XDM architecture, as defined in [OMA-XDM-AD].

	Authorized Principal
	See [OMA-DICT].  

	Charging Event
	See [OMA-DICT].

	Communication Capabilities
	See [OMA-CPM-RD].

	CPM-based Service
	A Service that uses the functionalities of the CPM framework to fulfil its communication needs.

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Client
	A functional component of the CPM architecture, as defined in this document

	CPM Controlling Function
	A function of the CPM Conversation Server functional component of the CPM architecture, as defined in this document.

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation History Function
	A function of the CPM Conversation Server functional component of the CPM architecture, as defined in this document.

	CPM Conversation Server
	A functional component of the CPM architecture, as defined in this document.

	CPM Deferred Messaging Function
	A function of the CPM Conversation Server functional component of the CPM architecture, as defined in this document.

	CPM Group
	See [OMA-CPM-RD].

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	A function of the CPM Conversation Server functional component of the CPM architecture, as defined in this document.

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session History
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM Thread
	See [OMA-CPM-RD].

	CPM User
	User of a CPM-based Service.

	CPM User Preferences
	A functional component of the CPM architecture, as defined in this document.

	Deferred Delivery Messaging
	See [OMA-DICT].

	Device
	See [OMA-DICT].

	Discrete Media
	See [OMA-CPM-RD].

	Enabler
	See [OMA-DICT].

	Immediate Messaging
	See [OMA-DICT].

	Interworking Function
	A functional component of the CPM architecture, as defined in this document.

	Interworking Selection Function
	A functional component of the CPM architecture, as defined in this document.

	Large Message Mode
	This mode is used to send a single large CPM Message using MSRP.

	Media
	See [OMA-CPM-RD].

	Media Type
	See [OMA-DICT].

	Media Object
	A piece of Discrete Media that can be referenced by a URL, or included directly in a CPM Message. 

	Media Stream
	See [RFC3264].

	Media Stream Type
	The Media Stream Type corresponds to the <media> parameter of a Media description, referred to as “media types” in [RFC4566].

	Message and Media Storage Client
	A functional component of the CPM architecture, as defined in this document.

	Message and Media Storage Server
	A functional component of the CPM architecture, as defined in this document.

	Message Session Relay Protocol
	See [RFC4975].

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Offline Charging
	See [OMA-DICT].

	Online Charging
	See [OMA-DICT].

	Pager Mode
	Sending a single CPM Message of limited size without requiring the establishment of an MSRP session.

	Participant
	See [OMA-DICT].

	Presence Information
	See [OMA-PRS-RD].

	Presentity
	See [OMA-PRS-RD].

	Principal
	See [OMA-DICT].

	Pseudonym
	See [OMA-CPM-RD].

	Pull
	See [OMA-DICT].

	Push
	See [OMA-DICT].

	Real-Time Transport Protocol
	See [RFC3350].

	RTP Control Protocol
	See [RFC3350].

	Service
	See [OMA-DICT].

	Session Description Protocol
	See [RFC4566].

	Session Initiation Protocol
	See [RFC3261].

	Shared Group XDMS
	A functional component of the XDM architecture, as defined in [OMA-XDM-AD]

	Shared List XDMS
	A functional component of the XDM architecture, as defined in [OMA-XDM-AD]

	Shared Policy XDMS
	A functional component of the XDM architecture, as defined in [OMA-XDM-AD]

	User
	See [OMA-DICT].

	User Communication Preferences
	See [OMA-CPM-RD].

	Media Plane
	A specification of the Media and Media control signalling (e.g. floor control) between CPM functional components.

	User Preferences Profile
	See [OMA-CPM-RD].

	VAS
	See [OMA-DICT].

	VAS Application
	An external entity offering a VAS which uses the functionalities of the CPM framework as part of its service logic.


Note to the editor: The definition still needs to be moved to the correct alphabetical location in the list.
Change 2:  Update Section 4.3
4.3 Security Considerations

The following security aspects are considered in this document:

· SIP signalling security,

· Media Plane security,

· Interworking Function security.

The CPM Enabler shall provide at least the same level of confidentiality and integrity as existing Enablers in the area of messaging and communication services.

4.3.1 SIP Signalling Security

The CPM Client (representing the CPM User) shall be authenticated prior to accessing a CPM-based Service. The CPM Conversation Server should rely on the security mechanisms provided by the underlying SIP/IP Core signalling access security and network domain security, for securing the service environments e.g. authentication of the Service usage. The SIP signalling access security is provided by the SIP/IP Core is defined in [RFC3261] and SIP signalling security, within a network domain, can be protected using network domain security as defined in [3GPP TS33.210].
The SIP/IP Core needs to ensure during registration that the registered CPM Address is allocated and authorised to be used by that CPM User in order to prevent spoofing attacks. When the SIP/IP Core corresponds with 3GPP IMS/3GPP2 MMD and the Device contains USIM/ISIM or UIM/R-UIM/ISIM, mutual authentication is applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

For SIP signalling, an integrity protection mechanism shall be used as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

[RFC3261] mandates the support for HTTP digest authentication [RFC2617], if authentication is performed.

4.3.2 Media Plane Security

In order to protect Media Plane communication against eavesdropping, modification and spoofing, Media Plane communication between CPM Client and CPM Conversation Server should be protected to support its integrity and confidentiality, if requested by the CPM User and subject to service provider policies. A suitable mechanism for integrity and confidentiality protection is specified in [OMA-SEC_CF].

4.3.3 CPM Interworking Function Security

Assuming the existence of full security features compatibility on the part of non-CPM networks, the CPM network shall apply the same security measures to the signalling received from non-CPM networks as it would to the signalling received from CPM networks. Otherwise, when the CPM Enabler cannot apply the equivalent security measures, the integrity of the security protection might be compromised and interworking is not recommended. Also, the CPM network should apply the same security measures to the Media Plane communication received from non-CPM networks as it would to the Media Plane communication received from CPM networks. To these two cases, the security measures defined in subsections 4.3.1 "SIP Signalling Security" and 4.3.2 "Media Plane Security" will apply.

Change 3:  Update section 5.3.1.1
5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access network-based CPM functional components. The other functional components in the Device may communicate internally with the CPM Client; see section 5.3.2.

The CPM Client is involved in the following high level functions: 

· SIP/IP Core related communication

· Media Plane communication

· Client side CPM service logic execution

· Communication internal to the Device with the supporting Enablers clients and the Message and Media Storage Client.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.

The CPM Client SHALL be able to perform the following registration-related functions:
· Registration of the CPM Client

· Retrieval of registration information
The CPM Client SHALL be able to perform the following client-side CPM service logic related functions:

· Generating, sending and receiving CPM Messages within and outside CPM Sessions

· Sending a CPM Message

· Indicating the sensitive nature of a CPM Message
· Indicating the priority level of a CPM Message
· Indicating one or more CPM Addresses to be used for reply
· Receiving a CPM Message
· Requesting to forward a CPM Message without downloading the CPM Message

· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects, CPM Messages, CPM Session Histories or CPM Threads to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Activating/de-activating storage of CPM Messages during a CPM Conversation
· Perform CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the CPM Session characteristics (e.g. Media Stream Types and codecs of used Media Streams)
· Indicating the preferred Media Stream
· CPM Session modification
· Dynamically adding/modifying/removing Media Streams during a CPM Session
· Activating/de-activating storage (in the network) of a CPM Session for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Stream Types of the Media Streams currently being used in an ongoing CPM Session of the CPM User and receiving this information
· Perform CPM Group Session handling related functions

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Initiating ad-hoc type of CPM Group Sessions

· Receiving invitations to CPM Group Sessions

· Requesting CPM Group Session information (e.g. Participant information), and receiving notifications of changes in the CPM Group Session information

· Setting and modifying own SIP session parameters

· Terminating own participation

· Setting and modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

· Providing the CPM User with the capability to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Perform CPM Conversation handling related functions
· Start a CPM Conversation by sending a CPM Message or establishing a CPM Session.

The CPM Client MAY be able to perform the following client-side CPM service logic related functions:

· Usage of multiple Devices

· Activating, splitting, merging, and transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name

· Provide the Device name during registration
· Accessing the list of the registered Devices (i.e. the list of names of his/her Devices)

The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with co-located Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with co-located Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client SHALL be responsible for the following Media Plane communication related functions:

· Establishing and maintaining Media Plane connections

· Generating and receiving Media Plane requests and responses

· Handling Media Plane floor control requests when applicable 

Change 4:  Update section 5.3.3.4
5.3.3.4 CPM-IW3

The CPM-IW3 interface is provided by the Interworking Function to support the direct Media Plane communication between other functional components (such as the CPM Conversation Server or the CPM Client) and the Interworking Function.

Supported functionalities include:

· CPM Message transfer
· Media transfer within Media Streams
· Control of Media transfers within Media Streams
The MSRP and RTP/RTCP protocols are used for the CPM-IW3 interface. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages. RTP is used for continuous Media transport and RTCP supports the exchange of information needed to control RTP sessions.
Change 5:  Update Section 5.3.5.1.2
5.3.5.1.2 CPM-UUI

The CPM-UUI interface is provided by the CPM Client to support the direct Media Plane communication between other functional components (such as another CPM Client, possibly in a remote CPM environment) and the CPM Client.

Media interfaces in CPM-UUI support a direct peer-to-peer connection for Media Plane communication between two CPM Clients either in the same domain or in different domains. Use of this interface to enable the “direct peer-to-peer link” solution is optional when the CPM Participating Function does not stay in the Media path.

Supported functionalities include:

· CPM Message transfer
· Media transfer within Media Streams
· Control of Media transfers within Media Streams
The MSRP and RTP/RTCP protocols are used for the CPM-UUI interface. MSRP is used for the transfer Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
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