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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	CPM-based Service
	See [OMA-CPM-AD].

	CPM-based Service Client
	A functional component of the CPM architecture, as defined in [OMA-CPM-AD].

	CPM-based Service Identifier
	A unique identification of a CPM-based Service.

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Client
	See [OMA-CPM-AD].

	CPM Contribution Identity
	A unique identification of a CPM Message or of a CPM Session belonging to a CPM Conversation.

	CPM Controlling Function
	See [OMA-CPM-AD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation Identity
	A unique identification of a CPM Conversation.

	CPM Conversation Server
	See [OMA-CPM-AD].

	CPM Deferred Messaging Function
	See [OMA-CPM-AD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session Identity
	A SIP URI identifying the CPM Session.

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM Thread
	See [OMA-CPM-RD].

	CPM User
	See [OMA-CPM-RD].

	Join-in Group
	See [OMA-XDM_ Shared_Group-TS].

	Large Message Mode
	See [OMA-CPM-AD].

	Media Stream
	As defined in [RFC3264].

	Media Stream Type
	The Media Stream Type corresponds to the <media> parameter of a Media description, referred to as “media types” in [RFC4566].

	Media Type
	See [OMA-DICT].

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Non-CPM Communication Service Identifier
	An identifier identifying a Non-CPM Communication Service in the service provider network.

	Pager Mode
	See [OMA-CPM-AD].

	Participant Information
	Information about the Participants of a CPM Session.

	Pre-arranged Group
	See [OMA-XDM_Shared_Group-TS]

	Join-in Group
	See [OMA-XDM_Shared_Group-TS]

	Registration Event Information
	Information about registered clients and their user agent capabilities.

	SIP/IP Core
	See [OMA-CPM-AD].

	Unique User Agent Identifier
	A globally unique persistent non routable instance identifier of user agent.

	User
	See [OMA-DICT].


3.3 Abbreviations
	3GPP
	3rd Generation Partnership Project

	CAB
	Converged Address Book

	CPM
	Converged IP Messaging

	DRM
	Digital Rights Management

	IMDN
	Instant Message Disposition Notification

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MMS
	Multimedia Message Service

	OMA
	Open Mobile Alliance

	PDA
	Personal Digital Assistant

	PoC
	Push-to-talk over Cellular

	SIP
	Session Initiation Protocol

	SMS
	Short Message Service

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	VAS
	Value Added Service

	VASP
	Value Added Service Provider

	XDM
	XML Document Management

	XML
	eXtensible Markup Language


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. CPM Functional Concepts

5.1 General Concepts

5.1.1 Signalling over SIP/IP Core

5.1.1.1 Registration/ Authentication

The CPM Client SHALL, according to rules and procedures of [RFC3261] and the SIP/IP Core,

· Perform SIP registration for the CPM enabler to the SIP/IP Core prior to using the CPM enabler functionality.

· Maintain the SIP registration for the CPM enabler active by using a re-registration procedure while CPM enabler is used; and,

· Terminate the SIP registration for the CPM enabler after the CPM enabler functionality is no longer used.

NOTE:
The SIP registration can be shared with other SIP based enablers at the UE hosting CPM Client

The CPM Client SHALL indicate its Unique User Agent Identifier at SIP registration. The CPM Client MAY indicate its CPM Client name and its CPM Client user agent capabilities at the SIP registration. . The SIP/IP Core provides the framework for the user agent capabilities according to [RFC3840]. The CPM Client MAY also update its capability by re-registration when the capability has changed.

The CPM Client SHALL register with at least one CPM User address. 
On receiving the SIP registration request from a CPM Client, the SIP/IP Core, according to [RFC3261],

· Authenticates the CPM User.

· Binds a CPM User address and one or more Unique User Agent Identifiers.

· Returns the complete list of bindings of that CPM User address in the response to the registration, if successful.

· Keeps the binding information (e.g, CPM User address, Unique User Agent Identifier, expiration time, user agent capabilities, etc) until de-registration is performed for each contact.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible that the SIP/IP Core informs the CPM Client about additional implicitly registered CPM User addresses in the SIP registration response.

The SIP/IP Core informs the CPM Conversation Server about the registering CPM Client. The CPM Conversation Server SHALL subscribe to the Registration Event Information upon reception of the SIP/IP Core information about the registering CPM Client, if not subscribed yet.
The SIP/IP Core provides the SIP authentication framework as defined in [RFC3261] to authenticate the CPM User. When the SIP/IP Core corresponds with 3GPP/3GPP2, then the CPM Client and the SIP/IP Core SHALL consider IMS variants [3GPP TS33.178] and determine the appropriate authentication scheme according to [3GPP TS33.203] /[3GPP2 S.R0086-0] and [3GPP TS33.178]. 
5.1.1.2 SIP Signalling Compression

SIP signalling compression is performed in wireless environment on both sides of the wireless access to maximize the transport efficiency and to improve the service quality.

The UE and the SIP/IP Core provide signalling compression to reduce the transmission delays according to [RFC3320], [RFC3485], and [RFC3486]. When the signalling compression is to be used, the UE SHALL indicate the signalling compression support as a CPM Client User Agent Capability at the SIP registration.

To improve the compression efficiency, the UE and the SIP/IP Core MAY support extended operations (e.g, dynamic compression as defined in [RFC3321]).

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the UE and the SIP/IP Core follow the procedures defined in [3GPP TS24.229]/[3GPP2 X.S0013.4].
5.1.1.3 Originator Address

The CPM Client MAY include the address of the CPM User at the sending CPM Client when sending CPM requests and CPM responses.

· The CPM Enabler expects that the SIP/IP Core serving the CPM Client provides an authenticated address of the CPM User in CPM requests and responses.
5.1.2 Identification

The objects described in this section can be addressed in the CPM Enabler. Each object is identified by an absolute URI.

Editor's note: It is FFS if, for multi-device support or other reasons, further objects need to be addressed.

5.1.2.1 CPM User 

A CPM User is identified by a CPM User address. 

NOTE:
A CPM User can have multiple CPM User addresses.

The CPM User address SHALL be in the format of 

· a SIP URI as specified in [RFC3261]; or,
· a TEL URI as specified in [RFC3966].
5.1.2.2 Non-CPM User 

A non-CPM User is identified inside the CPM Enabler by a non-CPM User address. When the non-CPM User address is transported inside the CPM Enabler, the non-CPM User address SHALL be in the URI format as specified in [RFC2396]. 

Examples of the possible formats are:

· a SIP URI as specified in [RFC3261];
· a TEL URI as specified in [RFC3966];
· a WV URI as specified in [OMA-IMPS_CSP-TS]; and,
· a MAILTO URI as specified in [RFC2368].
CPM requests from non-CPM Users MAY contain the Non-CPM Communication Service Identifier.

5.1.2.3 CPM Client 

CPM Client is uniquely identified by an Unique User Agent Identifier. A Unique User Agent Identifier distinguishes the CPM Client on the UE from other CPM Clients on other UEs used by the same CPM User. 

The Unique User Agent Identifier SHALL be in the format of

· UUID URN as specified in [RFC4122].
5.1.2.4 CPM Pre-defined Group 

A CPM Pre-defined Group is uniquely identified by a CPM Pre-defined Group address. The CPM Pre-defined Group address SHALL be in the format of a SIP URI as specified in [RFC3261].

5.1.2.5 Non-CPM Group 

A non-CPM group is uniquely identified in the CPM Enabler by a non-CPM group address. When the non-CPM Group address is transported in the CPM Enabler, the non-CPM group address SHALL be in the URI format as specified in [RFC2396].

Examples of the possible formats are:

· a SIP URI as specified in [RFC3261];
· a TEL URI as specified in [RFC3966]; and
· a WV URI as specified in [OMA-TS-IMPS_CSP].
5.1.2.6 CPM Session 

A CPM Session is uniquely identified by a CPM Session Identity.
The CPM Controlling Function SHALL generate the CPM Session Identity when the CPM Session is initiated.

The CPM Session Identity SHALL be in the format of a SIP URI as specified in [RFC3261].

Editor’s note: It is FFS how the CPM Session identity is created in one-to-one CPM Session and whether this is needed at all.

5.1.2.7 CPM-based Service

A CPM-based Service is uniquely identified by a CPM-based Service Identifier.

The CPM-based Service Identifier SHALL be in the format of a URN as specified in [RFC2141].
5.1.2.8 
5.1.2.9 
5.1.3 Security

5.1.4 Privacy

5.1.5 Presence 

5.1.6 Registration Event Information feature

The CPM Client MAY support the Registration Event Information feature. The CPM Conversation Server SHALL support the Registration Event Information feature. The SIP/IP Core supports the Registration Event Information feature. 

Editor's note: Whether the CPM Client support for the Registration Event Information feature is SHALL or MAY is FFS

In order to receive the Registration Event Information of a CPM User, a requestor SHALL send a Registration Event Information subscription request targeted to the CPM User address towards the SIP/IP Core. 

NOTE: The Registration Event Information subscription can be shared with other SIP based enablers at the UE hosting CPM Client

When receiving the Registration Event Information subscription request, the SIP/IP Core serving the CPM User authorizes the Registration Event Information subscription request. If successfully authorized, the SIP/IP Core serving the CPM User:

· responds with the Registration Event Information subscription successful response;

· sends the initial Registration Event Information notification using the reverse path of the Registration Event Information subscription request; and,

· continues sending the Registration Event Information notifications using the reverse path of the Registration Event Information subscription request whenever the Registration Event Information changes until the Registration Event Information subscription becomes invalid.

5.2 CPM Conversation

5.2.1 CPM Conversation Concept

5.2.1.1 CPM Conversation indications

In order to link standalone CPM Messages and CPM Session Invitations to CPM Conversation the CPM Client, the CPM Conversation Server and the CPM Controlling Function SHALL support the CPM Conversation Identity indication.

In order to support creation of a threaded view of standalone CPM Messages and CPM Session Invitations belonging to CPM Conversation the CPM Client, the CPM Conversation Server and the CPM Controlling Function SHALL support the CPM Contribution Identity indication and the indication indicating the CPM Contribution Identity being replied to.

NOTE 1:
The threaded view allows the CPM User to see the items in the CPM Thread in the relationship of request and reply. It is possible to present the items in the CPM Thread in other views as well - such as views based on sender, subject, sending time or any other information that is available from the CPM Thread.

Upon CPM User request to send a standalone CPM Message or a CPM Session Invitation as part of an existing or a new CPM Conversation, the CPM Client SHALL indicate the CPM Conversation Identity in the standalone CPM Message or the CPM Session Invitation as follows: 

· a newly generated CPM Conversation Identity, if the standalone CPM Message or the CPM Session Invitation does not relate to any other standalone CPM Message or CPM Session; or

· the CPM Conversation Identity of the related standalone CPM Message or the related CPM Session. 

NOTE 2:
The CPM Client can get the CPM Conversation Identity from the stored CPM Thread or the received CPM Message or the received CPM Session Invitation.
If the CPM Client indicates the CPM Conversation Identity, the CPM Client 

· SHALL additionally generate and indicate the CPM Contribution Identity of the standalone CPM Message or the CPM Session Invitation being sent; and,

· SHALL additionally indicate the CPM Contribution Identity of the standalone CPM Message or the CPM Session being replied to, if replying to a standalone CPM Message or a CPM Session. 

If indicated in the received request, the CPM Participating Function of the CPM Conversation Server SHALL include 

· the received CPM Conversation Identity indication, 

· the received CPM Contribution Identity indication and

· the received indication indicating the CPM Contribution Identity being replied to 

in the sent standalone CPM Message or the sent CPM Session Invitation.

If indicated in the received request, the CPM Controlling Function SHALL include 

· the received CPM Conversation Identity indication,

· the received CPM Contribution Identity indication and

· the received indication indicating the CPM Contribution Identity being replied to 

in the sent standalone CPM Message or the sent CPM Session Invitation.

The CPM Conversation History Function of the CPM Conversation Server SHALL include 
· the received CPM Conversation Identity indication, 

· the received CPM Contribution Identity indication and

· the received indication indicating the CPM Contribution Identity being replied to 

in the stored standalone CPM Message or the stored CPM Session Invitation as the part of .CPM Thread storing in the Message and Media Storage Server.
Editor's note: It is FFS whether the above 2 paragraphs should be moved to another place to where every parameter preservation is described.

Editor's note: insertion/not-insertion of the indications in individual CPM Messages sent within a CPM Session is FFS.

Editor's Note: it is FFS how to handle conflicting parameters in received CPM Session Invitation and in the existing CPM Session when a user joins to an existing CPM Session

5.2.1.2 CPM Conversation Storing

The CPM Conversation History Function of the CPM Conversation Server SHALL record and upload to the Message and Media Storage Server the following:

· the standalone CPM Messages associated to a CPM Conversation to be stored; and,

· information about accepted CPM Sessions associated to a CPM Conversation to be stored including

· CPM Session state information

· when the CPM Session is established;

· date and time of the CPM Session establishment;

· inviting User address;

· invited Users addresses; and,

· whether CPM Session Invitation was accepted or not;

· when a Participant leaves the CPM Session;

· date and time of the Participant leaving; and,

· leaving User address;

· when a Participant is removed from the CPM Session;

· date and time of the Participant removing; 

· address of the removal initiator, and,

· removed User address;

· when a CPM User joins the CPM Session later on;

· data and time of the CPM User joining; and,

· joining User address;

· when inviting further CPM Users to CPM Session;

· data and time of further CPM Users inviting;

· inviting Users address;

· invited Users addresses; and,

· whether CPM Session Invitation was accepted or not;

· the CPM Messages sent within a CPM Session associated to a CPM Conversation to be stored; and,

· the Media sent within a CPM Session associated to a CPM Conversation to be stored.

NOTE:
only CPM Messages and Media sent or received by the CPM User while participating in the corresponding CPM Session can be stored in the CPM User’s Message and Media Storage Server

The CPM Conversation Server SHALL remain in the media path for the CPM Sessions associated to a CPM Conversation to be stored.
Editor's note: recording control including invocation of CPM Conversation History Function is FFS

5.2.2 CPM Messaging Concepts

5.2.2.1 Instant Message Delivery

The CPM Client SHALL include the address of the target CPM User or the target non-CPM User when sending a CPM Message. 

Editor's note: Sending CPM Message to multiple target addresses consisting of CPM users, non-CPM users, URI lists, CPM Pre-defined groups, non-CPM groups or a CPM session identity is FFS.

Upon request from CPM User to send a CPM Message, the CPM Client SHALL send a CPM Message towards the target address via the SIP/IP Core. 

The SIP/IP Core serving the sender routes the CPM Message to the CPM Conversation Server serving the sender. 

The CPM Conversation Server serving the sender SHALL authorize the sender and if authorized, the CPM Conversation Server SHALL perform the Participating Function and SHALL send the CPM Message towards the target address via the SIP/IP Core.

The SIP/IP Core serving the sender forwards the CPM Message towards the target address.

If the target address is a CPM User address, the SIP/IP Core serving the recipient routes the CPM Message to the CPM Conversation Server serving the recipient. 

If the target address is a CPM Pre-defined Group address, 

· the SIP/IP Core hosting the CPM Pre-defined Group routes the CPM Message to the CPM Controlling Function hosting the CPM Pre-defined Group;
· the CPM Controlling Function hosting the CPM Pre-defined Group SHALL authorize the request and if authorized, the CPM Controlling Function 
· SHALL respond with a CPM Message successful response; and,

· SHALL send the CPM Message towards each CPM Pre-defined Group member via the SIP/IP Core; and, 
· for each recipient, the SIP/IP Core hosting the CPM Pre-defined Group and the SIP/IP Core serving the recipient route the CPM Message to the CPM Conversation Server serving the recipient. 

The CPM Conversation Server serving the recipient SHALL perform the Participating Function and SHALL send the CPM Message towards the recipient via the SIP/IP Core.

The SIP/IP Core serving the recipient:

· adds the target CPM Address into the CPM Message; and,

· routes the CPM Message to the recipient's CPM Client. 

Editor’s note: It is FFS whether the CPM Conversation Server is also capable of inserting the target CPM Address into the CPM Message.

Editor’s note: It is FFS whether adding the target CPM Address into the CPM Message is necessary all the time.
Upon receiving the CPM Message, the recipient's CPM Client SHALL respond with a CPM Message successful response. 

When replying to a received CPM Message from a non-CPM User, the CPM Client SHALL accompany the target non-CPM User address with the Non-CPM Communication Service Identifier included in the received CPM Message.

NOTE 1:
The inclusion of the Non-CPM Communication Service Identifier allows for the CPM Message to be delivered through the same Non-CPM Communication Service from where the original CPM Message was received. 
NOTE 2:
The Non-CPM Communication Service Identifier is not supposed to be visible to the CPM User.

NOTE 3:
Instead of replying, the CPM Client can also send to the non-CPM User a new CPM Message not containing the Non-CPM Communication Service Identifier. 

5.2.2.1.1 CPM Message delivery with reference to the Media

Upon receiving the CPM Message containing Media, the CPM Participating Function of the terminating CPM Conversation Server SHALL determine whether to deliver the CPM Message with the Media or with a reference to the Media according to user preferences and service provider’s policy. If it is determined that a reference to the Media is to be delivered, the CPM Participating Function of the CPM Conversation Server SHALL store the Media in the Message and Media Storage Server, generate a reference indicating the location of the Media according to rules in [RFC4483] and, if successful, route the CPM Message with the reference to Media to the target address via the SIP/IP Core following the procedure in 5.2.2.1.
Editor’s note: It is FFS whether to store individual Media or CPM Message as whole, or metadata associated with the Media.

Editor’s note: It is FFS who cleans up these stored Media.
When the received CPM Message contains a reference indicating the location of Media, the recipient’s CPM Client SHALL interact with the Message and Media Storage Client to retrieve the Media from that referenced location in Message and Media Storage Server.
5.2.2.2 Deferred Message Delivery
One CPM User may send a CPM Message to another CPM User at a time when the CPM Service cannot reach the recipient (e.g. not registered with the CPM Service or loss of connection). In this case, depending on user preferences and operator policies, the CPM Message may be temporarily stored until the recipient is reachable again.

Depending on the user preferences, when the receiver becomes available to the CPM service the deferred messages are either pushed to the recipient automatically, or the CPM service sends a notification to the recipient that there are deferred messages waiting for him. 

Editor's note: it is ffs if "The recipient may selectively choose to retrieve certain messages, or parts of messages, by looking through a message summary. In addition, the receiver may selectively delete some deferred messages without retrieving them (e.g., based on subject or sender)."

5.2.2.2.1 Deferring the message

When the CPM Conversation Server in the receiving network receives a message destined for a CPM User who is not available, the CPM Conversation Server SHALL: 

· check the user preferences and the service provider policies.

· temporarily store the CPM Message in the CPM Conversation Server if the user preferences or service provider policies indicate that the message should be deferred.

The user preferences may indicate that another scenario is to be executed, e.g. deliver the message via interworking. More details can be found in section 5.4 “User Preferences”.

5.2.2.2.2 Retrieving the deferred message

Editor's note: The mechanism to provide the notification and to retrieve the deferred messages is FFS.

Disposition Notification

When a CPM User requests to obtain the disposition-state of the sent CPM Message, the CPM Client SHALL request a disposition notification for the sent CPM Message. Disposition notifications for CPM are a delivery notification and a read report. In a case that a CPM Message containing a disposition notification request is targeted at multiple recipients (i.e. pre-defined/ad-hoc group) or multiple different types of disposition notifications are requested for the same CPM Message, the originating user MAY receive aggreagted disposition notifications based on service provider policy.

Editor’s note: It is FFS how to satisfy the following requirement: “In a case that a recipient has multiple devices and the CPM Message containing disposition notifications are delivered to at least two devices of the recipient, the originating user SHALL receive exactly one disposition notification per the type of disposition notification request contained in the CPM Message if allowed by the recipient’s user preference and service provider policy. [For the sake of a single disposition notification per a request, a CPM Conversation Server handling the recipient’s multiple devices MAY perform filtering or combining multiple disposition notifications from each device based on service provider policy.]”

When sending a disposition notification to a non-CPM User, the CPM Client SHALL accompany the target non-CPM User address with the Non-CPM Communication Service Identifier included in the received CPM Message.
5.2.2.2.3 Delivery Notification
Delivery notification which comprises a positive-delivery notification and a negative-delivery notification indicates whether the CPM Message was successfully delivered to the intended recipient or not. 

When requesting a delivery notification, the CPM Client SHALL request a positive-delivery notification, a negative-delivery notification or both of them in a CPM Message. 

A positive-delivery notification indicates that the requested CPM Message was successfully delivered to the recipient. When a CPM Client receives a CPM Message containing the positive-delivery notification request, the CPM Client SHALL send the CPM Message delivery notification to notify the originating CPM Client of the successful delivery of the message if authorized by the recipient.

Editor’s note: It is FFS whether the authorization of delivery notification is realized by the recipient’s user preferences.
A negative-delivery notification indicates that the requested CPM Message failed to be delivered to the recipient.

In a case that a terminating CPM Conversation Server fails to deliver the CPM Message containing a negative-delivery notification request to the recipient, the CPM Conversation Server SHALL notify  the originating CPM Client of the failure of the message delivery based on the recipient’s user preferences and service provider policy. 

In a case that an originating CPM Conversation Server can not deliver the CPM Message containing a negative-delivery notification request to the terminating network, the originating CPM Conversation Server SHALL notify the originating CPM Client of the failure of the message delivery based on service provider policy.

In a case that a CPM Controlling Function hosting a CPM Pre-defined Group fails to deliver the CPM Message containing a negative-delivery notification request to a part of the CPM Pre-defined Group members, the CPM Controlling Function SHALL notify the originating CPM Client of the failure of the message delivery to those group members based on service provider policy.

When receiving a CPM Message delivery notification, the CPM Controlling Function hosting a CPM Pre-defined Group SHALL forward the received CPM Message delivery notification to the CPM Client originating the CPM Message.
Editor's note: It is FFS whether recipient’s user preferences apply to delivery notification.

Editor’s note: It is FFS to determine when a message is considered to have been delivered.

5.2.2.2.4 Read Report
A read report indicates whether the CPM Message was read or the contents were otherwise rendered by the intended recipient. When the receiving CPM client receives a CPM Message containing a read report request and the contents enclosed in its body was displayed or otherwise rendered to the recipient, the CPM client SHALL if authorized by the recipient generate a read report and send it to the originating CPM client.

Editor’s note: It is FFS to determine when a message is considered to have been read.

Editor’s note: It is FFS whether the authorization of read report is realized by the recipient’s user preferences.

5.2.3 CPM Session Concepts

Editor’s Note: The usage of a CPM enabler usage indication for SIP/IP Core routing purposes is FFS.

5.2.3.1 CPM 1-1 Sessions

The CPM Session Invitation is routed from the network serving the inviting CPM User to the network serving the invited CPM User.

5.2.3.1.1 Session Initiation

5.2.3.1.1.1. Network serving the inviting CPM User

In order to establish the CPM Session, the inviting CPM Client SHALL send the CPM Session Invitation to the SIP/IP Core serving the inviting CPM Client. The CPM Client SHALL indicate the CPM enabler usage in the CPM Session Invitation.

NOTE:
The CPM enabler usage indication is used by the SIP/IP Core to route the CPM Session Invitation to the CPM Conversation Server.

The CPM Client SHALL include the address of the invited CPM User or the invited non-CPM User in the CPM Session Invitation.
The SIP/IP Core serving the inviting CPM Client routes the CPM Session Invitation to the CPM Conversation Server serving the inviting CPM Client based on the included CPM enabler usage indication. 

Upon receiving the CPM Session Invitation, the CPM Conversation Server SHALL:

· determine whether or not to continue the CPM Session establishment
· route the CPM Session Invitation to the invited CPM User through the SIP/IP Core.

The CPM Participating Function of the CPM Conversation Server SHALL decide whether or not the CPM Conversation Server remains in the media path for this session according to service provider policy.

5.2.3.1.1.2. Network serving the invited CPM User
The SIP/IP Core serving the invited CPM User routes the CPM Session Invitation to the CPM Conversation Server serving the invited CPM User based on the included CPM enabler usage indication. 

Upon receiving the CPM Session Invitation, the CPM Conversation Server SHALL:

· determine whether or not to continue the CPM Session establishment
· route the CPM Session Invitation to the invited CPM Client via the SIP/IP Core from which the CPM Session Invitation was received. The CPM Participating Function of the CPM Conversation Server SHALL indicate the CPM enabler usage in the CPM Session Invitation. 

The CPM Participating Function of the CPM Conversation Server SHALL decide whether or not the CPM Conversation Server remains in the media path for this session according to service provider policy.

5.2.3.2 CPM 1-N Sessions

5.2.3.2.1 CPM Session initiation

A CPM Session Invitation is routed through the network serving the inviting CPM User, optionally through the network hosting the CPM Session, e.g. when CPM Pre-defined Group Session is being established, and the network serving the invited CPM User.

5.2.3.2.1.1. Network serving the inviting CPM User

In order to establish a CPM Session, the inviting CPM Client SHALL send a CPM Session Invitation to the SIP/IP Core serving the inviting CPM Client. The CPM Client SHALL indicate the CPM enabler usage in the CPM Session Invitation. 

NOTE:
The CPM enabler usage indication is used by the SIP/IP Core to route the CPM Session Invitation to the CPM Conversation Server.

The CPM Client SHALL include in the CPM Session Invitation:
· the addresses of the invited CPM Users, the invited non-CPM Users or any combination of these, if initiating a CPM Session for a CPM Ad-hoc Group; or,

Editor's note: Inviting multiple participants to an ad-hoc group session by using URI Lists (as specified in [OMA-TS-XDM_Shared_List-V2_0]) is FFS.

· the CPM Pre-defined Group address, if initiating or joining a CPM Session for the CPM Pre-defined Group; or,

· the non-CPM group address, if initiating or joining a non-CPM session for a non-CPM Group. or,

· the CPM Session Identity, if re-joining a CPM Session or a non-CPM session.

The SIP/IP Core serving the inviting CPM Client routes the CPM Session Invitation to the CPM Conversation Server serving the inviting CPM Client based on the included CPM enabler usage indication. 

Upon receiving the CPM Session Invitation, the CPM Conversation Server SHALL:

· determine whether or not to continue the CPM Session establishment and
· route the CPM Session Invitation to the CPM Controlling Function  hosting the CPM Session via the SIP/IP Core from which the CPM Session Invitation was received. The CPM Participating Function of the CPM Conversation Server SHALL indicate the CPM enabler usage in the CPM Session Invitation.
5.2.3.2.1.2. Network hosting the CPM Session
The SIP/IP Core of the network hosting the CPM Session routes the CPM Session Invitation to the CPM Controlling Function hosting the CPM Session based on the included CPM enabler usage indication. 

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Pre-defined Group, the CPM Controlling Function SHALL fetch the CPM Pre-defined Group members as well as the policies from the Shared Group XDM and SHALL determine whether to allow the request or not based on the policies stored as part of the CPM Pre-defined Group definition such as whether the service requested is allowed for the group, whether the requesting CPM User is allowed to initiate the service, etc.

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Ad-hoc Group, the CPM Controlling Function SHALL determine whether to allow the request or not based on the service provider policies related to CPM Sessions such as media types offered, etc

If determined to continue the CPM Session establishment, the CPM Controlling Function SHALL send the CPM Session Invitation to the invited CPM Users via the SIP/IP Core from which the CPM Session Invitation was received. In case of the CPM Ad-hoc Group, the invited CPM Users are determined from the received CPM Session Invitation, in case of the CPM Pre-defined Group which is a Pre-arranged Group, the invited CPM Users are the members of the CPM Pre-defined Group.
NOTE: No CPM Session Invitations are sent for a CPM Pre-defined Group which is a Join-in Group.

The CPM Controlling Function SHALL indicate the CPM enabler usage in the CPM Session Invitation. 
The CPM Controlling Function SHALL include into the CPM Session Invitation:

· the address of the inviting CPM User or the inviting non-CPM User; and,
· the address of the invited CPM User or the invited non-CPM User; and,
· the CPM Pre-defined Group address if the CPM Session Invitation is for a CPM Pre-defined Group; and,
· the CPM Session Identity.
The CPM Controlling Function SHALL include the CPM Session Identity into the CPM Session Invitation response.
5.2.3.2.1.3. Network serving the invited CPM User
The SIP/IP Core serving an invited CPM User routes the CPM Session Invitation to the CPM Conversation Server serving the invited CPM Client based on the included CPM enabler usage indication. 

If multiple CPM Clients are registered, the CPM Participating Function of the CPM Conversation Server SHALL determine which CPM Clients are not to receive the CPM Session Invitation based on offered Media Types of the CPM Session Invitation, the capabilities of CPM Clients of the invited CPM User, invited CPM User's preferences and service provider policies.

Upon receiving the CPM Session Invitation, the CPM Conversation Server SHALL:

· determine whether or not to continue the CPM Session establishment
· route the CPM Session Invitation to the invited CPM User via the SIP/IP Core from which the CPM Session Invitation was received. The CPM Participating Function of the CPM Conversation Server SHALL indicate the CPM enabler usage in the CPM Session Invitation. The CPM Participating Function of the CPM Conversation Server SHALL also indicate in the CPM Session Invitation the Unique User Agent Identifier(s) of the CPM Client(s) not eligible for reception of the CPM Session Invitation.
The SIP/IP Core serving the invited CPM User:

· adds the target CPM Address into the CPM Session Invitation; and,
· routes the CPM Session Invitation to the CPM Clients of the invited CPM User apart from those listed as not eligible for reception of the CPM Session Invitation.

Editor’s note: It is FFS whether the CPM Conversation Server is also capable of inserting the target CPM Address into the CPM Session Invitation.

Editor’s note: It is FFS whether adding the target CPM Address into the CPM Session Invitation is necessary all the time.
5.2.3.2.2 CPM Client leaving a CPM Session

In order to leave a CPM Session in which a CPM Client participates, the CPM Client SHALL send a CPM Session leaving request to the SIP/IP Core serving the CPM Client.  

The SIP/IP Cores routes the CPM Session leaving request according to the signalling path used at the CPM Session establishment.

The CPM Participating Function of the CPM Conversation Server of the leaving CPM User SHALL route the CPM Session leaving request according to the signalling path used at the CPM Session establishment.

When receiving the CPM Session leaving request the CPM Controlling Function SHALL

· stop sending Media belonging to this CPM Session to the CPM Client and discards any Media received from the CPM Client; and,
· stop handling of the Media of the other CPM Clients participating in the CPM Session and release the other CPM Clients participating in the CPM Session as specified in the subsection 5.2.3.2.5 "CPM Client being released from a CPM Session", if the whole CPM Session is to be terminated according to the CPM Group policy and service provider policies.
5.2.3.2.3 CPM Client inviting CPM Users to existing CPM Session

In order to add CPM Users to a CPM Session in which the CPM Client participates, the CPM Client SHALL send the CPM Session adding request to the SIP/IP Core serving the CPM Client.  The CPM Client SHALL indicate the newly invited CPM User(s) in the CPM Session adding request.

The SIP/IP Cores routes the CPM Session adding request towards the CPM Conversation Server of the adding CPM User.
The CPM Participating Function of the CPM Conversation Server of the adding CPM User SHALL route the CPM Session adding request towards the CPM Controlling Function hosting the CPM Session.

When receiving the CPM Session adding request the CPM Controlling Function SHALL authorize the request according to the CPM Group policy (e.g. policies may specify whether the requesting CPM User is authorized to add new participants and whether the invited users are allowed to be part of the session based on criteria such as age) and service provider policies (e.g. service provider policy may impose rules such as the maximum number of participants for a session) and if authorized, the CPM Controlling Function SHALL invite each CPM User listed in the CPM Session adding request as specified in the subsection 5.2.3.2.1 "CPM Session initiation".
The CPM Controlling Function SHALL acknowledge the request to the inviting CPM User with either the successful or unsuccessful result of the request.
5.2.3.2.4 CPM Client removing Participants from a CPM Session

In order to remove Participants from CPM Session in which the CPM Client participates, the CPM Client SHALL send the CPM Session removal request to the SIP/IP Core serving the CPM Client.  The CPM Client SHALL indicate the addresses of the Participants to be removed in the CPM Session removal request.

The SIP/IP Core routes the CPM Session removal request towards the CPM Conversation Server of the removing CPM Participant.

The CPM Participating Function of the CPM Conversation Server of the removing Participant SHALL route the CPM Session removal request towards the CPM Controlling Function hosting the CPM Session.

When receiving the CPM Session removal request the CPM Controlling Function SHALL authorize the request according to the CPM Group policy and service provider policies and if authorized, the CPM Controlling Function SHALL release the Participants listed in the CPM Session removal request from the CPM Session as specified in the subsection 5.2.3.2.5 "CPM Client being released from a CPM Session".
5.2.3.2.5 CPM Client being released from a CPM Session

The CPM Controlling Function can release a Participant from a CPM Session e.g. when originator of the CPM Session leaves, when an Authorized Principal removes the Participant from the CPM Session or other reasons.

In order to release a participating CPM Client from a CPM Session, the CPM Controlling Function SHALL 

· stop sending Media belonging to this CPM Session to the CPM Client and discards any Media received from the CPM Client; and,

· send the CPM Session releasing request towards the CPM Client according to the signalling path used at the CPM Session establishment.  

The SIP/IP Core routes the CPM Session releasing request according to the signalling path used at the CPM Session establishment.

The CPM Participating Function of the CPM Conversation Server of the released CPM User SHALL route the CPM Session releasing request according to the signalling path used at the CPM Session establishment.

5.2.3.2.6 CPM Session modification

The CPM Session modification allows the CPM Client participating in a CPM Session or the CPM Controlling Function to add new Media Streams, to remove existing Media Streams or to change the characteristics of the existing Media Streams.

The CPM Conversation Server and the CPM Controlling Function SHALL support the CPM Session modification. A CPM Client that supports CPM Session establishment SHALL support the CPM Session modification.

The CPM Client MAY initiate the CPM Session modification. 

NOTE 1:
The CPM Session modification can be initiated based on the CPM User input or other reasons e.g. moving to lower bandwidth IP network.

The CPM Controlling Function MAY initiate the CPM Session modification.

NOTE 2:
The CPM Session modification can be initiated based on a CPM Session modification request received from a CPM Client.

The SIP/IP Core routes the CPM Session modification request according to the signalling path used at the CPM Session establishment.

5.2.3.2.6.1. CPM Session modification initiated by CPM Client

In order to modify the CPM Session the CPM Client SHALL send a CPM Session modification request according to the signalling path used at the CPM Session establishment. 

The CPM Participating Function of the CPM Conversation Server of the originating CPM User SHALL route the CPM Session modification request according to the signalling path used at the CPM Session establishment, if the CPM Session modification request satisfies the originating CPM User policy and service provider policies.

When receiving the CPM Session modification request the CPM Controlling Function SHALL authorize the request according to the CPM Group policy and service provider policies and if authorized, the CPM Controlling Function SHALL initiate a CPM Session modification towards those CPM Clients participating in the CPM Session, which are affected by the changes introduced by the originating CPM Client.

Editor’s Note:  It is for FFS whether in the case of 1-1 session modification there may be no CPM Controlling Function in the signalling path or the CPM Controlling Function may be co-located with a CPM Conversation Server.       

5.2.3.2.6.2. CPM Session modification initiated by CPM Conversation Server

In order to modify the CPM Session with a participating CPM Client the CPM Controlling Function SHALL send a CPM Session modification request according the signalling path used at the CPM Session establishment for the CPM Client. 

Editor’s Note: In the case of 1-1 session modification the CPM session request may be received directly from the CPM Conversation Server for the originating CPM User.

The CPM Participating Function of the CPM Conversation Server of the terminating CPM User SHALL route the CPM Session modification request according to the signalling path used at the CPM Session establishment, if the CPM Session modification request satisfies the terminating CPM User policy and service provider policies.

5.2.3.3 CPM Ad-hoc and Pre-defined Groups

A CPM Ad-hoc Group is a list of addresses created by the CPM User dynamically. 

NOTE: CPM Ad-hoc Group storing in the network is not needed.

The CPM User can populate the addresses in the CPM Ad-hoc Group in different ways (e.g., enter them manually or select them from his address book). For CPM Messages and CPM Session Invitations, the list of addresses constituting the CPM Ad-hoc Group is inserted in the body of the CPM Message or the CPM Session Invitation. 

When the CPM Controlling Function receives in a CPM Message or a CPM Session Invitation a list of addresses, the CPM Controlling Function uses the list to send CPM Message or CPM Session Invitation to each member of the list.

A CPM Pre-defined Group is either a Pre-arranged Group or a Join-in Group. The owner of a CPM Pre-defined Group can add/delete members to/from the CPM Pre-defined Group. Policies are attached to the CPM Pre-defined Group to regulate the allowed services and other membership rules for the CPM Pre-defined Group. CPM Pre-defined Groups are stored as defined in the Shared Group XDM specification [OMA-XDM_Shared_Group-TS].

Handling of CPM Messages targeted to a CPM Pre-defined Group is described in section 5.2.2.1 Instant Message Delivery. 

Handling of CPM Session Invitations targeted to a CPM Pre-defined Group is described in section 5.2.3.2 1-N CPM Session.
5.2.3.4 Simultaneous CPM Sessions

5.2.3.5 Participant Information

The CPM Client MAY support the request for Participant Information.

The CPM Conversation Server SHALL support the Participant Information. 

If the CPM Client supports the Participant Information, the following applies:

In order to receive the Participant Information the CPM Client SHALL send a Participant Information subscription request towards the CPM Controlling Function hosting the CPM Session identified by the CPM Session Identity. 

The SIP/IP Core serving the CPM Client routes the Participant Information subscription request to the CPM Conversation Server serving the CPM Client. 

When receiving the Participant Information subscription request, the CPM Conversation Server serving the CPM Client SHALL forward the Participant Information subscription request to the intended address via the SIP/IP Core from which the Participant Information subscription request was received

The SIP/IP Core of the network hosting the CPM Session or the CPM Group routes the Participant Information subscription request to the hosting CPM Conversation Server. 

When receiving the Participant Information subscription request, the hosting CPM Controlling Function SHALL check that it hosts the targeted CPM Session and SHALL check the Participant Information subscription request against the CPM Group policies and service provider policies. If successfully authorized, the CPM Controlling Function SHALL 

· respond with the Participant Information subscription successful response;

· send the initial Participant Information notification to the CPM Client using the reverse path of the Participant Information subscription request; and,

· continue sending the Participant Information notifications to the CPM Client using the reverse path of the Participant Information subscription request whenever the Participant Information changes until the Participant Information subscription becomes invalid.

Editor's note: The Participant Information subscription from Authorized Principal at functional entity other than CPM Client (as in CPM-CONV-021) is FFS 

Editor's note: How the Principal not participating in the CPM Session (as in CPM-CONV-021) gets aware of CPM Session identity is FFS 

5.2.3.6 Anonymous Participation

When an inviting CPM User wants to initiate a CPM Session anonymously, the CPM Client SHALL include an anonymous CPM User identity, SHALL change the display name of the sender to an anonymous name and SHALL include an anonymity indication in the CPM Session Invitation. 

Upon receiving CPM Session Invitation with the anonymity indication, the CPM Participating Function of the CPM Conversation Server SHALL reject the CPM Session Invitation if the service provider policies indicate that anonymity is not allowed. 

Upon receiving CPM Session Invitation with the anonymity indication, the CPM Controlling Function SHALL reject the CPM Session Invitation if service provider policies or the Pre-defined CPM Group policies indicate that anonymity is not allowed. 

SIP/IP core removes the true identity of the inviting CPM User before forwarding the CPM Session Invitation to the invited CPM Client or to a not trusted SIP/IP Core.

Editor’s note: It is FFS whether the true identity of the CPM User is however known to the CPM Participating Function of the originating CPM Conversation Server and CPM Controlling Function. It is assumed that the CPM Participating Function of the originating CPM Conversation Server and the CPM Controlling Function must have a trusted relationship. It is FFS if that is always the case.

When an invited CPM User wants to accept the CPM Session Invitation anonymously, the CPM Client SHALL change the display name of the invited CPM User to an anonymous name and SHALL include an anonymity indication in the CPM Session Invitation successful response. 

Upon receiving CPM Session Invitation successful response with the anonymity indication, the CPM Participating Functions of the terminating and originating CPM Conversation Servers SHALL reject the CPM Session Invitation if the service provider policies indicate that anonymity is not allowed and SHALL release the CPM User from the CPM Session. 
Upon receiving CPM Session Invitation successful response with the anonymity indication, the CPM Controlling Function SHALL release the CPM User from the CPM Session if the service provider policies or the Pre-defined CPM Group policies, indicate that anonymity is not allowed. 

The CPM Controlling Function SHALL include in the Participant Information the CPM User identities as anonymous only for CPM Users which requested anonymity in the CPM Session establishment.

NOTE: The true identities are not disclosed for the CPM Users who requested anonymity in the CPM Session establishment

If anonymity is allowed, the CPM Controlling Function SHALL either allow the anonymous display name of the requesting CPM User to be sent to other participants in the CPM Session, or MAY assign a Pseudonym to the requesting CPM User.  
5.2.3.7 Pseudonym Negotiation

The CPM Controlling Function MAY assign unique Pseudonyms to different participants in the case where more than one participant is attempting to use the same Pseudonym as another Participant in the CPM Session. 
Editor’s note: It is FFS whether the CPM Controlling Function should change an unacceptable pseudonym to a different one, based on service provider’s policy.

5.2.3.8 Media Streams usage in CPM Session

A CPM Session can consist of one or more Media Streams, each of a specific Media Stream Type e.g. audio, video, or message. The Media Streams are negotiated in the CPM Session Invitation procedure and can be later on re-negotiated using the CPM Session modification procedure.

Each offered and accepted Media Stream contains the characteristics of the Media Stream Type. The characteristics of each Media Stream are negotiated during the CPM Session establishment and can be modified during the CPM Session by the CPM Session modification procedure.

5.2.3.8.1 Media Streams usage in CPM Session Invitation

CPM Clients, the CPM Participating Functions of CPM Conversation Servers and the CPM Controlling Functions SHALL include the offered Media Streams in CPM Session Invitations they send. 

When sending a CPM Session Invitation, the inviting CPM Client SHALL offer one or more Media Streams of the Media Stream Types supported by the CPM Client. 

NOTE 1:
The CPM Client can offer the Media Streams based on the CPM User’s input.

When sending a CPM Session Invitation, the CPM Participating Function of the CPM Conversation Server SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session Invitation according to the service provider policies.

NOTE 2:
The CPM Participating Function of the CPM Conversation Server can restrict the offered Media Streams, e.g. because of the allowed Media Stream Types in the service provider’s policy for the CPM User.
NOTE 3:
If no Media Streams are authorized, the CPM Session Invitation is rejected.
When sending a CPM Session Invitation, the CPM Controlling Function SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session Invitation according to the hosted CPM Group policy and service provider policies.

NOTE 4:
The CPM Controlling Function can restrict the offered Media Streams e.g. because of the allowed Media Stream Types policy of the CPM Group.
NOTE 5:
If no Media Streams are authorized, the CPM Session Invitation is rejected.
Editor's note: further offered Media Stream updates (such as: reduction Media Stream, add new Media Stream) by an existing functional entity is FFS

If a CPM Session Invitation is accepted by a CPM Client, the CPM Client SHALL accept all or a non-empty subset of the offered Media Streams.

NOTE 6:
Those Media Streams, which are not accepted, are rejected.

NOTE 7:
The CPM Client can accept the offered Media Streams based on the CPM User decision.

NOTE 8:
If no Media Streams are acceptable, the CPM Session Invitation is rejected.

CPM Clients, the CPM Participating Functions of CPM Conversation Servers and CPM Controlling Functions SHALL include the accepted Media Streams in the successful CPM Session Invitation response. 

When sending a successful CPM Session Invitation response, the invited CPM Client SHALL accept all or a non-empty subset of the offered Media Streams supported by the CPM Client. 

When sending a successful CPM Session Invitation response, the CPM Participating Function of the CPM Conversation Server SHALL accept the Media Streams accepted in the received CPM Session Invitation response.

When sending a successful CPM Session Invitation response, the CPM Controlling Function SHALL accept the Media Streams accepted in the received CPM Session Invitation response.

Editor's note: further offered Media Stream updates (such as: reduction Media Stream, add new Media Stream) by an existing functional entity is FFS

Editor's note: CPM Interworking Function is FFS

5.2.3.8.2 Media Streams usage in CPM Session modification

CPM Clients, the CPM Participating Functions of the CPM Conversation Server and CPM Controlling Functions SHALL include the offered Media Streams in the CPM Session modification request and SHALL include the accepted Media Streams in the successful CPM Session modification response. 

When sending the CPM Session modification request the originating CPM Client SHALL offer one or more Media Streams of the Media Stream Types supported by the originating CPM Client. 

NOTE 1:
The offered Media Streams include all Media Streams the CPM Client wishes to use in the CPM Session meaning the new Media Streams which the CPM Client wishes to start using and the existing Media Streams which the CPM Client wishes to continue using. The Media Streams which the CPM Client currently uses and wishes not to use any longer are not offered.

NOTE 2:
Characteristics of an offered Media Stream can be same or different that the currently used characteristics of the Media Stream.

Editor's note: it is FFS whether refreshing of the CPM Session is needed

When sending the CPM Session modification request, the CPM Participating Function of the CPM Conversation Server of the originating CPM Client SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session modification request according to the service provider policies. 

NOTE 3:
If no Media Streams is authorized, the CPM Session modification request is rejected.
When receiving the CPM Session modification request the CPM Controlling Function SHALL send a CPM Session modification request to the other participating CPM Clients, if 

· there is at least one offered Media Stream which is not currently used in the CPM Session by any participating CPM Client and the originating CPM Client is authorized to add such Media Stream to the CPM Session according to the hosted CPM Group policy and service provider policies; or

· there is at least one Media Stream currently used by the originating CPM Client which is not offered by the originating CPM Client and the originating CPM Client is authorized to remove this Media Stream from all Participants according to the hosted CPM Group policy and service provider policies.

When sending the CPM Session modification request towards a terminating CPM Client the CPM Controlling Function SHALL offer:

· the Media Streams currently used by the terminating CPM Client not including the Media Streams current used by the originating CPM Client which were not offered by the originating CPM Client in the received CPM Session modification request and which the originating CPM Client is authorized to remove from all Participants according to the hosted CPM Group policy and service provider policies; and,

· the Media Streams offered by the originating CPM Client which are not currently used in the CPM Session by any participating CPM Client, if the originating CPM Client is authorized to add such Media Streams to the CPM Session according to the hosted CPM Group policy and service provider policies.

When handling the Media Streams offered by the originating CPM Client, the CPM Participating Function of the CPM Conversation Server SHALL ignore the offered Media Stream with no characteristics supported by the CPM Conversation Server.

When sending the CPM Session modification request the CPM Participating Function of the CPM Conversation Server of the terminating CPM Client SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session modification request according to the terminating CPM user policy and the service provider policies. 

NOTE 4:
If no Media Streams is authorized, the CPM Session modification request is rejected.

When sending the successful CPM Session modification response the terminating CPM Client SHALL accept all or a non-empty subset of the offered Media Streams supported by the terminating CPM Client. 

When sending the successful CPM Session modification response the CPM Participating Function of the CPM Conversation Server of the terminating CPM Client SHALL accept the Media Streams accepted in the received CPM Session modification response.

When sending the successful CPM Session modification response the CPM Controlling Function SHALL accept: 

· the Media Streams offered in the received CPM Session modification request which are currently used in the CPM Session by any participating CPM Client; and,

· the Media Streams offered in the received CPM Session modification request which are not used yet by any participating CPM Client and which the originating CPM Client is authorized to add according to the hosted CPM Group policy and service provider policies. 

When sending the successful CPM Session modification response the CPM Participating Function of the CPM Conversation Server of the originating CPM Client SHALL accept the Media Streams accepted in the received CPM Session modification response.

When receiving a failure CPM Session modification response for a CPM Session modification request not offering a Media Stream currently used by the terminating CPM Client the CPM Controlling Function SHALL stop forwarding to the terminating CPM Client the Media of the Media Streams, which are currently used by the terminating CPM Client and which were not offered to the terminating CPM Client.

Editor's note: It is FFS whether transcoding or terminating session modifications need to be done when the originating CPM Client changes the characteristics so that they are not compatible with the characteristics of the other participating clients

Editor's note: It is FFS how to distinguish disconnect from Media Stream and removal of Media Stream.

Editor's note: 1-1 CPM Session procedures are FFS

Editor's note: It is to be checked whether <allow-media> parameter of Shared Group is already taken into consideration

5.2.3.9 CPM Session User Plane handling

The CPM Client MAY send the Media within the negotiated Media Streams.

The CPM Controlling Function SHALL 

· for each full duplex Media Stream of a real time Media Stream Type 

· send the mixed Media received from the other participating CPM Clients to each participating CPM Client which uses the Media Stream;

· for each simplex Media Stream of a real time Media Stream Type 

· send the Media received from the sending participating CPM Client to each receiving participating CPM Client which uses the Media Stream;

· for each Media Stream of a non real time Media Stream Type without floor control

· send the Media received from the other participating CPM Client to each participating CPM Client which uses the Media Stream; and,

· for each Media Stream of a Media Stream Type with floor control

· send the Media received from the other participating CPM Client who has the permission to send Media to each participating CPM Client which uses the Media Stream.

A CPM Conversation Server MAY stay in the Media path.

When staying in the Media path of a 1-N CPM Session, the CPM Participating Function of the CPM Conversation Server for a CPM Client SHALL:

· send to the CPM Client the Media received from the CPM Controlling Function; and,

· send to the CPM Controlling Function the Media received from the CPM Client.

When staying in the Media path of a 1-1 CPM Session, the CPM Participating Function of the CPM Conversation Server for a CPM Client SHALL:

· send to the CPM Client the Media received from the other Participant; and,

· send towards the other Participant the Media received from the CPM Client.

Editor's note: PF indicating to CF that PF stays in the media path is FFS

5.2.4 
5.2.5 
5.3 CPM Interworking

5.3.1 CPM enabler sending non-CPM requests

This subsection describes routing of CPM Session Invitations and CPM Messages to a non-CPM destination.

NOTE:
transport level responses to a CPM Session Invitation or a CPM Message follow the reverse path of the CPM Session Invitation or the CPM Message.

The Interworking Function provides inter-working capabilities between CPM Services and Non-CPM Communication Services.

For the CPM originator to be able to receive replies from the non-CPM recipient, the CPM originator must have or be assigned during interworking a routable address in the Non-CPM Communication Service domain.  

5.3.1.1 CPM Interworking in the Controlling or Terminating Network
This subsection describes the interworking functionality in the CPM network receiving a CPM Message or a CPM Session Invitation.
No CPM originator user preferences are involved in the interworking decision, either in whether to interwork, or in which domain to interwork towards.

When selecting Non-CPM Communication Service, the CPM System SHALL take into account only those Non-CPM Communication Services, in which the CPM originator has or was assigned a routable Non-CPM Communication System address. 

If there is no routable address for a Non-CPM Communication Service assigned to the CPM originator, the CPM System SHALL reject the CPM request with an error response.

If a CPM request sent towards a Non-CPM Communication Service fails, the CPM System 

· MAY attempt to deliver the CPM request to the non-CPM recipient using other Non-CPM Communication Service, in which the CPM originator has or was assigned a routable Non-CPM Communication System address; or

· SHALL forward the failure response towards the CPM originator.

5.3.1.1.1 Not Registered CPM User
Editor's note: The interworking when the CPM User has blocked reception of incoming CPM communications is FFS

When the CPM Conversation Server that is responsible to finally deliver a specific CPM Session Invitation or CPM Message to the target CPM user receives this CPM Session Invitation or this CPM Message and the target CPM User is currently not registered for the CPM service, the CPM Conversation Server SHALL analyze the service provider policies and user preferences of the target CPM User. If the conclusion indicates that delivery is to be done using a Non-CPM Communication Service, the CPM Conversation Server SHALL send the CPM Session Invitation or CPM Message to the CPM Interworking Selection Function. The CPM Interworking Selection Function SHALL select a CPM Interworking Function based on the service provider policies and/or user preferences and/or other factors (such as message size and content) and the CPM Interworking Selection Function SHALL route the CPM Session Invitation or the CPM Message to the CPM Interworking Function via the SIP/IP Core from which the CPM Session Invitation or the CPM Message was received. 

NOTE:
the user preferences can indicate other methods of handling the CPM Message or the CPM Session Invitation, e.g. to defer the CPM Message

The CPM Interworking Selection Function SHALL indicate in the CPM Session Invitation or the CPM Message the address to be used for routing in the Non-CPM Communication Service. The address MAY be the one received in the CPM Message or the CPM Session Invitation or the address MAY be taken from the user preferences.

Editor’s Note: retrieval of the target user address from CAB is FFS.

Upon receiving the CPM Session Invitation or the CPM Message, the CPM Interworking Function SHALL convert the CPM Session Invitation or the CPM Message to a non-CPM session invitation or a non-CPM message according to the Non-CPM Communication Service procedures and route the non-CPM session invitation or the non-CPM message towards the address provided by the Interworking Selection Function. 

5.3.1.1.2 Non-CPM User with a Valid SIP Address
Editor’s Note: Handling of CPM Messages and CPM Session Invitations received for a User, which has a SIP/IP Core subscription but does not have CPM subscription in receiving network with the CPM Conversation Server is FFS.

5.3.1.2 CPM Interworking in the Originating or Controlling Network
This subsection describes the interworking functionality in the CPM network sending a CPM Message or a CPM Session Invitation.

5.3.1.2.1 Missing CPM Support in the Controlling or Terminating Network with SIP/IP Core

When the CPM Conversation Server or the CPM Controlling Function receive an error response stating that a CPM Session Invitation or CPM Message failed due to no CPM enabler support in the target network, based on service provider policies, they either

· SHALL return the error response back to the originating CPM User; or

· SHALL send the CPM Session Invitation or the CPM Message to the CPM Interworking Selection Function. The CPM Interworking Selection Function then SHALL select a CPM Interworking Function based on service provider policies and/or other factors (such as message size and content) and SHALL route the CPM Session Invitation or the CPM Message to that CPM Interworking Function via the SIP/IP Core from which the CPM Session Invitation or the CPM Message was received. The CPM Interworking Selection Function SHALL indicate in the CPM Session Invitation or the CPM Message the address to be used for routing in the Non-CPM Communication Service. 

NOTE:
If the address for the recipient is not valid for the chosen Non-CPM Communication Service, the CPM Conversation Server and the CPM Controlling Function do not attempt interworking and instead return the error response back to the originating CPM User.

Upon receiving the CPM Session Invitation or the CPM Message, the CPM Interworking Function SHALL convert the CPM Session Invitation or the CPM Message to a non-CPM session invitation or a non-CPM message according to the Non-CPM Communication Service procedures and route the non-CPM session invitation or the non-CPM message towards the address provided by the Interworking Selection Function. 

5.3.1.2.2 Missing SIP/IP Core support in remote network

When the CPM Conversation Server or the CPM Controlling Function receive an error response stating that a CPM Session Invitation or CPM Message failed due to no SIP/IP Core support in the target network, based on service provider policies, they either 

· SHALL return the error response back to the originating CPM User; or

· SHALL send the CPM Session Invitation or the CPM Message to the CPM Interworking Selection Function. The CPM Interworking Selection Function then SHALL select a CPM Interworking Function based on service provider policies and/or other factors (such as message size and content) and SHALL route the CPM Session Invitation or the CPM Message to that CPM Interworking Function via the SIP/IP Core from which the CPM Session Invitation or the CPM Message was received. The CPM Interworking Selection Function SHALL indicate in the CPM Session Invitation or the CPM Message the address to be used for routing in the Non-CPM Communication Service. 

Editor's note: It is FFS, if the SIP/IP can invoke CPM Interworking Function on its own instead of responding with the error response stating that the request failed due to no SIP/IP Core support in the target network.

NOTE:
If the address for the recipient is not valid for the chosen Non-CPM Communication Service, the CPM Conversation Server and the CPM Controlling Function do not attempt interworking and instead return the error response back to the originating CPM User.

Upon receiving the CPM Session Invitation or the CPM Message, the CPM Interworking Function SHALL convert the CPM Session Invitation or the CPM Message to a non-CPM session invitation or a non-CPM message according to the Non-CPM Communication Service procedures and route the non-CPM session invitation or the non-CPM message towards the address provided by the Interworking Selection Function. 

5.3.1.2.3 Recipient not Routable via SIP/IP Core

When the CPM Conversation Server or the CPM Controlling Function receive a CPM Session Invitation or a CPM Message targeted to an address whose URI scheme is not routeable in SIP they either:

· SHALL reject the CPM Session Invitation or the CPM Message; or,

· SHALL send the CPM Session Invitation or the CPM Message to the CPM Interworking Selection Function. The CPM Interworking Selection Function then SHALL select a CPM Interworking Function based on service provider policies and/or other factors (such as message size and content) and SHALL route the CPM Session Invitation or the CPM Message to that CPM Interworking Function via the SIP/IP Core from which the CPM Session Invitation or the CPM Message was received. The CPM Interworking Selection Function SHALL indicate in the CPM Session Invitation or the CPM Message the address to be used for routing in the Non-CPM Communication Service. 

NOTE 1:
wv: URI scheme is an example of the URI schemes not routable in SIP.

NOTE 2:
If the address for the recipient is not valid for the chosen Non-CPM Communication Service, the CPM Conversation Server and the CPM Controlling Function do not attempt interworking and instead return an error response back to the originating CPM User.

Upon receiving the CPM Session Invitation or the CPM Message, the CPM Interworking Function SHALL convert the CPM Session Invitation or the CPM Message to a non-CPM session invitation or a non-CPM message according to the Non-CPM Communication Service procedures and route the non-CPM session invitation or the non-CPM message towards the address provided by the Interworking Selection Function. 

5.3.1.2.4 CPM Message replying to a message from a non-CPM User

Editor’s note: It is FFS: “When the CPM Conversation Server receives a CPM Message targeted to a non-CPM User address accompanied with a Non-CPM Communication Service Identifier the CPM Conversation Server SHALL route the CPM Message to the CPM Interworking Selection Function via the SIP/IP Core from which the CPM Message was received.”or whether it needs to be assessed first if interworking is needed or not.

When the CPM Interworking Selection Function receives a CPM Message targeted to a non-CPM User address accompanied with a Non-CPM Communication Service Identifier the CPM Interworking Selection Function 
· SHALL evaluate all criteria (including service provider policies) relevant for interworking selection and if allowed according to these criteria, SHALL route the CPM Message to the CPM Interworking Function for the indicated Non-CPM Communication Service Identifier via the SIP/IP Core from which the CPM Message was received; or,

· SHALL ignore the indicated Non-CPM Communication Service Identifier and SHALL handle the CPM Message according to other procedures of section 5.3.1.2 "CPM Interworking in the sending side".

Upon receiving the CPM Message, the CPM Interworking Function SHALL convert the CPM Message to a non-CPM message according to the Non-CPM Communication Service procedures and route the non-CPM message towards the address provided in the received CPM Message.

5.3.1.2.5 Sending a Disposition Notification to a non-CPM User
When the CPM Interworking Selection Function receives a disposition notification targeted to a non-CPM User address accompanied with a Non-CPM Communication Service Identifier, the CPM Interworking Selection Function SHALL route the disposition notification, via the SIP/IP Core, to the CPM Interworking Function indicated by the Non-CPM Communication Service Identifier.

Upon receiving the disposition notification, the CPM Interworking Function SHALL convert the disposition notification to a disposition notification according to the Non-CPM Communication Service procedures and route the disposition notification towards the address provided in the received Non-CPM Message.
5.3.2 CPM enabler receiving non-CPM requests

Upon receiving a non-CPM session invitation or a non-CPM message from a Non-CPM Communication Service, the CPM Interworking Function SHALL convert the non-CPM session invitation to a CPM Session Invitation or the non-CPM message to a CPM Message, include the Non-CPM Communication Service Identifier, and route the CPM Session Invitation or the CPM Message to either the CPM Conversation Server or the CPM Controlling Function via the SIP/IP Core.

NOTE 1:
CPM Session Invitations and CPM Messages directed to a single CPM User will be routed towards the CPM Conversation Server, and CPM Session Invitations and CPM Messages directed to a CPM Group are routed towards the CPM Controlling Function.

NOTE 2:
transport level responses to CPM Session Invitation and CPM Message follow the reverse path of the CPM Session Invitation and the CPM Message.

NOTE 3:
The inclusion of the Non-CPM Communication Service Identifier allows the CPM Message replies to be delivered to the same Non-CPM Communication Service.
If the CPM Message converted from the received Non-CPM message is less than 1300 bytes, the CPM Interworking Function SHOULD send the message as a Pager Mode CPM Message, otherwise the CPM Interworking Function SHOULD send the message as a Large Message Mode CPM Message,
5.4 CPM User Preferences
5.5 CPM Service Settings

5.6 CPM Message and Media Storage

5.7 Converged Address Book

5.8 CPM-Enabled Value-Added Services Support
5.8.1 Application Control Function(s)

An Application Control Function SHALL support the following functionalities on behalf of the Component it serves:

· Exposure  of the services / functionalities provided by the component;

· Authentication of the entities requesting usage of exposed functionalities;

· Authorization of the entities requesting usage of exposed functionalities;

· Transmission of events towards the application, if applicable;

· Masquerade a CPM User’s identity from specially identified applications to preserve his/her anonymity, if applicable;

· Handling and relay of Application requests to the Component it serves.

The following CPM Components SHALL support an Application Control Function:

· The CPM Conversation Server.

The authorization supported by an Application Control Function SHALL take into account the Application Profile which limits per Application or per Value Added Service Provider the functionalities an application may use amongst those exposed by a Component.

Editor’s note: it is FFS as to how the policy check, for example to the PEEM enabler, would be done.  It is for future study if GSSM can be used for policy checking

The Application Profile is a repository of policies which allows a CPM service provider, on a per Application and or Value Added Service Provider basis, to grant or deny access to a functionality exposed by a CPM Component through an Application Control Function. The specification of the Application Profile is out of scope of CPM.
5.9 Charging

This document does not address charging specifics. For more information, please refer to [OMA-CPM-CHG].

5.10 Lawful Interception

5.11 Roaming

<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

(no further changes)
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