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1 Reason for Change

At the Cancun meeting the protocol designations for the CPM-CNT and CPM-MSG interfaces were being agreed upon. When reviewing the overall result, it was noticed that some deficiencies needed to be resolved:
1. Referencing style in the CPM-CNT section.

2. Listing the selected protocols in dependencies section.

3. Better description of what each of the protocols for the CPM-CNT interface is being used for.

NOTE: For convenience this CR has already CR OMA-MWG-CPM-2008-0733 applied, even though no AD version exists with that document applied.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to review the proposed changes and agree with them.

6 Detailed Change Proposal

Change 1:  Add Definitions.
3.2 Definitions

	Authorized Principal
	See [OMA-DICT].  

	Charging Event
	See [OMA-DICT].

	Communication Capabilities
	See [OMA-CPM-RD].

	Content Screening
	See [OMA-CPM-RD].

	Content Storage Client
	A functional component of the CPM architecture, as defined in this document.

	Content Storage Server
	A functional component of the CPM architecture, as defined in this document.

	CPM-based Service
	A Service that uses the functionalities of the framework provided by the CPM Enabler to fulfil its communication needs.

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Client
	A functional component of the CPM architecture, as defined in this document

	CPM Controlling Function
	A functional component of the CPM architecture, as defined in this document.

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation History
	See [OMA-CPM-RD].

	CPM Group
	See [OMA-CPM-RD].

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	A functional component of the CPM architecture, as defined in this document.

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session History
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM User
	User of a CPM-based Service.

	CPM User Preferences
	A functional component of the CPM architecture, as defined in this document.

	Deferred Delivery Messaging
	See [OMA-DICT].

	Device
	See [OMA-DICT].

	Enabler
	See [OMA-DICT].

	Immediate Messaging
	See [OMA-DICT].

	Interworking Function
	A functional component of the CPM architecture, as defined in this document.

	Interworking Selection Function
	A functional component of the CPM architecture, as defined in this document.

	Large Message Mode
	This mode is used to send a single large CPM Message using MSRP.

	Malware
	See [OMA-CPM-RD].

	Media
	See [OMA-CPM-RD].

	Media Type
	See [OMA-DICT].

	Media Object
	A piece of discrete Media that can be referenced by a URL, or included directly in a CPM Message. 

	Media Plane
	The Media and Media control signalling (e.g. floor control) between CPM functional components. Media Plane is also known as “User Plane” in other specifications.

	Media Stream
	See [RFC3264].

	Media Stream Type
	The Media Stream Type corresponds to the <media> parameter of a Media description, referred to as “media types” in [RFC4566].

	Message Storage Client
	A functional component of the CPM architecture, as defined in this document.

	Message Storage Server
	A functional component of the CPM architecture, as defined in this document.

	Message Session Relay Protocol
	See [RFC4975].

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Offline Charging
	See [OMA-DICT].

	OMA Data Synchronisation
	See [OMA-DS].

	Online Charging
	See [OMA-DICT].

	Pager Mode
	This mode is used to send a single CPM Message of limited size without requiring the establishment of an MSRP session.

	Participant
	See [OMA-DICT].

	Presence Information
	See [OMA-PRS-RD].

	Principal
	See [OMA-DICT].

	Pseudonym
	See [OMA-CPM-RD].

	Pull
	See [OMA-DICT].

	Push
	See [OMA-DICT].

	Real-Time Transport Protocol
	See [RFC3350].

	RTP Control Protocol
	See [RFC3350].

	Service
	See [OMA-DICT].

	Session Description Protocol
	See [RFC4566].

	Session Initiation Protocol
	See [RFC3261].

	User
	See [OMA-DICT].

	User Preferences Profile
	See [OMA-CPM-RD].

	Value Added Service
	See [OMA-DICT].

	VAS Application
	An external entity offering a VAS which uses the functionalities of the framework provided by the CPM Enabler as part of its service logic.

	Web Distributed Authoring and Versioning
	See [RFC4918].


Change 2:  Add Dependencies
5.1 Dependencies

The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA Enablers, it does so under the Enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external Enablers, a policy enforcement step may be required.

The CPM Enabler depends on at least the following technologies:
· SIP session handling as described in [RFC3261]

· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]

· Session Description Protocol  (SDP) as described in [RFC4566]

· Message Session Relay Protocol (MSRP) as described in [RFC4975]

· Real-Time Transport Protocol (RTP) and RTP Control Protocol (RTCP) as described in [RFC3550]
· Internet Message Access Protocol version 4 (IMAP4) protocol as described in [RFC3501]
· Web Distributed Authoring and Versioning (WebDAV) protocol as described in [RFC4918]
The CPM Enabler depends on technologies provided by external OMA Enablers, including the following:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]

· XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]

· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]

· Charging technology : Charging Enabler as described in [OMA-CHRG-AD]

· Notification delivery technology: Push Enabler as described in [OMA-PUSH-AD]
· Synchronisation technology: DS Enabler as described in [OMA-DS]
Furthermore, the CPM Enabler is dependent on an underlying SIP/IP core infrastructure to transport SIP messages between the CPM functional components. A particular instantiation of the SIP/IP core infrastructure is the IP Multimedia Subsystem as specified in either [3GPP TS23.228] or [3GPP2 X.S0013-002].
Change 3:  Update CPM-CNT section.
5.3.3.7 CPM-CNT
The CPM-CNT interface is exposed by the Content Storage Server to allow other functional components (such as the Content Storage Client, the CPM Participating Function or a remote environment trusted server) to access the Content Storage Server.

Supported functionalities include:

· Authentication of the locally recognized User address.

· Authentication of the requesting remote environment trusted server.
· Uploading and downloading of standalone Media Objects.

· Retrieving a preview of a standalone Media Object.

· Deletion of standalone Media Objects from the Content Storage Server.

· Renaming and copying of standalone Media Objects in a folder in the Content Storage Server.

· Creation, deletion, moving, and renaming of folders in the Content Storage Server.

· Moving and copying of standalone Media Objects between folders in the Content Storage Server.

· Searching within accessible folders in the Content Storage Server.

· Synchronisation between the Content Storage Client’s local storage and the Content Storage Server.

· Obtaining a reference to a stored object, or obtaining a stored object using a reference in the Content Storage Server (e.g. to be used for “forward without download” functionality).

· Management of access permissions to specific items in the Content Storage Server.

The protocols used for the CPM-CNT interface are WebDAV and OMA DS. WebDAV is used as the base protocol for the individual Media Object manipulation operations. OMA DS is used for synchronisation between the Content Storage Client’s local storage and the Content Storage Server.
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