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1 Reason for Change

At the 5th Feb 2009 conference call document OMA-MWG-CPM-2009-0077 was discussed. The submitters of this change request argued that a better approach would be to change the main figure 3 to mark the optional components in that diagram, in accordance with the AD Best Practices. It was agreed that the proponents of that approach would submit an alternative for document OMA-MWG-CPM-2009-0077.
This change request is that alternative approach.

NOTE: This change request goes beyond the intentions of OMA-MWG-CPM-2009-0077 in that all optional components are marked here, not just the Content Storage. Doing this also highlights the spirit of the CPM Enabler being a framework of reusable components, instead of being a monolithic enabler.
R01 adds co-signers and handles the comments received at the Theale interim meeting:

· Change 1 has been withdrawn, but left marked as withdrawn in the document for ease of reviewing this revision.

· The updates to the main architecture figure and figure 4 in change 2 have been withdrawn.

· The first added note in change 2 has been reworded to match the withdrawal of the change to the main architecture figure.
· Change 3 has been added to describe a set of typical deployment configurations in appendix B.
R02 handles the comments received at the Helsinki meeting:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  <change withdrawn>
Original change 1 has been withdrawn.
Change 2:  Add clarification notes to section 5.2.
5.2 Architectural Diagram
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Figure 1: CPM architecture diagram.
Figure 3 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions with each other and with external functional components. In this figure the supporting Enablers are split into a clients-part (which reside on the Device) and a servers-part (which reside in the network). The exact interactions between the CPM functional components and the supporting Enablers are depicted in Figure 4 below.
NOTE 1: Due to the framework nature of the CPM Enabler, functional components may or may not be deployed, depending on the required functionality for a deployment. When functional components are not deployed, then that deployment will not be able to fulfil the functionalities offered by the not deployed functional components in the CPM specified manner. Appendix B.1 shows a number of deployment configurations of the CPM Enabler.
The CPM Enabler consists of the following CPM functional components: 

· The CPM Controlling Function, which is responsible for handling CPM Messages and CPM Sessions that need group functionalities (e.g. Pre-defined Groups, control of Media Streams, …).
· The CPM Participating Function, which acts as the network-side surrogate for the CPM User, including the coordination of the interaction with the multiple CPM Clients the CPM User may have.
· The Application Control Function, which provides access to functionalities of the CPM Controlling Function and of the CPM Participating Function towards external functional components, for example Applications. See section 5.3.1.5 for details of this functional component.
· The Message Storage Server, which provides management and storage functions for CPM Messages, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them in the network. See section 5.3.1.8 for details of this functional component.
· The Content Storage Server, which provides management and storage functions for standalone Media Objects in the network. See section 5.3.1.10 for details of this functional component.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message or CPM Session. See section 5.3.1.6 for details of this functional component.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services). See section 5.3.1.7 for details of this functional component.
· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Participating Function. See section 5.3.1.1 for details of this functional component.
· The Message Storage Client, which manages CPM Messages, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them stored at Message Storage Server in the network as well as at the Device’s local storage. See section 5.3.1.2 for details of this functional component.
· The Content Storage Client, which manages standalone Media Objects stored at Content Storage Server in the network as well as at the Device’s local storage. See section 5.3.1.3 for details of this functional component.
The CPM functional components expose their functionalities to the following external functional components:

· VAS Application(s), which are applications using the CPM Enabler to deliver value-added services. See section 5.3.2.8 for details of this external functional component.
· CPM-based Service Client(s), which are applications running on a Device that are using functionalities of the CPM Enabler. See section 5.3.2.9 for details of this external functional component.
· A remote CPM environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.11 for details of this external functional component.
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler. See section 5.3.2.1 for details of this external functional component.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. The following supporting Enablers are used by the CPM Enabler:
· The Presence Enabler for retrieving Presence Information from and publishing Presence Information to.
· The XDM Enabler for storage and manipulation of CPM User preferences, User Preferences Profiles, CPM Group definitions, user list definitions, and user policy information.

· The Charging Enabler for the submission of charging information.

· The Push Enabler for the delivery of notifications to the Device(s) of a CPM User.

· The CAB Enabler for complementing the CPM Enabler with address book functionality
· The Device Management Enabler for the management of the CPM Client’s, the Message Storage Client’s and the Content Storage Client’s settings.
See sections 5.3.2.2 to 5.3.2.7 for details on why and how the CPM Enabler uses these supporting Enablers.
· Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s). See section 5.3.2.10 for details of this external functional component.
NOTE 2: Appendix B.2 contains co-location deployment scenarios for a number of CPM functional components, such as the CPM Interworking Selection Function, the Application Control Function and the Controlling and Participating Functions.

Figure 4 shows the details of the interactions between the functional components of the CPM Enabler and the supporting Enablers.
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Figure 2: Interactions between the CPM Enabler functional components and the supporting Enablers.
Change 3:  Add deployment configurations to appendix B.
Appendix B. Deployment Scenarios
(Informative)

B.1 Deployment Configurations
The architecture presented in section 5.2 shows a full deployment in which all CPM functional components are deployed. It is also mentioned in section 5.2 that this does not always have to be the case, and that, depending on the required functionality, a deployment can leave out functional components, at the expense of not being able to offer the functionalities associated with the not deployed functional components in the CPM specified manner.
The following subsections show a number of deployment configurations in which not all of the CPM functional components are deployed.
B.1.1 Deployment without Content Storage
This subsection shows a deployment configuration for a Service Provider that doesn’t want to provide network-based content storage to its users, or wants to offer network-based content storage functionality via a non-CPM content storage solution.

This deployment configuration is nearly the same as the architecture shown in section 5.2; however, the Content Storage Client and the Content Storage Server functional components (and their associated interfaces) are not deployed. Figure 5 shows this deployment configuration.
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Figure 5: Deployment configuration without Content Storage
B1.2 Deployment without Network Storage and VAS Applications
This subsection shows a deployment configuration for a Service Provider that doesn’t want to offer network storage functionalities and VAS Applications.
For this deployment configuration the CPM Client, CPM Participating Function, CPM Controlling Function, Interworking Selection Function, and Interworking Function(s) functional components are deployed. The other functional components of the CPM Architecture (Content Storage Client, Content Storage Server, Message Storage Client, Message Storage Server, and Application Control Function) are not deployed. Figure 6 shows this deployment configuration.
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Figure 6: Deployment configuration without network storage and VAS Applications
B1.3 Deployment for Basic Communications Service
This subsection shows a minimal deployment configuration for an environment that wants to provide real-time messaging and continuous Media exchange capabilities only, without the need for network-based storage, connectivity towards VAS Applications, or interworking functionality.

For this deployment configuration only the CPM Client, CPM Participating Function, and CPM Controlling Function, functional components are deployed. All other functional components of the CPM Architecture are not deployed. Figure 7 shows this deployment configuration.
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Figure 7: Deployment configuration for a basic communications service
B.2 Co-location Deployment Scenarios
The architecture presented in section 5.2 shows all functional components being deployed separately. This does not always have to be the case. Some functional components can easily be deployed co-located with one of the other functional components in the CPM architecture. Most notably this is true for the following functional components:

1. The Interworking Selection Function
2. The Application Control Function
3. The CPM Controlling Function and CPM Participating Function
The following subsections provide more details for the co-located deployments for each of these functional components.
B.2.1 Interworking Selection Function 

The CPM architecture as depicted in Figure 3 shows the Interworking Selection Function as an independent logical functional component. It is assumed, however, that the Interworking Selection function is usually deployed co-located with another logical functional component of the CPM architecture, most notably either the CPM Participating Function or the Interworking Function. This section describes the various deployment scenarios that exist for the deployment of the Interworking Selection Function:

1. The Interworking Selection Function is deployed co-located with the CPM Participating Function
2. The Interworking Selection Function is deployed co-located with the Interworking Function

3. The Interworking Selection Function is deployed as a separate physical component
The following sub-sections detail each of these deployment scenarios in more detail.

B.2.1.1 ISF Co-located with the CPM Participating Function
Figure 5 shows the scenario where the Interworking Selection Function is deployed co-located with the CPM Participating Function.
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Figure 8: ISF co-located with the CPM Participating Function.
In this deployment scenario the ISF is an internal component of the CPM Participating Function. This means that the CPM-IW1 interface is internal to the CPM Participating Function.

In this deployment scenario the CPM Participating Function takes the decision that interworking is to occur, involves the internal ISF to decide to which Interworking Function a CPM Message or CPM Session Invitation needs to be sent, and then sends (via the CPM-IW2 interface) the CPM Message or CPM Session Invitation towards the selected Interworking Function, which takes care of the protocol adaptation to the Non-CPM Communication Service.

B.2.1.2 ISF Co-located with the Interworking Function

Figure 6 shows the scenario where the Interworking Selection Function is deployed co-located with the Interworking Function.
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Figure 9: ISF co-located with the Interworking Function.
In this deployment scenario the ISF is an internal component of the ‘primary’ Interworking Function. This means that the CPM-IW2 interface is internal to the Interworking Function for the adapters that the Interworking Function implements by itself. The ISF internal to the ‘primary’ Interworking Function still is able to relay CPM Messages and CPM Sessions Invitation (via the CPM-IW2 interface) to a secondary, external, Interworking Function, which specializes in a certain Non-CPM Communication Service.

In this deployment scenario the CPM Participating Function takes the decision that interworking is to occur, and sends (via the CPM-IW1 interface) the CPM Message or CPM Session Invitation to the ISF of the ‘primary’ Interworking Function. The ISF internal to the ‘primary’ Interworking Function’ selects the Non-CPM Communication Service that needs to be interworked with, and either involves the appropriate internal adapter to take care of the protocol adaptation to the Non-CPM Communication Service, or (via the CPM-IW2 interface) to a secondary, external, Interworking Function, which specializes in a certain Non-CPM Communication Service, to take care of the protocol adaptation towards that specific Non-CPM Communication Service.

B.2.1.3 ISF as a Separate Physical Component


Figure 7 shows the scenario where the Interworking Selection Function is deployed as a separate physical component.
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Figure 10: ISF as a separate physical component.
This deployment scenario realizes the CPM architecture where all 3 logical functional components (CPM Participating Function, Interworking Selection Function, and Interworking Function) are deployed separate from each other.

In this deployment scenario the CPM Participating Function takes the decision that interworking is to occur, and sends (via the CPM-IW1 interface) the CPM Message or CPM Session Invitation to the ISF. The ISF selects which Interworking Function needs to handle a CPM Message or CPM Session Invitation, and then sends (via the CPM-IW2 interface) that CPM Message or CPM Session Invitation towards the selected Interworking Function, which takes care of the protocol adaptation to the Non-CPM Communication Service.

B.2.2 Application Control Function

The CPM architecture as depicted in Figure 3 shows the Application Control Function as an independent logical functional component. However this is not the only deployment scenario. This section describes the most usual deployment scenarios that exist for the deployment of the Application Control Function:

1. The Application Control Function is deployed as a separate physical component
2. The Application Control Function is deployed co-located with the CPM Participating Function
For simplicity, the following text assumes that the CPM Controlling Function is deployed co-located with the CPM Participating Function. When CPM Controlling Function and CPM Participating Function are not co-located, the below scenarios unfold further.
B.2.2.1 Application Control Function as a Separate Physical Component
In this deployment the Application Control Function is deployed as a separate physical component. It provides the CPM-VAS interface to external VAS Applications for bidirectional communication with applications. The Application Control Function uses the CPM-PF1 interface offered by the CPM Participating Function for relaying the events to this functional component.
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Figure 11: Application Control Function deployed as a Separate Physical Component.
B.2.2.2 Application Control Function Co-located with the CPM Participating Function
In this deployment the Application Control Function is part of the CPM Participating Function. In this case the external VAS Applications interact directly with the CPM Participating Function (which includes the Application Control Function) via the CPM-VAS interface.
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Figure 12: Application Control Function Co-located with the CPM Participating Function.

B.2.3 CPM Controlling Function and CPM Participating Function
The CPM architecture as depicted in Figure 2 shows the CPM Controlling Function and the CPM Participating Function as independent logical functional components. In certain deployments and/or implementations, the two functions may co-exist within a physical component. This section depicts two scenarios:

1. The CPM Controlling Function and the CPM Participating Function deployed as separate physical components;

2. The CPM Controlling Function and the CPM Participating Function deployed co-located in a physical component.
B.2.3.1 CPM Controlling Function and CPM Participating Function deployed separately

In this scenario, the CPM Controlling Function and CPM Participating Function are deployed separately in the home network and communicate using the CPM-CF interface. 
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Figure 13: CPM Participating Function and CPM Controlling Function deployed separately.

B.2.3.2 CPM Controlling Function and CPM Participating Function deployed co-located
In this deployment, the CPM Controlling Function and the CPM Participating Function are co-located on a physical server in the home network. In this deployment, it is left at the implementer’s discretion to decide how to implement the “internal” CPM-CF and CPM-PF2 interfaces between the home CPM Participating Function and the CPM Controlling Function.
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Figure14: CPM Participating Function Co-located with the CPM Controlling Function.
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