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1 Reason for Change

This CR proposes procedures for the Large Message Mode CPM Message to CPM Ad-hoc Group.
R01: Addresses the following comments received in the Helsinki meeting:

· Move the outbound INVITATION related text to a separate sub-section proposed in a new CR
· CF should act as temporarily focus

· Add description regarding MSRP connection setup and MSRP media transfer
· Remove EN about CF behavior whether it should stay in media path or not
· Correction of RFC# in step 6

· Change pre-defined group to ad-hoc group in the last step
R02: Addresses the comments from Acision and NSN as follows:

Acision comments:
· Request handling, step 6: Either define what a conference focus is, or point to another document that defines this.
· Request handling, step 8: Where does the “each CPM Address or non-CPM address” come from. Indicate that these are the group members.
· Response handling, step 2: SDP body received from where?
· Response handling, step 3: I presume the Server header will include the CPM release version, but will also contain more information.
· Response handling, step 4: All supported SIP methods by whom?
· Ack handling, step 1: What is the adjacent hop?
· Bye handling: Shouldn’t the Bye be relayed to the group members as well?
· Move the relevant text from the second last step of CR 235R01
NSN Comments:

· receiving to an address? What is meant?
· did we agree on an extra feature tag for LMM?
· The new sentence on acting as temp focus needs more explanation or a reference
Scope of change:
· clause “9.1.2
Messages to CPM Ad-hoc Group”

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed.
6 Detailed Change Proposal

Change 1:  Add in the Normative Reference section
2.1
Normative References
	[3GPP TS24.229]
	“IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP);”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP2 X.S0013.004]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP”, 3GPP2, X.S0013.004, URL:http://www.3gpp2.org/

	[draft-ietf-sip-gruu]
	“Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)”, J. Rosenberg, 11 October 2007, URL:http://www.ietf.org/internet-drafts/draft-ietf-sip-gruu-15.txt

	[draft-ietf-sip-outbound]
	“Client Initiated Connections in the Session Initiation Protocol (SIP)”, C. Jennings, 29 October 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-outbound-16.txt

	[draft-update-pai]                       
	“Updates to Asserted Identity in the Session Initiation Protocol (SIP) 
URL: http://tools.ietf.org/html/draft-ietf-sipping-update-pai-09.txt

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-XDM-Shared-Group]
	“Shared Group XDM Specification”, Open Mobile Alliance™, OMA-TS-XDM_Shared_Group-V1_0,

URL:http://www.openmobilealliance.org/

	[RFC2119]
	IETF RFC 2119: “Key words for use in RFCs to Indicate Requirement Levels”,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC3261]
	IETF RFC 3261 (June 2002): “SIP: Session Initiation Protocol”, 
URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265: “Session Initiation Protocol (SIP)-Specific Event Notification”,
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3323]
	IETF RFC 3265: “A Privacy Mechanism for the Session Initiation Protocol (SIP)”,
URL: http://www.ietf.org/rfc/rfc3323.txt

	[RFC3325]
	IETF RFC 3325: “Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”,  URL: http://www.ietf.org/rfc/rfc3325.txt

	[RFC3428]
	IETF RFC 3428: “Session Initiation Protocol (SIP) Extension for Instant Messaging”,

URL: http://www.ietf.org/rfc/rfc3428.txt

	[RFC3680]
	IETF RFC 3680: “A Session Initiation Protocol (SIP) Event Package for Registrations”,

URL: http://www.ietf.org/rfc/rfc3680.txt

	[RFC3840]
	IETF RFC 3840 (Aug 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)", URL: http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	IETF RFC 3841: “Caller Preferences for the Session Initiation Protocol (SIP)”,
URL: http://www.ietf.org/rfc/rfc3841.txt

	[RFC3903],
	IETF RFC 3903: “Session Initiation Protocol (SIP) Extension for Event State Publication”,
URL: http://www.ietf.org/rfc/rfc3903.txt

	[RFC4353]
	IETF RFC 3261: “Conferencing Framework with SIP”,

URL: http://www.ietf.org/rfc/rfc4353.txt

	[RFC4975]
	IETF RFC 4975: “The Message Session Relay Protocol (MSRP)”,
URL: http://www.ietf.org/rfc/rfc4975.txt

	[RFC5365]
	IETF RFC 5365: “Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol”, 
URL: http://www.ietf.org/rfc/rfc5365.txt

	[RFC5366]
	IETF RFC 5366: “Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)”, URL: http://www.ietf.org/rfc/rfc5366.txt

	[RFC5438]
	IETF RFC 5438: “Instant Message Disposition Notification (IMDN)”, 
URL: http://www.rfc-editor.org/rfc/rfc5438.txt

	[RFC4028]
	IETF RFC 4028 : “Session Timers in the Session Initiation Protocol (SIP)”,
 URL: http://www.rfc-editor.org/rfc/rfc4028.txt


Change 2:  Add the following to clause “9.1.2
Messages to CPM Ad-hoc Group”
9.1.2 Messages to CPM Ad-hoc Group
9.1.2.x 
Large Message Mode CPM Message to CPM Ad-hoc Group
Upon receiving an initial SIP INVITE request containing the address of the CPM Controlling Function in the Request-URI, the CPM Controlling Function:
1. SHALL verify the received CPM Feature Tag ‘xxx’, if the received CPM Feature Tag is corresponding to Large Message Mode CPM Message, if verified successfully continue with rest of the steps;
Editor’s note: How to express CPM large message feature in CPM Feature Tag is FFS.
2. SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function:
-
SHALL return SIP 403 “Forbidden” response;
-
SHOULD include a Warning header with the warning text set to ‘Service not authorised';
Otherwise, continue with rest of the steps;
3. SHALL check from the MIME <resource-lists> body that the maximum number of receivers allowed in an CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function:
-
SHALL return SIP 486 “Busy Here” response;

-
SHOULD include a Warning header with the warning text set to 'Too many recipients'.
Otherwise, continue with the rest of the steps;
4. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
-
SHALL respond with SIP 403 “Forbidden” response
-
SHOULD include an “Error-Info” header to explain reason as specified by [RFC3261];
Otherwise, continue with rest of the steps;
5. SHALL check if the SIP INVITE received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the Authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function:
-
SHALL return a SIP 403 “Forbidden” response;
-
SHOULD include a Warning header with the warning text set to 'Anonymity not allowed';
Otherwise, continue with the rest of the steps; 
6. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028];
7. SHALL act  as a temporary conference focus according to rules and procedures of [RFC4353];
8. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 
9. SHALL fetch member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365];











10. SHALL send the SIP INVITE requests towards each member as specified in the section  “9.1.2.X Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving a SIP 200 OK response, CPM Controlling Function: 

1. SHALL generate SIP 200 OK response; 

2. SHALL include the SDP received in the response of SIP INVITE Request as an answerer SDP; 
3. SHALL include the CPM release version in the Server header;

4. SHOULD include Allow header with all supported SIP methods by CPM Controlling Function;

5. SHALL include a URI identifying its own address in the Contact header, and
6. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];
7. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core.
Editor’s note: How to express User-Agent and Server headers is FFS.
Upon receiving a SIP ACK acknowledgement, CPM Controlling Function: 
1. SHALL establish TCP connection with the corresponding node according to the information received in the answerer SDP.

Upon receiving a MSRP SEND, CPM Controlling Function:
1. SHALL send the MSRP SEND requests towards each CPM Address or non-CPM Address via established TCP connections.

Upon receiving a SIP BYE request from the sender CPM User, CPM Controlling Function: 

1. SHALLrespond to the BYE request as described in [3GPP TS 24.229] and [RFC3261]; 
2. SHALL send BYE request towards each CPM Ad-hoc Group member; and
3. SHALL release the resources, related to the CPM Ad-hoc Group.
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