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1 Reason for Change

This CR adds the terminating procedures for pager mode message delivery. 
R01: addresses following comments from Acision
· General: There are still ongoing discussions at the SD level on the handling of CPM Messages in the terminating PF (there are still a lot of open editor’s notes); therefore we cannot add material to the TS for this.

· General: Editorial “operator” ( “service provider”.

OK

· The text added to section 8.3.2 doesn’t make sense to me, as we are talking about message handling in this section, where the added text is full of session behaviour.

Section 8.3.2 is a general section and is meant to apply to terminating PF behaviour in general
· Section 8.3.2: We always called the settings policies, so rename to policies.
OK
Criterion is missing in the reasons for the PF to stay on the media path: In case of delivery to multiple devices. 
OK
· I would prefer to integrate the text added to section 8.3.2 to the appropriate places in the real procedures, so that the TS becomes better readable and understandable.
This will lead to many repetitions of the same text and is not easy to explain in a step wise approach
· Step 1: This text can only be decided upon when we have decided on how to handle the CPM User Preferences. Prefer not to say anything about this at the moment.
These fields are already defined in existing XDMS specifications and are expected to remain the same for XDMS 2.1. See XDMS 2.1 RD.
· Steps 1b & 1d: There should be a distinction between pager mode message and large message mode messages, not even in the user preferences. So, the CPM media should be message, not pager-mode-message.
The title was change so that this section only applies to pager mode message, there will be anther section for large message mode because of the different processing involved in handling multiple devices 
· Step 3: What is this local policy. The message should just be expired.
The operator may allow delivery of expired messages with an indication that they are expired
· Step 4: This is not aligned with the SD, where the user preferences on delivery will also be applied when the CPM User is registered.
This is consistent with requirement CONV_002. If the SD is not consistent with this requirement then it should be changed. 
· Step 6: The SD states that the CPM PF is responsible for the forking.\
For pager mode messages, there is no need for the CPM PF to do the forking itself as it can be handled by the SIP/IP core. This is different for large Message and session invitations where the SIP/IP core only accepts a response from one device and cancels the response from other devices.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The Group is recommended to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  Add new text to section 8.3.2
8.4  CPM Session Signalling Plane Handling
The CPM Participating Function may or may not stay in the media path depending on service provider’s policies. The policies may be static such that the CPM Participating Function always stays or always does not stay in the media path, or the policies may depend on parameters such as:

- If the Conversation History Function is supported and a user has his history settings active when he receives a CPM Session Invitation or a Large Message Mode Invitation;
- If the CPM Participating Function needs to do charging.
- If the CPM Participating Function needs to handle multiple devices for the CPM User for session invitations
When the CPM Participating Function stays in the media path acting as a back-to-back user agent (B2BUA), the following applies:-
· The CPM Participating Function acts as a user agent for both SIP sessions it connects. The B2BUA behaves as a User Agent Server for the incoming side and as a User Agent Client for the outgoing side(s). 

· The Participating Function then: 

Correlates both sides of the SIP session, by mapping the corresponding SIP session identities of the SIP sessions, and it maintains call state for all SIP sessions it handles, thus enabling end-to-end communication.
8.3.2.1 Deliver CPM Pager Mode Message to a CPM Client 


Upon receiving a SIP MESSAGE request destined to a terminating CPM User, the CPM Participating Function:
· 1. SHALL check that  the Authenticated Originator's CPM Address of the sender in the CPM message is not rejected according to the Access Policy as follows: 

· a). Check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag” the value “+g.oma.sip-cpm” as described in [Shared-Policy-XDMS]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

It is assumed that the [Shared-Policy-XDMS] will be updated to store the user preferences related to access policy for CPM. 

The parameters used in this procedure are the same as those already defined in [Shared-Policy-XDMS].

The value for the CPM Feature Tag may be modified during development of the TS.

· b). Check for rules where the <conditions> child element <media-list> evaluates to true for the defined CPM media pager-mode-message. If such rules exist, continue to evaluate the rules in the next step, otherwise continue in step 2.

· c) Check for rules where the <conditions> element evaluates to true for the sending CPM User. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

· d) Check for rules that evaluates to true for the CPM media pager mode message with the value “true”  in the <allow-reject-invite > action element defined in [ Shared-Policy-XDM] 

· If a rule in step d) has been evaluated to true, the incoming CPM message SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;

· 2. Shall apply service provider policies on message size and content as follows: 

· SHALL check the message content against the Service provider policies specified for the service and for the CPM User. If the content does not conform to the policies, the CPM Participating Function SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types to the originating client. Otherwise, continue with the rest of the steps; 

· 3. If the “Expires” header is included, it SHALL check if the CPM Message is still valid. If not, the CPM Message is handled based on local policy (e.g. discard the CPM Message);
· 4. SHALL check the Active User Preference Profile for the user’s instruction on how to handle the incoming message 

· a) If the user is not registered or has set his availability status to “not available” and his preferences are to

· i) Reject the message

· The CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;

ii) Defer the message

· The CPM Participating Function SHALL put the message in the deferred messages queue and SHALL respond with a SIP 202 OK response.

iii) Store the message

· The CPM Participating Function SHALL store the message in the user’s message store and SHALL determine whether specific content needs to be stored in the content store as described in yyy. The CPM Participating Function SHALL respond with a SIP 200 OK response.

iv) Deliver the message as a non-CPM message

· The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in xxx.
How to set the availability status of the CPM user is TBD
The actual names of the parameters in step 1 used to check the user preferences will be included once they are defined by PAG in XDM 2.1

· b) If the user is registered, continue with the rest of the steps. 
Editor’s note: align this set of options with the SD
· 5 SHALL check if the CPM User’s preference for history recording is set to active and if set to “active”, it SHALL execute the processing described in  8.6.
· 6. The CPM Participating Function sends the request to the SIP/IP Core which will fork the request to the user’s registered devices.
Upon receiving a SIP final response the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the originating CPM Client according to rules and procedures of [RFC3261]. 
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