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1 Reason for Change

Following ENs in 7.3.1, 7.3.3, 7.4.1, and 7.5.7 need to be removed.
Editor's note: How to express “CPM release version” is FFS
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal
7.3.1. Sending CPM Messages

The CPM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC3428]. The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' according to rules and procedures of [RFC3841] in all initial SIP requests;
Editor's note: “xxx” is FFS.
2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
3. SHALL include  a Reply-To header if the CPM User requests a different reply address from the address included in the From header
4. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix X "Release version in User-agent and Server headers".

Contributor’s Note: Do not include this contributor’s Note when editing. The right numbering for Appendix X is to be decided by editor.
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

6. If the CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP MESSAGE request to the address of the target CPM User or the target non-CPM User;  

7. If the CPM Message is to be sent to a CPM Ad-hoc Group, then the client SHALL;

a. include a MIME resource-list body with the receiving CPM Users and non-CPM Users as specified in [RFC5365];
b. set the Request-URI to the address of the CPM Controlling Function in the Home CPM Network
8. If the CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;
a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
9. If the CPM user wishes to obtain the disposition-state of the CPM Message (e.g. whether the message is delivered to the recipients or not, whether the recipients read the message or not), the CPM Client SHALL set the delivery report request according to the rules and procedures of [RFC5438];
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
10. The CPM Client SHALL send the SIP MESSAGE message according to rules and procedures of the SIP/IP Core.
7.3.3. Receiving Large Message
When the CPM Client receives a SIP INVITE request to set up a session for Large Message Mode CPM Message, the CPM Client:
Editor’s note: It is FFS how the CPM Client knows that the SIP INVITE is for a Large Message Mode.
1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are acceptable to the CPM Client and if not, reject the request with a SIP 488 "Media Type Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. SHALL store the content of the Contact header field;
3. SHALL generate a SIP 200 OK response to the received initial SIP INVITE request according to rules and procedures of [RFC3261] with the following clarification, the CPM Client:

a. SHALL include a Server header to indicate the OMA CPM release version of the CPM Client as specified in Appendix X. "Release version in User-agent and Server headers"; 

Contributor’s Note: Do not include this contributor’s Note when editing. The right numbering for Appendix X is to be decided by editor.
b. SHOULD include an Allow header with all supported SIP methods; 
c. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address as specified in subclause 6.2 “Authenticated Originator’s CPM Address”.
d. SHALL include an answer SDP according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification, the CPM Client:
· SHALL set the SDP directional media attribute to a=recvonly;

· SHALL set the content type as a=accept-types: message/cpim.
Editor’s note: It is FFS if “a=accept-types: message/cpim” is the appropriate content type.
4. SHALL send the SIP 200 OK response according to rules and procedures of the SIP/IP Core.
When the CPM Client receives a SIP ACK acknowledgement, the CPM Client:
1. SHALL establish the TCP connection according to the offerer SDP;
2. SHALL prepare to receive MSRP SEND messages according to rules and procedures of [RFC4975].

When the CPM Client receives a MSRP SEND request, the CPM Client SHALL handle it according to rules and procedures of [RFC4975].

7.4.1. Initiating a CPM 1-1 Session

The CPM Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261].  The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' , according to rules and procedures of [RFC3841];
Editor's note: “xxx” is FFS.
2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address;
3. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix X "Release version in User-agent and Server headers";

Contributor’s Note: Do not include this contributor’s Note when editing. The right numbering for Appendix X is to be decided by editor.
4. SHOULD include an Allow header with all supported SIP methods; 
5. SHALL include the address of the sending CPM Client in the Contact header.
6. SHALL include the CPM Feature Tag 'xxx’ in the Contact header;
7. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
8. SHALL include the option tag 'timer' and option tag 'gruu' in the Supported header;
9. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];
10. SHALL include the address of a target CPM User or a non-CPM user in the Request-URI.
11. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566] and [RFC4975];
12. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
Editor's note: Need to describe the response part for this procedure
7.5.7. Join a CPM Group Session for a Join-in Group
The CPM Client SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261], the CPM Client SHALL

1. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' according to rules and procedures of [RFC3841];
Editor's note: “xxx” is FFS.
3. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
4. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix X "Release version in User-agent and Server headers";

Contributor’s Note: Do not include this contributor’s Note when editing. The right numbering for Appendix X is to be decided by editor.
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].
NOTE:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [OMA-XDM-Shared-Group] the CPM Session Invitation will not be allowed by the CPM Controlling Function hosting the CPM Group.

6. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566].
Editor’s Notes: how to carry the CPM Conversation Identity and CPM Contribution Identity is FFS.
7. The CPM Client SHALL send the SIP INVITE according to rules and procedures of the SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client:
a. SHALL store the CPM Session Identity as received in the Contact header; and,
b. SHALL store the CPM Conversation Identity and CPM Contribution Identity if received; and,

c. SHALL initiate the Media Plane as in section 9.3.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the CPM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
Appendix X. Release version in User-agent and Server headers

User-Agent and Server headers are used to indicate the release version and product information of the CPM Client, the CPM Participating Function and the CPM Controlling Function.

The CPM Client, the CPM Participating Function and the CPM Controlling Function shall implement the User-Agent and Server headers, according to rules and procedures of [RFC3261] with the clarifications in this subclause specific for CPM.

The User-Agent and Server headers ABNF are specified in [RFC3261] and extended as follows:

Server = "Server" HCOLON server-val *(LWS server-val)

User-Agent =  "User-Agent" HCOLON server-val *(LWS server-val)

server-val =  product / comment
product  =  CPM-product / token [SLASH product-version]

product-version = token

This specification allows having several server-val tags. The first of those server-val tags shall be encoding according to the following ABNF:

CPM -product = "CPM-" cpm-device-token (SLASH cpm-product-version)

CPM -device-token = "client" | "serv" token

CPM -product-version = "OMA1.0"
Where
client = CPM Client

serv = CPM Server

CPM -product-version = OMA CPM release version

Example 1:

In this example CPM Client acting as UAC and the the CPM Participating Function acting as UAS are OMA CPM release version 1.0 products. The CPM Client has inserted its own company and product name and version "Arena-Messaging1000/v1.01".

User-Agent: CPM-client/OMA1.0 Arena-Messaging1000/v1.01

Server: CPM-serv/OMA1.0 

Example 2:

In this example both the CPM Participating Function acting as UAC and the CPM Client acting as UAS are OMA CPM release version 1.0 products.

User-Agent: CPM-serv/OMA1.0
Server: CPM-client/OMA1.0
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