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1 Reason for Change

This CR clarifies the MSRP connection creation procedure for the Large Message Mode CPM Message between CPM Controlling Function and other entities in alignment with the resolution of “Editor’s note: Creation of TCP connection between intermediary MSRP nodes (e.g. which node is passive/active), is FFS.”.  
This CR proposes the following changes:

Change 1:
Defines MSRP Switch

Change 2:
MSRP connection creation procedure for CPM Pre-defined Group

Change 3: 
MSRP connection creation procedure for CPM Ad-hoc Group

Change 4:
Specifies MSRP Switch
R01: Correction of header & footer text

R02:
Addresses the following comments received in the Boston F2F meeting.
· Removes the Change 1 (MSRP Switch definition)

· Rename the heading “MSRP Switch” to “MSRP session handling for Large Message Mode CPM Message” 
· LGE comment to reword sub-step ‘f’ under step 2 of change 3
· Acision: If CPM Client acts as MSRP client according to RFC 4976 then it has to do a lot of other procedures which are not needed in CPM.
NSN: What is missing in RFC 4975? Why need RFC 4976?

[ZTE]: Indeed RFC 4975 describes procedures just between two MSRP nodes. In CPM case, we have multiple MSRP nodes (i.e. originating CPM PF, CPM CF, terminating CPM PF, IWF). To establish end to end MSRP session in multiple MSRP nodes environment is well described as MSRP client and MSRP relay in RFC4976.
I would like to copy/paste the related text from the abstract of RFC4976 as follows:
“…  The Message Session Relay Protocol (MSRP) is a protocol for near real-time, peer-to-peer exchanges of binary content without intermediaries, which is designed to be signaled using a separate rendezvous protocol such as SIP. This document introduces the notion of message relay intermediaries to MSRP and describes the extensions necessary to use them.”
But at the same time, we believe that all of the procedures described in RFC 4976 might not be related to CPM. 
So we propose that as a MSRP client the following sections are applicable to CPM

5.2. Sending Requests
5.3. Receiving Requests

5.4. Managing Connections
and as a MSRP relay the following sections are applicable:
6.4. Forwarding ( and subsections)
6.5. Managing Connections
Corresponding rewording is applied in the main text.

R03: Addresses the offline discussion with Ericsson and comments received in July 7 CC and offline

· We agree with Ericsson and other companies to refer to MSRP ACM instead of RFC4976 for MSRP connection model

Corresponding changes are made to accommodate the comments in the text.
Introduces one more change (Change 4) to accommodate MSRP ACM mechanisms which adds MSRP ACM related parameter in the outgoing SIP INVITE request for LMM at originating CPM CF

Scope of change:
· clause “9.1.2 & 9.1.4, 9.1.x, 9.1.6”

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed.
6 Detailed Change Proposal

Change 1:  
3.2 
	
	

	
	

	
	

	
	


Change 2:  MSRP connection creation procedure for CPM Pre-defined Group
9.1.2
Large Message Mode CPM Message to CPM Pre-defined Group
Upon receiving an initial SIP INVITE request, the CPM Controlling Function:
1. SHALL check the Authenticated Originator's CPM Address and authorize the request, if not authorized, the CPM Controlling Function:
a. SHALL respond with a SIP 403 “Forbidden” response to the CPM Client;
b. SHOULD include a Warning header with the warning text set to ‘Service not authorised';
Otherwise, continue with rest of the steps;
2. SHALL check that the CPM Group Identity in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Shared-Policy], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM Service.;
· If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response;

Otherwise, continue with the rest of the steps;
3. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
a. SHALL respond with SIP 403 “Forbidden” response to the CPM Client. 
b. SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. 

Otherwise, continue with rest of the steps;
4. SHALL check if anonymity is requested and whether anonymity is allowed for the Authenticated originator’s CPM Address. Allowing anonymity for a specific Authenticated Originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Shared-Group]. If not allowed, the CPM Controlling Function:

a. SHALL respond with a SIP 403 "Forbidden" response to the originating network.

b. SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'.
Otherwise, continue with the rest of the steps; 

Note: The word “anonymity”is referring to the word “privacy” used in [RFC3323]
5. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028]; 
6. SHALL act  as a conference focus according to rules and procedures of [RFC4353];
7. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 
8. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Shared-Group];
9. SHALL send the SIP INVITE requests towards each CPM Pre-defined Group member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 OK response, CPM Controlling Function: 

1. SHALL generate SIP 200 OK response according to rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE Request as an answerer SDP according to rules and procedures of [RFC3264], [RFC4566]，[MSRP ACM] and [RFC4975] with the following clarification:
a. SHALL include media line proposing MSRP media parameters;
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly;

e. SHALL set the a=setup attribute as “passive”.
3. SHALL include the CPM release version in the Server header;

4. SHOULD include Allow header with all supported SIP methods by CPM Controlling Function;

5. SHALL include a URI identifying its own address in the Contact header, and 

6. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];
7. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core.
Editor’s note: How to express User-Agent and Server headers is FFS.
Upon receiving a SIP ACK acknowledgement, CPM Controlling Function: 
1. SHALL initiate MSRP Session as specified in section 9.1.x “MSRP session handling for Large Message Mode CPM Message”;

2. SHALL send SIP ACK acknowledgement according to rules and procedures of SIP/IP Core.
1. 
Upon receiving a MSRP SEND, CPM Controlling Function:

1. SHALL handle MSRP SEND request as specified in section 9.1.x “MSRP session handling for Large Message Mode CPM Message”.
Upon receiving a SIP BYE request from the sender CPM User, CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS 24.229] and [RFC3261]; 
2. SHALL send BYE request towards each CPM Pre-defined Group member; and
3. SHALL release the resources, related to the CPM Pre-defined Group.
Change 3:  MSRP connection creation procedure for CPM Ad-hoc Group
9.1.4   Large Message Mode CPM Message to CPM Ad-hoc Group

Upon receiving an initial SIP INVITE request containing the address of the CPM Controlling Function in the Request-URI, the CPM Controlling Function:
1. SHALL verify the received CPM Feature Tag ‘xxx’, if the received CPM Feature Tag is corresponding to Large Message Mode CPM Message, if verified successfully continue with rest of the steps;
Editor’s note: How to express CPM large message feature in CPM Feature Tag is FFS.
2. SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function:
· SHALL return SIP 403 “Forbidden” response;
· SHOULD include a Warning header with the warning text set to ‘Service not authorised';
Otherwise, continue with rest of the steps;
3. SHALL check from the MIME <resource-lists> body that the maximum number of receivers allowed in an CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function:
· SHALL return SIP 486 “Busy Here” response;
· SHOULD include a Warning header with the warning text set to 'Too many recipients'.
Otherwise, continue with the rest of the steps;
4. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
· SHALL respond with SIP 403 “Forbidden” response
· SHOULD include an “Error-Info” header to explain reason as specified by [RFC3261];
Otherwise, continue with rest of the steps;
5. SHALL check if the SIP INVITE received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the Authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function:
· SHALL return a SIP 403 “Forbidden” response;
· SHOULD include a Warning header with the warning text set to 'Anonymity not allowed';
Otherwise, continue with the rest of the steps; 
6. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028];
7. SHALL act  as a conference focus according to rules and procedures of [RFC4353];
8. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 
9. SHALL fetch member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365];
10. SHALL send the SIP INVITE requests towards each member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 OK response, CPM Controlling Function: 

1. SHALL generate SIP 200 OK response according to rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE Request as an answerer SDP according to rules and procedures of [RFC3264], [RFC4566], [MSRP ACM] and [RFC4975] with the following clarification:
a. SHALL include media line proposing MSRP media parameters;
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly;
e. SHALL set the a=setup attribute as “passive”. 
3. SHALL include the CPM release version in the Server header;

4. SHOULD include Allow header with all supported SIP methods by CPM Controlling Function;

5. SHALL include a URI identifying its own address in the Contact header, and

6. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];
7. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core.
Editor’s note: How to express User-Agent and Server headers is FFS.
Upon receiving a SIP ACK acknowledgement, CPM Controlling Function: 
2. SHALL initiate MSRP connection as specified in section 9.1.x “MSRP session handling for Large Message Mode CPM Message”;
3. SHALL send SIP ACK acknowledgement according to rules and procedures of SIP/IP Core.
Upon receiving a MSRP SEND, CPM Controlling Function:

1. SHALL handle MSRP SEND request as specified in section 9.1.x “MSRP session handling for Large Message Mode CPM Message”.
.
Upon receiving a SIP BYE request from the sender CPM User, CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS24.229] and [RFC3261]; 
2. SHALL send BYE request towards each CPM Ad-hoc Group member; and
3. SHALL release the resources, related to the CPM Ad-hoc Group.
Change 4:  MSRP session handling at CPM CF
9.1.x
MSRP session handling for Large Message Mode CPM Message
CPM Controlling Function bridges media sessions for Large Message Mode CPM Message for CPM Group members.  CPM Controlling Function relays Large Message Mode CPM Message between originating network and terminating networks. In general CPM Controlling Function:

-
SHALL maintain MSRP session for each CPM Group member;

-
SHALL relay or distribute received MSRP messages to each CPM Group member.
To establish the MSRP connection, the CPM Controlling Function:

1. SHALL act as MSRP client for sending MSRP SEND request according to [MSRP ACM];

2. SHALL act as an "active" endpoint to open the transport connection according to [MSRP ACM]; and

3. SHALL establish the MSRP connection towards each CPM Group member according to the MSRP connection parameters in the SDP answer received in the 200 OK response according to [MSRP ACM];

Upon receiving a MSRP SEND, the CPM Controlling Function:

1. SHALL store content in a temporary buffer according to (near) real-time receive/send fashion;

2. SHALL generate a MSRP SEND request according to rules and procedures of [RFC4975] with the following clarifications:

a. SHALL set To-Path header according to the MSRP URI(s) received in the answer SDP in accordance with rules and procedures of [RFC 4975];
b. SHALL set From-Path header according to rules and procedures of [RFC 4975];
c. SHALL set “To” header value as received in the MSRP SEND;

d. SHALL set “From” header value as received in the MSRP SEND;

e. SHALL set the content type as Content-Type = message/cpim as described in [RFC3862];

f. If the disposition-state of the Large Message Mode CPM Message (e.g. delivery report, read report) is indicated in the received MSRP SEND, the CPM Controlling Function SHALL include the disposition-state parameter accordingly in the request according to the rules and procedures of 7.3.7 “Disposition Notification”;

g. SHALL send the MSRP SEND requests towards each CPM Group member (both CPM Users and/or non-CPM Users) via established MSRP connections.
Change 5:  Add SDP parameter
9.1.6
    Large Message Mode CPM Message Request Originating at Controlling Function

When the CPM Controlling Function has to create an outgoing SIP INVITE request for Large Message Mode CPM Message, the CPM Controlling Function:

1. SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261];
2. SHALL copy the values in Accept-Contact header in the SIP INVITE received in the section 9.1.2 “Large Message Mode CPM Message to CPM Pre-defined Group” or 9.1.4 “Large Message Mode CPM Message to CPM Ad-hoc Group” to a corresponding Accept-Contact header in the outgoing SIP INVITE request, if any Accept-Contact header was received;
3. SHALL set the Request-URI to the CPM Address or non-CPM Address of the intended message recipient;
4. SHALL set the Contact header to the URI identifying its own address, including the "isfocus" feature parameter;

5. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [RFC4028];
6. SHALL include the Supported header set to "timer";
7. SHALL include value ''id'' in Privacy header if received in the incoming SIP INVITE request received in the section  9.1.2 “Large Message Mode CPM Message to CPM Pre-defined Group” or 9.1.4 “Large Message Mode CPM Message to CPM Ad-hoc Group”;

8. SHALL include a MIME SDP body received in the SIP INVITE received in the section  9.1.2 “Large Message Mode CPM Message to CPM Pre-defined Group” or 9.1.4 “Large Message Mode CPM Message to CPM Ad-hoc Group” as a SDP offer according to rules and procedures of [RFC3264], [RFC4566], [MSRP ACM] and [RFC4975] with the following clarification: 
a. SHALL include media line proposing MSRP media parameters;
b. SHALL include its own  MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= sendonly;

e. SHALL set the size as a= file-selector:size:actual message size;
f. SHALL set a=setup attribute as “active”.
9. In the case of CPM Ad-hoc Group, the CPM Controlling Function SHALL include the Authenticated Originator’s CPM Address as specified in section 6.2 “Authenticated Originator’s CPM Address” received in the incoming SIP INVITE request;
10. In the case of a CPM Pre-defined Group, the CPM Controlling Function SHALL include the Authenticated Originator’s CPM Address as specified in section 6.2 “Authenticated Originator’s CPM Address” with the following clarification:
a. The URI in the Authenticated Originator’s CPM Address is set to the CPM Group Identity;
b. SHALL include a Referred-By header with the Authenticated Originator's CPM Address of the sending CPM User, unless privacy was requested by the sending CPM user.
c. SHALL include a Referred-By header with anonymous URI, if privacy was requested by the sending CPM user.

11. SHALL send the SIP INVITE request to SIP/IP Core according to rules and procedures of the SIP/IP Core.
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