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1 Reason for Change

CR 271R06 which proposed the CPM Feature tags was approved.
This CR implements the agreed changes in the CPM Conv TS for the CPM Client sending the feature tags in the Accept-Contact header when invoking specific CPM features.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal

Change 1:  Update section 7.1 
Note to the editor: Please make sure there are quotation marks and no extra spaces for all feature tags added in this CR.
7.1  Register at SIP/IP Core

The CPM Client CPM Service registration or re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] and the SIP/IP Core.

When registering or re-registering for CPM Service, the CPM Client:

1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];
2. SHALL include the CPM Feature Tags of the supported features in the Contact header as described in appendix X;


3. SHALL include the sip instance media feature tag with the Unique User Agent Identifier of the CPM Client in the Contact header according to [draft-ietf-sip-outbound];
4. SHALL include the Supported header with the option tag ‘gruu’ according to [draft-ietf-sip-gruu];
5. SHALL include the Require header with the option tag ‘gruu’ according to [draft-ietf-sip-gruu];
6. SHALL indicate CPM Client user agent capabilities in the Contact header according to [RFC3840];
7. MAY indicate name of the CPM Client in the display-name part of the Contact header as provided by the CPM User; and,

8. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

To maintain the SIP registration for the CPM Service active, the CPM Client SHALL use the re-registration procedure as specified in [RFC3261].

When the CPM Service is no longer required and upon the CPM User’s request, the CPM Client SHALL send the SIP REGISTER request according to rules and procedures of [RFC3261] terminating the existing CPM registration.
Editor's note: The sentence above needs further investigation about a CPM User can actually stop a service.
To receive information about messages that were deferred while the subscriber was not registered , the CPM Client MAY subscribe to the “XXX” event package as described in section 7.2.6.1 ”Subscribe to deferred message info”.
Change 2:  Modify section 7.2.1
7.2.1 Sending CPM Messages

The CPM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC3428]. The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag 3gpp-service.ims.icsi.oma.cpm.msg according to rules and procedures of [RFC3841] in all initial SIP requests;

2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
3. SHALL include  a Reply-To header if the CPM User requests a different reply address from the address included in the From header
4. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release version in User-agent and Server headers”.
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

6. If the CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP MESSAGE request
a. In case of a new Message to the address of the target CPM User or the target non-CPM User;
b. In case of a reply, to the address of the Reply-To header if included in the received message which the CPM Message is replied to.    

7. If the CPM Message is to be sent to a CPM Ad-hoc Group, then the client;

a. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client;
b. SHALL include a MIME resource-list body with the receiving CPM Users and non-CPM Users as specified in [RFC5365];

c. In case of a reply, SHALL insert to the MIME resource-list body at least the address of Reply-To header if included in the received message which the message is replied to.
8. If the CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;
a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
9. If the CPM user wishes to obtain the disposition-state of the CPM Message (e.g. whether the message is delivered to the recipients or not, whether the recipients read the message or not), the CPM Client SHALL set the delivery report request according to the rules and procedures of [RFC5438];
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
10. The CPM Client SHALL send the SIP MESSAGE message according to rules and procedures of the SIP/IP Core.
Change 3:  Modify section 7.2.2
7.2.2  Sending a Large Message

The CPM Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ ' according to rules and procedures of [RFC3841] in all initial SIP requests;
2. 

3. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
4. SHALL include  a Reply-To header if the CPM User requests a different reply address;
5. SHALL include the CPM release version in the User-Agent header;
Editor's note: How to express “CPM release version” is FFS.
6. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];

7. SHALL include the option tag 'timer' in the Supported header; and,

8. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];
9. If the Large Message Mode CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP INVITE request to the address of the target CPM User or the target non-CPM User;  

10. If the Large Message Mode CPM Message is to be sent to a CPM Ad-hoc Group, then the CPM Client:
a. SHALL include a MIME resource-list body with the receiving CPM Users and non-CPM Users as specified in [RFC5365];
b. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client.
11. If the Large Message Mode CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;
a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
Editor's note: How to obtain the disposition-state of the Large Message Mode CPM Message is FFS.
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
12. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975], [MSRP-ACM] with the following clarification:

a. SHALL set the SDP directional media attribute to a=sendonly;

b. SHALL set the content type as a=accept-types: message/cpim;

c. SHALL set MSRP URI for the MSRP connection setup as a=path: MSRP URI;
d. SHALL set the size as a= file-selector:size:actual message size;

e. SHALL set the a=setup attribute as “active”.
13. The CPM Client SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
When the CPM User requests to cancel the session invitation for the Large Message Mode message request and the CPM Client has not yet received a final SIP response for the SIP INVITE request, the CPM Client SHALL send a SIP CANCEL according to rules and procedures of [RFC3261].

On receiving a SIP 200 OK response to the SIP INVITE request, the CPM Client: 

1. SHALL start the SIP session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028];

2. SHALL store the content of the Contact header field to be used for further communication (e.g. sending the acknowledgement, sending the SIP BYE request later on);

3. SHALL generate and send SIP ACK as an acknowledgement of the final response towards target CPM Client;

4. SHALL act as MSRP client according to [MSRP ACM];
5. SHALL act as an "active" endpoint to open the transport connection according to [MSRP ACM]; and
6. SHALL establish the MSRP connection according to the MSRP connection parameters in the SDP answer received in the 200 OK response according to [MSRP ACM];
7. SHALL initiate the Media Plane as in section 7.5.1 “Media Plane for CPM Large Message”.
SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.When the last chunk of the MSRP SEND request has been sent and acknowledged, the CPM Client:

1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

2. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.
Change 4:  Modify section 7.2.6.2
7.2.6.2 Retrieving and handling deferred CPM Message(s)

The retrieval and handling of deferred message(s) is performed by setting up a session with a CPM Participating Function which has provisioned Public Service Identifier URI defined as CPMDeferredMsgHndlg@<hostname>. The Message-URI-ID(s) of the deferred message(s) to be retrieved, deleted, interworked and stored are listed in the URI-list as defined in [RFC5366]. The absence of a URI-list in the session set up indicates that all messages are to be retrieved.

When retrieving and handling deferred message(s), the CPM Client SHALL perform the following procedures: 

· If a CPM User instructs the CPM Client to handle one or more selected deferred messages, the CPM Client SHALL 

a. generate an initial SIP INVITE request according to rules and procedures of [RFC3261]; 
b. include the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.deferred’ in the Accept-Contact header;
c. include a MIME resource-list body as specified in [RFC5366], with the following clarifications: 
1. in the case of retrieving one or more selected deferred messages, the URI-list SHALL contain a list of URIs (list of storedMessage-URI-IDs) that identify the selected deferred messages that the CPM User wants to retrieve that entry in the URI-list includes the parameter “?cpm_action=deliver”;
2. in the case of deleting one or more selected deferred messages, for each deferred message the CPM User chooses to delete, that entry in the URI-list includes the parameter “?cpm_action=delete”;

3. in the case of interworking one or more selected deferred messages, for each deferred message the CPM User chooses to store, that entry in the URI-list includes the parameter “?cpm_action=interwork”;
4. in the case of storing one or more selected deferred messages, for each deferred message the CPM User chooses to store, that entry in the URI-list includes the parameter “?cpm_action=store”.
Editor’s note: The case of keeping a message deferred in the PF needs to be spelled out more clearly on the client side and in the PF.
d. include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [RFC4566] and [RFC4975] with the following additional clarification. The CPM Client: 
i)  SHALL set the SDP “accept-types” attribute to a = accept-types : message/cpim; and 

ii)  MAY list other formats or use ‘*’ as defined in [RFC4975];
iii) SHALL set the media direction attribute to a=recvonly.
· If a CPM User instructs the CPM Client to retrieve all deferred messages (i.e., no URI-list is present at all), the CPM Client SHALL  
a. generate an initial SIP INVITE request according to rules and procedures of [RFC3261];
b. include the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.deferred’ in the Accept-Contact header;

c. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer according to rules and procedures of [RFC3264] , [RFC4566] and [RFC4975] with the following additional clarification. The CPM Client: 
i) SHALL set the SDP “accept-types” attribute to a = accept-types : message/cpim; and 

ii) MAY list other formats or use ‘*’ as defined in [RFC4975];
iii) SHALL set the media direction attribute to a=recvonly.
· SHALL set the Request-URI of the SIP INVITE request to the CPMDeferredMsgHndlg@<hostname> for the CPM service in the Home CPM Network of the CPM User;
· SHALL send the SIP INVITE request to the CPM Participating Function according to rules and procedure of [RFC3261] and SIP/IP core.
Change 5:  Modify section 7.3.1
7.3.1 Initiating a CPM 1-1 Session

The CPM Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261].  The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session ' , according to rules and procedures of [RFC3841];

2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address;
3. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release version in User-agent and Server headers”
4. SHOULD include an Allow header with all supported SIP methods; 
5. SHALL include the address of the sending CPM Client in the Contact header.
6. SHALL include the CPM Feature Tag 'xxx’ in the Contact header;
7. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
8. SHALL include the option tag 'timer' and option tag 'gruu' in the Supported header;
9. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];
10. SHALL include the address of a target CPM User or a non-CPM user in the Request-URI.
11. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566] and [RFC4975];
12. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the CPM Client:
1. SHALL store the list of SIP methods it received in the Allow header to initiate further requests as necessary; 
2. SHALL store the content received in the Contact header field to be used for further communication (e.g. sending the acknowledgement, sending the SIP BYE request later on);

3. SHALL start the SIP session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].
4. SHALL initiate the Media Plane as described in section 7.5.2 ”Media Plane for CPM Session”

Change 6:  Modify section 7.3.5 

7.3.5 Extending a CPM 1-1 Session to a CPM Group Session

When a Participant in a CPM 1-1 Session wants to add one or more users to the session, the CPM Client:
1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];
2. SHALL include an Accept-Contact header with the CPM feature-tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to rules and procedures of [RFC3841];
3. 

4. SHALL include the CPM release version in the User-Agent header ;
5. SHOULD include an Allow header with all supported SIP methods;
6. SHALL set the Request-URI of the SIP INVITE request to the Controlling Function URI  provisioned in the CPM Client;
7. SHALL add the invited user(s) in a MIME resource-list body according to [RFC5366], including also the public GRUU of the original invited user that was included in the Contact header received from that CPM User in the CPM 1-1 Session establishment;
a. SHALL for the originally invited user identity in the MIME resource list, include  the CPM-Replaces header with the CPM-Contribution_ID corresponding to the original session. 
8. The CPM Client SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc CPM Group Session as provisioned for the CPM Client. If exceeded, the CPM Client SHOULD notify the CPM User. Otherwise, continue with the rest of the steps;
9. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];
10. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975];
11. SHALL send the SIP INVITE request towards the controlling CPM Server according to rules and procedures of SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client: 

1. SHALL store the CPM Session Identity if received in the Contact header as described in [RFC4579]; 

2. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,

3. MAY subscribe to the Conference State Event Package as specified in section 7.4.9 “CPM Group Session Information”
4. SHALL interact with the User Plane.
Change 7:  Modify sections 7.4.2 and 7.4.3
7.4.2 CPM Client initiates an Ad-hoc CPM Group Session
Upon receiving a request from a CPM User to establish a CPM Group Session, the CPM Client:
1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]; and the CPM Client SHALL;

2. include an Accept-Contact header with the CPM feature-tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to rules and procedures of [RFC3841];
3. set the Request-URI of the SIP INVITE request to the Controlling Function URI provisioned in the device;
4. include a MIME resource-list body with the invited CPM Users as specified in [RFC5366];

5. The CPM Client SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc CPM Group Session, as provisioned to the device. If exceeded, the CPM Client SHOULD notify the CPM User. Otherwise, continue with the rest of the steps;

6. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ RFC4566] and [RFC4975] with the following additional clarification. The CPM Client: 
· SHALL set the SDP “accept-types” attribute to a = accept-types : message/cpim; and 

· MAY list other formats or use ‘*’ as defined in [RFC4975];
Editor’s note: Priority: the step above needs to be made more generic than just for messaging.
7. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 “OK” response to the SIP INVITE request the CPM Client: 

1. SHALL store the CPM Group Session Identity if received in the Contact header as described in [RFC4579]; and,
2. SHALL initiate the Media Plane as in section 7.5.2 “Media Plane for CPM Session”.

7.4.3 CPM Client initiates a Pre-Defined CPM Group Session
· Upon receiving a request from a CPM User to establish a CPM Group Session, the CPM Client:

1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]
a. set the Request-URI of the SIP INVITE request to the CPM Pre-Defined Group URI;
b. incude an Accept-Contact header with the CPM feature-tag ‘3gpp-service.ims.icsi.cpm.session’, according to the rules and procedures of [RFC3841];
c.  SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following additional clarification, the CPM Client; 
d. SHALL set the SDP “accept-types” attribute to  a = accept-types: message/cpim; and, 
e.  MAY list other formats or use ‘*’ as defined in [RFC4975];

Editor's note: Priority: the step above needs to be made more generic than just for messaging.
2. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client: 

1. SHALL store the CPM Group Session Identity if received in the Contact header as described in [RFC4579]; and,
2. SHALL initiate the Media Plane as in section 7.5.2 “Media Plane for CPM Session”.

Change 8:  Modify sections 7.4.6 and 7.4.7 

7.4.6 Invite other Users to existing CPM Group Session

Upon receiving a request from the CPM User to add one or more Users to an ongoing CPM Group Session, the CPM Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515] and with the additional clarification as specified as follows; 
a. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to rules and procedures of [RFC3841];
b. SHALL include a User-Agent header to indicate the CPM release version. 
c. SHOULD include an Allow header with all supported SIP methods;
d. 
e. SHALL include value “id” in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];

NOTE 1:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [OMA-XDM-Shared-Group] the CPM Session will not be allowed by the CPM Controlling Function hosting the CPM Group. 
2. SHALL set the Request-URI of the SIP REFER request to the CPM Group Session Identity; 
3. SHALL, if only one CPM User is invited: 
a. set the Refer-To header of the SIP REFER request to the CPM Address of the Invited CPM User according to rules and procedures of [RFC3515]; and,

b. ii. SHALL set the Refer-Sub header to “true” according to rules and procedures of [RFC4488];
4. SHALL, if more then one CPM user is invited:
a. include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [RFC5368];
b. SHALL include a MIME resource-lists body with the list of the CPM Users to be added according to rules and procedures of [RFC5368];

c. SHALL set the Refer-Sub header to “true” according to rules and procedures of [RFC4488] and [RFC5368]; and, 
d. SHALL include the “multiple-refer” option-tag in the Require header field of the REFER according to rules and procedures of [RFC4488] and [RFC5368].
5. SHALL check that the number of Invited CPM Users added to the CPM Users already participating to the CPM Group Session does not exceed the maximum number of Participants allowed in an Ad-hoc CPM Group Session, as provisioned to the device. If exceeded, the CPM Client SHOULD notify the CPM User. Otherwise, continue with the rest of the steps;
6.  SHALL send the SIP REFER request towards SIP/IP Core. 
7.4.7 Remove Participants from a CPM Group Session

Upon receiving a request from the CPM User to remove one or more CPM User from an ongoing CPM Group Session, the CPM Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515] and with the additional clarifications as specified as follows;
a. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to rules and procedures of [RFC3841];
b. SHALL include a User-Agent header to indicate the CPM release version;
c. SHOULD include an Allow header with all supported SIP methods;
d. 
e. SHALL include value “id” in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
f.  SHALL include the option tag ‘timer’ in the Supported header;
g. SHOULD include the Session-Expires header with the refresher parameter set to “uac” according to rules and procedures of [RFC4028];
2. SHALL set the Request-URI of the SIP REFER request to the CPM Group Session Identity of an ongoing CPM Session if the SIP REFER will be sent in an existed SIP Dialog;
3. SHALL perform the following actions, if only one Participant is removed, either
a.  if the Participant to be removed is not an anonymous one, then set the Refer-To header of the SIP REFER request to the CPM Address of the removed Participant according to rules and procedures of [RFC3515]. Otherwise set the Refer-To header of the SIP REFER request to the Anonymous CPM Address of the removed Participant.
4. SHALL perform the following actions, if more than one Participant is removed:
a.  include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [RFC5368];
b. include a MIME resource-lists body with the list of the CPM Users to be removed according to rules and procedures of [RFC5368] if a participant to be removed is anonymous then the anonymous CPM Address SHALL be used in the MIME resource-lists; and,
c. include 'multiple-refer' option tag to the Require header according to rules and procedures of [RFC5368].

5. SHALL set the “method” parameter to “BYE” according to rules and procedures of [RFC3515];

6. MAY set the Refer-Sub header to “false” according to rules and procedures of [RFC4488] if not willing to receive notifications of the status of the refer; and,

7. SHALL send the SIP REFER request towards the CPM Controlling Function according to rules and procedures of the SIP/IP Core.

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the CPM Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the CPM User based on the information in the SIP NOTIFY body.
Change 9:  Modify section 7.4.9
7.4.9 Join a CPM Group Session for a Join-in Group
The CPM Client SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261], the CPM Client SHALL
1. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session ' according to rules and procedures of [RFC3841];

3. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address;
4. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release version in User-agent and Server headers”
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].
NOTE:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [OMA-XDM-Shared-Group] the CPM Session Invitation will not be allowed by the CPM Controlling Function hosting the CPM Group.

6. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566].
Editor’s Notes: how to carry the CPM Conversation Identity and CPM Contribution Identity is FFS.
7. The CPM Client SHALL send the SIP INVITE according to rules and procedures of the SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client:
a. SHALL store the CPM Session Identity as received in the Contact header; and,
b. SHALL store the CPM Conversation Identity and CPM Contribution Identity if received; and,

c. SHALL initiate the Media Plane as in section 7.5.2 “Media Plane for CPM Session”.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the CPM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
Change 10:  Modify section 7.6.1
7.6.1 File transfer session initiation
When a CPM Client receives instruction to send one or more files, the CPM Client:

1. SHALL follow the procedures defined in 7.3.1 “Initiating a CPM 1-1 Session” if the file transfer is to one recipient or in 7.4.1.1 “CPM Client initiates an Ad-hoc CPM Group Session” if the file transfer is to a list of recipients, or in 7.4.1.2  “CPM Client initiates a Pre-Defined CPM Group Session” if the file transfer is to a pre-defined group and according to rules and procedures of [RFC5547] with the following clarifications;
2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer' according to rules and procedures of [RFC3841] instead of the 3gpp-service.ims.icsi.oma.cpm.session’ used in those procedures;
3.  SHALL add the relevant media attributes to the SDP as specified in [RFC5547];

4. In the case of a CPM 1-1 Session, if more than one file is to be sent, each set of file descriptors SHALL be sent in separate m-lines as described in [RFC5547];

5. When the 200 OK response for the last MSRP SEND is received, or when an MSRP REPORT is received when a success report was requested, the CPM Client SHALL close the MSRP session for that particular file transfer by setting the port  in the m-line to zero i.e. m= 0,  according to the procedures defined in 7.6.2 “File transfer session release”.;

6. If an MSRP error response or an MSRP REPORT with a failure report is received, the CPM Client SHALL indicate to the CPM User that the file transfer has failed.
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