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1 Reason for Change

This CR addresses the following comments:
	D666
	2010.01.24
	T
	9.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Explicitly mention the feature tag that must be present in the SIP INVITE request for this procedure.

Proposed Change: 
	Status: CLOSED
By CR OMA-COM-CPM-2010-0325

	D667
	2010.01.24
	T
	9.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Throughout the section remove “to the CPM Client” or “to the originating network” when talking about sending responses.

Proposed Change: 
	Status: CLOSED
By CR OMA-COM-CPM-2010-0325

	D668
	2010.01.24
	T
	9.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Why is the order of checks different from the Pager Mode handling?

Proposed Change: Align and process in the same order of checks.
	Status: CLOSED
By CR OMA-COM-CPM-2010-0325
The procedure “SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List” is added to align with Pager Mode. Also, some procedures are re-shuffled to align the order of checks.

	D671
	2010.01.24
	T
	9.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Steps 6 & 7 seems to be duplicates. When you’re acting as a conference focus, you’re automatically a B2BUA.

Proposed Change: Remove step 7.
	Status: CLOSED
By CR OMA-COM-CPM-2010-0325
Conceptually true but from specs point of view, we would prefer to explicitly mention B2BUA procedure.

	
	
	
	
	



	




R01:

	 
	Mr. Lee Seungyong
	Samsung Electronics
	No
	Unify the format of sub-bullets throughout the change. 
	2010-04-08 07:34:50

	 
	Mr. van Wingerde Gertjan
	Acision
	Yes
	1. Why are we checking for a specific User-Agent version in the Large Message Mode procedure and not in the Pager Mode procedure. Please align this as well (e.g. add check for User-Agent version in the Pager Mode procedure as well).
2. Acision disagrees with closing comments D672 as we disagree that have many different sections that point to each other is a good thing, and that it reduces readability greatly. Acision is willing to take over responsibility for comment D672 from ZTE.
	2010-04-09 20:44:23

	 
	Mrs. Bishai Nadia
	Ericsson
	Yes
	1. should be changed to 2. Step 1 is combining two different checks. There should first be a check if the group itself exists and then if the CPM service is allowed for the group. The error codes to be returned ahould be diferent in the two cases. 3. The condition to check for the allowed service is: and not . 4. should be changed to . 5. Step 4 is incorrect, empty groups are allowed for pre-defined groups.
	


Comments are reflected accordingly.
R02: Implements the outcome of AI A032 via e-mail assigned to Nadia as follows:

“To close my action item A032 below, I got information from PAG colleagues of Ericsson an NSN that the allowed services for the group shoud be checked against the <supported-services> element of the Group XDMS.

A quick check of the Conv TS shows that this what we do already. 

If there were CRs or comments to clarify this issue, then this information should be taken into consideration.

	CPM-2010-A032
	Nadia
	from Ericsson to check whether the group support services should be checked against the list XDMS or the policy XDMS
	2010-04-29
	New


“
This is R&A comment and there is no related comment. This revision replaces the first two steps of R01 with the original procedure (step 2 in the baseline).
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed.
6 Detailed Change Proposal

Change 1:  Modifies section 9.1.2
9.1.2Large Message Mode CPM Message to CPM Pre-defined Group

Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ corresponding to Large Message Mode CPM Message, the CPM Controlling Function:
1. 
a) 

2. 
a) 

3. SHALL check that the CPM Group identity in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Policy], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.;
a) If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response;

Otherwise, continue with the rest of the steps;

Editor’s note: How to express CPM Service in the <supported-services> element is FFS.
4. SHALL check the authenticated originator's CPM Address and authorize the request, if not authorized, the CPM Controlling Function:
a) SHALL respond with a SIP 403 “Forbidden” response to the originating network;
b) SHOULD include a Warning header with the warning text set to ‘service not authorised';
Otherwise, continue with rest of the steps;
5. SHALL check if anonymity is requested and whether anonymity is allowed for the authenticated originator’s CPM Address. Allowing anonymity for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Policy]. If not allowed, the CPM Controlling Function:

a) SHALL respond with a SIP 403 "Forbidden" response to the originating network.

b) SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'.
Otherwise, continue with the rest of the steps; 

1. Note: The word “anonymity”is referring to the word “privacy” used in [RFC3323]
6. 
a) 

b) 
1. 


7. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
a) SHALL respond with SIP 403 “Forbidden” response to the originating network. 
b) SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. 
Otherwise, continue with rest of the steps;
c) 
· 
· 


8. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028]; 
9. SHALL act  as a conference focus according to the rules and procedures of [RFC4353];
10. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the SIP session; 
11. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Shared-Group];
12. SHALL proceed with the SIP INVITE requests towards each  CPM Pre-defined Group member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 ”OK” response, the CPM Controlling Function: 

1. SHALL generate SIP 200 “OK” response according to the rules and procedures of [RFC3261]; 
2. SHALL include the SDP received in the response of SIP INVITE request as an answer SDP according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975]  and [draft-ietf-simple-msrp-acm] with the following clarification:
a. SHALL include media line proposing MSRP media parameters;
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as a=accept-types: message/cpim;
d. SHALL set the SDP directional media attribute to a= recvonly.

e. SHALL set the a=setup attribute as “passive”.

3. SHALL include the CPM release version in the Server header as specified in Appendix D “Release Version in User-agent and Server headers”;
4. SHALL include a URI identifying its own address in the Contact header, and 

5. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];

6. SHALL send the SIP 200 “OK” response according to the rules and procedures of SIP/IP core.
Upon receiving a SIP ACK acknowledgement, the CPM Controlling Function: 
1. SHALL initiate MSRP Session as specified in section 9.1.8 “MSRP Session Handling for Large Message Mode CPM Message”;

2. SHALL send SIP ACK acknowledgement according to the rules and procedures of SIP/IP core.

Upon receiving a MSRP SEND, the CPM Controlling Function:

1. SHALL handle MSRP SEND request as specified in section 9.1.8 “MSRP Session Handling for Large Message Mode CPM Message”.
Upon receiving a SIP BYE request from the sender CPM User, the CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS24.229] and [RFC3261]; 

2. SHALL send BYE request towards each CPM Pre-defined Group member; and

3. SHALL release the resources, related to the CPM Pre-defined Group.
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