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1 Reason for Change

The latest version of the Message Storage TS contains some sloppy use of terminology for denoting the client component of the CPM message storage functionality. It seems that the term CPM Client is used throughout the section on the Message Storage Client, rather than the term Message Storage Client.
This change request corrects that situation. At the same time some other editorial improvements are made in the same sections.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update Client terminology.
6.1 Procedures at Message Storage Client

The Message Storage Client is a functional component of the CPM enabler, which allows the CPM User to manage (store, fetch, delete etc) a resource in the Message Storage Server.

The Message Storage Client SHALL act as the client defined in [RFC3501].
6.1.1 Message and History Operations

The Message Storage Client can access and/or authorize other Principals to access the resources of the Message Storage Server in a client-server “authenticated state.” 

NOTE:
Upon receiving a request for any message and history operations, the Message Storage Server performs the authentication operation to establish a client-server “authenticated state” during the client registered state.

6.1.1.1 Object Store Operation

When a Message Storage Client needs to store a message object, a session history object or a standalone Media Object into a folder on the Message Storage Server, the Message Storage Client SHALL send to the Message Storage Server an APPEND request as defined in [RFC3501] including the name of the folder and the data of the message object, session history object, or standalone Media Object data. 

Upon receiving the final response for APPEND request as specified in [RFC3501], Message Storage Client stores the received UID attached to Message(s) or Message History included in initial store request. 

When a Message Storage Client needs to store/update flags associated with an existing message object, an existing session history object or an existing standalone Media Object in the Message Storage Server, the Message Storage Client SHALL send to the Message Storage Server a STORE request as defined in [RFC3501] with updated flag information. 

6.1.1.2 Object Fetch Operation

When a Message Storage Client needs to fetch a message object, session history object or standalone Media Object from the active folder on the Message Storage Server, the Message Storage Client SHALL send to the Message Storage Server a FETCH or a UID FETCH request as defined in [RFC3501] with the UID(s) pointing to a stored object(s) in Message Storage Server.
6.1.1.3 Object Preview Fetch Operation

When a Message Storage Client needs to fetch a preview of a message object, session history object or standalone Media Object from the active folder on the Message Storage Server, the Message Storage Client SHALL send to the Message Storage Server a CONVERT or a UID CONVERT request as defined in [RFC5259] with the UID pointing to a stored object on the Message Storage Server to be previewed.

NOTE:
A “Preview Fetch” operation MAY involve a server-side content adaptation in response to the client request for the stored object in a compacted or digested form rather than in its original full size and shape.
6.1.1.4 Object Copy Operation

When a Message Storage Client needs to copy an existing message object, an existing session history object or an existing standalone Media Object in the Message Storage Server, the Message Storage Client SHALL send to the Message Storage Server a COPY request as defined in [RFC3501] with the UID pointing to an object to be copied from the Message Storage Server and specifying the destination folder.
6.1.1.5 Object Remove Operation

The “Object Remove Operation” is a two-step process of first setting the “\Deleted” flag on the object(s) to be removed from a specific folder and then requesting for actual removal of the flagged items from the folder as specified below:

When a Message Storage Client needs to remove a stored message object, a stored session history object or a stored standalone Media Object, the Message Storage Client SHALL send to the Message Storage Server a STORE request as defined in [RFC3501] with the UID pointing to the stored object to update the flag list associated with the object’s data and set the “\Deleted” flag.
After setting the “\Deleted” flag, the Message Storage Client SHALL send to the Message Storage Server an EXPUNGE request as defined in [RFC3501] in order to permanently remove the message(s) that have been identified for removal from the list of objects with the “\Deleted” flag set.

NOTE:
The Message Storage Client can use the EXPUNGE request to permanently remove multiple messages, i.e. there may be multiple STORE commands to set the “Deleted” flag before an EXPUNGE command is executed.
6.1.2 Folder Operations

6.1.2.1 Folder Create Operation

When a Message Storage Client needs to  create a new folder create request or a new conversation history object, the Message Storage Client SHALL send to the Message Storage Server a CREATE request as defined in [RFC3501] including the name of the folder.
6.1.2.2 List Folder Operation

When a Message Storage Client needs to list the contents of the currently selected folder, or conversation history object, the Message Storage Client SHALL send to the Message Storage Server a LIST request as defined in [RFC3501]. 
6.1.2.3 Set Active Folder Operation

When a Message Storage Client needs to select particular folder or conversation history object in Message Storage as the active folder, the Message Storage Client SHALL send to the Message Storage Server a SELECT request as defined in [RFC3501] including the name of the folder that is to be set active.
6.1.2.4 Folder Move Operation

NOTE:
The folder move operation is also used for renaming folders.

When a Message Storage Client needs to rename a folder or a conversation history object or to move a folder or a conversation history object, the Message Storage Client SHALL send to the Message Storage Server a RENAME request as defined in [RFC3501] including the old name and the the new name of the folder or conversation history object to be renamed or moved.

6.1.2.5 Folder Remove Operation

When a Message Storage Client needs to delete a folder or a conversation history object, the Message Storage Client SHALL send to the Message Storage Server a DELETE request as defined in [RFC3501] including the name of the folder or conversation history object that is to be deleted.

6.1.2.6 Folder Search Operation

When a Message Storage Client needs tosearch in the active folder on the Message Storage Server, the Message Storage Client SHALL send to the Message Storage Server SEARCH request as defined in [RFC3501] including one or more search key data.

6.1.3 Message and History Metadata Management Operations

6.1.3.1 Metadata Operation

Updating metadata of CPM message storage objects are performed at two separate levels; Folder level and individual stored items level (e.g., Message, Session History.)

Folder level metadata: When a Message Storage Client needs to update the meta information of folder or a conversation history object, the Message Storage Client SHALL send to the Message Storage Server a METADATA request as defined in [RFC5464] with the name of the folder and the updated meta information.

Message level metadata: When a Message Storage Client needs to update the meta information of a message object, a session history object or a standalone Media Object, the Message Storage Client SHALL send to the Message Storage Server a STORE request as defined in [RFC3501]to set the message level flags (e.g., seen flag, read flag.) Additionally, the CPM Message Storage Client MAY use the METADATA and ANNOTATE extensions [RFC5257] to provide metadata update and tagging functionality for lower level implementations.
6.1.4 Synchronization Operations

In order to synchronize the local stored items with the stored items in CPM User’s network-based message storage, the Message Storage Client SHALL act according to the procedure of [RFC5162] for the case of deactivated (suppressed) automatic synchronization.

Editor's note: The case of “Automatic Synchronization is FFS as no IETF approved specs (RFC) was found.
Editor’s note: FFS if RFC 3501 is sufficient for synchronization operations
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