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1 Reason for Change

The following CONRR comments towards the Message Storage TS are still open:
	F071 
	2010.01.22
	T
	5.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Rewrite the section to not simply repeat what is already in the RFCs.

Proposed Change: Acision will submit a CR.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.

	F072
	2010.01.22
	T
	5.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: We also need an option where only client authentication is done, and not the full mutual authentication.

Proposed Change: Clarify how this can be done.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.

	F074
	2010.01.22
	T
	5.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Change mentioning of RFC2595 and RFC3501 to formal references in paragraph 3.

Proposed Change: Acision will submit a CR.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.

	F075
	2010.01.22
	T
	5.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: The figure isn’t needed and just repeats what is already in the RFC, just like the paragraph below it.

Proposed Change: Remove the figure and the paragraph.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.

	F077
	2010.01.22
	T
	5.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Don’t make normative statements about deployment decisions, such as mandating protocols specific for type of client (the laptop/PC vs mobile terminal issue).

Proposed Change: Only state that TLS and PSK-TLS have to be supported, without prescribing what kind of terminal should use what option.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.

	F078
	2010.01.22
	T
	5.1.2
	Source: NSN

Form: OMA-CONR-2010-0017-CPM_V1_0_Comments_NSN_Nokia

Comment:  RFC2595 not in list of references. Also, RFC2595 was updated by RFC4616 (not in reference list either)

Proposed Change: investigate if RFC4616 to be used and add missing references. Do not reference to RFC2501 as it is not needed here.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.

	F079
	2010.01.22
	T
	5.1.2
	Source: NSN

Form: OMA-CONR-2010-0017-CPM_V1_0_Comments_NSN_Nokia

Comment: The classification into notebooks/… and mobile terminals is not quite correct. What e.g. about smartphones with WLAN access?

Proposed Change: revise classification, possibly according to access used.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0516.


This change request handles these CONRR comments.
Note that in the latest baseline the affected section is 5.1.1, not 5.1.2.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Remove references.

2.1 Normative References

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-SD]
	“Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_System_Description-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-SEC-CF]
	“Security Common Functions Requirements”, Open Mobile Alliance, OMA-RD-SEC_CF-V1.0, URL:http//www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2177]
	“IMAP IDLE command”, B. Leiba, June 1997, URL: http://www.ietf.org/rfc/rfc2177.txt 

	
	

	[RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt

	
	

	[RFC3501]
	“Internet Message Access Protocol - version 4rev1”, M. Crispin, March 2003, URL:http://www.ietf.org/rfc/rfc3501.txt

	[RFC3516]
	“IMAP4 Binary Content Extension”, L. Nerenberg, April 2003, URL:http://www.ietf.org/rfc/rfc3516.txt

	[RFC4314]
	“IMAP4 Access Control List (ACL) Extension”, A. Melnikov, December 2005, URL:http://www.ietf.org/rfc/rfc4314.txt

	[RFC4467]
	“Internet Message Access Protocol (IMAP) – URLAUTH Extension”, M. Crispin, May 2006, URL:http://www.ietf.org/rfc/rfc4467.txt

	[RFC5092]
	“IMAP URL Scheme”, A. Melnikov, Ed. et al, November 2007, URL:http://www.ietf.org/rfc/rfc5092.txt

	[RFC5162]
	“IMAP4 extension for Quick Mailbox Resynchronization”, A. Melnikov, March 2008, URL:http://www.ietf.org/rfc/rfc5162.txt

	[RFC5257]
	“Internet Message Access Protocol - ANNOTATE Extension”, C. Daboo et al, June 2008, URL:http://www.ietf.org/rfc/rfc5257.txt

	[RFC5259]
	“Internet Message Access Protocol -CONVERT extension”, A. Melnikov, Ed. et al, July 2008, URL:http://www.ietf.org/rfc/rfc5259.txt

	[RFC5423]
	”Internet Message Store Event”, R. Gellens, C. Newman, March 2009, URL: http://www.ietf.org/rfc/rfc5423.txt

	[RFC5464]
	“The IMAP METADATA extension”, C. Daboo, February 2009, URL:http://www.ietf.org/rfc/rfc5464.txt

	[RFC5465]
	’The IMAP NOTIFY Extension”, A. Gulbrandsen, C. King & A. Melnikov, February 2009, URL: http://www.ietf.org/rfc/rfc5465.txt  

	[RFC5551]
	”Lemonade Notifications Architecture’, R. Gellens, August 2009, URL: http://www.ietf.org/rfc/rfc5551.txt

	[OMA-SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/


Change 2:  Update section 5.1.1.
5.1.1 Authentication

CPM’s message storage functionality supports the two authentication mechanisms listed below, as defined for IMAPv4 [RFC3501]:
1. SASL (Simple Authentication and Security Layer) authentication via the AUTHENTICATE command ([RFC3501]); and 
2. Username/Password in plain text authentication via the LOGIN command ([RFC3501])..
The username/password for the second authentication mechanism is separately managed by the CPM service. The password may be pre-configured by the CPM system when the CPM user subscribes to the CPM service.

In addition to that, TLS/PSK-TLS (Transport Layer Security), as defined in [RFC2246] and [OMA-SEC-CF], is optional and complementary to simple authentication-only SASL mechanisms or deployed clear-text password login commands. In this way, IMAPv4 can be immune to eavesdropping and hijacking attacks. Using TLS/PSK-TLS, the Message Storage Client also can authenticate the Message Storage Server by checking the certificate supplied by the Message Storage Server.
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