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1 Reason for Change

The following CONRR comments against the AD are still open:
	B049
	2010.01.22
	T
	5.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Figure 4: The ISF also interacts with the Presence Enabler.
Proposed Change: Add dashed line between ISF and Presence Enabler.
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0557.

	B051
	2010.01.21
	T
	5.2
	Source: Nadia.Bishai@ericsson.com

Form: OMA-CONR-2010-0018 

Comment: What is user policy information? The user preferences are stored in the Policy XDMS, is there another repository for user policy information?

“ The XDM Enabler for storage and manipulation of CPM User preferences, User Preferences Profiles, CPM Group definitions, user list definitions, and user policy information.”

Proposed Change: 

“ The XDM Enabler for storage and manipulation of CPM User preferences, User Preferences Profiles, CPM Group definitions, user list definitions.”

	Status: CLOSED
Closed by OMA-COM-CPM-2010-0557.

	B052
	2010.01.21
	T
	5.2
	Source: Nadia.Bishai@ericsson.com

Form: OMA-CONR-2010-0018 

Comment: There is no case for using the Push enabler (See comment C022 on SD). 

Proposed Change: 

In Figure 3, remove Push from Supporting enablers in network and in client

In section 5.2 remove

· In section 5.3.1.4 remove

1) In section 5.3.1.9

In section 5.3.1.10


	Status: CLOSED
Closed without action by OMA-COM-CPM-2010-0557.

In the SD and TS it has already been described that the Push Enabler will be used.

	B053
	2010.01.22
	T
	5.2 and 5.2.3.9
	Source: Alcatel-Lucent

Form: OMA-CONR-2010-0016-CPM_V1_0_Comments_ALU

Comment: There is no justification to define or refer to a non-CPM entity in the CPM enabler package when there is no instance of its use or impacts on CPM specifications. The CPM-based service client should be viewed as an external entity to CPM and as such it should be treated the same way as other external CPM clients such as Presence, XDM, PUSH or CAB have been treated. 

Proposed Change: It is proposed to remove the term “non-CPM entity” from these sections for the following two main reasons:

1. No use or interactions specified anywhere in any of the CPM Enabler Package documents

2. Not consistent with the treatment given in the CPM enabler package to other client entities external to CPM.

A CR addressing this comment to be submitted
	Status: CLOSED

Closed by OMA-COM-CPM-2010-0557.

	B055
	2010.01.22
	T
	5.2
	Source: Nokia

Form: CPM AD

Comment: In figure 2. Interface CPM-PF1 and CPM-CF from VAS to the PF and CR respectively is confusing.  Also interface shown to SIP/IP core to VAS is confusing. What will be the difference from CPM Client and Participating Functions for the VASP…Those interfaces just show VAS an instance of Client /PF. VAS is non-SIP apps and should left at that ? when a deployment wants to create an instance of client /PF to their network , PF1 and CF can always be used.

Proposed Change: Delete those interfaces from VAS i.e. CPM-PF1, CPM-CF  and the SIP/IP core interface
	Status: CLOSED

Closed by OMA-COM-CPM-2010-0557.


This change request handles these CONRR comments as indicated above.

Note: This CONRR comment is assigned to AT&T to be resolved. However, to prevent having to socialize changes to the AD with ARC at a very late stage in the CONRR period, Acision chose to provide a resolution for this CONRR comment now.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update section 5.2
5.2 Architectural Diagram
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Figure 3: CPM architecture diagram.
Figure 3 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions with each other and with external functional components. In this figure the supporting Enablers are split into a clients-part (which reside on the Device) and a servers-part (which reside in the network). The exact interactions between the CPM functional components and the supporting Enablers are depicted in Figure 4 below.
NOTE 1:
Due to the framework nature of the CPM Enabler, functional components may or may not be deployed, depending on the required functionality for a deployment. When functional components are not deployed, then that deployment will not be able to fulfil the functionalities offered by the not deployed functional components in the CPM specified manner. Appendix B.1 shows a number of deployment configurations of the CPM Enabler.
The CPM Enabler consists of the following CPM functional components: 

· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Participating Function. See section 5.3.1.1 for details of this functional component.
· The CPM Participating Function, which acts as the network-side surrogate for the CPM User, including the coordination of the interaction with the multiple CPM Clients the CPM User may have. See section 5.3.1.3 for details of this functional component.
· The CPM Controlling Function, which is responsible for handling CPM Messages and CPM Sessions that need group functionalities (e.g. Pre-defined Groups, control of Media Streams, …). See section 5.3.1.4 for details of this functional component.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message, CPM File Transfer or CPM Session. See section 5.3.1.5 for details of this functional component.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services). See section 5.3.1.6 for details of this functional component.
· The Message Storage Client, which manages CPM Messages, CPM File Transfer Histories, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them stored at Message Storage Server in the network as well as at the Device’s local storage. See section 5.3.1.2 for details of this functional component.
· The Message Storage Server, which provides management and storage functions for CPM Messages, CPM File Transfer Histories, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them in the network. See section 5.3.1.7 for details of this functional component.
The CPM functional components expose their functionalities to the following external functional components:

· A remote CPM environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.8 for details of this external functional component.
· 
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler. See section 5.3.2.1 for details of this external functional component.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. The following supporting Enablers are used by the CPM Enabler:
· The Presence Enabler for retrieving Presence Information from and publishing Presence Information to.
· The XDM Enabler for storage and manipulation of CPM User preferences, User Preferences Profiles, CPM Group definitions and user list definitions.

· The Push Enabler for the delivery of notifications to the Device(s) of a CPM User.

· The Device Management Enabler for the management of the CPM Client’s and the Message Storage Client’s settings.
See sections 5.3.2.1 to 5.3.2.5 for details on why and how the CPM Enabler uses these supporting Enablers.
· Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s). See section 5.3.2.7 for details of this external functional component.
NOTE 2:
Appendix B.2 contains co-location deployment scenarios for a number of CPM functional components, such as the CPM Interworking Selection Function and the CPM Controlling and Participating Functions.

Figure 4 shows the details of the interactions between the functional components of the CPM Enabler and the supporting Enablers.
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Figure 4: Interactions between the CPM Enabler functional components and the supporting Enablers.
Change 2:  Update Section 5.3.1.1.

5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access network-based CPM functional components. The other functional components in the Device may communicate internally with the CPM Client. More detail on these functional components can be found in section 5.3.1.2.

NOTE:
Specifying interfaces or protocols for internal communication within a Device is out of scope of the CPM Enabler.
The CPM Client is involved in the following high level functionalities: 

· SIP/IP core related communication

· Media Plane communication

· Client-side CPM service logic execution

· Communication internal to the Device with the supporting Enablers clients and the Message Storage Client.

The CPM Client is responsible for generating and receiving SIP requests and responses. The CPM Client SHALL be able to use related functionalities provided by the SIP/IP core.

The CPM Client SHALL support the following registration-related functionalities:
· Registration of the CPM Client, the CPM User’s Address(es) and the CPM device name.

The CPM Client SHALL support the following client-side CPM service logic related functionalities:

· Supporting the CPM User to use his/her associated CPM Addresses in parallel.

· Generating, sending and receiving CPM Messages within and outside of CPM Sessions

· Sending a CPM Message

· Indicating the sensitive nature of a CPM Message
· Indicating the priority level of a CPM Message
· Indicating one CPM Address to be used for reply
· Receiving a CPM Message
· Requesting to forward a CPM Message without downloading the CPM Message

· Requesting and receiving as well as generating and sending delivery notifications and/or read reports

· Attaching Media Objects, CPM Messages, CPM File Transfer Histories, CPM Session Histories or CPM Conversation Histories to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on either the Message Storage Server or the Content Storage Server (without requiring their download to the Device)
· Activating/de-activating storage of CPM Messages during a CPM Conversation
· Initiating and receiving files with Media Objects via CPM File Transfers within and outside of CPM Sessions.
· Performing CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the CPM Session characteristics (e.g. Media Stream Types and codecs of used Media Streams)
· Indicating the preferred Media Stream
· CPM Session modification
· Dynamically adding/modifying/removing Media Streams during a CPM Session
· Activating/de-activating storage (in the network) of a CPM Session for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Stream Types of the Media Streams currently being used in an ongoing CPM Session of the CPM User and receiving this information
· Performing CPM Group Session handling related functions

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Initiating ad-hoc type of CPM Group Sessions

· Receiving invitations to CPM Group Sessions

· Requesting CPM Group Session information (e.g. Participant information), and receiving notifications of changes in the CPM Group Session information

· Setting and modifying its own SIP session parameters

· Terminating its own participation

· Setting and modifying CPM Group Session parameters  

· Terminating a CPM Group Session

· Adding and removing Participants

· Providing the CPM User with the capability to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Performing CPM Conversation handling related functions
· Starting a CPM Conversation by sending a CPM Message, initiating a CPM File Transfer or establishing a CPM Session.

The CPM Client SHALL support the following client-side CPM service logic related functionalities related to the usage of multiple Devices:
· Allowing the CPM User to create/modify a Device name

· Providing the Device name during registration
The CPM Client SHALL support interacting with the client components of the supporting Enablers.
The CPM Client SHALL support the following Media Plane communication related functionalities:

· Establishing and maintaining Media Plane connections

· Generating and receiving Media Plane requests and responses
Change 3:  Remove section 5.3.2.6



Change 4:  Update Appendix C.3
C.3 Evolved Architecture Diagram
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Figure 12: Future CPM architecture diagram.

Figure 12 gives a representation of the future CPM architecture model, when all future requirements of [OMA-CPM-RD] are taken into account.
Within this future architecture model of the CPM Enabler the following additional functional components can be identified: 

· The Application Control Function, which provides access to functionalities of the CPM Controlling Function and of the CPM Participating Function towards external functional components, for example Applications. See section C.5.1.3 for details of this functional component.
· The Content Storage Client, which manages standalone Media Objects stored at Content Storage Server in the network as well as at the Device’s local storage. See section 0 for details of this functional component.
· The Content Storage Server, which provides management and storage functions for standalone Media Objects in the network. See section C.5.1.2 for details of this functional component.

The CPM functional components expose their functionalities to the following additional external functional components:

· VAS Application(s), which are applications using the CPM Enabler to deliver value-added services. See section C.7.2 for details of this external functional component.
The CPM functional components interact with the following additional external functional components to be able to provide the functionalities of the CPM Enabler:
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. The following supporting Enablers are used by the CPM Enabler:
· The Charging Enabler for the submission of charging information.

· The CAB Enabler for complementing the CPM Enabler with address book functionality
See sections C.6 and C.7.2 for details on why and how the CPM Enabler uses these supporting Enablers.
Figure 13 shows the details of the interactions between the functional components of the CPM Enabler and the supporting Enablers when the future CPM architecture model is taken into account.
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Figure 13: Interactions between the CPM Enabler functional components and the supporting Enablers.
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