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1 Reason for Change

This CR is to handle the comments as following:
	D169
	2010.01.24
	T
	7.2.3
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Add handling of a received message, just as steps 2-4 of section 7.2.5, for alignment with the Pager Mode procedures.

Proposed Change: 
	Status: CLOSED
By  OMA-COM-CPM-2010-0580


The step 2 is an uncompleted procedure for the Pager Mode Message and is a missing procedure for the LMM. This CR finishes the procedures for both.
For the step 3, there is a common section: 7.2.7 “Disposition Notification” for both Pager Mode Message and LMM. The current LMM section already used the section 7.2.7 as reference. This CR add a pointer to the section 7.2.7 in the Pager Mode Message

For step 4, there is already a same step in the LMM section.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed.
6 Detailed Change Proposal

Change 1:  Fix7.2.1
5. Sending CPM Messages 
When the CPM Client wants to send a CPM Message and the CPM Message is small enough  (i.e. less than 1300 bytes) to be delivered as a Pager Mode CPM Standalone Message, the CPM Client SHALL  
1.  SHALL prepare a MIME-encapsulated message content as specified in [RFC3862]. If the CPM Client wants to include a external content in the message from the CPM User’s  Message Storage Server , the CPM Client SHALL:
a. SHALL get the URL of the content from the  Message Storage Server via the Message Storage Client;
b. SHALL include a Content-Type with “message/external-body” and  set access-type attribute to “URL” as specified in [RFC4483];
c. SHALL include the URL with the extension “?action=fetch” as specified in [RFC4483];
d. SHALL include size attribute with the size of the external content as specified in [RFC4483].
Otherwise, continue with the rest of the steps;
The CPM Client SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428]. The CPM Client:

2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.msg' according to the rules and procedures of [RFC3841];

3. SHALL include a P-Preferred-Identity header with one registered CPM Address of the CPM User; 
4. SHALL include  a Reply-To header if the CPM User requests a different reply address from the address included in the From header
5. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release Version in User-agent and Server headers”.
6. If anonymity is requested, SHALL include value ''id'' in a Privacy header according to the rules and procedures of [RFC3325].

7. If the CPM User or CPM Client wants to specify an expiry time for the CPM Message, SHALL include an Expires header as defined in [RFC3261].
8. If the CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP MESSAGE request

a. In case of a new Message to the address of the target CPM User or the target non-CPM User;
b. In case of a reply, to the address of the Reply-To header if included in the received message which the CPM Message is replied to, or, to a new address provided by the CPM User.
9. If the CPM Message is to be sent to a CPM Ad-hoc Group, then the client:

a. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client;
b. SHALL include a MIME resource-list body with the target addresses of the CPM Users and non-CPM Users as specified in [RFC5365];

c. In case of a reply, SHALL insert to the MIME resource-list body at least the address of Reply-To header if included in the received message which the message is replied to, or, to a new address provided by the CPM User.
10. If the CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;

a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;

11. If the CPM user wishes to obtain the disposition-state of the CPM Message (e.g. whether the message is delivered to the recipients or not, whether the recipients read the message or not), the CPM Client SHALL set the disposition notification request according to the rules and procedures in section 7.2.7 “Disposition Notification”; 

12. If the CPM Message starts a new CPM Conversation, the CPM Client SHALL:

a. Include a Conversation-ID header set to a newly generated value as specified in Appendix C “CPM-Specific SIP headers”; Otherwise include the Conversation-ID of the existing CPM Conversation;

13. If the CPM Message is in reply to a previously received CPM Standalone Message or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header with the value of Contribution-ID in the previously received CPM Standalone Message or CPM Session Invitation;

14. The CPM Client SHALL include a Contribution-ID header with a newly generated Contribution-ID value as specified in  Appendix C “CPM-Specific SIP headers”; 

15. The CPM Client SHALL send the SIP MESSAGE request according to the rules and procedures of the SIP/IP core.
Change 2:  Fix7.2.2

7.2.2 Sending a Large Message Mode CPM Standalone Message 
When the CPM Client wants to send a CPM Message and the CPM Message is too large (i.e. larger than 1300 bytes) to be delivered as a Pager Mode CPM Standalone Message, the CPM Client SHALL  

1.  SHALL prepare a MIME-encapsulated message content as specified in [RFC3862]. If the CPM Client wants to include a external content in the message from the CPM User’s  Message Storage Server , the CPM Client SHALL:
a. SHALL get the URL of the content from the  Message Storage Server via the Message Storage Client;
b. SHALL include a Content-Type with “message/external-body” and  set access-type parameter to “URL” as specified in [RFC4483];
c. SHALL include the URL with the extension “?action=fetch” as specified in [RFC4483];
d. SHALL include size attribute with the size of the external content as specified in [RFC4483].
Otherwise, continue with the rest of the steps;
The CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. The CPM Client:

2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg ' according to the rules and procedures of [RFC3841];

3. SHALL include the P-Preferred-Identity header with one registeredCPM Address of the CPM User; 
4. SHALL include  a Reply-To header if the CPM User requests a different reply address;
5. SHALL include the CPM release version in the User-Agent header as specified in Appendix D “Release Version in User-agent and Server headers”;
6. If anonymity is requested, SHALL include value ''id'' in a Privacy header according to the rules and procedures of [RFC3325];

7. If the CPM User or CPM Client wants to specify an expiry time for the CPM Message, SHALL include a Message-Expires header as defined in Appendix C “CPM-defined SIP Headers”.

8. If the Large Message Mode CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP INVITE request

a. In the case of  a new request, to the address of the target CPM User or the target non-CPM User;
b. In the case of a reply, to the address of the Reply-To header if included in the received CPM Message, CPM File Transfer or CPM Session Invitation that is being replied to, or, to a new address provided by the CPM User.
9. If the Large Message Mode CPM Message is to be sent to a CPM Ad-hoc Group, then the CPM Client:

a. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client.
b. SHALL include a MIME resource-list body with the target addresses of the CPM Users and non-CPM Users as specified in [RFC5364];

c. In the case of a reply, SHALL insert to the MIME resource-list body at least the address of Reply-To header if included in the received CPM Message, CPM File Transfer or CPM Session Invitation that is being replied to, or, to a new address provided by the CPM User.
10. If the Large Message Mode CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;

a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;

Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.

11. If the Large Message Mode CPM Message is in reply to a previously received CPM Standalone Message or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header with the value of Contribution-ID in the previously received CPM Standalone Message or CPM Session Invitation;
12. SHALL include the option tag 'timer' in the Supported header; and,

13. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
14. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566],[RFC4975] and [draft-ietf-simple-msrp-acm] with the following clarification:

a. SHALL set the SDP directional media attribute to a=sendonly;

b. SHALL set the content type as a=accept-types: message/cpim;

c. SHALL set the sub-content type as a=accept-wrapped-types:*;
d. SHALL set MSRP URI for the MSRP connection setup as a=path: MSRP URI;

e. SHALL set the size as a= file-selector:size:actual message size;

f. SHALL set the a=setup attribute as “active”.
NOTE: The value ‘*’ is for example and implementations shall set this value to the MIME sub-media types of the CPIM.
15. The CPM Client SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
When the CPM User requests to cancel the message delivery and if the CPM Client has not yet received a final SIP response for the SIP INVITE request, the CPM Client SHALL send a SIP CANCEL according to the rules and procedures of [RFC3261].
On receiving a SIP 200 “OK” response to the SIP INVITE request, the CPM Client: 

1. SHALL start the SIP session timer using the value received in the Session-Expires header according to the rules and procedures of [RFC4028];

2. SHALL generate and send SIP ACK request as an acknowledgement of the final response towards target CPM Client;

3. SHALL act as an MSRP client according to [draft-ietf-simple-msrp-acm];
4. SHALL act as an "active" endpoint to open the transport connection according to [draft-ietf-simple-msrp-acm]; and
5. SHALL establish the MSRP connection according to the MSRP connection parameters in the SDP answer received in the SIP 200 “OK” response according to [draft-ietf-simple-msrp-acm];

6. SHALL send empty MSRP SEND message to bind MSRP connection to MSRP session from the perspective of the passive endpoint according to the rules and procedures of [RFC4975];
7. SHALL initiate the Media Plane as in section 7.5.1 “Media Plane for CPM Messages delivered via MSRP”;
Once the CPM Standalone Message has been successfully transferred via MSRP, the CPM Client:

1. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261];

2. SHALL send a SIP BYE request according to the rules and procedures of SIP/IP core.
Change 3:  Fix7.2.5
5. Receiving CPM Pager Mode Message 
On receipt of a SIP MESSAGE request the CPM Client: 

1. MAY reject the SIP MESSAGE request with an appropriate reject code as specified in [RFC3428] if any of the conditions described below apply; otherwise continue at step 2.

a. when the CPM Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

b. in case of any other reason outside the scope of this specification.

NOTE: The decision to reject a SIP MESSAGE request can e.g. be based on procedures between the CPM Client and the CPM User outside the scope of this specification. 

2. 
3. SHALL check whether the message contains the request for successful delivery report and/or read report. If true, the CPM Client SHALL act as described in 7.2.7 “Disposition Notification”..

4. If the xxx header is included, SHALL store the UID value in conjunction with the message if storing the CPM Message in the local storage. 

The CPM Client:

1. SHALL generate a SIP response according to rules and procedures of [RFC3428]; 

2. SHALL include the CPM release version in the User Agent header as specified in Appendix D “Release Version in User-agent and Server headers”;

3. SHALL include the P-Preferred-Identity header with one registeredCPM Address of the CPM User;

4. SHALL send the SIP response towards the initiating CPM Client according to rules and procedures of the SIP/IP Core.

Change 4:  Fix 8.3.1.1.2
8.3.1.1.2 Receive Large Message Mode CPM Message

Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ corresponding to Large Message Mode CPM Message, the CPM Participating Function:
1. SHALL check whether the authenticated originator’s CPM Address contained in the P-Asserted-Identity header is of a CPM User that is allowed to send the request and if not, the CPM Participating Function:

a. SHALL respond with a SIP 403 “Forbidden” response;

b. SHOULD include a Warning header with the warning text set to “127 Service not authorised” according to the rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps; 
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function:
a. SHALL respond with SIP 403 “Forbidden” response to the CPM Client; 

b. SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. 

Otherwise, continue with rest of the steps;

3. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function:
a. SHALL return a SIP 403 “Forbidden” response;
b. SHOULD include a Warning header with the warning text set to “119 Anonymity not allowed” according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
4. If the “Session-Expires” header is included, the CPM Participating Function SHOULD handle the header according to procedures of [RFC3428];
5. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the SIP session; 

6. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL send the SIP INVITE directly to the Interworking Selection Function. Otherwise the CPM Participating Function SHALL send the SIP INVITE request as specified in the section 8.3.1.1.3 “Large Message Mode CPM Message Request Originating at CPM Participating Function”.

Upon receiving a SIP 200 “OK” response of the SIP INVITE request sent in the step 6, the CPM Participating Function: 

1. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE request as answer SDP according to the rules and procedures of [RFC3264], [RFC4566], [draft-ietf-simple-msrp-acm] and [RFC4975]with the following clarification, CPM Participating Function: 

a. SHALL include media line proposing MSRP media parameters ;

b. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;

c. SHALL set the SDP directional media attribute to a= recvonly.;  

d. SHALL set the a=setup attribute as “passive”.

3. SHALL include the CPM release version in the Server header as specified in Appendix D “Release Version in User-agent and Server headers”;

4. SHALL include a URI identifying its own address in the Contact header;

5. SHALL send the SIP 200 “OK” response according to the rules and procedures of SIP/IP core; and,

6. SHALL check the originator’s user preferences retrieved from XDMS as described in 8.2.1 “Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.5 “Record CPM Conversation History”.
Upon receving the error response from SIP/IP core, the CPM Participating Function SHALL send the SIP INVITE directly to the Interworking Selection Function without routing the SIP request via the SIP/IP core. 
Editor’s note: Whether interworking is occurring on all error responses or a subset of them is FFS.
Upon receiving a SIP CANCEL request, the CPM Participating Function: 

1. SHALL act as UAS to handle the SIP CANCEL request according to the rules and procedures of [RFC3261]; and,

2. SHALL act as UAC to cancel the SIP INVITE request according to the rules and procedures of [RFC3261].
Upon receiving a SIP ACK acknowledgement, the CPM Participating Function:

1. SHALL send the SIP ACK acknowledgement to SIP/IP core according to the rules and procedures of the SIP/IP core.
Upon receiving a MSRP SEND, the CPM Participating Function:

1. If  the last chuck of the MSRP SEND request has arrived, SHALL check if there are external contents in the MIME body of the message, for each Content-Type header set to the value “message/external-body” and whose access-type is set to the value “URL” and whose URL contains the parameter “action=fetch”, the CPM Participating Function SHALL follow the procedures as described in section 8.3.1.2 “Fetch and Include Media from Message Storage Server”. 
Otherwise, continue with the rest of the steps.

2. SHALL select existing MSRP connection if available according to the rules and procedures of [RFC4975]; or

3. SHALL act as an "active" endpoint to open the transport connection according to [draft-ietf-simple-msrp-acm]; and
4. SHALL establish the MSRP connection according to the MSRP connection parameters in the SDP answer received in the SIP 200 “OK” response according to [draft-ietf-simple-msrp-acm]; 

5. SHALL forward the MSRP SEND request(s) towards adjacent MSRP node via established MSRP connection according to the rules and procedures of [RFC4975].

Upon receiving a MSRP 200 “OK”, the CPM Participating Function, 

1. SHALL send the MSRP 200 “OK” acknowledgement of the reception of the MSRP SEND request according to the rules and procedures of [RFC4975].

Upon receiving a SIP BYE request from the originating CPM User, CPM Participating Function:

1. SHALL respond to the SIP BYE request as described in [RFC3261]; 

2. SHALL send the SIP BYE request to SIP/IP Core according to rules and procedures of the SIP/IP Core. 
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