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1 Reason for Change

This CR adds functionality related to CPM session interwork with e-mail, in resolution of the following CONRR comment:
	E425
	2010.01.22
	T
	5.2.4.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: The interworking of CPM Sessions is missing.

Proposed Change: Add it.
	Status: Closed


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal

Change 1: Add new sections related to CPM Session/e-mail interworking
5.2.4.2.4 
CPM Session Invitation to e-mail message mapping

When the e-mail IWF receives a SIP INVITE request and if it is supposed to accept the session invitation on behalf of the e-mail user based on service provider policy, the e-mail IWF SHALL complete the SIP signalling on behalf of the e-mail user as described in 5.2.1.3 “CPM Session Invitation Handling”.

When the e-mail IWF receives a SIP INVITE request and if it is supposed to ask for the e-mail user’s response based on service provider policy, it SHALL perform the following:

1. The e-mail IWF initiates a DNS query to find the address of the recipient’s SMTP server,
2. Address handling:

a. For  a CPM 1-1 Session, the e-mail IWF SHALL use originating CPM User’s corresponding e-mail address as described in section 5.2.4.1as the sender address for all messages sent in relation to this session.

b. For a CPM Group Session invitation, a new e-mail address SHALL be assigned to represent the group for the e-mail user, and SHALL be used as the sender for all messages sent in relation to this session. In this case, the e-mail user SHALL also receive the identity of the inviting CPM User as well as information about the group in the header (i.e. To, Cc header fields) of the e-mail message. 
The e-mail IWF establishes a two-way transmission channel to SMTP server as specified in [RFC2821] and Table AA1 by mapping the relevant headers from the CPM Session to the SMTP command.
3. When the target SMTP server (serving the e-mail user) rejects SMTP session initiation request (i.e. e-mail IWF receives 554 SMTP response), the e-mail IWF SHALL respond with a SIP 4xx response to the CPM User as per Table AA3.
4. The e-mail IWF builds an e-mail message (i.e. email notification for session invitation to ask for e-mail user response) as specified in [RFC2822] and Table AA2 by mapping the relevant headers and body from the CPM Message to the e-mail message. It initiates an e-mail transaction to send the message to the recipient. 
NOTE: If requested by service provider policy, e-mail message includes service provider generated text indicating that the e-mail user is invited to a session, and instructions on how to accept/reject or leave a session.
5. If it receives an SMTP response, it composes a SIP response as described in Table AA3 and sends the SIP response to CPM User with the following clarifications:
a. When IWF receives SMTP 250 OK response, the IWF generates SIP 200 OK response and sends along the signalling path. On the reception of SIP 200 OK response, corresponding CPM entity is required to establish MSRP connection with IWF to deliver chat messages.
b. When IWF receives SMTP negative response (i.e. Transient Negative Completion reply (4yz), Permanent Negative Completion reply (5yz))), the IWF generates SIP 488 “Not Acceptable Here” response and sends along the signalling path.
When the e-mail IWF receives an e-mail message, the e-mail IWF 
1. SHALL check if the e-mail message contains the e-mail user’s response by interpreting the text indicating the response of the e-mail user. The e-mail IWF has to interpret the received text accordingly based on service provider policy, and, 
2. If e-mail message contains the response of the e-mail user, the e-mail IWF SHALL interpret e-mail message to determine e-mail user response as defined in Table AA3. If e-mail user accepts the invitation, IWF SHALL establish the MSRP connection with the corresponding CPM entity, according to the MSRP connection parameters in the SDP offer received in the SIP INVITE request according to [MSRP-ACM] to deliver e-mail messages to CPM User in chat mode; If e-mail user declines the session invitation, IWF SHALL close the CPM Session.
When the e-mail IWF receives CPM Chat Message via MSRP SEND request(s) from the CPM Client, the e-mail IWF delivers the message to the e-mail user and it is handled as described in 5.2.4.2.5 “MSRP SEND to e-mail message mapping during a CPM Session”.   
When the e-mail IWF receives an e-mail message from the e-mail user who accepts the invitation, the e-mail IWF delivers the message to the CPM Client using MSRP SEND request(s) and it is handled as described in 5.2.4.2.8 “E-mail message to MSRP SEND parameters mapping during a CPM Session”.
Upon receiving SIP BYE request, the e-mail IWF SHALL respond with a SIP 200 OK, and MAY send an email notification message to e-mail user with appropriate text based on service provider policy to notify that the session is closed as described in 5.2.4.2.6 “CPM Session Closing request to e-mail message mapping”.

	CPM SIP INVITE header [headers from [RFC3261] unless otherwise noted]
	SMTP Commands  [RFC2821]
	Comment

	CPM SIP INVITE header
	SMTP Commands  [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	See Comment
	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Set BY parameter of extended MAIL FROM command according to according to rules and procedures of [RFC2852] and service provider policy.


Table AA1 CPM Session Invitation to e-mail message parameter mapping, SMTP level
	CPM SIP INVITE header

[headers from [RFC3261] unless otherwise noted]
	Internet Message Format [RFC2822] header
	Internet Message Format Parameter status
	Comment

	P-Asserted-Identity [RFC 3325], if present, otherwise, 

From, 

Privacy header [RFC 3323] and [RFC 3325].
	From

	Mandatory
	When CPM Chat Message is sent to one recipient, the SIP P-Asserted-Identity or the From header is used to find the corresponding e-mail From header as described in 5.2.4.1 (above). 

When CPM Chat Message is sent to a CPM Pre-defined Group, IWF assigns a new e-mail address to represent the group for the e-mail user, and is used as in the e-mail From header for all messages sent in relation to this session.
When the Privacy is set to “id”, the e-mail From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name.

	Reply-To
	Reply-To
	Optional
	If SIP Reply-To header is available, SIP Reply-To header is interworked to e-mail Reply-To header.
When the Privacy is set to “id”, the Reply-To header SHALL contain an anonymous URI.

	See Comment.
	Sender
	Conditional
	When the message is sent to CPM Group, then the Sender header field is set to an single e-mail address corresponding to message originator’s address carried in Referred-By or From header.

	Date 

or 

CPIM header: DateTime [RFC5438]
	Date
	Mandatory
	 Set the e-mail Date to, in order of preference:

· CPIM header: DateTime if available, otherwise,   

· the Date of the SIP INVITE request if available, otherwise,  

· the current date and time at the IWF.

	Request-URI (when sent to one recipient or when sent to a CPM Pre-defined Group)

URI list body carrying the “recipient-list-history” [RFC5366] (when sent to more than one recipient)

	To, Cc, Bcc
	Conditional
	 In case of one recipient or when sent to a CPM Pre-defined group, set to mailto URI carried in Request-URI as described in section 5.2.4.1.
In case of multiple recipients, set to the list of recipients in the “URI-List.

The URIs with copyControl="to" are mapped to the e-mail [RFC2822] destination address “To:” header field.
The URIs with copyControl="cc" are mapped to the e-mail [RFC2822] destination address “Cc:” header field.

	Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID.
	msg-id, In-Reply-To 
	Optional
	Every CPM Chat Message is uniquely identified by Contribution-ID and is mapped with ‘msg-id’ header field. 
Every CPM Chat Message is correlated with the previous CPM Chat Message by CPM ReplyTo-Contribution-ID and is mapped with e-mail In-Reply-To header field. If this is initial e-mail message, In-Reply-To header field is not included in the e-mail message.
E-mail IWF uses In-Reply-To header to associate an e-mail message to a particular CPM Session.
NOTE: See Appendix E (informative).

	Subject
	Subject
	Optional
	Set only if “Subject” header is available.

	Priority
	X-Priority [MAILEXT]
	Optional
	Set to corresponding value of Priority (i.e., 5 =  "non-urgent"; 3 = "normal"; 1 = "urgent").

	See Comment
	Message body
	Optional
	If requested by service provider policy, service provider generated text indicating that the e-mail user is invited to a session, information about the inviting user and the group (if any) and instructions on how to accept/reject or leave a session.


Table AA2 CPM Session Invitation to e-mail message [Internet Message Format [RFC2822]] parameter mapping
	SMTP Commands  [RFC2821] unless otherwise noted
	Response to SIP INVITE [RFC3261]
	CPM headers

Status
	Comment

	content of the e-mail message [RFC2822]
	
	Conditional
	 The keyword for session ‘accept’ or ‘reject’ in the replying text from the e-mail user is interpreted by the IWF to determine the e-mail user’s response. The exact definition of the replying text is set as per service provider policy. But at least it needs to carry a keyword for either session ‘accept’ or ‘reject’.

	SMTP response (e.g., 250 OK, Transient Negative Completion reply (4yz), Permanent Negative Completion reply (5yz))
	Response code [RFC3261] 

Reason phrase [RFC3261]
	Mandatory
	Set the response code & reason phrase of the SIP response as follows: 
-SIP 200 OK sent when SMTP response is “250 OK”
    -SIP 4xx or 5xx with corresponding reason   phrase is sent when SMTP response is Transient Negative Completion reply (4yz) or Permanent Negative Completion reply (5yz)) 

	See Comment.
	Call-ID
	Mandatory
	Set to the received Call-ID in the SIP INVITE request.

	See Comment.
	To
	Mandatory
	Set to the received To header field in the SIP INVITE request based on [RFC3261].

	See Comment.
	Via
	Mandatory
	Set to the received Via header field in the SIP INVITE request.

	See Comment.
	From
	Mandatory
	Set to the received From header field in the SIP INVITE request.

	See Comment.
	CSeq
	Mandatory
	Set to the received CSeq header field in the SIP INVITE request.

	See Comment.
	Content-Length
	Mandatory
	Set to the length of the SDP body.

	See Comment.
	Body
	Conditional
	If the Response code is SIP 200 OK, set as an SDP answer according to [RFC3264], [RFC4566] and [RFC4975]. Otherwise, there will not be an SDP body.


Table AA3 e-mail message (both SMTP and message level) mapping to the CPM response for the CPM Session Invitation parameters
5.2.4.2.5
 MSRP SEND to e-mail message parameters mapping during a CPM Session
NOTE: This section assumes that:

·  a CPM Session for the CPM Chat Message delivery has been established on behalf of the e-mail user;
· a two-way transmission channel between the e-mail IWF and the SMTP server (serving the recipient email user) has been established.
After the MSRP session has been established, the payload from the CPM Client is delivered using MSRP SEND request(s) to the e-mail IWF. Any e-mail message received within the scope of the CPM Session by the e-mail IWF is handled as described in 5.2.4.2.8 “e-mail message to MSRP SEND parameters mapping during a CPM Session”.
When the e-mail IWF receives an MSRP SEND request, it performs the following:

1. SHALL wait until the entire CPM Chat Message is received according to the procedures as defined in [RFC4975] (if the CPM Chat Message is sent chunked using multiple MSRP SEND requests).
2. The e-mail IWF builds an e-mail message as specified in [RFC2822] and Table BB1 by mapping the relevant headers and body from the MSRP SEND to the e-mail message. 
3. The e-mail IWF initiates an e-mail transaction to send the message to the recipient.
4. If no error occurred, SHALL send MSRP 200 OK response according to [RFC4975]. Otherwise, the e-mail IWF SHALL respond with an appropriate error response code according to [RFC4975].
	MSRP SEND request [headers from [RFC4975] unless otherwise noted]
	SMTP Commands  [RFC2821]
	Comment

	CPM SIP INVITE header
	SMTP Commands  [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	See Comment
	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Set BY parameter of extended MAIL FROM command according to according to rules and procedures of [RFC2852] and service provider policy.


Table BB1 MSRP SEND request to SMTP Commands  [RFC2821] parameter mapping, SMTP level
	MSRP SEND request header

[headers from [RFC4975] unless otherwise noted]
	Internet Message Format [RFC2822] header
	Internet Message Format Parameter status
	Comment

	CPIM header: From [RFC3862]
	From
	Mandatory
	Set to CPIM header: From if present, otherwise  set to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.
When the Privacy is set to “id”, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name.

	CPIM header: DateTime [RFC5438]
	Date
	Mandatory
	Set to CPIM header: DateTime if present, otherwise set to current date and time at the IWF.

	See Comment.
	To
	Mandatory
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	See Comment. 

	msg-id, In-Reply-To
	Optional
	Every CPM Chat Message is uniquely identified by Contribution-ID and is mapped with ‘msg-id’ header field. 

Every CPM Chat Message is correlated with the previous CPM Chat Message by ReplyTo-Contribution-ID and is mapped with In-Reply-To header field. If this is initial e-mail message, In-Reply-To header field is not included in the e-mail message.

E-mail IWF uses In-Reply-To header to associate an e-mail message to a particular CPM Session.
NOTE: See Appendix E (informative).

	See Comment.
	X-Priority [MAILEXT]
	Optional
	Set per the service provider policy.

	message body
	message body
	Conditional
	Set per the payload of  MSRP SEND request(s).

If requested by service provider policy, service provider generated text indicating instructions on how to leave a session will be included.  Additionally participant information may also be included according to service provider policy.


Table BB2 MSRP SEND request to e-mail message parameter mapping
5.2.4.2.6
CPM Session closing request to e-mail message mapping

Upon receiving SIP BYE request, the e-mail IWF MAY send an e-mail message towards the e-mail user with an appropriate text based on service provider policy to notify that the session is closed.
The e-mail IWF builds an e-mail notification message as specified in [RFC2822] and Table BB1 by mapping the relevant headers and body from the MSRP SEND to the e-mail message.
	CPM SIP BYE header [headers from [RFC3261] unless otherwise noted]
	SMTP Commands  [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	See Comment
	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Set BY parameter of extended MAIL FROM command according to according to rules and procedures of [RFC2852] and service provider policy.


Table CC1 CPM Session BYE to e-mail parameter mapping, SMTP level
	CPM SIP BYE header

[headers from [RFC3261] unless otherwise noted]
	Internet Message Format [RFC2822] header
	Internet Message Format Parameter status
	Comment

	P-Asserted-Identity [RFC 3325], if present, otherwise, 

From, 

Privacy header [RFC 3323] and [RFC 3325].
	From

	Mandatory
	The P-Asserted-Identity or the From header is used to find the corresponding e-mail From header as described in 5.2.4.1 (above). 

When CPM Chat Message is sent to CPM Group, IWF assigns a new e-mail address to represent the group for the e-mail user, and is used as the sender for all messages sent in relation to this session.
When the Privacy is set to “id”, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name.

	See Comment.
	Sender
	Conditional
	When the message is sent to CPM Group, then the Sender header field is set to an single e-mail address corresponding to message originator’s address carried in Referred-By or From header.

	See Comment
	Date
	Mandatory
	Set to CPIM header: DateTime if present, otherwise set to current date and time at the IWF.

	Request-URI (when sent to one recipient or when sent to a CPM Pre-defined Group)

URI list body carrying the “recipient-list-history” [RFC5366] (when sent to more than one recipient)

	To, Cc, Bcc
	Conditional
	 In case of one recipient or when sent to a CPM Pre-defined group, set to mailto URI carried in Request-URI as described in section 5.2.4.1.

In case of multiple recipients, set to the list of recipients in the “URI-List.

The URIs with copyControl="to" are mapped to the e-mail [RFC2822] destination address “To:” header field.
The URIs with copyControl="cc" are mapped to the e-mail [RFC2822] destination address “Cc:” header field.

	See Comment.
	X-Priority [MAILEXT]
	Optional
	Set per the service provider policy.

	See Comment
	message body
	Conditional
	If requested by service provider policy, service provider generated text indicating instructions on how to leave a session will be included. 


Table CC2 CPM Session BYE to e-mail message [RFC2822] parameter mapping
The e-mail IWF generates a SMTP QUIT command according to rules and procedures of [RFC2821] to close transmission channel with remote SMTP server serving the e-mail user.
5.2.4.2.7  Sending Participant Information to e-mail user
When the CPM Group Session has been established, the IWF subscribes to receive Participant Information as described in section 7.4.11.1 of [OMA-CPM-TS-Conv-Func].

When the IWF receives the information in a SIP NOTIFY request, it SHALL construct and send an e-mail message to the e-mail user as described in tables DD1 and DD2 below. The frequency of sending this information to the e-mail user is based on service provider policy.

	NOTIFY request [headers from [rfc 3265] unless otherwise noted]
	SMTP Commands  [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	See Comment
	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Set BY parameter of extended MAIL FROM command according to according to rules and procedures of [RFC2852] and service provider policy.


Table DD1 NOTIFY request to e-mail message parameter mapping, SMTP level
	NOTIFY request [headers from [rfc 3265] unless otherwise noted]
	Internet Message Format [RFC2822] header
	Internet Message Format Parameter status
	Comment

	P-Asserted-Identity [RFC 3325], if present, otherwise, 

From, 

Privacy header [RFC 3323] and [RFC 3325].
	From

	Mandatory
	The P-Asserted-Identity or the From header is used to find the corresponding e-mail From header as described in 5.2.4.1 (above). 

When CPM Chat Message is sent to CPM Group, IWF assigns a new e-mail address to represent the group for the e-mail user, and is used as the sender for all messages sent in relation to this session.
When the Privacy is set to “id”, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name.

	See Comment.
	Sender
	Conditional
	When the message is sent to CPM Group, then the Sender header field is set to an single e-mail address corresponding to message originator’s address carried in Referred-By or From header.

	See Comment
	Date
	Mandatory
	Set to CPIM header: DateTime if present, otherwise set to current date and time at the IWF.

	See Comment
	To
	Mandatory
	 Set to mailto URI carried in Request-URI received in the corresponding SIP INVITE request as described in section 5.2.4.1.

	See Comment.
	X-Priority [MAILEXT]
	Optional
	Set per the service provider policy.

	message body
	message body
	Conditional
	Set according to the information received in the NOTIFY request. The actual information used and formatted into a textual or multimedia message from the NOTIFY request is according to service provider policy.


Table DD2 NOTIFY request to e-mail message parameter mapping
5.2.4.2.8
E-mail message to MSRP SEND parameters mapping during a CPM Session
NOTE: This section assumes that a CPM Session has been established with the IWF.
When the IWF receives an e-mail message, it SHALL perform the following:
1. It generates one or more MSRP SEND requests (more than one if chunking is needed to transfer the e-mail message) based on [RFC4975].
2. SHALL send the one or more MSRP SEND requests towards the CPM Client, per Table EE1.
	Internet Message Format [RFC2822] headers unless otherwise noted
	MSRP SEND header

[headers from [RFC4975] unless otherwise noted]
	MSRP SEND parameter status
	Comment

	See Comment.
	To-Path
	Mandatory
	Set in accordance with [RFC4975].

	See Comment.
	From-Path
	Mandatory
	Set in accordance with [RFC4975].

	See Comment.
	Message-ID
	Mandatory
	Set in accordance with [RFC4975].

	See Comment.
	Byte-Range
	Conditional
	Set per the byte chunk being sent.

	See Comment.
	Content-Type
	Mandatory
	Set in accordance with [RFC4975].

	content (body of SMTP DATA protocol unit) [RFC2821]
	Body
	Optional 
	Set according to rules and procedures of [RFC4975].

	Date
	CPIM header: DateTime [RFC5438]
	Conditional 
	Set the CPIM: DateTime to the Date otherwise set to current date and time at the IWF.

	See Comment
	Success-Report and Failure Report
	Conditional
	Set per the service provider policy.


Table EE1 e-mail message parameter to MSRP SEND mapping
5.2.4.2.9
E-mail message to CPM Session Leaving request mapping

Upon receiving an e-mail message containing service provider defined text indicating the e-mail user wants to leave the session, the e-mail IWF SHALL send a SIP BYE request towards the CPM User according to [RFC3261] and [OMA-CPM-TS-Conv-Func] to notify the CPM User that the session is closed.
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