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1 Reason for Change

This CR addresses the following AI:
	CPM-2010-A021
	ZTE
	Address 1st Acisions R&A comment WRT OMA-COM-CPM-2010-0326-CR_TS_Conv_CONRR_D688toD693.zip
	2010-04-27
	OPEN


The actual comment is as follows:
1. Why are we checking for a specific User-Agent version in the Large Message Mode procedure and not in the Pager Mode procedure. Please align this as well (e.g. add check for User-Agent version in the Pager Mode procedure as well).
This CR adds this procedure in the pager mode section.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed, agreed and closure of the AI A021.
6 Detailed Change Proposal

Change 1:  Adds UA header checking procedure in section 9.1.1 
9.1.1Pager Mode CPM Message to CPM Pre-defined Group

Upon receipt of a SIP MESSAGE request containing the CPM Pre-defined Group as the target address of the CPM Message the CPM Controlling Function:

1. SHALL check that the Group Identity in the Request-URI, identifying a Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.

a. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response.
b. Otherwise, continue with the rest of the steps;

2. SHALL check the authenticated originator's CPM Address contained in the P-Asserted-Identity header and authorize the request

a. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “127Service not authorised”.

b. Otherwise, continue with the rest of the steps;

3. SHALL check if the SIP MESSAGE request received for a CPM Pre-defined Group has anonymity requested
and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group].

a. If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “Anonymity not allowed”.

b. Otherwise, continue with the rest of the steps;

4. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
a. SHALL respond with SIP 403 “Forbidden” response to the originating network. 
b. SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. 
Otherwise, continue with rest of the steps;
5. SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List 

a. If the Group List is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to ”129 No destinations”.

b. Otherwise, continue with the rest of the steps;

6. SHALL send the SIP MESSAGE requests towards each CPM Address or non-CPM Address as specified in the section 9.1.5 “Pager Mode CPM Message Request Originating at the Controlling Function”; 

7. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating CPM Client according to [RFC3261].

Change 2:  Adds UA header checking procedure in section 9.1.3 

9.1.3Pager Mode CPM Message to CPM Ad-Hoc Group

Upon receipt of a SIP MESSAGE request containing the Request-URI to the address of the CPM Controlling Function and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.message’, the CPM Controlling Function:

1. SHALL check if the authenticated originator's CPM Address contained in the P-Asserted-Identity header is an authorized address to use functionalities of the CPM Controlling Function.

a. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 127 Service not authorised”.

b. Otherwise, continue with the rest of the steps;

2. SHALL check if the SIP MESSAGE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the authenticated originator’s CPM Address.

a. If not allowed, the CPM Controlling Function SHALL return with a SIP 403 "Forbidden" error response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “119 Anonymity not allowed”.

b. Otherwise, continue with the rest of the steps.

3. SHALL check if the number of recipients exceeds the maximum allowed by local policy.

a. If it does, then the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “102 Too many recipients”.

b. Otherwise, continue with the rest of the steps;

4. SHALL check if the MIME resource-list body includes an empty URI list 

· If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to“129 No destinations”.
· Otherwise, continue with the rest of the steps;
5. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
a. SHALL respond with SIP 403 “Forbidden” response

b. SHOULD include an “Error-Info” header to explain the reason as specified by [RFC3261];

Otherwise, continue with rest of the steps;

6. SHALL send the SIP MESSAGE requests towards each CPM Address or non-CPM Address as specified in the section 9.1.5 “Pager Mode CPM Message Request Originating at the Controlling Function”; 

7. SHALL send a SIP 202 "Accepted" response along the Signalling Path according to [RFC3261].
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