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1 Reason for Change

The following two CONRR comments against the Conversation Functions TS are still open:
	D719
	2010.01.24
	T
	9.2.1.1
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Step 8: Instead of pointing to another section, include the information in that section here, for better readability.

Proposed Change: 
	Status: CLOSED

Closed by OMA-COM-CPM-2010-0698.

	D725
	2010.01.24
	T
	9.2.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Step 8: Instead of pointing to another section, include the information in that section here, for better readability.

Proposed Change: 
	Status: CLOSED

Closed by OMA-COM-CPM-2010-0698.


This change request handles these CONRR comments by merging the pre-defined group and ad-hoc group procedures. However, the requested integration of section 9.2.2.1 is not performed as that section is also used when adding new participants, so merging section 9.2.2.1 would result in unnecessary duplication of procedures. However, some editorial improvements of section 9.2.2.1 have been proposed.
NOTE: The author of this CR is aware that CR 2010-0674 interacts with this CR. Therefore the changes proposed in CR 2010-0674 have been incorporated here, with clear markings.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update section 9.2.1.1 (merge section 9.2.1.2).
9.2.1.1 CPM Group Session Initiation
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, the CPM Controlling Function:
1. SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function:

a. SHALL respond with a SIP 403 “Forbidden” response to the originating network and  SHOULD include a Warning header with the warning text set to “127 Service not authorized” according to the rules and procedures of [RFC3261];
b. Otherwise, continue with rest of the steps; 

2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the CPM Controlling Function SHALL reject the request with a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261]. It SHALL include a Warning header with the warning text set to “105 isfocus already assigned”. Otherwise, continue with the rest of the steps;
3. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed by service provider policy:

a. If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" error response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “119 Anonymity not allowed”.

b. Otherwise, continue with the rest of the steps;
Editor’s Note: Requirement of allowing anonymity on a per group basis, or per user within a group, needs to be clarified and made consistent throughout the TS. 

a. 
i. 
ii. 
4. SHALL check if the SDP parameters in the SDP offer are allowed/supported by the CPM Controlling Function according to service provider policy. 

a. If the received SDP parameters are not allowed, the CPM Controlling Function SHALL respond with SIP 488 “Not Acceptable here”  with a description of the supported SDP parameters  by the CPM Controlling Function, 

b. Otherwise continue with the rest of the steps;

5. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:
a. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in a CPM Ad-hoc Group is not exceeded. 
i. If exceeded, the CPM Controlling Function SHALL respond with  SIP 486 “Busy Here”  and SHOULD include a Warning header with the warning text set to “102 Too many participants”;

ii.  Otherwise, continue with the rest of the steps; 
b. SHALL check if the MIME resource-list body includes an empty URI list 

i. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to“129 No destinations”.
ii. Otherwise, continue with the rest of the steps;
c. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365]. This list is used as the set of CPM Group members that have to be invited to the CPM Group Session;
6. Otherwise, the CPM Controlling Function:

a. SHALL check that the CPM Pre-defined Group addressin the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.
i. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response ".
ii. Otherwise, continue with the rest of the steps;
b. SHALL determine if the authenticated originator’s CPM Address is allowed the action <allow-initiate-conference> as specified in [OMA-XDM-Group].
i. If the policy does not allow session initiation, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHOULD include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261];
ii. Otherwise, continue with the rest of the steps.

c. SHALL validate that the media parameters are acceptable for the CPM Pre-defined Group.
i. If not acceptable, then the CPM Controlling Function SHALL reject the request with a SIP 488 "Not Acceptable Here" response.
ii. Otherwise, continue with the rest of the steps;

d. SHALL check if a CPM Group Session is active for the CPM Pre-definedGroup.

i. If there is already an active CPM Group Session, then the CPM Controlling Function SHALL process the request as described in section 9.2.1.3 “Joining Pre-defined Group Session”;
ii. Otherwise, continue with the rest of the steps;
e. SHALL determine if the members of the CPM Pre-defined Group have to be invited to the CPM Group Session by checking if the value of the <invite-members> element is ‘true’.
i. If the value is set to ‘true’, then use the  members of the CPM Pre-defined Group as the set of CPM Group members that have to be invited to the CPM Group Session.
7. SHALL use the display name described in section 6.3 “Display Name”;

8. SHALL establish a CPM Group Session and allocate a CPM Group Session Identity  as described in [RFC4353] and [RFC4579];

9. SHALL invite each of the users listed as the CPM Group members that have to be invited to the CPM Group Session as specified in section 9.2.2.1 "Session Invitation Request". If a Session-Replaces header is included in one of the entries in the MIME resource-lists body (when the CPM Group Session is set up for a CPM Ad-hoc Group), the CPM Controlling Function SHALL ensure that the header is added into the SIP INVITE request sent to that entry.
In the case that the CPM Group did not have an active CPM Group Session yet, the CPM Controlling Function SHALL handle the responses from the invited group members as follows:
· Upon receiving a SIP final response other than 2xx from an invited CPM Group member, the CPM Controlling Function SHALL remove the inviting CPM Group member from the CPM Group Session as specified in section 9.2.2.4 "Participant Removing Request ".
· When all invited group members have responded with a SIP final response other than 2xx, the CPM Controlling Function SHALL send an error response along the incoming signalling path.
Upon receiving the first SIP 200 “OK” response for the SIP INVITE request from one of the invited group members, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261] and the following additional clarifications;

a. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to the rules and procedures of [RFC4028];
b. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session in the Contact header;

c. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;
d. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” set to the CPM Controlling Function;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975] with the following additional clarifications;

a. The CPM Controlling Function SHALL include media attribute of SDP body allowed/supported by the CPM Controlling Function according to service provider’s policy;

b. The CPM Controlling Function SHALL include ‘a’ attributes accompanying the media line selected by the CPM Controlling Function according to service provider’s policy.
NOTE: Service provider’s policy determines how to handle the sessions when different participants accept different media types
3. SHALL send a SIP 200 “OK” response along the incoming signalling path.

4. SHALL NOT forward any further responses from the remaining group members that had not responded yet.

1. 
2. 
Upon receiving a SIP ACK request, the CPM Controlling Function:

1. SHALL forward the SIP ACK request towards all Participants that sent a SIP 200 “OK” response.

2. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session Media Plane Handling”.
Change 2:  Remove section 9.2.1.2.
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Change 3:  Update section 9.2.2.1.
9.2.2.1 Create Session with a Participant
When the CPM Controlling Function needs to set up a session with a CPM Group Session Participant, CPM Controlling Function:

1. SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications:

2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ if an Accept-Contact header has been received in the incoming CPM Session Invitation to start the CPM Group Session but does not contain a  ‘3gpp-service.ims.icsi.oma.cpm.session ’ CPM Feature Tag, according to the rules and procedures of [RFC3841];

3. SHALL copy the values received in each Accept-Contact header of the incoming CPM Session Invitation to start the CPM Group Session to a corresponding Accept-Contact header in the SIP INVITE request, if any Accept-Contact headers are received; 
4. SHALL include in the Contact header of the SIP INVITE request as CPM Group Session Identity the contact address of the conference and the CPM feature-tag ‘3gpp-service.ims.icsi.oma.cpm.session’ and the "isfocus" feature parameter;
5. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to the rules and procedures of [RFC4028];
6. SHALL include the Supported header set to "timer";
7. SHALL include value 'id' in a Privacy header according to the rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header in the incoming CPM Session Invitation to start the CPM Group Session;
8. SHALL include a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions, [RFC4975] and [draft-ietf-simple-msrp-acm] and the following additional instruction:

a. Include all the ‘a’ attributes accompanying the MSRP media line selected by the CPM Controlling Function from those contained in the original SDP offer from the originating network;

b. Set the a=setup attribute as “actpass”;

9. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” as follows:

a. with the URI and Display name set to the CPM Group Session Identity in the case of a CPM Group Session for a CPM Ad-hoc Group Session; or,

b. with the URI and Display name set to the CPM Pre-defined Group address in the case of a CPM Group Session for a CPM Pre-defined Group;

10. SHALL set the Request-URI to the address of the Participant to be invited;
NOTE: 
If the request is extending an existing CPM 1-1 Session to a CPM Group Session, the Request-URI will contain the public GRUU of the CPM Client on which the CPM Session is being extended.
11. SHALL include a Referred-By header with the authenticated originator’s CPM Address present in the incoming CPM Session Invitation to start the CPM Group Session;

12. SHALL include the Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID headers and values received in the incoming CPM Session Invitation to start the CPM Group Session;
13. MAY include the “Subject” header associated with the group if it is a CPM Pre-defined Group;
NOTE: The Subject header of the CPM Pre-defined Group has precedence over the Subject header received in the incoming CPM Session Invitation to start the CPM Group Session.
14. 
15. 
16. SHALL send the SIP INVITE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.

Upon receiving an error response that indicates that the recipient is not a CPM subscriber, e.g., 488 Not Acceptable Here response, the CPM Controlling Function SHALL send the SIP INVITE request to the ISF. Responses coming from the IWF are treated the same way as responses coming from CPM Participants.

Upon receiving SIP 200 "OK" response for the SIP INVITE request the CPM Controlling Function 

1. SHALL check whether privacy is allowed in this CPM Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the CPM Controlling Function SHOULD release the CPM Client from the CPM Session immediately as specified in 9.2.2.4 “Participant Removing Request”.  Allowing privacy in the group is defined using <allow-anonymity> element as specified in [OMA-XDM-Group].  If allowed, provide anonymization according to [RFC3323] and [RFC3325] and continue with the rest of the steps;

Upon receiving a SIP ACK request for the SIP INVITE request the CPM Controlling Function:
1. SHALL interact with the Media Plane  as specified in 9.3 “CPM Group Session Media Plane Handling”; and,

2. SHALL send a notification to the CPM Clients, which have subscribed to the Participant information that an invited CPM User has joined in the CPM Group Session, as specified in section 9.2.3.2 “Sending Participant Information Notifications".
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