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1 Reason for Change
This CR follows the agreement reached in CPM WA to add the option of “Defer-and-store” to the CPM User’s Preferences Profile in XDM option. This condition was missing from the list of conditions in the XDM Policy TS document,
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

The new <conditions> and <actions> child elements need to be added to the SUP file OMA-SUP-XSD_xdm_2_1_extensions-V1_0-2010mmdd-C. 
The new <conditions> child elements need to be added to the XDM Core TS OMA-TS-XDM_Core-V2_1-2010mmdd-C. 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavors to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes in Section 6 below.
6 Detailed Change Proposal

Change 1:  Modify section 5.1.1 of the Policy XDM document
5.1.1   Structure

The User Access Policy Document SHALL conform to the structure of the “ruleset” document described in [RFC4745], with the extensions and constraints given in this section.

The User Access Policy Document makes use of the following two elements defined for the <rule> element in [RFC4745]:

· <conditions>

· <actions>

The <transformations> child element defined for the <rule> element in [RFC4745] SHALL be ignored, if present.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element, as defined in [RFC4745], except the sub-elements that are ignored as defined in [XDM_Core] “Common Extensions”;

b) MAY include the <external-list> element, as defined in [XDM_Core]  “Common Extensions”;

c) MAY include the <other-identity> element, as defined in [XDM_Core]   “Common Extensions”;
d) MAY include the <sphere> element, as defined in [RFC4745];
e) MAY include the <anonymous-request> element, as defined in [XDM_Core] “Common Extensions”;
f) MAY include the <media-list> element, as defined in [XDM_Core]  “Common Extensions”;
g) MAY include the <service-list> element, as defined in [XDM_Core] “Common Extensions”;

h) MAY include the <validity> element, as defined in [RFC4745];
i) MAY include the <invited-identities> element, as defined in [XDM_Core]  “Common Extensions”;
j) MAY include the <activities> element, as defined in [XDM_Core]  “Common Extensions”;
k) MAY include the <qoe-list> element, as defined in [XDM_Core]  “Common Extensions”;
l) MAY include the <country-region-list> element, as defined in [XDM_Core]  “Common Extensions”;
m) MAY include the <location-list> element, as defined in [XDM_Core]  “Common Extensions”; 

n) MAY include the <upp-list> element, as defined in [XDM_Core] “Common Extensions”;  
o) MAY include the <expired> element as defined in [XDM_Core]  “Common Extensions”;

p) MAY include the <deferred-messages> element as defined in [XDM_Core]  “Common Extensions”;  and

q) MAY include other elements from other namespaces for the purposes of extensibility.
The <actions> child element of any <rule> element:

a) MAY include the <allow-reject-invite> element;

b) MAY include the <allow-offline-storage> element;

c) MAY include the <allow-auto-answermode> element;

d) MAY include the <allow-manual-answer-override> element;

e) MAY include the <allow-barring-media-content> element;

f) MAY include the <allow-barring-media-stream> element;

g) MAY include the <allow-remove-text-content> element;
h) MAY include the <allow-remove-reference-content> element;
i) MAY include the <allow-add-text-content> element;
j) MAY include the  <allow-add-reference-content> element;
k) MAY include the <allow-reject-outgoing-invite> element; 

l) MAY include the <allow-defer-and-notify> element;

m) MAY include the <allow-defer-without-notify> element;

n) MAY include the <defer-and-store> element;

o) MAY include the <allow-store> element;

p) MAY include the <allow-forward> element;

q) MAY include the <allow-interwork> element;

r) MAY include the <allow-deliver-and-interwork> element;

s) MAY include the <allow-push> element;

t) MAY include the <allow-deliver-reference-media> element; and
u) MAY include other elements from other namespaces for the purposes of extensibility.
Change 2:  Modify section 5.1.7  of the Policy XDM document
5.1.7
Data Semantics 

The User Access Policy Document SHALL conform to the semantics for the “conditions” and “actions” described in [RFC4745] and [XDM_Core] “Common Extensions”, with the additional extensions and clarifications described below.

The <allow-reject-invite> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to reject an incoming communication request. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not to reject the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to reject the communication request using procedures as defined by the enabler.

The <allow-auto-answermode> element defines the action the Application Server performing the terminating participant function is to take when processing an Automatic Answer Mode procedure for a particular User. The value is of a Boolean type:

“false”
instructs the Application Server performing the terminating participant function not to perform the Automatic Answer Mode procedures as defined by the enabler. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to perform the Automatic Answer Mode procedure as defined by the enabler.

The <allow-offline-storage> element defines the action the Application Server performing the terminating participant function is to take when processing a communication request for a particular User who is offline, and the type of Offline Communication Storage to be connected when the communication request is to be routed to an Offline Communication Storage. The <allow-offline-storage> element:

a) SHALL include the “allow” attribute to define the action the Application Server is to take when processing a communication request for a particular User who is offline. The value is of a Boolean type:

"false"
instructs the Application Server not to route the communication request to the Offline Communication Storage when the User is offline. This SHALL be the default value of the attribute.

"true"
instructs the Application Server to route the communication request to the Offline Communication Storage when the User is offline. The type of Offline Communication Storage to be routed to is defined as a child element of the <allow-offline-storage> element.

b) MAY contain one or more elements from other namespaces defined by the enabler, which indicate the Offline Communication Storage types.
c) MAY contain attributes from any other namespaces for the purpose of extensibility.
The <allow-manual-answer-override> element defines the action the Application Server is to take when processing a communication request for a particular User and when the communication request contains a request to override the Manual Answer Mode procedure. The value is of a Boolean type:

"false"
instructs the Application Server to reject the communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to process the communication request using Automatic Answer Mode.
The <allow-barring-media-content> element defines the action the Application Server performing the terminating participant function is to take when processing a communication request for a particular User when the communication request contains media content as specified in the <media-list> element. The value is of a Boolean type:

"false"
instructs the Application Server to not bar the media content contained in the communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to bar the media content contained in the communication request.
The <allow-barring-media-stream> element defines the action the Application Server performing the terminating participant function is to take when processing a communication request for a particular User when the communication request contains a media stream as specified in the <media-list> element. The value is of a Boolean type:

"false"
instructs the Application Server to not bar the media stream contained in the communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to bar the media stream contained in the communication request.
The <allow-remove-text-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server to allow text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to remove text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request.
The <allow-remove-reference-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server to allow referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to remove referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request.
The <allow-add-text-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server not to handle text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to add or replace text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request.
The <allow-add-reference-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server not to handle referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to add or replace referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request.
The <allow-reject-outgoing-invite> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the originating participant function to reject an outgoing communication request. The value is of a Boolean type:

 “false”
instructs the Application Server performing the originating participant function not to reject the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the originating participant function to reject the communication request using procedures as defined by the enabler.
The <allow-defer-and-notify> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to defer an incoming communication request and to notify the User. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not defer the communication request nor to notify the User. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to defer the communication request using procedures as defined by the Enabler and to notify the User.

The <allow-defer-without-notify> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to defer an incoming communication request. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not defer the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to defer the communication request using procedures as defined by the Enabler.

The <allow-defer-and-store> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to defer an incoming communication request and to store it in the User’s message storage. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not defer and store the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to defer the communication request using procedures as defined by the enabler and to store the communication request using procedures as defined by the enabler.
The <allow-store> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to store an incoming communication request in the User’s Message Store. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not store the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to store the communication request using procedures as defined by the enabler.

The <allow-forward> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to forward an incoming communication request to a different address. The <allow-forward> element:

a) SHALL include the “execute” attribute. The value is of a Boolean type:

               “false”
instructs the Application Server performing the terminating participant function to not forward the communication request. This SHALL be the default value taken in the absence of the element;

                “true”
instructs the Application Server performing the terminating participant function to forward thecommunication request using procedures as defined by the Enabler. A child element <forward-to> of the <allow-forward> element is used to store the address to which the communication is to be forwarded.
b) MAY contain one or more elements from other namespaces defined by the Enabler; and.

c) MAY contain attributes from any other namespaces for the purpose of extensibility.

The <allow-interwork> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to deliver an incoming communication request using a different communication service. The <allow-interwork> element:

a) SHALL include the “execute” attribute. The value is of a Boolean type:

                “false”
instructs the Application Server performing the terminating participant function to not inter-work the communication request. This SHALL be the default value taken in the absence of the element;

                “true”
instructs the Application Server performing the terminating participant function to inter-work the communication request using procedures as defined by the Enabler. A child element <methods-list> of the <allow-interwork> element is used to store a list of preferred communication services.

The <methods-list> element:

a) SHALL include one or more <method> element 

The <method> element:

a) SHALL include a priority attribute whose value means a relative priority of this communication method over others. The value of the attribute SHALL be decimal number between 0 and 1 with utmost 3 digits after the decimal point. Higher value indicates higher priority; and
b) SHALL include a value which indicates the type of the communication methods (e.g. SMS, MMS and email) to be used to interwork.
The <allow-deliver-and-interwork> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to deliver an incoming communication request to the User and to send the incoming communication using a different communication service. The <allow-deliver-and-interwork> element:

a) SHALL include the “execute” attribute. The value is of a Boolean type:

              “false”
instructs the Application Server performing the terminating participant function to not deliver the communication request nor to send it to an interworking selection function. This SHALL be the default value taken in the absence of the element;

               “true”
instructs the Application Server performing the terminating participant function to deliver the communication request using procedures as defined by the Enabler and to send the incoming communication request using a different communication service . A child element <methods-list> of the <allow-deliver-and-interwork> element is used to store a list of preferred communication services and the syntax of this element is as described above.

The <allow-push> element defines the action the Application Server is to take when processing deferred communication requests for a particular User. This element instructs the Application Server performing the terminating participant function to push all the deferred communication requests to the User. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not push the deferred communication requests. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to push the deferred communication requests using procedures as defined by the enabler.

The <allow-deliver-reference-media> element defines the action the Application Server is to take when processing a communication requests for a particular User. This element instructs the Application Server performing the terminating participant function to store media contained in an incoming communication request and deliver the communication request to the User with a link to the stored media. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not store the media contained in the incoming communication requests nor to include a reference in the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to store media contained in an incoming communication request and deliver the communication request to the User with a link to the stored media using procedures as defined by the enabler.
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