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1 Reason for Change

This change request in change 1 clarifies the mapping of a chat message to an SMS message, ensureing that the chat sender is captured in the SMS being sent out – it aligns the SMS section to what is already in the MMS section.

This change request in changes 2 onwards, clarifies the mapping of participant information to SMS, MMS and e-mail.
From the related email discussion initiated by NSN:

Section 6.1.7 describes Participant Information in general. This seems ok. 

Section 6.2.2.1.6 for SMS, especially Table 8, seems to be an inappropriate copy&paste from Table 1. Please take a look at rows for source_addr_xxx and dest_addr_xxx seem. The text "Translated by the IWF to the corresponding routable originating user’s address." [Nancy Greene]  agree that this should be clarified to state that it will be the address of the controlling function. and "Translated by the IWF to the corresponding routable target user’s address" might have to be changed appropriately.
[Nancy Greene]  agree that this should be clarified to state that it will be the address of the SMS participant. 
Section 6.3.1.1.6.6 mapping participant information to MMS has two issues. First, the entry for Sender address. The referenced 6.3.1.1.6.1 points to an original CPM peer user. Here, we should have some text clarifying that this comes from a central entitiy, i.e., Controlling Function.
[Nancy Greene] I propose to clarify that it comes from step 2b in section 6.3.1.1.6.1. The sender then is always the MSISDN representing the group and thus the Controlling Function. 
Second, the entry for Sender visibility does not make sense. This should not depend on the SIP INVITE 
[Nancy Greene] agree - I will propose an update
Section 6.4.2.4.3 mapping participant information to e-mail, Table 62 uses the originating CPM user's address. Why? 
[Nancy Greene] The originator of the NOTIFY is the Controlling Function - would be set to the Controlling Function - I will propose a clarification.
T
 he RCPT TO talks about an interworked email address, according to section 6.4.1. Here, we seem to have a general issue that we assign CPM Users an address in the non-CPM domain. This text (and equivalent text for SMS and MMS) might need to be generalized that we assign non-CPM addresses not just to CPM Users but to CPM entities, e.g., the CF.
[Nancy Greene] agree - I will propose an update
In Table 63, From, Sender, Date, and To seem to need re-work.
[Nancy Greene]  agree, I will propose an update 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Section 6.2.2.1.5 – fix mapping of MSRP SEND CPIM headers to SMS

6.2.2.1.5CPM Chat Message to SMS Message
NOTE 1: This section assumes that a CPM Session for the CPM Chat Message delivery has been established on behalf of the SMS user.
When the SMS IWF receives an MSRP SEND request, it performs the following:

1. SHALL wait until the entire CPM Chat Message is received according to the procedures as defined in [RFC4975].
NOTE 2: A CPM Chat Message may or may not be received as chunked messages.
2. SHALL generate one or more Submit-SM requests based on the received CPM Chat Message and in accordance with [SMPP], with the clarifications given in Table 7 below and with the following clarification:
a. If the message is too large to be transferred in one SMS message, then SHALL split the message into concatenated SMS messages Submit-SM(s).

b. Otherwise, continue with the rest of the steps.

3. SHALL send the Submit-SM request(s) towards the SM-SC.
4. If no error occurred, SHALL send an MSRP 200 OK response according to [RFC4975]. Otherwise, the SMS IWF SHALL respond with an appropriate error response code according to [RFC4975].
NOTE 3: The MSRP 200 OK response is sent when all the Submit-SMs have been sent towards the SM-SC.
When the SMS IWF receives the Submit-SM-resp, it SHALL store the message-id parameter received in Submit-SM-resp.

	Submit-SM parameters
	SMPP parameters

status
	MSRP SEND request(s) [headers from [RFC4975] unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set to NULL.

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	
	Translated to the corresponding routable originating user’s address based on From or P-Asserted-Identity header received in SIP INVITE.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	
	Translated to the corresponding routable target user’s address based on To header or Request-URI received in SIP INVITE.

	esm_class
	Mandatory
	
	Set to ‘Store and Forward’ as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	
	Set by the IWF based on the service provider policy.

NOTE As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC is network-dependent.

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	
	Set to NULL.

	registered_delivery
	Mandatory
	Success-Report and/or Failure-Report
	Set to the corresponding value based on [SMPP] if the header does exist. Otherwise, set to NULL.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	Content-Type
	Set to the corresponding value based on [SMPP] if the character set parameter exists. Otherwise, set to the SM-SC default.

	sm_default_msg_id
	Mandatory
	
	Set to NULL.

	sm_length
	Mandatory
	Content-Length
	Set to the length of the payload of the resulting short message.

	short_message
	Mandatory
	CPIM header: From [RFC3862] and

body
	If the CPIM header: From is present, its value which contains the actual sender of the MSRP SEND request is included as part of the Content.

If requested by service provider policy, service provider generated text indicating instructions on how to leave a session will be included.  Additionally participant information may also be included according to service provider policy.
NOTE: The payload needs to be encoded using the encoding scheme indicated by data_coding

NOTE: The mapping is restricted to only the text.

	sar_msg_ref_num
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].

	sar_segment_seqnum
	Optional
	
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	sar_total_segments
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].


Table 7: CPM Chat Message to SMS - Submit-SM request details
When it is a CPM Chat Message delivery and the SMS IWF receives the Deliver-SM as a status report from the SM-SC, then it performs the following:

1. Check if there is a same stored message_id received in Submit-SM-resp as the receipted_message_id parameter received in Deliver-SM with the following clarification:

a. If there is no matched message_id, then respond with an error towards the SM-SC setting Command Status header to ESME_RINVMSGID based on [SMPP];
b. Otherwise, continue with the rest of the steps;
2. It builds an MSRP REPORT message with a delivery notification according to the rules and procedures defined in [RFC4975] with the following clarification:

a. The message_state parameter received in Deliver-SM is translated into the relevant Status header based on service provider policy.
3. It responds with a Deliver-SM-resp towards SM-SC following the rules and procedures in [SMPP].
Change 2:  Update Section 6.2.2.1.6
6.2.2.1.6Participant Information to SMS Message Procedures and Parameters mapping
NOTE   The section assumes that the subscription to the Participant Information has been done by the IWF.

When the SMS IWF receives the SIP NOTIFY request, it SHALL convert the SIP NOTIFY request into a Submit-SM based on Table 8. If the size of the resulting short message is too large to be sent as a Submit-SM, then the payload SHALL be divided into concatenated Submit-SMs. The frequency of sending this information to the SMS user is based on service provider policy.
	Submit-SM parameters
	SMPP parameters

status
	CPM SIP NOTIFY  headers [headers from [RFC3428] unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set by the IWF to NULL.

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise From
	Translated by the IWF to the corresponding routable address for the CPM Group Session identity.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	
	Set by the IWF to the MSISDN of the SMS user participating in this session.

	esm_class
	Mandatory
	
	Set by the IWF to “Store and Forward” as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set by the IWF to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA). 

	priority_flag
	Mandatory
	
	Set to the value based on the service provider policy (e.g., non-priority, Level1 priority, Level2 priority or Level3 (highest) priority in the case of GSM (SMS)).

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	
	Set to the value based on the service provider policy.

	registered_delivery
	Mandatory
	
	Set to NULL.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	Content-Type
	Set to NULL.

	sm_default_msg_id
	Mandatory
	
	Set to NULL.

	sm_length
	Mandatory
	Content-Length
	Set to be the length of the payload of the resulting short message.

	short_message
	Mandatory
	body
	The body of the SIP NOTIFY needs to be converted into the corresponding text based on the service provider policy.

NOTE: The mapping is restricted to only the text.

	sar_msg_ref_num
	Optional
	
	Set by the IWF to the newly generated reference number to the concatenated SMs based on [SMPP].

	sar_segment_seq_num
	Optional
	
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	sar_total_segments
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].


Table 8 SIP NOTIFY to Submit-SM parameters mapping
Change 3:  Update section 6.3.1.1.6.6
6.3.1.1.6.6Sending Participant Information to MMS User
When the CPM Group Session has been established, the IWF subscribes to receive Participant Information as described in section 7.4.10.1 of [OMA-CPM-TS-Conv-Func].

When the IWF receives the information in a SIP NOTIFY request, it SHALL generate an MM4_forward.REQ request based on the received SIP NOTIFY request and in accordance with [3GPP TS23.140], with the clarifications given in Table 35 below, and then send the MM4_Forward.REQ message to the MMS user’s MMS relay server in an SMTP transaction, with the clarifications given in Table 34 below. The frequency of sending this information to the MMS user is based on service provider policy.

	SMTP/MM4_forward.REQ
	NOTIFY request [headers from [RFC3265] unless otherwise noted]
	Comment

	MAIL From
	
	Set as described in the first step 2 in section 6.3.1.1.6.1. 

	RCPT To
	
	Interworked by the MMS IWF based on the corresponding SIP INVITE request.

	DATA
	
	The generated MM4_forward.REQ request (Table 35).


Table 34 Participant Information to MMS - SMTP transaction details
	MM4 Information element
	MM4 Parameter status
	NOTIFY request [headers from [RFC3265] unless otherwise noted]
	Comment

	3GPP MMS Version
	Mandatory
	
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	
	Set to “MM4_forward.REQ”.

	Transaction ID
	Mandatory
	
	Unique transaction identifier assigned by the IWF.

	Message ID
	Mandatory
	
	IWF assigned unique ID for the message.

	Recipient(s) address
	Mandatory
	
	Set by the IWF to the MSISDN of the MMS user participating in this session.

	Sender address
	Mandatory
	
	Set as described in step 2b in section 6.3.1.1.6.1, i.e. set to the MSISDN assigned to represent the group for the MMS user.

	Content type
	Mandatory
	Content-Type
	Set according to the type of the Content which is defined according to service provider policy.

	Date and time
	Mandatory
	
	Set to current date and time at the IWF.

	Time of Expiry
	Conditional
	
	Set according to service provider policy.

	Priority
	Conditional
	
	Set according to service provider policy.

	
	
	
	

	Forward counter
	Conditional
	
	Set per the service provider policy.

	Originator-System-Address
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Forward-Route
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Content
	Conditional
	Body
	Set according to the information received in the NOTIFY request. The actual information used and formatted into a textual or multimedia message from the NOTIFY request is according to service provider policy.


Table 35 Participant Information to MMS - MM4_forward.REQ details
Change 4:  Update section 6.4.2.4.3

6.4.2.4.3Sending Participant Information to e-mail user
When the CPM Group Session has been established, the IWF subscribes to receive Participant Information as described in section 7.4.11.1 of [OMA-CPM-TS-Conv-Func].

When the IWF receives the information in a SIP NOTIFY request, it SHALL construct and send an e-mail message to the e-mail user as described in Table 62 and Table 63 below. The frequency of sending this information to the e-mail user is based on service provider policy.

	SMTP Commands  [RFC5321]
	SIP NOTIFY request [headers from [RFC3265] unless otherwise noted]
	Comment

	MAIL FROM
	
	Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 6.4.1.

	RCPT TO
	Request-URI
	Interworked by the e-mail IWF as described in section 6.4.1.

	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	
	Set BY parameter of extended MAIL FROM command according to according to rules and procedures of [RFC2852] and service provider policy.


Table 62 Participant Information to e-mail - SMTP transaction details
	Internet Message Format [RFC5322] header
	Internet Message Format Parameter status
	NOTIFY request [headers from [RFC3265] unless otherwise noted]
	Comment

	From

	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise, 

From 

	Set as described in step 2b in section 6.4.2.4, i.e. set to the e-mail address assigned to represent the CPM Group for the e-mail user.



	Sender
	Conditional
	
	Set as described in step 2b in section 6.4.2.4, i.e. set to the e-mail address assigned to represent the CPM Group for the e-mail user.

	Date
	Mandatory
	
	Set to current date and time at the IWF.

	To
	Mandatory
	
	Set to mailto URI carried in Request-URI received in the corresponding SIP INVITE request as described in section 6.4.1.

	X-Priority [MAILEXT]
	Optional
	
	Set per the service provider policy.

	message body
	Conditional
	message body
	Set according to the information received in the NOTIFY request. The actual information used and formatted into a textual or multimedia message from the NOTIFY request is according to service provider policy.


Table 63 Participant Information to e-mail - e-mail message details
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