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1 Reason for Change

This contribution proposes to change the way to set the originator’s address upon changing the CPM Session Invitation to SMS Submit-SM request based on what was done for MMS.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal

Change 1:  CPM Session Invitation to SMS Message
6.2.2.1.3 CPM Session Invitation to SMS Message
When the SMS IWF receives a SIP INVITE request and if it is supposed to accept the session invitation on behalf of the user based on the service provider policy, the SMS IWF SHALL complete the SIP signalling on behalf of the SMS Client as described in 6.1.5.1. 
When the SMS IWF receives a SIP INVITE request and if it is supposed to ask for the recipient’s response based on service provider policy, it performs the following:

1. SHALL generate a Submit-SM request based on the received SIP INVITE  request and in accordance with [SMPP], with the clarifications given in table Table 4 below, 
2. SHALL send the Submit-SM request towards the SM-SC.
Upon receiving the Submit-SM-resp, if the Submit-SM-resp contains an error response, then the SMS IWF SHALL generate a SIP response based on the received Submit-SM-resp and [RFC3261], with the clarifications given in Table 2 in section 6.2.2.1.1 “Pager Mode CPM Message to SMS Message” and subsequently send the SIP response towards the ISF. Otherwise, the SMS IWF waits for the recipient’s response.

When the SMS IWF receives a Deliver-SM request as a user response, it performs the following:

1. SHALL check if the Deliver-SM message is for the user response based on [SMPP]. If the received Deliver-SM is not for the user response, the SMS IWF handles the message as a Pager Mode CPM Message or a SMS status report based on the value of the received parameters. Otherwise, continue with the rest of the steps.
NOTE: As for GSM, the Deliver-SM contains the text indicating the response of the recipient. The SMS IWF has to interpret the received text accordingly based on the service provider policy. 

2. SHALL generate a SIP response based on the received Deliver-SM request and according to [RFC3261], and according to the received user response code as defined in Table 5 below.

3. SHALL send the SIP response towards the ISF.

4. SHALL send a Deliver-SM-resp towards the SM-SC following the rules and procedures in [SMPP]. 

After the MSRP session has been established, the payload from the CPM Client is delivered using MSRP SEND request(s) to the SMS IWF and it is handled as described in 6.2.2.1.5 “CPM Chat Message to SMS Message”. The SMS message received from the SM-SC is handled as described in 6.2.2.2.2 “SMS Message to CPM Chat Message”. 
	Submit-SM parameters
	SMPP parameters

Status
	SIP INVITE [headers from RFC3261 unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set to NULL

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	

	 SMS IWF SHALL assign a new address based on [SMPP] and service provider policy to be used as the sender for all messages sent within this session. The identity of the inviting CPM User SHALL be included in the payload. As for Group Session, the information about the group SHALL be additionally added to the payload.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Request-URI or To
	Translated to the corresponding routable target user’s address.

	esm_class
	Mandatory
	
	Set to ”Store and Forward” as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	Priority
	If there is no Priority header received, set to ‘Urgent’ according to [SMPP]. Otherwise, set to the corresponding value of SIP INVITE.

NOTE: As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC side is network-dependent.

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	Expires
	Set to the corresponding value of Expires header, if exists. Otherwise set based on the service provider’s policy.

	registered_delivery
	Mandatory
	
	Set as follows:

- CDMA: 0x80(SME Manual/User Acknowledgement requested)

- GSM: Null

According to the network type following the rules in [SMPP].
NOTE: The specific code above is for requesting user acknowledgement about whether to accept the session invitation or not.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	
	Set based on service provider policy. 

	sm_default_msg_id
	Mandatory
	
	Set based on the service provider policy. Otherwise, set to Null.

NOTE: This can only be used when the SM-SC has a pre-defined SM text set for prompting the user to select the options (e.g., ‘accept’, ‘reject’). How to organize the prompting text on the device is based on service provider policy. 

	sm_length
	Mandatory
	
	Set to the length of the user data.

	short_message
	Mandatory
	
	Set to the appropriate value depending on the network type and service provider policy (e.g., CDMA/TDMA: None, GSM: pre-defined text).
NOTE: For GSM, the pre-defined text is for prompting the user to select ‘accept’ or ‘reject’ The exact definition of the pre-defined text is out-of-scope in this document. But at least it needs to carry a keyword for each session ‘accept’ and ‘reject’.


Table 4: CPM to SMS session initiation - Submit-SM request details

	Response to SIP INVITE
	CPM headers

status
	Deliver-SM parameters
	Comment

	Response code and phrase
	Mandatory
	user_response_code (for CDMA/TDMA) or short_message (for GSM)
	Set to 200 OK if the recipient accepts the invitation. Otherwise, set to ‘603 Decline’.

NOTE: Actual user_response_code or appropriate SM text from the recipient is based on the service provider policy.

NOTE: For GSM, the keyword for session ‘accept’ or ‘reject’ in the replying text from the recipient is interpreted into the appropriate response code by the IWF. The exact definition of the replying text is out-of-scope in this document. But at least it needs to carry a keyword for either session ‘accept’ or ‘reject’.

	Call-ID
	Mandatory
	
	Set to the received Call-ID in the SIP INVITE.

	To
	Mandatory
	
	Set to the received To in the SIP INVITE with the possible to-tag based on [RFC3261].

	Via
	Mandatory
	
	Set to the received Via in the SIP INVITE.

	From
	Mandatory
	
	Set to the received From in the SIP INVITE.

	CSeq
	Mandatory
	
	Set to the received CSeq in the SIP INVITE.

	Content-Length
	Mandatory
	
	Set to the length of the SDP body.

	body
	Conditional
	
	If the Response code is 2xx, set as an SDP answer according to [RFC3264], [RFC4566] and [RFC4975]. Otherwise, there will not be an SDP body.


Table 5: CPM to SMS session initiation – SIP response details
Upon receiving SIP BYE request, the SMS IWF MAY send a Submit-SM as defined in [SMPP] towards the SMS user with appropriate text based on service provider policy to notify that the session is terminated.
Change 2:  CPM Chat Message to SMS Message
6.2.2.1.5 CPM Chat Message to SMS Message
NOTE 1: This section assumes that a CPM Session for the CPM Chat Message delivery has been established on behalf of the SMS user.
When the SMS IWF receives an MSRP SEND request, it performs the following:

1. SHALL wait until the entire CPM Chat Message is received according to the procedures as defined in [RFC4975].
NOTE 2: A CPM Chat Message may or may not be received as chunked messages.
2. SHALL generate one or more Submit-SM requests based on the received CPM Chat Message and in accordance with [SMPP], with the clarifications given in Table 7 below and with the following clarification:
a. If the message is too large to be transferred in one SMS message, then SHALL split the message into concatenated SMS messages Submit-SM(s).

b. Otherwise, continue with the rest of the steps.

3. SHALL send the Submit-SM request(s) towards the SM-SC.
4. If no error occurred, SHALL send an MSRP 200 OK response according to [RFC4975]. Otherwise, the SMS IWF SHALL respond with an appropriate error response code according to [RFC4975].
NOTE 3: The MSRP 200 OK response is sent when all the Submit-SMs have been sent towards the SM-SC.
When the SMS IWF receives the Submit-SM-resp, it SHALL store the message-id parameter received in Submit-SM-resp.

	Submit-SM parameters
	SMPP parameters

status
	MSRP SEND request(s) [headers from [RFC4975] unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set to NULL.

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	
	Set to the value that was used in Table4 in section 6.2.2.1.3.
NOTE Due to the limit of the payload length, the group information may be omitted based on the service provider policy.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	
	Translated to the corresponding routable target user’s address based on To header or Request-URI received in SIP INVITE.

	esm_class
	Mandatory
	
	Set to ‘Store and Forward’ as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	
	Set by the IWF based on the service provider policy.

NOTE As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC is network-dependent.

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	
	Set to NULL.

	registered_delivery
	Mandatory
	Success-Report and/or Failure-Report
	Set to the corresponding value based on [SMPP] if the header does exist. Otherwise, set to NULL.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	Content-Type
	Set to the corresponding value based on [SMPP] if the character set parameter exists. Otherwise, set to the SM-SC default.

	sm_default_msg_id
	Mandatory
	
	Set to NULL.

	sm_length
	Mandatory
	Content-Length
	Set to the length of the payload of the resulting short message.

	short_message
	Mandatory
	body
	NOTE: The payload needs to be encoded using the encoding scheme indicated by data_coding

NOTE: The mapping is restricted to only the text.

	sar_msg_ref_num
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].

	sar_segment_seqnum
	Optional
	
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	sar_total_segments
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].


Table 7: CPM Chat Message to SMS - Submit-SM request details
When it is a CPM Chat Message delivery and the SMS IWF receives the Deliver-SM as a status report from the SM-SC, then it performs the following:

1. Check if there is a same stored message_id received in Submit-SM-resp as the receipted_message_id parameter received in Deliver-SM with the following clarification:

a. If there is no matched message_id, then respond with an error towards the SM-SC setting Command Status header to ESME_RINVMSGID based on [SMPP];
b. Otherwise, continue with the rest of the steps;
2. It builds an MSRP REPORT message with a delivery notification according to the rules and procedures defined in [RFC4975] with the following clarification:

a. The message_state parameter received in Deliver-SM is translated into the relevant Status header based on service provider policy.
3. It responds with a Deliver-SM-resp towards SM-SC following the rules and procedures in [SMPP].
Change 3:  CPM Session Termination to SMS Message
6.2.2.1.4 CPM Session Termination to SMS Message

When the SMS IWF receives the SIP BYE request and if there is a corresponding CPM Session, it performs as defined 5.2.1.3 “CPM Session Termination” with the following clarification: 

1. SHALL generate a Submit-SM request based on the received SIP BYE request and in accordance with [SMPP], with the clarifications given in Table 6 below and service provider policy. The generated Submit-SM request SHALL contain an appropriate SM text prompting the termination of the CPM session.

2. SHALL send the Submit-SM message towards the SM-SC. 

	Submit-SM parameters
	SMPP parameters

status
	SIP BYE [headers from RFC3261 unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set to NULL.

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	
	Set to the value that was used in Table4 in section 6.2.2.1.3.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Request-URI or To
	Translated to the corresponding routable target user’s address.

	esm_class
	Mandatory
	
	Set to “Store and Forward” as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	Priority
	If there is no Priority header received, set to “Urgent” according to [SMPP]. Otherwise, set to the corresponding value of SIP INVITE.

NOTE: As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC side is network-dependent.

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	
	Set to NULL.

	registered_delivery
	Mandatory
	
	Set to NULL.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	
	Set based on service provider policy. 

	sm_default_msg_id
	Mandatory
	
	Set based on the service provider policy. Otherwise, set to Null.

NOTE: This can only be used when the SM-SC has a pre-defined SM text set for informing the user the close of the CPM Session.

	sm_length
	Mandatory
	
	Set to the length of the user data.

	short_message
	Mandatory
	
	Set to the appropriate value depending on the network type and service provider policy (e.g., CDMA/TDMA: None, GSM: pre-defined text).
NOTE: For GSM, the pre-defined text is for informing the user of the termination of the CPM Session.


Table 6 CPM to SMS session closing - Submit-SM request details 
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