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 FORMCHECKBOX 
 3: Clerical

	Source:
	Michel Houde, Michel.Houde@ericsson.com; Nancy Greene, Nancy.Greene@ericsson.com;

	Replaces:
	 n/a


1 Reason for Change

This CR changes the CPM System Document TS as
	E278
	2010.01.22
	T
	5.2.3.1.1.2 Table 13
	Source: Jerry Shih

Form: OMA-CONR-2010-003-CPM_V1_0_Comments_ATT

Comment: the CPM Anonymity is handled in the “Sender visibility” parameter.

Proposed Change: 

Change the following text as marked:

P-Asserted-Identity [RFC 3325], if present, otherwise, 

From

Sender Address 

Mandatory



	Status: closed


	E289
	2010.01.22
	T
	5.2.3.1.1.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Table 13: how will the sender address be populated when anonymity is requested?

Proposed Change: Clarify.
	Status: OPEN See below


	E302
	2010.01.21
	T
	5.2.3.1.1.2, table 13, Display Name/Sender Visibility/Anonymous
	Source: Michel.Houde@Ericsson.com
Form: OMA-CONR-2010-0018
Comment: Even the display name shall be set to "Anonymous", there may be cases where a client does not add a display-name value at all. Therefore the Privacy header value shall be checked to determine if a request is expected to be handled as anonymous.
Proposed Change: See CR “OMA-MWG-CPM-2010-0028-CR_CONR_TS_intrwrk_CorrectingAnonymous”.
	Status: closed


	E330
	2010.01.22
	T
	5.2.3.1.1.5

Table 23
	Source: Jerry Shih

Form: OMA-CONR-2010-003-CPM_V1_0_Comments_ATT

Comment: the CPM Anonymity is handled in the “Sender visibility” parameter

Proposed Change: 

Change the following text as marked:

P-Asserted-Identity [RFC 3325], if present, otherwise, 

From

Sender address

Mandatory



	Status: closed


	E340
	2010.01.22
	T
	5.2.3.1.1.5
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Table 23: how will the sender address be populated when anonymity is requested?

Proposed Change: Clarify.
	Status: See below OPEN


	E350
	2010.01.21
	T
	5.2.3.1.1.5, table 23, Display Name/Sender Visibility/Anonymous
	Source: Michel.Houde@Ericsson.com
Form: OMA-CONR-2010-0018
Comment: Even the display name shall be set to "Anonymous", there may be cases where a client does not add a display-name value at all. Therefore the Privacy header value shall be checked to determine if a request is expected to be handled as anonymous.
Proposed Change: See CR “OMA-MWG-CPM-2010-0028-CR_CONR_TS_intrwrk_CorrectingAnonymous”.
	Status: closed


	E362
	2010.01.21
	T
	5.2.3.1.2.2, table 26,  Sender Visibility
	Source: Michel.Houde@Ericsson.com
Form: OMA-CONR-2010-0018
Comment: Even the display name shall be set to "Anonymous", there may be cases where a client does not add a display-name value at all. Therefore the Privacy header value shall be checked to determine if a request is expected to be handled as anonymous.
Proposed Change: See CR “OMA-MWG-CPM-2010-0028-CR_CONR_TS_intrwrk_CorrectingAnonymous”.
	Status: closed 


	E373
	2010.01.22
	T
	5.2.3.1.2.3

Table 31
	Source: Jerry Shih

Form: OMA-CONR-2010-003-CPM_V1_0_Comments_ATT

Comment: the CPM Anonymity doesn’t make sense in the Delivery report message

Proposed Change: 

Change the following text as marked:

P-Asserted-Identity [RFC 3325], if present, otherwise, 

From

Sender Address 

Mandatory

. .

	Status: closed


	E378
	2010.01.22
	T
	5.2.3.1.2.3
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Table 31: how will the sender address be populated when anonymity is requested?

Proposed Change: Clarify.
	Status: See below OPEN


	E386
	2010.01.22
	T
	5.2.3.1.2.4

Table 34
	Source: Jerry Shih

Form: OMA-CONR-2010-003-CPM_V1_0_Comments_ATT

Comment: the CPM Anonymity doesn’t make sense in the Delivery report message

Proposed Change: 

Change the following text as marked:

P-Asserted-Identity [RFC 3325], if present, otherwise, 

From

Sender Address 

Mandatory

. .

	Status: closed


	E392
	2010.01.22
	T
	5.2.3.1.2.4
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Table 34: how will the sender address be populated when anonymity is requested?

Proposed Change: Clarify.
	Status: See below OPEN


	E409
	2010.01.23
	E
	5.2.3.1.2.5, table 37,  Sender Visibility
	Source: Michel.Houde@Ericsson.com
Form: OMA-CONR-2010-0018
Comment: Even the display name shall be set to "Anonymous", there may be cases where a client does not add a display-name value at all. Therefore the Privacy header value shall be checked to determine if a request is expected to be handled as anonymous.
Proposed Change: See CR “OMA-MWG-CPM-2010-0028-CR_CONR_TS_intrwrk_CorrectingAnonymous”.
	Status:  closed


The 2 following comments were assigned to ZTE
	E437
	2010.01.22
	T
	5.2.4.2.2
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Table 40: how will the From field be populated when anonymity is requested?

Proposed Change: Clarify.
	Status: OPEN See below


	E448
	2010.01.22
	T
	5.2.4.2.3
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Table 43: how will the From field be populated when anonymity is requested?

Proposed Change: Clarify.
	Status: OPEN See below


CONV TS Excerpt:
6.1 Authenticated Originator’s CPM Address

The authenticated originator's CPM Address is the CPM Address of the originating CPM Client that has been authenticated by the SIP/IP core or the Group Identity when the CPM Controlling Function invites users to a CPM Group Session. 

When the SIP/IP core corresponds to 3GPP/3GPP2 IMS, then the authenticated originator's CPM Address is contained in the P-Asserted-Identity header according to the rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [draft-update-pai]. The CPM Client MAY insert a P-Preferred-Identity header, which contains the CPM Client’s preferred identity, for the SIP/IP core to be used inside the P-Asserted-Identity header.
If privacy is required, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 

… but  even though the above mandates that the display name shall be set to "Anonymous", there may be cases where a client does not add a display-name value at all. Therefore the Interworking TS cannot rely on it being set to "Anonymous". Instead, the Privacy header value shall be checked to determine if a request is expected to be handled as anonymous.

RFC 3325 excerpt:
9.3 The "id" Privacy Type

This specification adds a new privacy type ("priv-value") to the  Privacy header, defined in [2].  The presence of this privacy type in a Privacy header field indicates that the user would like the Network Asserted Identity to be kept private with respect to SIP entities outside the Trust Domain with which the user authenticated.  Note that a user requesting multiple types of privacy MUST include all of the requested privacy types in its Privacy header field value.

     priv-value = "id"

     Example:

             Privacy: id

With respect to the comments E289, E340, E378, and I guess as well E392 7 E448…
Well, it depends

1) Tables 13 & 23: use case: CPM -> MMS (MM4_forward.REQ): depends of what happens post the MMS IWF. The MM4_forward.REQ should be routed correctly to the recipient’s MMS R/S, which should be in a position to deliver the MMS to the recipient. The recipient’s MMS R/S should be able to respond with an MM4_forward.RES. 

2) Tables 31 & 34: use case: CPM Delivery notification or read reply to MMS (triggered by an original MMS sending): will likely not work, but why would the CPM user sending a notification or a Read Reply respond if he does not want to be identified?
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The Group is recommended to agree on the proposed changes.

6 Detailed Change Proposal
describes the interworking selection and principles of interworking with Non-CPM Communication Services. This document specifies the interworking with:

· SMS;
· MMS;
· e-mail.
NOTE: CPM interworking with other Non-CPM Communication Services is possible but the specific adaptations towards these other Non-CPM Communication Services are not described in CPM 1.0.
2.1 Normative References

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, J. Peterson, November 2002, 

URL: http://www.ietf.org/rfc/rfc3323.txt


5.2.3.1.1.2 Pager Mode CPM Message to MMS message mapping, MM4 Forward
When the IWF receives a Pager Mode CPM Message, carried as a SIP MESSAGE message, it SHALL perform the following

1. It determines the address of the recipient’s MMS relay server in his home network. 

2. It builds an MM4_forward.REQmessage as described in Table 12 and Table 13 (below) by mapping the relevant headers and body from the CPM Message to the MMS message.

3. It sends the MM4_forward.REQ message and keeps the transaction open to wait for the MM4_forward.RES message.

4. If it receives an MM4_forward.RES message, it composes a SIP response message as described in Table 14 (below).
	CPM SIP MESSAGE header
	SMTP/MM4_forward.REQ
	Comment

	P-Asserted-Identity [RFC3325], if present, otherwise, From.
	MAIL From
	Interworked by the MMS IWF (to get an MMS useable format). 

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 12 Pager Mode CPM Message to MM4_forward.REQ message mapping, SMTP level
	CPM SIP MESSAGE header

[headers from [RFC3428] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version


	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_forward.REQ”

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	Conversation-ID and Contribution-ID.
	Message ID
	Mandatory
	IWF assigned unique ID for the message, related to the Conversation-ID and the Contribution-ID.

	Request-URI (when sent to one recipient or when sent to a CPM Pre-defined Group)

URI list body carrying the “recipient-list-history” [RFC5365] (when sent to more than one recipient)
	Recipient(s) address
	Mandatory
	Set to either the value of the “Request-URI” header in case of one recipient or when sent to a CPM Pre-defined group or to the list of recipients in the “URI-List” in the case of multiple recipients.

The URIs with copyControl="to" are mapped to the MM4 Recipient(s) Address STD 11 To: header 

The URIs with copyControl="cc" are mapped to the MM4 Recipient(s) Address STD 11 Cc: header.

NOTE: it is expected that the MMS Client display CPM Addresses that it does not support but will not allow the user to send an MMS message to a CPM Address not supported by MMS (e.g., to a SIP URI).

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender address
	Mandatory
	Address not revealed if CPM sender requested Anonymity.

	Content-Type
	Content type
	Mandatory
	

	Date 

or 

imdn.DateTime [RFC5438]
	Date and time
	Mandatory
	Set to date provided in SIP MESSAGE message otherwise set to current date and time at the IWF.



	Expires
	Time of Expiry
	Conditional
	Set to received value in “Expires” otherwise set according to service provider policy.

	imdn.Disposition-Notification [RFC5438]
	Delivery report
	Conditional
	Set to true when Disposition Notification is requested with value set to “positive-delivery”, “negative-delivery”, or both. 

	Priority
	Priority
	Conditional
	Set to corresponding value of  CPM Message – 

non-urgent= low

normal= medium

urgent= high

	Privacy header [RFC 3323] and [RFC 3325]
	Sender visibility
	Conditional
	Set if Privacy header value is present and set as per [RFC 3323] and [RFC 3325] (e.g., Privacy:  id).

	imdn.Disposition_Notification: display [RFC5438]
	Read reply
	Conditional
	 When the Disposition-Notification is set to “display”, set the Read reply to “Yes”.

	Subject
	Subject
	Conditional
	Set only if “Subject” header is set in CPM Message.

	See Comment.
	Acknowledgement Request
	Optional
	Shall always be set to yes since MESSAGE message must be acknowledged.

	See Comment.
	Forward counter
	Conditional
	Set per the service provider policy.

	See Comment.
	Originator-System-Address
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Body
	Content
	Conditional
	Set to corresponding body types received in SIP MESSAGE Body.


Table 13 Pager Mode CPM Message to MM4_forward.REQ parameter mapping
5.2.3.1.1.5 Large Message Mode CPM Message to MMS message mapping
When the IWF receives a SIP INVITE for a Large Message Mode CPM Message, it SHALL send a 200 OK response if no errors are found in the INVITE or an appropriate error response otherwise.

When the IWF subsequently receives an MSRP SEND request, it SHALL perform the following:

1. It temporarily stores the content received in the MSRP SEND request. If other MSRP SEND requests are expected based on the Byte-Range in the MSRP SEND request, it waits for them.

2. Once all of the MSRP SEND requests have been received, the IWF rearranges (if needed) all the received chunks into the message.

3. The IWF determines the address of the recipient’s MMS relay server in his home network. 

4. The IWF formats the received content in an MM4_forward.REQ message as shown in Table 22 and Table 23 below by mapping the relevant headers and body from the Large Message Mode CPM Message to the MMS message, and sends the message to the recipient,

5. When an acknowledgement has been requested in the MM4_forward.REQ, the IWF keeps the transaction open to wait for the MM4_forward.RES.
6. If the IWF receives a negative response and a Failure Report was requested by the sender, it composes a Failure REPORT message as shown in Table 24 below.
NOTE: If a Success-Report was requested, the IWF must wait for the MM4_delivery_report message and then start a new MSRP session to deliver the Success-Report as described in the AT&T Internet Draft “xxxx”.
Editor’s Note: Reference to the internet draft is needed.
Editor’s Note: the group must decide whether to reference the I-D or to add the procedures described in that I-D to this TS.

	CPM INVITE header
	SMTP/MM4_forward.REQ
	Comment

	 P-Asserted-Identity [RFC3325], if present, otherwise, From.
	MAIL From
	Interworked by the MMS IWF (to get an MMS useable format).

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 22 Large Message Mode CPM Message to MM4_forward.REQ message mapping, SMTP level 

	CPM headers
[headers from SIP INVITE [RFC3261] or MSRP [RFC4975] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version
	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_forward.REQ”.

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	Conversation-ID and Contribution-ID.
	Message ID
	Mandatory
	IWF assigned unique ID for the message, related to the Conversation-ID and the Contribution-ID 

	Request-URI(when sent to one recipient or when sent to a CPM Pre-defined Group)

URI list body carrying the “recipient-list-history” [RFC5366] (when sent to more than one recipient) 
	Recipient(s) address
	Mandatory
	Set to either the value of the “Request-URI” header in case of one recipient or when sent to a CPM Pre-defined group or to the list of recipients in the “URI-List” in case of multiple recipients.

The URIs with copyControl="to" are mapped to the MM4 Recipient(s) Address STD 11 To: header 

The URIs with copyControl="cc" are mapped to the MM4 Recipient(s) Address STD 11 Cc: header.

NOTE: it is expected that the MMS Client display CPM Addresses that it does not support but will not allow the user to send an MMS message to a CPM Address not supported by MMS (e.g., to a SIP URI).

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender address
	Mandatory
	Address not revealed if CPM sender requested Anonymity.

	Content-Type
	Content type
	Mandatory
	

	Date 
	Date and time
	Mandatory
	Set to date provided in SIP INVITE otherwise set to current date and time at the IWF.

	Message-Expires (see [OMA-CPM-TS-Conv-Func])
	Time of Expiry
	Conditional
	May be set by service provider policy if Message-Expires is not provided.

	imdn.Disposition-Notification [RFC5438]
	Delivery report
	Conditional
	When the Disposition-Notification is set to “positive-delivery” or “negative-delivery”, set the Delivery report to “Yes”.

	imdn.Disposition-Notification : display [RFC5438]
	Read reply
	Conditional
	 When the Disposition-Notification is set to “display”, set the Read reply to “Yes”.

	Privacy header [RFC 3323] and [RFC 3325]
	Sender visibility
	Conditional
	Set if Privacy header value is present and set as per [RFC 3323] and [RFC 3325] (e.g., Privacy:  id).

	Subject


	Subject
	Conditional
	Set only if “Subject” header is set in the Large Message Mode CPM Message.

	See Comment.
	Acknowledgement Request
	Optional
	Set per the service provider policy.

	See Comment.
	Forward counter
	Conditional
	Set per the service provider policy.

	See Comment.
	Originator-System-Address
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	See Comment.
	Content
	Conditional
	Set per the payload received via MSRP.


Table 23 Large Message Mode CPM Message to MM4_forward.REQ parameter mapping 

5.2.3.1.2.2 MMS to Pager Mode CPM Message mapping, MM4 Forward
When the IWF receives an MM4_forward.REQ, it SHALL perform the following:

1. When the message is short (e.g., 1300 bytes) it builds a Pager Mode CPM Message  request as described in Table 25 and Table 26 below, by mapping the relevant headers and body from the MMS message to the Pager Mode CPM Message.

2. It sends the Pager Mode CPM Message.

3. If it receives a response, it composes an MM4_forward.RES message as described in Table 27 and Table 28 below.

	SMTP/MM4_forward.REQ
	CPM SIP MESSAGE header [headers from [RFC3261] unless otherwise noted]
	Comment

	RCPT To:
	Request-URI and 

To
	Interworked by the MMS IWF.


Table 25 MM4_forward.REQ parameter to Pager Mode CPM Message mapping, SMTP level
	MM4 Information element
	CPM SIP MESSAGE header

[headers from [RFC3428] or [RFC3261] unless otherwise noted]
	CPM SIP MESSAGE Headers  status
	Comment

	Recipient(s) address
	Not used if there is only one recipient. If there is more than one recipient, all recipients are added in the CPM Message body as part of a recipient-list-history body as per [RFC5365]
	Optional
	

	Sender address
	From, 

P-Asserted-Identity [RFC3325], 
Privacy header [RFC 3323] and [RFC 3325].
	Mandatory
	 In the case where the MMS sender requested anonymity the address is not revealed in the From and Privacy header is set accordingly (e.g., Privacy:  id).

The P-Asserted-Identity is set to the Sender address.

	Date and time
	Date
	Optional
	Set to date provided in MM4_forward.REQ, otherwise set to current date and time at the IWF.

	Time of Expiry
	Expires


	Optional
	Set to received value in “Time of Expiry” otherwise set according to service provider policy.

	Delivery report
	imdn.Disposition-Notification [RFC5438]
	Conditional
	When Delivery Report is requested, value of Disposition-Notification is set to “positive-delivery, negative-delivery”.

	Priority
	Priority
	Optional
	Set to corresponding value of  CPM Message (i.e., MMS X-Mms-Priority: Low = CPM "non-urgent"; 

Normal = "normal";

High = "urgent"

	Sender visibility
	See Comment.
	Conditional
	When Sender visibility is set to Hide, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325].

	Read reply
	imdn.Disposition-Notification [RFC5438]
	Optional
	If Read reply is requested, then Set imdn.Disposition-Notification = “display”.

	Subject
	Subject
	Optional
	Set only if “Subject” header is set in MMS message.

	See Comment.
	Max-Forwards
	Mandatory
	Set per the service provider policy.

	Content
	Body
	Conditional
	Set to corresponding body types received in MM4_forward.REQ.

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	CSeq
	Mandatory
	Set by the IWF.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF.


Table 26 MM4_forward.REQ parameter to Pager Mode CPM Message mapping
5.2.3.1.2.3 Pager Mode CPM Message Delivery Notification to MMS MM4_delivery_report mapping

When the IWF receives a CPM Delivery Notification:

1. It SHALL build a MM4_delivery_report.REQ as described in Table 30 and Table 31 (below) by mapping the relevant headers and body from the CPM Delivery Notification to the MMS message.

2. If the Acknowledgement Request carried in MM4_delivery_report.REQ ask for a MM4_delivery_report.RES, one SHALL be generated as described in Table 32.

	CPM SIP MESSAGE header
	SMTP/MM4_delivery_report.RES
	Comment

	See Comment.
	MAIL From
	Set by the MMS IWF to its own SMTP address 

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 30 CPM Delivery Notification to MM4_delivery_report.REQ mapping, SMTP level
	CPM Delivery Notification  header

[headers from [RFC5438] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version


	Mandatory
	Set according to the MMS protocol version supported by either the MM4 relay server or the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_delivery_report.REQ”.

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	See Comment.
	Message ID
	Mandatory
	This is the Message ID of the original MMS.

	To
	Recipient Address
	Mandatory
	Set to the “To” header.

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender Address
	Mandatory
	Address not revealed if CPM sender requested Anonymity.
Comment to the CR reader:  the overall scenario is WRT to an MMS user sending an MMS to a CPM user. Table 31 shows the CPM Del Notif going back to the MMS sender. Does not make too much sense that CPM user answering with a Delivery Report ask for anonymity, if he wants to remain anonymous he should simply not send a Delivery Report. Should we keep this mapping in the table or not?

	Date 

or 

imdn.DateTime [RFC5438]
	Date and time
	Mandatory
	Set to date provided in the imdn request, otherwise set to current date and time at the IWF.


	See Comment.
	Acknowledgement Request
	Optimal
	Set according to service provider policy.

	Content-Disposition : notification

Body: delivery-notification
	MM Status
	Mandatory
	Set to corresponding value of MM4_delivery_report (i.e., X-Mms-MM-Status-Code: 

delivered = Retrieved, failed = Rejected,  error = Indeterminate).

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.


Table 31 CPM Delivery Notification to MM4_delivery_report.REQ parameter mapping
5.2.3.1.2.4 Pager Mode CPM Message Delivery Notification to MMS MM4_read_reply_report mapping 
When the IWF receives a CPM Delivery Notification:

1. It SHALL build a MM4_read_reply_report.REQ as described in Table 33 and Table 34 (below) by mapping the relevant headers and body from the CPM Delivery Notification to the MMS message.

NOTE: If the original CPM message sender asked for anonymity, the IWF will make a best effort to send him the Delivery Notification “display”.

2. If the Acknowledgement Request carried in MM4_read_reply_report.REQ ask for a MM4_read_reply_report.RES, one SHALL be generated as described in Table 35.

	CPM SIP MESSAGE header
	SMTP/MM4_read_reply_report.REQ
	Comment

	See Comment.
	MAIL From
	Set by the MMS IWF to its own SMTP address.

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 33 CPM Delivery Notification to MM4_read_reply_report.REQ message mapping, SMTP level
	CPM Delivery Notification  header

[headers from [RFC5438] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version


	Mandatory
	Set according to the MMS protocol version supported by either the MM4 relay server or the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_read_reply_report.REQ”.

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	Conversation-ID and Contribution-ID.
	Message ID
	Mandatory
	IWF assigned unique ID for the message, related to the Conversation-ID and the Contribution-ID.

	To
	Recipient Address
	Mandatory
	Set to the “To” header.

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender Address
	Mandatory
	Address not revealed if CPM sender requested Anonymity. 
Comment to the CR reader:  the overall scenario is WRT to an MMS user sending an MMS to a CPM user. Table 31 shows the CPM Read Reply Report going back to the MMS sender. Does not make too much sense that CPM user answering with a Read Reply Report ask for anonymity, if he wants to remain anonymous he should simply not send a R R Report. Should we keep this mapping in the table or not?

	Date 

or 

imdn.DateTime [RFC5438]
	Date and time
	Mandatory
	Set to date provided in the imdn request, otherwise set to current date and time at the IWF.

	See Comment.
	Acknowledgement Request
	Optimal
	Set according to service provider policy.

	Content-Disposition : notification

Body: display-notification
	Read Status
	Mandatory
	Set to X-Mms-Read-Status to the corresponding value of Content-Disposition (i.e., displayed = Read).

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.


Table 34 CPM Delivery Notification to MM4_read_reply_report.REQ parameter mapping
5.2.3.1.2.5 MMS message to a Large Message Mode CPM Message mapping

When the IWF receives an MM4_forward.REQ, it SHALL perform the following

1. When the message is long (e.g., more than 1300 bytes) it buffers all parameters and sends the MM4_forward.RES.

2. It initiates a session with the CPM Participating Function of the receiver by sending a SIP INVITE. The mapping the relevant headers and body of the MM4_forward.REQ to the SIP INVITE is shown in Table 36 and Table 37.

3. Assuming the CPM Participating Function responds with a 200 OK, the IWF subsequently sends as many MSRP SEND request as needed to transmit to the CPM system the content of the Content received in the MM4_forward.REQ. The mapping the relevant headers and body of the MM4_forward.REQ to the SEND MSRP is shown in Table 38.

4. Upon receipt of the MSRP response, the IWF sends a BYE and the session is closed.

	SMTP/MM4_forward.REQ
	CPM SIP INVITE header
[headers from [RFC3261] unless otherwise noted]
	Comment

	RCPT To:
	Request-URI and 

To
	Interworked by the MMS IWF.


Table 36 MM4_forward.REQ parameter to SIP INVITE message mapping, SMTP level
	MM4 Information element
	CPM SIP INVITE header

[headers from [RFC3261] unless otherwise noted]
	CPM SIP INVITE Parameter status
	Comment

	Recipient(s) address
	Not used if there is only one recipient. If there is more than one recipient, all recipients are added in the CPM Message body as part of a recipient-list-history body as per [RFC5366]
	Optional
	

	Sender address
	From, 

P-Asserted-Identity [RFC3325] , 

Privacy header [RFC 3323] and [RFC 3325].
	Mandatory
	 In the case where the MMS sender requested anonymity the address is not revealed in the From or P-Asserted-Identity, and Privacy header is set accordingly (e.g., Privacy:  id).
The P-Asserted-Identity is set to the Sender address.

	Date and time
	Date
	Optional
	Set to date provided in MM4_forward.REQ, otherwise set to current date and time at the IWF.

	See Comment.
	Expires
	Optional
	Set according to service provider policy.

	Priority
	Priority
	Optional
	Set to corresponding value of  CPM Message (i.e., MMS X-Mms-Priority: Low = CPM "non-urgent"; 

Normal = "normal";

High = "urgent"

	Sender visibility
	not directly used
	Conditional
	When Sender visibility is set to Hide, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325].

	Subject
	Subject
	Optional
	Set only if “Subject” header is set in MMS message.

	See Comment.
	Max-Forwards
	Mandatory
	Set per the service provider policy.

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	CSeq
	Mandatory
	Set by the IWF.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF.


Table 37 MM4_forward.REQ parameter to SIP INVITE mapping 
Change 1:  Change done on a CONRR not assigned to Ericsson
5.2.4.2.2 Pager Mode CPM Message to e-mail message mapping

When the IWF receives a Pager Mode CPM Message, carried as a SIP MESSAGE request, it SHALL perform the following:

1. It initiates a DNS query to find the address of the recipient’s SMTP server. 

2. It establishes a two-way transmission channel to SMTP server as specified in [RFC2821] and Table 39 by mapping the relevant headers from the CPM Message to the SMTP command.

3. It builds an e-mail message as specified in [RFC2822] and Table 40 by mapping the relevant headers and body from the CPM Message to the e-mail message.

4. It initiates an e-mail transaction to send the message to the recipient and keeps the transaction open to wait for the SMTP reply on the last data transmitted.
5. If it receives an SMTP response, it composes a SIP response as described in Table 41.

	CPM SIP MESSAGE header
	SMTP Commands [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	Set to mailto URI carried in Request-URI as described in section 5.2.4.1


Table 39 Pager Mode CPM Message to e-mail message parameter mapping, SMTP level
	CPM SIP MESSAGE header

[headers from [RFC3428] unless otherwise noted]
	Internet Message Format [RFC2822] header and body
	Internet Message Format parameter status
	Comment

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From, 
Privacy header [RFC 3323] and [RFC 3325].
	From
	Mandatory
	The P-Asserted-Identity or the From header is used to find the corresponding e-mail From header, as described in 5.2.4.1 (above).

 When the Privacy is set to “id” , the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name.

	Date 

or 

imdn.DateTime [RFC5438]
	orig-date
	Mandatory
	Set to date provided in SIP MESSAGE message otherwise set to current date and time at the IWF.



	Request-URI 


	To
	Optional
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	Conversation-ID, Contribution-ID, and ReplyTo-Contribution-ID.
	msg-id, In-Reply-To and References.
	Optional
	Identities for the message, related to the Conversation-ID, the Contribution-ID and the ReplyTo-Contribution-ID.
NOTE: See Appendix D (informative).

	See Comment.
	Sender
	Optional
	

	Subject


	Subject
	Optional
	Set only if “Subject” header is set in CPM Message.

	Priority
	X-Priority
	Optional
	Set to corresponding value of Priority (i.e., 5 = CPM "non-urgent"; 3 = "normal"; 1 = "urgent").

	Expires


	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Optional
	Set BY parameter of extended MAIL FROM command  according to received value in Expires according to rules and procedures of [RFC2852] and service provider policy.

	imdn.Disposition-Notification [RFC5438]
	Disposition-Notification-To and disposition-type

[RFC3798]
	Conditional
	When [RFC5438] “imdn.Disposition-Notification” is set to “positive-delivery” or “negative-delivery” or both.

Set "Disposition-Notification-To is "required" according to [RFC3798].

When [RFC5438] “imdn.Disposition-Notification” is set to "display", set "disposition-type" to "displayed" according to [RFC3798].

	MIME body
	Message body
	Optional
	Set to corresponding body types received in SIP MESSAGE body.


Table 40 Pager Mode CPM Message to e-mail message parameter mapping
Editor’s Note: How to correlate e-mail disposition notification with the corresponding CPM Message IMDN is FFS.

	SMTP [RFC2821] Reply header
	CPM SIP MESSAGE response header [headers from [RFC3428] unless otherwise noted]
	CPM parameter status
	Comment

	SMTP response (e.g., 250 OK, Transient Negative Completion reply (4yz), Permanent Negative Completion reply (5yz))
	Response code [RFC3261] 

reason phrase [RFC3261]
	Mandatory
	Set the response code & reason phrase of the SIP response as follows: 
-202 Accepted sent when SMTP response is “250 OK”
-4xx or 5xx sent when SMTP response is Transient Negative Completion reply (4yz) or Permanent Negative Completion reply (5yz)) and set corresponding reason phrase.

	See Comment.
	Call-ID
	Mandatory
	Set by the e-mail IWF per the Call-ID header field received in the CPM Message.

	See Comment.
	To
	Mandatory
	Set by the e-mail IWF, per the To header field received in the CPM Message.

	See Comment.
	Via
	Mandatory
	Set by the e-mail IWF, per the Via header field received in the CPM Message.

	See Comment.
	From
	Mandatory
	Set by the e-mail IWF, per the From header field received in the CPM Message.

	See Comment.
	CSeq
	Mandatory
	Set by the e-mail IWF, per the CSeq header field received in the CPM Message.

	See Comment.
	Content-Length 
	Mandatory
	Set to 0 by the e-mail IWF.


Table 41 SMTP response to CPM mapping, parameter level
Change 2:  Change done on a CONRR not assigned to Ericsson
5.2.4.2.3 Large Message Mode CPM Message to e-mail message mapping

When the IWF receives a SIP INVITE for a Large Message Mode CPM Message, it SHALL send a 200 OK response if no errors are found in the INVITE or an appropriate error response otherwise.

When the IWF subsequently receives an MSRP SEND request, it SHALL perform the following:

1. It temporarily stores the content received in the MSRP SEND request. If other MSRP SEND requests are expected based on the Byte-Range in the MSRP SEND request, it waits for them.

2. Once all of the MSRP SEND requests have been received, the IWF rearranges (if needed) all the received chunks into the message.

3. The IWF initiates a DNS query to find the address of the recipient’s SMTP server. 

4. The IWF formats the received content in an e-mail message as shown in Table 42 and Table 43 below by mapping the relevant headers and body from the Large Message Mode CPM Message to the e-mail message, and sends the message to the recipient.
	CPM SIP INVITE header
	SMTP Commands  [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.


Table 42 Large Message Mode CPM Message to e-mail message parameter mapping, SMTP level
	CPM headers
[headers from SIP INVITE [RFC3261] or MSRP [RFC4975] unless otherwise noted]
	Internet Message Format [RFC2822] header
	Internet Message Format Parameter status
	Comment

	P-Asserted-Identity [RFC 3325], if present, otherwise, 

From,
Privacy header [RFC 3323] and [RFC 3325].
	From
	Mandatory 
	The P-Asserted-Identity or the From header is used to find the corresponding e-mail From header as described in 5.2.4.1 (above). 

 When the Privacy is set to “id” , the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name.

	Date 
	orig-date
	Mandatory
	Set to date provided in SIP INVITE otherwise set to current date and time at the IWF.

	Request-URI  
	To
	Mandatory
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID.
	msg-id, In-Reply-To and References.
	Optional
	 Identities for the message, related to the Conversation-ID, the Contribution-ID and the ReplyTo-Contribution-ID.
NOTE: See Appendix D (informative).

	See Comment.
	Sender
	Optional
	Set to the non-CPM address assigned to the CPM User in the e-mail system.

	Subject
	Subject
	Optional
	Set only if “Subject” header is available.

	Priority
	X-Priority
	Optional
	Set to corresponding value of Priority (i.e., 5 = CPM "non-urgent"; 3 = "normal"; 1 = "urgent").

	Message-Expires [OMA-CPM_TS_Conv_Fnct]

	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Optional
	Set BY parameter of extended MAIL FROM command according to received value in Message-Expires according to rules and procedures of [RFC2852] and service provider policy.

	imdn.Disposition-Notification [RFC5438]
	Disposition-Notification-To [RFC3798]
	Conditional
	When the Disposition-Notification is set to “positive-delivery” or “negative-delivery”, set the Disposition-Notification-To.

	See Comment.
	Message body
	Optional
	Set per the payload received via MSRP.


Table 43 Large Message Mode CPM Message to e-mail parameter mapping
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