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1 Reason for Change

This CR addresses the following CONR comments:

	
	
	
	
	




· 
	

	B029
	2010.01.22
	E
	4.3
	Source: Alcatel-Lucent

Form: INP doc
Comment: The word “storage” in “Message storage” and “Content storage” should be capitalized.

Proposed Change: Make changes as follows:
4.3 Security Considerations

The following security aspects are considered in this document:

· SIP signalling security,

· Media Plane security,

· Interworking Function security,

· Message Storage security,

· Content Storage security.

	Status: 
Closed

	
	
	
	
	





· 
· 
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This revised CR addresses the following R&A Comments:

NSN: It is not agreeable that individual parties want to selectively delete unloved items from the AD and keep others in there. First, the group needs agreement on the issue how to differentiate between 1.0 and post-1.0 items in the AD and then perform one consistent change.
Also, the text under the quoted review comments is confusing. Building CRs by manipulating past CRs leads to errors, confuses readers and is bad practice. Recommended practice is to always start from scratch.

Acision: We should handle all comments on items not fulfilled by CPM 1.0 in one go, instead of taking them piece by piece.
Also, in Sorrento it was discussed and concluded to not simply remove future functionality from the AD.
Finally, the capitalization of "storage" is not correct, as "Message Storage" is not a formally defined term, and therefore should not be capitalized. 

In agreement with these points, CONR Comments B028 and B030 were deleted to be dealt separately. However, related to CONR Comment B029, a new inconsistency was surfaced, which is the subject of this CR. It states the new editorial inconsistency in Section 5 below and presents changes in Section 6. 

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation


Following the discussion on CPM Versioning in Sorrento and related to CONR Comments B028 and B030, CR#202R01 is proposing to take all CPM AD materials related to the “Future” version of the CPM into an appendix of the AD document. Supporting this CR, Comments B028 and B030 are deleted in this CR.
Regarding CONR Comment B029, and in agreement with the point of not capitalizing undefined terms, the author found a few cases of inconsistency in Sections 5.3.1.4 CPM Participating Function and 5.3.3.1 through 5.3.3.3 where two undefined capitalizing “Message Storage” and “SIP Signalling” were used for “Message Storage area” and “SIP Signalling part”, respectively. It is, therefore, recommended to fix these inconsistencies as presented in Section 6 below. 
6 Detailed Change Proposal

Change 1:  CPM AD Documents Section 5.3.1.4 CPM Participating Function  


5.3.1.4   CPM Controlling Function

…….…………….

…………………..

The CPM Participating Function interacts with the Message Storage Server for the storage of recorded CPM Conversations in the CPM User’s own message storage area, and to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.

The CPM Participating Function interacts with the following supporting Enablers:

· The Charging Enabler for the submission of Charging Events for both Online and Offline Charging.
· The XDM Enabler for the retrieval of user preferences, User Preferences Profiles, and user access policies.
· The Presence Enabler for the retrieval of a CPM User’s Presence Information and the publishing of Presence Information on behalf of a CPM User.
· The Push Enabler to provide notification of deferred messages.
Change 2:
CPM AD Documents Sections 5.3.3.1 through 5.3.3.3  

5.3.3.1   CPM-PF1

The CPM-PF1 interface is exposed by the CPM Participating Function to allow other functional components (such as the CPM Client) to access / trigger the functionalities of the CPM Participating Function.

Supported functionalities include:

· CPM Session signalling

· CPM File Transfer signalling and Media transfer

· CPM Message transfer

· Media transfer within Media Streams
· Control of Media transfers within Media Streams
· Delivery of stored deferred messages

The protocols used for the CPM-PF1 interface are SIP, SDP, MSRP, and RTP/RTCP. SIP is used for CPM Session signalling, for CPM File Transfer signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of Media Streams, codecs, and other Media related parameters supported during CPM Session set up and for describing file characteristics during CPM File Transfer initiation. MSRP is used for the transfer of Large Message Mode CPM Messages, for the exchange of CPM Messages, both small and large, within a CPM Session, and for the Media transfer of a CPM File Transfer. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
NOTE:
The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP signalling part of this interface. For example, it is possible that direct client-to-client Media transfers are negotiated, or a direct Media transfer between a client and an Interworking Function.
The signalling part of the CPM-PF1 interface is dependent on an underlying SIP/IP core infrastructure.
5.3.3.2   CPM-PF2
The CPM-PF2 interface is exposed by the CPM Participating Function to allow functional components in a remote CPM environment to access / trigger the functionalities of the CPM Participating Function in the home CPM environment.

Signalling Control interface CPM-PF2 supports the communication between the home CPM Participating Function and a CPM Conversation requestor located in a remote CPM environment.  The CPM Conversation requestor can be a remote CPM Participating Function or a CPM Controlling Function. The interface relies on the communication via the SIP/IP cores between the different networks.

NOTE: The CPM-PF2 interface can also be used by remote SIP based networks for CPM-compatible SIP services.  

In addition, the CPM-PF2 interface is used by the CPM Controlling Function in the home network to access the CPM Participating Function, e.g. when one of the recipients of a group communication belongs to the same network as the originator and the group’s CPM Controlling Function forwards the message to the recipient’s CPM Participating Function via the CPM-PF2 interface.  

Supported functionalities include:

· CPM Session signalling

· CPM File Transfer signalling and Media transfer

· CPM Message transfer

· Media transfer within Media Streams
· Control of Media transfers within Media Streams
The protocols used for the CPM-PF2 are SIP, SDP, MSRP, and RTP/RTCP. SIP is used for CPM Session signalling, for CPM File Transfer signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of Media Streams with codecs, and other Media related parameters supported during CPM Session set up and for describing file characteristics during CPM File Transfer initiation. MSRP is used for the transfer of Large Message Mode CPM Messages, for the exchange of CPM Messages, both small and large, within a CPM Session, and for the Media transfer of a CPM File Transfer. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control the RTP sessions.

NOTE: The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP signalling part of this interface. For example, it is possible that a CPM Participating Function has a direct Media transfer with a CPM Client in a remote CPM environment.
The signalling part of the CPM-PF2 interface is dependent on an underlying SIP/IP core infrastructure.
5.3.3.3   CPM-CF

The CPM-CF interface is exposed by the CPM Controlling Function to allow entities to support exchange of CPM Messages and CPM Sessions involving group functionalities.
Supported functionalities include:

· CPM Session signalling
· CPM Message transfer

· Media transfer within Media Streams
· Control of Media transfers within Media Streams
The protocols used for the CPM-CF interface are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
NOTE: The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP signalling part of this interface. For example, it is possible that a CPM Controlling Function has a direct Media transfer with a CPM Client in a remote CPM environment.
The signalling part of the CPM-CF interface is dependent on an underlying SIP/IP core infrastructure.
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