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1 Reason for Change

Addressing the following new requirements for chat in the AD:
	CPM-HLF-028
	The CPM User SHALL be able to request, on a per-message basis, to be notified of delivery of CPM Chat Message he/she has sent towards the recipient(s), independent of whether the recipient(s) are CPM Users or non-CPM Users.
	CPM V2.0

	CPM-HLF-029
	The CPM User SHALL be able to request to be notified when each CPM Chat Message he/she sent is read by the recipient(s).
	CPM V2.0

	CPM-HLF-030
	The CPM Enabler SHALL support sending a delivery notification on behalf of a recipient CPM User to the CPM Chat Message originator, on a per-recipient basis, if requested by the CPM Chat Message originator.
	CPM V2.0

	CPM-HLF-031
	The CPM Enabler SHALL send a read report to the CPM Chat Message originator, on a per-recipient basis, if requested by the CPM Chat Message originator and authorized by the CPM Chat Message recipient.
	CPM V2.0


	CPM-CONV-014
	The CPM Enabler SHALL be able, where applicable (e.g. not for full-duplex voice) and upon the terminating service provider policies, to accept a CPM Session Invitation without prompting the invited user for confirmation.
	CPM V2.0

	CPM-CONV-044
	The CPM Enabler SHALL provide to the CPM Users “isComposing” notifications within a chat communication, to indicate that a recipient is typing a reply, according to service provider policies and the sender settings.
	CPM V2.0

	CPM-CONV-045
	The CPM Enabler SHALL store CPM Chat messages and associated disposition notifications sent to a CPM User, while he/she is not available, according to service provider policies.
	CPM V2.0

	CPM-CONV-046
	The CPM Enabler SHALL NOT store CPM Chat messages containing “isComposing” notifications.
	CPM V2.0


	CPM-STOR-033
	The CPM Enabler SHALL support real-time storing of CPM Chat Messages (as they are sent and received), subject to service provider policies.
	CPM V2.0


	CPM-MLD-024
	If the Auto-Answer configuration is used for 1-1 CPM Sessions, the CPM Enabler SHALL keep the CPM Session only on the recipient CPM User device which is used to respond to the chat invitation, and close the CPM Session with all remaining CPM User devices. 
	CPM V2.0

	CPM-MLD-020
	The CPM Enabler SHALL send a delivery notification to the device of the CPM Session User that originated the CPM Chat Message and requested the delivery notification. 
	CPM V2.0 

	CPM-MLD-021
	When the original sender has multiple devices, the CPM Enabler SHALL send the read reports only to the device that sent  the original CPM Chat Message  requesting the read report, if privacy allowed.
	CPM V2.0

	CPM-MLD-022
	A CPM User that requested a delivery notification of a CPM Chat Message sent to a recipient having multiple devices SHALL receive exactly one delivery notification after the CPM Message has been delivered to the recipient device that participate the group session.
	CPM V2.0

	CPM-MLD-023
	A CPM User that requested a read report for a CPM Chat Message he/she sent to a recipient having multiple devices SHALL receive exactly one read report after the CPM Session Message has been displayed on the recipient device that participate the group session.
	CPM V2.0

	CPM-IWF-023
	The CPM Enabler SHALL support interworking with SIMPLE IM V2.0 for the CPM Conversations, according to service provider policies.
	CPM V2.0

	CPM-IWF-024
	The CPM Enabler SHALL support interworking of the disposition notifications of the CPM Session with SIMPLE IM v2.0 Enabler, for a seamless delivery to the CPM and SIMPLE IM v2.0 Users, according to service provider policies.
	CPM V2.0

	CPM-IWF-025
	The CPM Enabler SHALL support interworking of the disposition notifications of the CPM Session with   SMS and MMS according to service provider policies.
	CPM V2.0


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM CPM WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the CPM AD.
6 Detailed Change Proposal

Change 1:  Section 4.2
4.2 Version 2.0

Additional features are provided in this release, as follows:
· Chat enhancements:
· Support for notifications within the chat such as “isComposing” and disposition notifications (i.e. delivered, displayed), with a seamless delivery for interworking with SIMPLE IM V2.0
· Support for storing chat messages and associated notifications while a chat participant is not available (e.g. lost coverage, not registered in IMS) or missed chat

· Support for delivery of stored chat messages and disposition notifications once the recipient becomes available

· Enhanced multi-device functionality for chat (forking in case of auto-answer)
· Support for live recording of chat messages
· Seamless chat experience (backward compatibility with SIMPLE IM V2.0)
· Interworking over the NNI with SIMPLE IM V2.0 chat 
· File transfer features
· Enhanced standalone message support.
Editor’s note : Inputs are invited to fill this section
4.3 Future Versions

In addition to the functionalities offered by CPM Enabler versions 1.0 and 2.0, functionality for future versions of the CPM Enabler has been discussed as follows:

· support for the following additional conversation requirements:

· Messaging on behalf of a user

· Reminders for Deferred Messaging

· Selective Participant Information options (e.g. Participant is not part of the conversation) in CPM Sessions
· Selective Participation modes (e.g. hidden, re-negotiation of pseudonyms during sessions) in CPM Sessions
· Searching for public chat rooms, or ongoing Group Sessions based on criteria

· Sharing of CPM Session History during conversations to joining Participants

· Selective protection mechanism (e.g. content screening)

· One-to-one and one-to-many CPM Conversations among CPM Users and between CPM Users and VAS Applications with the selection of any kind of Media (single or multiple). 

· support for filtering of continuous Media exchanged simultaneously in the same session.

· support for creation of CPM Pre-defined Groups on behalf of another user including transfer of ownership and respective notifications

· inclusion of a network-based storage for standalone Media Objects. The Media Objects can be synchronized to all the Devices of the CPM User and can be shared among CPM Users.
· support for various activation schemes for an active User Preferences Profile for any address and Device combination.

· support for various additional mechanisms to manage the multiple Devices of a CPM User:

· Allow pending invitations
· Session transfer to another Device

· Selection of media per Device per session
· Provide listings of session(s) and capabilities of Devices
· support for CPM-specific presence parameters on behalf of the CPM Users that derive from different Communication Capabilities 

· enhanced application support:
· Media modification functions (e.g. conferencing, adding/removing Media)

· Control of enabled CPM features on a per-VASP basis.

· support for a generalized interface to communicate with VAS Applications.
· support for interaction with the CAB Enabler for user experience enhancements. 
More details on the architecture related to these functionalities are given in Appendix C.
Change 2:  Section 5.3.1.1 
5.3 Functional Components and Interfaces/reference points definition

5.3.1 CPM Functional Components
5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access network-based CPM functional components. The other functional components in the Device may communicate internally with the CPM Client. More detail on these functional components can be found in section 5.3.1.2.

NOTE:
Specifying interfaces or protocols for internal communication within a Device is out of scope of the CPM Enabler.
The CPM Client is involved in the following high level functionalities: 

· SIP/IP core related communication

· Media Plane communication

· Client-side CPM service logic execution

· Communication internal to the Device with the supporting Enablers clients and the Message Storage Client.

The CPM Client is responsible for generating and receiving SIP requests and responses. The CPM Client SHALL be able to use related functionalities provided by the SIP/IP core.

The CPM Client SHALL support the following registration-related functionalities:
· Registration of the CPM Client, the CPM User’s Address(es) and the CPM device name.

The CPM Client SHALL support the following client-side CPM service logic related functionalities:

· Supporting the CPM User to use his/her associated CPM Addresses in parallel.

· Generating, sending and receiving CPM Standalone Messages and CPM Chat Messages
· Sending a CPM Message

· Indicating the sensitive nature of a CPM Message
· Indicating the priority level of a CPM Message
· Indicating one CPM Address to be used for reply for CPM Standalone Messages
· Receiving a CPM Message
· Requesting to forward a CPM Message without downloading the CPM Message

· Requesting and receiving as well as generating and sending delivery notifications and/or read reports
· Sending and receiving of “isComposing” notifications
· Attaching Media Objects, CPM Messages, CPM File Transfer Histories, CPM Session Histories or CPM Conversation Histories to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on either the Message Storage Server or the Content Storage Server (without requiring their download to the Device)
· Activating/de-activating storage of CPM Standalone Messages during a CPM Conversation
· Initiating and receiving files with Media Objects via CPM File Transfers within and outside of CPM Sessions.
· Performing CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the CPM Session characteristics (e.g. Media Stream Types and codecs of used Media Streams)
· Indicating the preferred Media Stream
· CPM Session modification
· Dynamically adding/modifying/removing Media Streams during a CPM Session
· Activating/de-activating storage (in the network) of a CPM Session along with the corresponding disposition notifications for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Stream Types of the Media Streams currently being used in an ongoing CPM Session of the CPM User and receiving this information
· Performing CPM Group Session handling related functions

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Initiating ad-hoc type of CPM Group Sessions

· Receiving invitations to CPM Group Sessions

· Requesting CPM Group Session information (e.g. Participant information), and receiving notifications of changes in the CPM Group Session information

· Setting and modifying its own SIP session parameters

· Terminating its own participation

· Setting and modifying CPM Group Session parameters  

· Terminating a CPM Group Session

· Adding and removing Participants

· Providing the CPM User with the capability to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Performing CPM Conversation handling related functions
· Starting a CPM Conversation by sending a CPM Standalone Message, initiating a CPM File Transfer or establishing a CPM Session.

The CPM Client SHALL support the following client-side CPM service logic related functionalities related to the usage of multiple Devices:
· Allowing the CPM User to create/modify a Device name

· Providing the Device name during registration
The CPM Client SHALL support interacting with the client components of the supporting Enablers.
The CPM Client SHALL support the following Media Plane communication related functionalities:

· Establishing and maintaining Media Plane connections

· Generating and receiving Media Plane requests and responses

Change 3:  Section 5.3.1.3
5.3.1.3 CPM Participating Function
The CPM Participating Function is a user-specific functional component. Its functionalities are performed in a CPM User’s home network and are invoked when the CPM User initiates an originating request or receives a terminating request. The CPM Participating Function handles CPM Sessions, CPM File Transfers, CPM Standalone Messages, and Media on behalf of the Participant it serves and enforces CPM User Preferences and service provider policies. Additionally, it can perform deferred messaging functionality by storing CPM Standalone Messages temporarily and deferring CPM Standalone Messages for later delivery depending on user preferences, availability and willingness of the CPM User, and it can perform conversation history functionality by recording a Participant’s CPM Conversations and storing these recorded CPM Conversations into the Message Storage Server.
The CPM Participating Function SHALL support the following functionalities:

· Enforcing policies when handling originating and terminating CPM Session requests, CPM File Transfers and CPM Messages according to the CPM User preferences/service provider policies as follows:
· Validating the service subscription of the CPM User.

· Giving precedence to service provider policies over CPM User preferences, when applicable.

· Providing support for Content Screening based on CPM User preferences and service provider policies.

· For CPM Session handling:

· Managing CPM Session initiation, modification and termination for originating or terminating CPM Users.

· Providing SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.

· Providing SDP negotiation support.

· Providing support for multiple SIP sessions handling in a single CPM Conversation.

· Providing support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.

· For CPM File Transfer handling:

· Managing CPM File Transfer initiation and termination for originating and terminating CPM Users.

· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.

· For CPM Message handling:

· Providing sending and receiving of CPM Messages for originating and terminating CPM Users.

· Providing support for delivery notifications and read reports.
· Deferring CPM Standalone Messages when the recipient is offline or not willing to receive them, based on the preferences of the CPM User.

· Interacting with the Message Storage Server to handle a request from a CPM Client to send CPM Messages with referenced stored resources without prior download of the resource to the Device.

· Interacting with the Message Storage Server to handle a request from a CPM Client to forward the referenced stored CPM Messages or CPM Session Histories without prior download.
· For  performing deferred messaging functionalities:

· Providing policy enforcement according to the CPM User preferences and service provider policies.

· Temporarily keeping CPM Standalone Messages and associated metadata when the messages cannot be delivered.

· Providing support for message delivery when the recipient becomes available and reachable. Both Push and Pull methods are supported as follows:

· The Push method directly delivers the message to all or a subset of the Devices bound to the recipient CPM User’s address(es).
· The Pull method provides notifications with message information (e.g. message size, message sender’s address, message sending time) to all or a subset of the Devices bound to the recipient CPM User’s address(es), and then the recipient can retrieve the message when needed.
· Managing the expiry time of a deferred message.

· Overriding the expiry time provided by the sending CPM Client with the operator defined maximum expiry time when applicable.
· Handling expired CPM Standalone Messages in accordance with the preferences of the recipient and the service provider policies (i.e. discard the message or store in the Message Storage Server).
· Sending a non-delivery delivery notification in case of a discarded expired CPM Standalone Message.
· For multiple Devices handling:

· Supporting multiple Devices handling based on Media characteristics, Communication Capabilities, CPM User preferences and/or service provider policies:

· Supporting delivery of CPM Session Invitations to more than one Device for a CPM User until the CPM Session is handled by the CPM user on one of the Devices. The determination of the Device to be used is subject to Service Provider policies.

· Supporting delivery of CPM File Transfer initiation requests to more than one Device for a CPM User.

· Supporting delivery of CPM Standalone Messages to more than one Device for a CPM User.

· Supporting the notification of a deferred CPM Standalone Message to more than one Device, when notifications are enabled by the CPM User or service provider policies.
· Ensuring that only one delivery notification or read report is sent to the originator of the CPM Standalone Message in case the CPM Standalone Message was delivered to multiple Devices.
· Ensuring that only one delivery notification or read report is sent back to the originator of the CPM Chat Message in case the CPM Chat Message was delivered to multiple Devices.
· Terminating the session with remaining Devices that are not used in the CPM Session.
· Involving the Interworking Selection Function:

· for terminating CPM Session Invitations and terminating CPM Standalone Messages that are to be routed towards Non-CPM Communication Services based on the preferences of the recipient and service provider policies;

· for originating CPM Session Invitations and originating CPM Standalone Messages that are to be routed towards Non-CPM Communication Services based on service provider policies.

· For performing conversation history functionalities, i.e. recording of CPM Conversations persistently (based on either a CPM Client’s request or CPM user preferences):

· Storing conversation history into the Message Storage Server

· Storing CPM Standalone Messages and Media Objects that are part of CPM Standalone Messages
· Storing CPM Sessions including the disposition notifications exchanged during the Session, as CPM Session Histories, when activated by the CPM User and provided that:
· the CPM User is a participant in the CPM Session; or
· the CPM User goes temporarily offline (e.g. connection loss) during an established CPM Session; or 
· the CPM User has missed a CPM Session invitation.
· Storing CPM File Transfers as CPM File Transfer Histories
· Storing CPM Conversations as CPM Conversation Histories
· Providing metadata associated with items to be stored to the Message Storage Server, e.g. identifier linking CPM Standalone Messages to the thread they belong to.
The CPM Participating Function interacts with the Message Storage Server for the storage of recorded CPM Conversations in the CPM User’s own message storage area, and to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.

The CPM Participating Function interacts with the following supporting Enablers:

· The XDM Enabler for the retrieval of user preferences, User Preferences Profiles, and user access policies.
· The Push Enabler to provide notification of deferred messages.
5.3.1.4 CPM Controlling Function

The CPM Controlling Function is a function specific to group communication. The function is either performed in the initiating CPM User’s home network or in the remote network. The CPM Controlling Function terminates the incoming requests, and is typically able to distribute requests to multiple recipients and handle group communication. The CPM Controlling Function is provided for any authorized CPM User in a CPM group communication.

The CPM Controlling Function handles the negotiation of capability support for communications involving different CPM networks, and the interaction with local interworking functions.
The CPM Controlling Function SHALL support the following functionalities:

· For policy handling:

· Performing policy enforcement according to the service provider policies.

· Performing policy enforcement according to the group policies.

· Giving precedence to service provider policies over group policies, when applicable.

· For CPM Standalone Message distribution handling (e.g. sending a CPM Standalone Message to a group):

· Providing support for privacy and anonymity.

· Handling CPM Pre-defined Groups as well as CPM Ad-hoc Groups.

· For CPM Session handling:

· Providing centralized CPM Session handling (e.g. session parameter negotiation, maintenance of CPM Group Session).

· Providing centralized mixing and distribution of Media sent by Participants to all the other Participants.

· Acting as conference focus.

· Providing support for privacy and anonymity.
· Providing support for CPM Pre-defined Groups and CPM Ad-hoc Groups.

· Maintaining CPM Group Session state.

· Distributing incoming requests to CPM Group Session Participants.

· Responding to CPM Group Session control requests from Participants.

· Providing, upon an Authorized Principal’s request, information such as the Participants, the Media Stream Types of the used Media Streams and state information concerning the ongoing CPM Group Session
· Providing negotiation of a Pseudonym unique to a CPM Group Session for a CPM User based on CPM Group policies and the service provider policies (e.g. rejecting or revising the Pseudonym(s) proposed by a CPM User which contain sensitive words).
· Involving the Interworking Selection Function for CPM Sessions and CPM Standalone Messages that are to be routed towards Non-CPM Communication Services, based on service provider policies
The CPM Controlling Function interacts with the following supporting Enablers:

· The XDM Enabler for the retrieval of group definitions and user lists.
Change 4:  Sections 5.3.1.6 & 5.3.1.7 
5.3.1.6 Interworking Function

The Interworking Function provides interworking capabilities between CPM-based Services and Non-CPM Communication Services.
NOTE:
Within the CPM architecture it is possible that multiple instances of the Interworking Function exist at the same time, e.g. one per Non-CPM Communication Service.
The Interworking Function SHALL support the following functionalities:

· CPM Message handling:

· Forwarding a CPM Message to a Non-CPM Communication Service as a message specific for that Non-CPM Communication Service. 

· Receiving a message from the Non-CPM Communication Service and forwarding it as a CPM Message. 

· CPM File Transfer handling:

· Forwarding a CPM File Transfer initiation request to a Non-CPM Communication Service as a file transfer initiation request specific for that Non-CPM Communication Service, when the Non-CPM Communication Service supports file transfers.

· Forwarding the response (e.g. accept, deny, timeout) to a file transfer initiation request from a Non-CPM Communication Service.

· Accepting the CPM File Transfer on behalf of the non-CPM User and sending the file in a message towards the Non-CPM Communication Service, when the Non-CPM Communication Service does not support file transfers, but does support messages.

· Rejecting the CPM File Transfer when the Non-CPM Communication Service does not support file transfers, nor supports messages.

· Forwarding the actual file of a CPM File Transfer to the Non-CPM Communication Service.

· Forwarding a file transfer initiation request from the Non-CPM Communication Service as a CPM File Transfer initiation request. 

· Forwarding the response (e.g. accept, deny, timeout) to a CPM File Transfer initiation request to a Non-CPM Communication Service as the response to a file transfer initiation request.
· Forwarding the actual file of a file transfer received from a Non-CPM Communication Service towards the CPM environment as part of the CPM File Transfer.
· CPM Session signalling handling:

· Forwarding a CPM Session Invitation to a Non-CPM Communication Service as a session invitation or a non-CPM message inviting a User specific for that Non-CPM Communication Service, when the Non-CPM Communication Service supports sessions.

· Forwarding a CPM Session Invitation to a Non-CPM Communication Service as a non-CPM message inviting a User specific for that Non-CPM Communication Service, when the Non-CPM Communication Service does not support sessions.

· Forwarding the response (e.g. accept, deny, timeout) to a session invitation or a non-CPM message inviting a User from a Non-CPM Communication Service.

· Forwarding the response (e.g. accept, deny, timeout) to a non-CPM message inviting a User from a Non-CPM Communication Service.

· Forwarding a session invitation from the Non-CPM Communication Service as a CPM Session Invitation. 

· Forwarding the response (e.g. accept, deny, timeout) to a CPM Session Invitation to a Non-CPM Communication Service as the response to a session invitation.

· Forwarding requests to terminate a CPM Session to the Non-CPM Communication Service to which the original CPM Session Invitation was forwarded.

· Forwarding requests to terminate a session from the Non-CPM Communication Service as a CPM Session termination request.

· Media Stream handling:

· Forwarding Media of used Media Streams received from a CPM functional component to a Non-CPM Communication Service supporting the Media Stream Type of the Media Stream in the format specific for that Non-CPM Communication Service.

· Forwarding Media of used Media Streams data received from a Non-CPM Communication Service towards the CPM functional components (with appropriate format changes).

· Delivery notification and read reports handling:

· Forwarding delivery notifications and read reports to a Non-CPM Communication Service.

· Forwarding delivery notifications and read reports from a Non-CPM Communication Service.

5.3.1.7 Message Storage Server

The following resources are stored in various folders on the Message Storage Server and they can be accessed individually for fulfilment of specific resource management actions:

· CPM Messages (including CPM Messages that are part of a CPM Session History) including any Media Objects attached to them
· CPM File Transfer Histories including any Media Objects attached to them

· CPM Session Histories including any Media Objects attached to them, and any disposition notifications exchanged during the CPM Session,
· Standalone Media Objects consisting of any media wrapped, indexed and handled as standalone stored objects.
· CPM Conversation Histories
Change 5:  Interfaces

5.3.3.1 CPM-PF1

The CPM-PF1 interface is exposed by the CPM Participating Function to allow other functional components (such as the CPM Client) to access / trigger the functionalities of the CPM Participating Function.

Supported functionalities include:

· CPM Session signalling and notifications exchanged during the CPM Session
· CPM File Transfer

· CPM Message transfer

· Media transfer within Media Streams
· Control of Media transfers within Media Streams
· Delivery of stored deferred messages 
· Delivery of stored CPM Conversations.
The protocols used for the CPM-PF1 interface are SIP, SDP, MSRP, and RTP/RTCP. SIP is used for CPM Session signalling, for CPM File Transfer signalling and for discrete Pager Mode CPM Standalone Message transfer. SDP is used to describe the set of Media Streams, codecs, and other Media related parameters supported during CPM Session set up and for describing file characteristics during CPM File Transfer initiation. MSRP is used for the transfer of Large Message Mode CPM Standalone Messages, for the exchange of CPM Chat Messages, both small and large, and for the Media transfer of a CPM File Transfer. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
NOTE:
The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP signalling part of this interface. For example, it is possible that direct client-to-client Media transfers are negotiated, or a direct Media transfer between a client and an Interworking Function.
The signalling part of the CPM-PF1 interface is dependent on an underlying SIP/IP core infrastructure.
5.3.3.2 CPM-PF2
The CPM-PF2 interface is exposed by the CPM Participating Function to allow other network-side functional components (such as another CPM Participating Function in a remote CPM environment or a CPM Controlling Function) to access / trigger the functionalities of the CPM Participating Function.

The CPM-PF2 interface enables the communication between a home CPM Participating Function and a CPM Conversation requestor located in a remote CPM environment.  The CPM Conversation requestor can be a remote CPM Participating Function or a remote CPM Controlling Function. For this purpose, the interface relies on the communication between the different networks via SIP/IP cores.

NOTE: The CPM-PF2 interface can also be used by remote SIP based networks for CPM-compatible SIP services.  

In addition, the CPM-PF2 interface enables the communication between a CPM Controlling Function and a CPM Participating Function that is located in the same network as the CPM Controlling Function, e.g. when one of the recipients of a group communication belongs to the same network as the originator and the group’s CPM Controlling Function forwards the message to the recipient’s CPM Participating Function via the CPM-PF2 interface.  

Supported functionalities include:

· CPM Session signalling

· CPM File Transfer

· CPM Message transfer

· Media transfer within Media Streams 
· Notifications (i.e. delivery, read report and “isComposing”) exchanged during a CPM Session
· Control of Media transfers within Media Streams
The protocols used for the CPM-PF2 are SIP, SDP, MSRP, and RTP/RTCP. SIP is used for CPM Session signalling, for CPM File Transfer signalling and for discrete Pager Mode CPM Standalone Message transfer. SDP is used to describe the set of Media Streams with codecs, and other Media related parameters supported during CPM Session set up and for describing file characteristics during CPM File Transfer initiation. MSRP is used for the transfer of Large Message Mode CPM Standalone Messages, for the exchange of CPM Chat Messages, both small and large, and for the Media transfer of a CPM File Transfer. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control the RTP sessions.

NOTE: The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP signalling part of this interface. For example, it is possible that a CPM Participating Function has a direct Media transfer with a CPM Client in a remote CPM environment.
The signalling part of the CPM-PF2 interface is dependent on an underlying SIP/IP core infrastructure.
5.3.3.3 CPM-CF

The CPM-CF interface is exposed by the CPM Controlling Function to allow entities to support exchange of CPM Messages and CPM Sessions involving group functionalities.
Supported functionalities include:

· CPM Session signalling
· CPM Message transfer

· Media transfer within Media Streams 
· Notifications (i.e. delivery, read report and “isComposing”) exchanged during a CPM Session
· Control of Media transfers within Media Streams
The protocols used for the CPM-CF interface are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Standalone Message transfer. MSRP is used for the transfer of Large Message Mode CPM Standalone Messages, as well as for the exchange of CPM Chat Messages, both small and large. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
NOTE: The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP signalling part of this interface. For example, it is possible that a CPM Controlling Function has a direct Media transfer with a CPM Client in a remote CPM environment.
The signalling part of the CPM-CF interface is dependent on an underlying SIP/IP core infrastructure.
5.3.3.4 CPM-IW1

The CPM-IW1 interface is exposed by the Interworking Selection Function to allow other functional components (such as the CPM Controlling Function or the CPM Participating Function) to send CPM Messages, Media Streams, and CPM Sessions towards an Interworking Function that takes care of the interworking towards Non-CPM Communication Services.

Supported functionalities include:

· CPM Session signalling,
· CPM File Transfer,
· CPM Message transfer,
· CPM disposition notifications for delivery and read report.
The protocols used for the CPM-IW1 interface are SIP and SDP. SIP is used for CPM Session signalling, for CPM File Transfer signalling and for discrete Pager Mode CPM Standalone Message transfer. SDP is used to describe the set of Media Streams with codecs, and other Media related parameters supported during CPM Session set up and for describing file characteristics during CPM File Transfer initiation.
5.3.3.5 CPM-IW2

The CPM-IW2 interface is exposed by the Interworking Function to allow other functional components (such as the Interworking Selection Function) to perform interworking functionality of CPM Messages, Media Streams, and CPM Sessions towards Non-CPM Communication Services.

Supported functionalities include:

· CPM Session signalling

· CPM File Transfer

· CPM Message transfer

· Continuous Media transfer 
· CPM disposition notifications for delivery and read report.
· Control of continuous Media transfers

The protocols used for the CPM-IW2 interface are SIP, SDP, MSRP and RTP/RTCP. SIP is used for CPM Session signalling, for CPM File Transfer signalling and for discrete Pager Mode CPM Standalone Message transfer. SDP is used to describe the set of Media Streams with codecs, and other Media related parameters supported during CPM Session set up and for describing file characteristics during CPM File Transfer initiation. MSRP is used for the transfer of Large Message Mode CPM Standalone Messages, for the exchange of CPM Chat Messages, both small and large, and for the Media transfer of a CPM File Transfer. RTP is used for continuous Media transport and RTCP supports the exchange of information needed to control RTP sessions.
5.3.3.6 CPM-MSG
The CPM-MSG interface is exposed by the Message Storage Server to allow other functional components (such as the Message Storage Client, the CPM Participating Function or a remote environment trusted server) to access the Message Storage Server.

Supported functionalities include:


· Authentication of the locally recognized User address.

· Uploading and downloading of (parts of) CPM Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and Media Objects attached to them.

· Retrieving a preview of a Media Object attached to a CPM Message, a CPM File Transfer History, or a CPM Session History.

· Deletion of (parts of) CPM Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and Media Objects attached to them from the Message Storage Server.

· Renaming and copying of CPM Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and Media Objects attached to them in a folder in the Message Storage Server.

· Creation, deletion, moving, and renaming of folders in the Message Storage Server.

· Moving and copying of CPM Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and Media Objects attached to them between folders in the Message Storage Server.

· Searching within accessible folders in the Message Storage Server.

· Synchronisation between the Message Storage Client’s local storage and the Message Storage Server.

· Obtaining a reference to a stored object, or obtaining a stored object using a reference in the Message Storage Server (e.g. to be used for “forward without download” functionality).

· Management of access permissions to specific folders in the Message Storage Server.

The protocol used for the CPM-MSG interface is IMAP4.

Change 6:  End of Changes
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