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1 Reason for Change

Added changes due to the new RCS 5.0 and 5.1 File Transfer features to CPM 2.0.

Only the following sections were changed in this CR:

Change 1: added a missing reference to the RFC 5547 An SDP offer/answer mechanism for File Transfer
Change 2: added a definition of a Thumbnail
Change 3: additions to section 5.2.4 File Transfer concepts
Change 4: additions to section 5.4 User Preferences
Change 5: additions to section 5.5.1 CPM Message Store Model
Change 6: additions to section 5.5.2.7 Fetch Preview Operation

Other CRs will address the appendices in the SD.

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM CPM WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the CPM AD.

6 Detailed Change Proposal

Change 1:  Section 2.1 Normative References – add the following row to the references table.
	[RFC5547]
	“A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer,” M. Garcia-Martin et al, May 2009, URL: http://tools.ietf.org/html/rfc5547


Change 2:  Section 3.2 Definitions – add the following row to the definitions table.
	File Transfer Thumbnail
(or just thumbnail)
	A small image (both dimensionally and in data length) representing a summary of the contents of the CPM File Transfer. The source of the image varies by media type of the contents. For example, the thumbnail for an audio clip might be album cover art; the thumbnail for a video clip could be a snapshot of the key frame at time mark 00:30seconds; the thumbnail for a well known document type could be a related icon or graphic. Use of this feature can be controlled and provisioned per CPM User by the service provider, independently of the support for CPM File Transfer. There are NNI considerations for this feature.


Change 3:  Section 5.2.4 CPM File Transfer Concepts

5.2.4 CPM File Transfer Concepts

CPM File Transfer allows transferring one or more files with discrete Media contents between Users, where the recipient explicitly has to acknowledge his/her willingness to receive the file(s) before any data is transferred. Depending on service provider policies and User preferences, the CPM Enabler MAY support initiating CPM File Transfers to off line subscribers, either by temporarily storing the file, or by delivering the file to the CPM User’s CPM Message Store. Because a CPM File Transfer activity could be deferred, the sending CPM User may request delivery notification of when the recipient CPM Client has completed the transfer.
5.2.4.1 CPM File Transfer to a Single Recipient
CPM File Transfers to a single recipient follow the same procedures as defined for CPM 1-1 Sessions in section 5.2.3.1 except for the differences noted in the subsections below.

5.2.4.1.1 CPM File Transfer Initiation

CPM File Transfer initiations towards a single recipient follow the same procedures as defined in section 5.2.3.1.1 for initiating a CPM 1-1 Sessions. When setting up the session for a CPM File Transfer, the CPM Client SHALL:

· include in the invitation only one Media Stream Type; and

· SHALL include a filename for each of the files to be transferred ; and
· MAY include a thumbnail for each of the files to be transferred; and 
· SHALL specify the Media Stream(s) as unidirectional from the sender to the recipient; and
· MAY include a delivery notification request if store & forward functionality is supported.

Once the session for the CPM File Transfer has been established, the file(s) are transferred via the Media Plane.

5.2.4.1.2 Closing a CPM File Transfer

Closing a CPM File Transfer to a single recipient follows the same procedures as defined in section 5.2.3.1.2 for closing a CPM 1-1 Session. Either the sender or the receiver may close the CPM File Transfer at any time. It is expected that the sender closes the CPM File Transfer after sending the last file.
No Answer from Recipient

In situations where the recipient CPM User fails to respond to the CPM File Transfer invitation within a service provider or terminating network specified time period, either the originating or terminating CPM Participating Function MAY accept the invitation on behalf of the recipient CPM Client for subsequent delivery.
The decision whether the originating or the terminating CPM Participating Function accepts the CPM File Transfer invitation depends on service provider policies. The default behaviour SHOULD be that the terminating CPM Participating Function accepts the invitation when there is no timely response from the recipient.
5.2.4.2 CPM File Transfer to a CPM Group

The procedures used for CPM File Transfer to a CPM Group are a subset of the procedures defined in section 5.2.3.2 for CPM Group Sessions. The procedures used and any differences to them are described in the subsections below.

5.2.4.2.1 CPM File Transfer Initiation
CPM File Transfer initiation towards a CPM Group follows the same procedures as defined in section 
‎5.2.3.2.1 for initiating a CPM Group Session. When setting up the session for a CPM File Transfer, the CPM Client SHALL:

· include in the invitation only on Media Stream Type; and

· SHALL include a filename; and 
· MAY include a thumbnail; and 
· SHALL specify the Media Stream(s) as unidirectional from the sender to the recipient; and
· MAY include a delivery notification request if store and forward functionality is supported.
Once the session for the CPM File Transfer has been established, the file is transferred via the Media Plane.

5.2.4.2.2 CPM Client Leaving a CPM File Transfer to a CPM Group

Closing a CPM File Transfer to a CPM Group follows the same procedures as defined in section 5.2.3.2.3 for closing a CPM Group Session. The CPM Client that initiated the CPM File Transfer is expected to close it once it has sent one file. The leg to each recipient is torn down once the file has finished being transferred.

5.2.4.3 CPM Ad-hoc and Pre-defined Groups in a CPM File Transfer
CPM File Transfers to a CPM Group can be set up using CPM Ad-Hoc Groups and CPM Pre-defined Groups. These two types of CPM Groups are as described in section 5.2.3.4. 
5.2.4.4 Anonymous Participation in a CPM File Transfer
For anonymous participation in a CPM File Transfer, the same mechanisms as described in section 5.2.3.6 for anonymous participation in a CPM Group Session apply.
CPM File Transfer to an off-line recipient
The CPM Enabler MAY support, based on service provider policies, that the sending CPM User initiates a CPM File Transfer session even if the intended recipient CPM User is off-line. Either the originating or terminating CPM Participating Function may accept the invitation on behalf of the recipient’s CPM Client.
The decision whether the originating or the terminating CPM Participating Function accepts the CPM File Transfer invitation depends on service provider policies. The default behaviour SHOULD be that the terminating CPM Participating Function accepts the invitation. If the originating CPM Participating Function supports delivery to off-line recipients, the originating CPM Client’s configuration parameters MUST be provisioned to indicate this capability.
Resuming an interrupted CPM File Transfer

During the CPM File Transfer session, it is the responsibility of the CPM Clients to keep track of how much of the data has been sent or received (as applicable). If the File Transfer session is interrupted, the affected CPM Client may request to resume the interrupted file transfer from the point of interruption, without having to transfer the entire file again. When requesting to resume a file transfer, the same mechanisms as described in this section are used, with the clarification that appropriate attributes and values are used according to [RFC5547] to indicate the point at which the CPM File Transfer session activity is to resume.
5.2.4.5 Deferred or subsequent delivery of a CPM File Transfer

The subsequent delivery may take place in one of the following ways:

· If the terminating CPM Participating Function accepted the CPM File Transfer session:

1. The recipient CPM User is still on-line, has the information from the missed invitation, and is ready to accept the CPM File Transfer invitation. The recipient CPM Client SHALL send a new CPM File Transfer invitation to the CPM Participating Function from which the missed invitation was last recieved, but with the direction being “receive only”, i.e. a pull request. The CPM Participating Function SHALL accept the session and establish an appropriate Media Plane session to transfer the file to the recipient; or
2. The recipient CPM User has gone off-line, and has returned on-line, The terminating CPM Participating Function SHALL handle the registration of the CPM Client, and re-send the CPM File Transfer invitation, as if it came from the originator.
· If the originating CPM Participating Function accepted the CPM File Transfer session:

1. If it is possible to receive registration messages from the CPM Client, then the originating CPM Participating Function SHALL handle the registration of the CPM Client, and re-send the CPM File Transfer invitation, as if it came from the originator; or

2. If registration information cannot be received or is unreliable, the CPM Participating Function will periodically attempt to re-send CPM File Transfer invitations. The timing and frequency of such retries is service provider and deployment dependent.
In all cases when handling deferred or subsequent delivery of CPM File Transfers, the invitation from the terminating CPM Participating Function MUST NOT contain any delivery notification request, and the CPM Participating Function which sent the deferred CPM File Transfer invitation SHALL ensure that any request for delivery notification contained in the original invitation is delivered back to the originater once the recipient has completeted the transfer.
Change 4:  Section 5.4 CPM User Preferences

5.3 CPM User Preferences
The CPM Enabler SHALL allow Users to set preferences that the CPM Enabler takes into account when determining how to handle communications for the CPM User.

A subset of the CPM User Preferences is applicable to all CPM User’s devices, e.g., message and session handling preferences. Another subset of the CPM User preferences specific to devices is grouped in a collection known as a User Preferences Profile, e.g., message delivery preferences. The User Preference Profile can be created using any of the CPM User’s devices. One particular User Preference Profile is designated as the active profile at any given time for a specific device. Each User Preference Profile has a unique identifier and a human readable display name.
The CPM User preferences stored in [OMA-XDM-Policy], User Preferences Profiles stored in [OMA-XDM-Policy] and active User Preference Profile indication stored in [OMA-XDM-UPP] can be accessed and managed using common procedures as specified in [OMA-XDM_Core-TS]. 

The CPM Participating Function and Interworking Selection Function SHALL enforce user preferences according to their functionalities. 

The CPM Participating Function and Interworking Selection Function SHALL retrieve the list of defined User Preferences Profile(s) and the active User Preferences Profile indication from [OMA-XDM-UPP].

The CPM Participating Function and Interworking Selection Function SHALL retrieve the user preferences from [OMA-XDM-Policy].

The CPM Participating Function SHALL take the following User Preferences into consideration for determining how to handle communications for the CPM User:
A) General request Handling:

1. Do not disturb flag for incoming CPM Standalone Messages, CPM Standalone Message disposition notifications, CPM File Transfers and CPM Sessions.

B) Message Handling:

1. Reject messages based on:

· Blacklist (i.e. list of senders whose messages would be rejected)
2. Handling of Messages:

· Defer, Deliver to Message Storage Server, Forward, Deliver using Non-CPM Communication service

· Deliver the whole message, Deliver by providing a link to stored media instead of the media itself
C) Handling of expired Deferred CPM Messages

· Discard, deliver to Message Storage Server
D) Session handling

1. Automatically accept/reject specific types of media during a session

2. Handling of session invitation when CPM user not available:

· Reject session, Deliver session invitation using interworking

E) Recording handling

1. Automatically record/not record: 

· CPM Standalone Messages, CPM Sessions, CPM Conversations, media

F) Multi-Device handling

1. Deliver message or notifications to all or subset of user’s devices

2. Deliver session invitations to all or a subset of user’s devices

3. Deliver based on active User Preference Profile, message size, content type
G) File transfer handling

1. Store and Forward functionality enabled / or not

2. Automatically accept File Transfer session invitations / or not
3. Record file transfer sessions / or not
The Interworking Selection Function SHALL retrieve the CPM User Preferences from the XDMS and SHALL take the following User Preferences into consideration as follows:

A) Interworking selection

1. Non-CPM Communication Services to be interworked and their priorities
Change 5:  Section 5.5.1 CPM Message Store Storage Model – to include File Transfer History
5.4 CPM Message Storage
5.4.4 Storage Model
The CPM Message Storage SHALL allow for the storage of CPM Standalone Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and any potential Media objects either stand-alone or attached to CPM Standalone Messages and CPM Session Histories. The storage model of the CPM Message Storage closely resembles the storage models that are exposed by mailboxes, and can contain folders, conversation histories, messages, file transfer histories and session histories.

Figure 2 shows a schematic overview of the storage model exposed by the CPM Message Storage.
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Figure 2: Storage Model of the CPM Message Storage 

Within this storage model, new CPM Standalone Messages, new CPM File Transfers, new CPM Session Histories and new CPM Conversation Histories SHALL be stored in the “default” system folder. After these CPM Standalone Messages, CPM Session Histories, CPM File Transfer Histories and CPM Conversation Histories have been stored there, they can be moved to other, user-created, folders by the CPM User. In other words, a folder is a container for grouping stored objects. Furthermore, each folder MAY be nested in order to provide additional layers of grouping. A folder MAY contain any number of conversation histories, each of which stored in a separate nested folder.

Within the CPM Message Storage five types of stored objects can be distinguished:

1. A message object, which is a container for a CPM Standalone Message (including any Media objects attached to the CPM Standalone Message).

2. A file transfer object, which is a container for a CPM File Transfer History (including the file transferred in the CPM File Transfer).

3. A session history object, which is a container for a CPM Session History. The session history object SHALL include all information to be stored for a CPM Session as described in section 5.2.1.2 in a single object.

4. A conversation history object, which is a special kind of folder to store all items related to a single CPM Conversation. The conversation history objects SHALL be represented towards the end-user as separate threads in a folder and NOT as folders.

5. A stand-alone media object, which is stand-alone media wrapped as a MIME formatted object with no requirement to be [RFC2822] conforming, but it may include an indication to its content type.
NOTE 1: 
In this release of the CPM Enabler only complete conversation history objects can be moved between folder objects. The individual components of conversation histories such as threaded message objects, file transfer objects or session history objects cannot be moved separately.
NOTE 2:
Message objects, file transfer objects and session history objects can only be so-called “leaf-objects”, meaning that they SHALL NOT contain other message objects, file transfer objects, session history objects, conversation history objects or folder objects as their sub-objects within the storage hierarchy.

Metadata is associated with the message objects, the file transfer objects, the session history objects and the folder objects. This metadata is used to store data that is associated with the content / folder, but is not part of the real contents of the content / folder. The following are examples of the metadata that is supported:

· Flags associated with the message object, file transfer object or session object (e.g. read-flag, answered-flag, forwarded-flag)

· Access control lists to determine who has access to a folder and who can modify the folder.

NOTE 3:
Access control lists SHALL be only associated with folder objects, not with individual conversation history objects, message objects, file transfer objects or session history objects.

Change 6:  Section 5.5.2.7 Preview Fetch Operation – to fetch the Thumbnail preview
5.4.5 Operations
5.4.5.1 Preview Fetch Operation

The preview fetch operation allows a requestor, such as the Message Storage Client, to retrieve preview of a CPM File Transfer History, a CPM Standalone Message or a CPM Session History from the active folder on the Message Storage Server.

A requestor SHALL include in the preview fetch request:

· The identifier of the CPM File Transfer / CPM Standalone Message / CPM Session History for which preview is being fetched.

· The identification of the parts of the CPM Standalone Message / CPM Session History for which a preview is being requested.
· Note: if the request is for a CPM File Transfer History preview, requesting this part is not needed since the part being fetched is actually the File Transfer Thumbnail.
· The format and dimensions the preview should adhere to.

Upon receiving a preview fetch request, the Message Store Server SHALL generate the preview of the identified CPM File Transfer / CPM Standalone Message / CPM Session History according to the supplied format and dimensions. If successful, the Message Storage Server SHALL respond with an OK response carrying the preview of the attachment, otherwise it SHALL respond with an appropriate error.

A “Preview Fetch” operation MAY involve a server-side content adaptation in response to the client request for the stored object in a compacted or digested form rather than in its original full size and shape.
End of Changes
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