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1 Reason for Change
This CR together with CR OMA-COM-CPM-2012-0047-CR_SD_chat_groupChat  is documenting the RCS 5.1 features scoped in CPM 2.0 for chat & group chat store and forward, closed group chat and long-lived chat.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM SD 2.0.
6 Detailed Change Proposal
Change 1:  Group Chat
5.2.3.2. CPM Group Sessions
5.2.3.2.1 CPM Group Session Initiation

A CPM Session Invitation is routed through the network serving the inviting CPM User, through the network hosting the CPM Group, and the network serving the invited CPM User. The following sections describe the handling of the CPM Session Invitation in each of those networks.
5.2.3.2.1.1. Network Serving the Inviting CPM User

When initiating a CPM Group Session for a CPM Ad-hoc Group, the CPM Client SHALL include the addresses of the target CPM Users and the target non-CPM Principals in a CPM Session Invitation. The CPM Client SHALL use the address of the CPM Controlling Function provisioned to the CPM Client as the target address of the CPM Session Invitation.

When initiating a CPM Group Session for a CPM Pre-defined Group, the CPM Client SHALL include the address of the target CPM Pre-defined Group in a CPM Session Invitation. The CPM Client SHALL use the address of the CPM Pre-defined Group as the target address of the CPM Session Invitation.

NOTE 1:
The address of a CPM Pre-defined Group comprises the address of a CPM Controlling Function. When a CPM Client sends a CPM Group Session invitation to a CPM Pre-defined Group, the Controlling Function hosting this CPM Pre-defined Group may be different from the CPM Controlling Function provisioned to the CPM Client.

In order to establish a CPM Group Session, the inviting CPM Client SHALL send a CPM Session Invitation to the SIP/IP core serving the inviting CPM Client. The CPM Client SHALL indicate a corresponding CPM Feature Tag in the CPM Session Invitation. 

NOTE 2:
The CPM Feature Tag is used by the SIP/IP core to route the CPM Session Invitation to the CPM Participating Function.

The SIP/IP core serving the inviting CPM Client routes the CPM Session Invitation to the CPM Participating Function serving the inviting CPM Client based on the included CPM Feature Tag. 

Upon receiving a CPM Session Invitation, the CPM Participating Function SHALL:

· determine whether or not to continue the CPM Session establishment; and,

· route the CPM Session Invitation to the CPM Controlling Function hosting the CPM Session via the SIP/IP core.

The CPM Participating Function SHALL indicate the CPM Feature Tag in the CPM Session Invitation. 
The CPM Participating Function SHALL decide whether or not it remains in the media path for the CPM Chat Messages exchanged during the CPM Group Session (e.g. if the CPM session needs to be recorded), subject to user preferences and according to service provider policies.

5.2.3.2.1.2. Network Hosting the CPM Group Session
The SIP/IP core of the network hosting the CPM Group Session routes the CPM Session Invitation to the CPM Controlling Function hosting the CPM Group Session based on the included CPM Feature Tag. 

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Pre-defined Group, the CPM Controlling Function SHALL fetch the CPM Pre-defined Group members as well as the policies from the Group XDMS and SHALL determine whether to allow the request or not based on the policies stored as part of the CPM Pre-defined Group definition such as whether the service requested is allowed for the group, whether the requesting CPM User is allowed to initiate the service, etc.

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Ad-hoc Group, the CPM Controlling Function SHALL determine whether to allow the request or not based on the service provider policies related to CPM Group Sessions such as the type of CPM Ad-hoc Group Session (e.g. Closed), media types offered, etc. 
If determined to continue the CPM Group Session establishment, the CPM Controlling Function SHALL send a CPM Session Invitation to the invited CPM Users via the SIP/IP core from which the CPM Session Invitation was received. In case of a CPM Ad-hoc Group, the invited CPM Users are determined from the received CPM Session Invitation, in case of a CPM Pre-defined Group which is a Pre-arranged Group, the invited CPM Users are the members of the CPM Pre-defined Group indicated in the received CPM Session Invitation.
NOTE: No CPM Session Invitations are sent for a CPM Pre-defined Group which is a Join-in Group. The CPM Controlling Function SHALL indicate the CPM Feature Tag in the CPM Session Invitations it sends. 

The CPM Controlling Function SHALL include into the CPM Session Invitations it sends:

· the address of the inviting CPM User or the inviting non-CPM Principal; and,
· the address of the invited CPM User or the invited non-CPM Principal; and,
· the addresses of the target CPM Users and the target non-CPM Principals if the CPM Session Invitation is for a CPM Ad-hoc Group; and,

· the CPM Pre-defined Group address if the CPM Session Invitation is for a CPM Pre-defined Group; and,
· the CPM Group Session Identity, and
· The CPM Conversation Identity, the CPM Contribution Identity and the CPM Contribution Identity being replied to received in the CPM Session Invitation.
If the received CPM Session Invitation included a CPM Conversation Identity and a CPM Contribution Identity, then the CPM Controlling Function SHALL store the CPM Conversation Identity and the CPM Contribution Identity for the duration of the CPM Group Session. If the received Session Invitation also included an indication of a CPM Contribution Identity being replied to, then the CPM Controlling Function SHALL store this CPM Contribution Identity being replied to as well for the duration of the CPM Group Session. The CPM Controlling Function SHALL include those values in the response to the CPM Session Invitation.

The CPM Controlling Function SHALL include the CPM Group Session Identity into the CPM Session Invitation response.
If interworking is to occur as described in section 5.3.1.1, the CPM Controlling Function SHALL send the CPM Session Invitation to the Interworking Selection Function.

5.2.3.2.1.3. Network Serving the Invited CPM User
Apply the same mechanism described for routing a CPM Session Invitation for a CPM 1-1 Session in section 5.2.3.1.1.2. 
5.2.3.2.1.4. CPM Long-lived Group Sessions
A CPM Long-lived Group Session SHALL be re-started by the CPM Client with the same CPM Group Session Identity and the same Conversation-ID as the original CPM Group Session. 
A CPM Long-lived Group Session is re-started with a re-join request. If the request for a CPM Group Session initiation is a re-join of an inactive CPM Session, the CPM Controlling Function SHALL check if there is a match with a previously used CPM Group Session Identity, or Conversation-ID, in order to determine if this is a re-start of a CPM Long-lived Group Session. If a match is found, the CPM Controlling Function SHALL retrieve the Participants Information and validate that the CPM User is among the Participants. 
In case of a mismatch, of either CPM Group Session Identity, or of the subsequent check on the CPM User against the Participants Information, the CPM Controlling Function SHALL reject the request. 

The CPM Controlling Function SHALL re-start the CPM Group Session using the same CPM Group Session type (e.g. CPM Closed Group Session) as the previous CPM Group Session of this CPM Group Session Identity. 
If the originator of the CPM Long-lived Group Session explicitly leaves the Session, the CPM Session will be terminated and cannot be revived at a later time as a CPM Long-lived Group Session.
The criteria for CPM Long-lived Group Session termination is subject to service provider policies (e.g. originator leaving the CPM Session, or other criteria). Once it was terminated, the CPM Group Session Identity is no longer kept and the CPM Group Session cannot be re-vived at a later time as a CPM Long-lived Group Session by the CPM Controlling Function.
When a CPM Client that has re-started a CPM Long-lived Group Session receives the 404 NOT FOUND error, the CPM Client SHALL initiate a new CPM Group Session using the same Conversation-ID value as the original one of the CPM Long-lived Group Session.
Note: The value of the Contribution-ID associated with the re-started CPM Group Session can be the existing Contribution-ID of the CPM Session being re-started, or a new value.
5.2.3.2.2. CPM Client (Re-)Joining an Existing CPM Group Session

A CPM Session Invitation is routed through the network serving a (re-)joining CPM User to the network hosting the CPM Session. The following sections describe the processing in each of those networks.

5.2.3.2.2.1. Network Serving the (Re-)Joining CPM User

[...]
5.2.3.2.2.2. Network Hosting the CPM Group Session

The SIP/IP core of the network hosting the CPM Group Session routes the CPM Session Invitation to the CPM Controlling Function hosting the CPM Group Session based on the included CPM Group Session Identity. 

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Group Session Identity, the CPM Controlling Function SHALL determine whether the requesting CPM User is allowed to be a Participant in the CPM Group Session based on the policies associated with the CPM Group Session. 
In an active Closed CPM Group Session, the CPM Controlling Function SHALL reject re-join requests from CPM Clients (i.e. the cases in which the CPM Client explicitly left the CPM Session). 
If CPM Long-lived Group Session is allowed by service provider policies, and if the CPM Group Session Identity is still valid (i.e. not expired by service provider policies):
- when the CPM User requests to re-join an inactive CPM Group Session, then the CPM Controlling Function SHALL check that the CPM User is among the Participants list available in the latest Participants Information of that CPM Group Session. If a match is found, then the CPM Long-lived Group Session is re-started, otherwise is rejected.
If the CPM User is allowed to be a Participant in the CPM Group Session the CPM Controlling Function SHALL accept the CPM Session Invitation and add the requesting CPM User to the CPM Group Session; otherwise the CPM Controlling Function SHALL respond with an appropriate error.

The CPM Controlling Function SHALL include the stored CPM Conversation Identity and the CPM Contribution Identity in the CPM Session Invitation response as described in section 5.2.3.2.1.2. If a CPM Contribution Identity being replied to is also stored, then the CPM Controlling Function SHALL include the CPM Contribution Identity being replied to in the CPM Session Invitation response.
The CPM Controlling Function SHALL add the CPM User that has successfully re-joined the CPM Group Session to the Participants Information of that CPM Group Session. 
5.2.3.2.3. CPM Client Leaving a CPM Group Session

In order to leave a CPM Group Session in which a CPM Client participates, the CPM Client SHALL send a CPM Session leaving request to the SIP/IP core serving the CPM Client.  

The SIP/IP core routes the CPM Session leaving request according to the Signalling Path used at CPM Session establishment.

The CPM Participating Function of the leaving CPM User SHALL route the CPM Session leaving request according to the Signalling Path used at CPM Session establishment.

When receiving a CPM Session leaving request the CPM Controlling Function SHALL:

· stop sending Media belonging to the CPM Group Session to the CPM Client and discard any Media belonging to the CPM Group Session received from the CPM Client; and,
· if the CPM Group policies indicate that the CPM Session should be released when this CPM Client leaves the CPM Session, then stop handling of the Media belonging to the CPM Group Session of the other CPM Clients participating in the CPM Group Session and release the other CPM Clients participating in the CPM Group Session as specified in the subsection 5.2.3.2.6; and release the resources associated with the CPM Group Session.
· remove the CPM User from the Participants Information of the CPM Group Session. 
5.2.3.2.4. CPM Client Inviting CPM Users to an Existing CPM Group Session

In order to add CPM Users to an existing CPM Group Session in which the CPM Client participates, the CPM Client SHALL send a CPM Session adding request to the SIP/IP core serving the CPM Client.  The CPM Client SHALL indicate the newly invited CPM User(s) in the CPM Session adding request.

The SIP/IP core routes the CPM Session adding request towards the CPM Participating Function of the adding CPM User based on the included CPM Feature Tag.

The CPM Participating Function of the adding CPM User SHALL route the CPM Session adding request towards the CPM Controlling Function hosting the CPM Group Session based on the CPM Group Session Identity.

When receiving a CPM Session adding request the CPM Controlling Function SHALL authorize the request according to the type of CPM Group Session and to the CPM Group policies (e.g. policies may specify whether the requesting CPM User is authorized to add new Participants and whether the invited users are allowed to be part of the CPM Group Session based on criteria such as age, or they cannot be added twice) and service provider policies (e.g. service provider policies may impose rules such as the maximum number of Participants for a CPM Group Session) and if authorized, the CPM Controlling Function SHALL invite each CPM User listed in the CPM Session adding request as specified in the subsection 0.
When a CPM Client wants to add new Participants to a Closed CPM Group Session, the CPM Controlling Function SHALL reject the request.
The CPM Controlling Function SHALL send a response to the inviting CPM User with either the successful or unsuccessful result of the request.

5.2.3.2.5. CPM Client Removing Participants from a CPM Group Session

[…]
5.2.3.2.6. CPM Client Being Released from a CPM Group Session

The CPM Controlling Function can release a Participant from a CPM Group Session, e.g. when originator of the CPM Session leaves, when an Authorized Principal removes the Participant from the CPM Session, or for other reasons.
The CPM Controlling Function SHALL end the CPM Group Session if the release of the Participant leaves the number of remaining Participants in the CPM Group Session as many as, or less than, the specified Participants left as indicated by “number-of-remaining-participants” operator configurable variable (as defined in sect. 9.2.9 of [CPM_TS_Conv]).
In order to release a participating CPM Client from a CPM Group Session, the CPM Controlling Function SHALL:

· stop sending Media belonging to this CPM Group Session to the CPM Client and discard any Media belonging to the CPM Group Session received from the CPM Client; and,

· send a CPM Session releasing request towards the CPM Client according to the Signalling Path used at CPM Session establishment.  
The SIP/IP core routes the CPM Session releasing request according to the Signalling Path used at CPM Session establishment.

The CPM Participating Function of the released CPM User SHALL route the CPM Session releasing request according to the Signalling Path used at the CPM Session establishment.
5.2.3.2.7. CPM Session Modification

[…]
5.2.3.2.7.1. CPM Session Modification Initiated by a CPM Client

[…]
5.2.3.2.7.2. CPM Session Modification Initiated by the CPM Controlling Function
[…]

5.2.3.3.  Extending a CPM 1-1 Session to a CPM Group Session

[…]
Change 2:  Add new sub-sections for each of Closed Group Chat and Long-lived under section 5.2.3.4.
5.2.3.4.  CPM Ad-hoc and Pre-defined Groups

A CPM Ad-hoc Group is a list of addresses created by the CPM User dynamically. 

NOTE: CPM Ad-hoc Groups are not stored in the network.

The CPM User can populate the addresses in a CPM Ad-hoc Group in different ways (e.g. enter them manually or select them from his address book). For CPM Standalone Messages and CPM Session Invitations, the list of addresses constituting the CPM Ad-hoc Group is inserted in the body of the CPM Standalone Message or the CPM Session Invitation. 

When the CPM Controlling Function receives in a CPM Standalone Message or a CPM Session Invitation a list of addresses, the CPM Controlling Function uses the list to send the CPM Standalone Message or the CPM Session Invitation to each member of the list.

A CPM Pre-defined Group is either a Pre-arranged Group or a Join-in Group. The owner of a CPM Pre-defined Group can add/delete members to/from the CPM Pre-defined Group. Policies are attached to the CPM Pre-defined Group to regulate the allowed services and other membership rules for the CPM Pre-defined Group. CPM Pre-defined Groups are stored as defined in the Shared Group XDM specification [OMA-XDM_Group-TS].
5.2.3.4.1. Closed CPM Group Sessions
A CPM Ad-hoc Group Session is a CPM Closed Group Session in at least one of the following cases:

- the CPM Client populates the SDP attribute a=chatroom defined in [IETF-DRAFT-Chat]  to indicate the CPM Closed Group Session in the SIP INVITE. 
When the CPM Controlling Function determines that a CPM Ad-hoc Group Session is a CPM Closed Group Session, it prevents new participants to be added to the on-going CPM Session. 

Current participants can choose to explicitly leave the session (i.e. SIP BYE), in which case they cannot re-join it at a later time, or when the Closed CPM Group Session is re-started.
5.2.3.4.2. Long-lived CPM Group Sessions
The CPM Group Sessions are handled as CPM Long-lived Group Sessions, according to service provider policies. 

When CPM Long-lived Group Sessions are re-started by any of the Participants allowed to do so by the policies of the service provider hosting the CPM Long-lived Group Session, the revived CPM Group Session preserves the same features (e.g. a Closed Session remains Closed whenever it is re-started).
The CPM Controlling Function keeps metadata of the CPM Long-lived Group Sessions, such as: CPM conversation identity, CPM Session Identity, list of participants to the CPM Group Session at the time of CPM Session inactivity timeout, or the indication of the type of CPM Group Session (e.g. Closed, Ad-hoc, Pre-defined). This metadata is kept in the CPM Group Session Object. 
5.2.3.5. Participant Information

The CPM Client MAY support requesting Participant Information.

The CPM Participating Function SHALL support forwarding a Participant Information subscription request from the CPM Client to the CPM Controlling Function and Participant Information notifications from the CPM Controlling Function to the CPM Client.

The CPM Controlling Function SHALL support handling of requests for Participant Information. 

In order to receive Participant Information a CPM Client SHALL send a Participant Information subscription request with a CPM Group Session Identity and a corresponding CPM Feature Tag to the SIP/IP core serving the CPM Client. 

The SIP/IP core serving the CPM Client routes the Participant Information subscription request to the CPM Participating Function serving the CPM Client. 

NOTE 1:
The CPM Feature Tag is used by the SIP/IP core to route the Participant Information subscription request to the CPM Participating Function. 

When receiving a Participant Information subscription request, the CPM Participating Function serving the CPM Client SHALL forward the Participant Information subscription request to the SIP/IP core of the network hosting the CPM Group Session identified by the CPM Group Session Identity via the SIP/IP core from which the Participant Information subscription request was received

NOTE 2:
The CPM Group Session Identity is used by the SIP/IP core serving the CPM Client to route the Participant Information subscription request to the SIP/IP core of the network hosting the CPM Group Session.

The SIP/IP core of the network hosting the CPM Group Session routes the Participant Information subscription request to the hosting CPM Controlling Function. 

NOTE 3:
The CPM Feature Tag is used by the SIP/IP core of the network hosting the CPM Group Session to route the Participant Information subscription request to the hosting CPM Controlling Function
When receiving a Participant Information subscription request, the hosting CPM Controlling Function SHALL check that it hosts the targeted CPM Group Session and SHALL check the Participant Information subscription request against the CPM Group policies and service provider policies. If successfully authorized, the CPM Controlling Function SHALL 

· respond with the Participant Information subscription successful response; and, 

· send the initial Participant Information notification to the CPM Client using the reverse path of the Participant Information subscription request; and,

· continue sending the Participant Information notifications to the CPM Client using the reverse path of the Participant Information subscription request whenever the Participant Information changes until the Participant Information subscription becomes invalid.

Otherwise, if the Participant Information subscription request is not authorized, the CPM Controlling Function SHALL send back an error response.
CPM Client that is reconnected by the serving CPM Participating Function to an active CPM Group Session after temporarily being unavailable (e.g. connection loss) SHALL re-fresh the subscription request to obtain the latest Participant Information. 
If the CPM Client becomes available only after the CPM Group Session termination, the Participating Function initiates deferred delivery of the missed CPM Chat Messages and the Participants Information to the CPM Client, before allowing the CPM User to re-start a CPM Long-lived Group Session. This will provide the CPM Client with the latest Participant Information that can be used in the request to revive the CPM Long-lived Group Session. 
5.2.3.6. Anonymous Participation

When an inviting CPM User wants to initiate a CPM Session anonymously, the CPM Client SHALL:

· include an anonymous CPM User identity; and,

· change the display name of the sender to an anonymous name; and,

· include an anonymity indication; and,

· include a temporary GRUU

in the CPM Session Invitation. In a CPM Session, the CPM Client using an anonymous CPM User identity SHALL NOT include any disposition notifications requests in the CPM Chat Messages sent. 
The SIP/IP core removes the true identity of an inviting CPM User before forwarding the CPM Session Invitation to the invited CPM Client or to a not trusted SIP/IP core.

Upon receiving a CPM Session Invitation with an anonymity indication, the originating CPM Participating Function SHALL reject the CPM Session Invitation if service provider policies indicate that anonymity is not allowed. 

Upon receiving a CPM Session Invitation without the true identity of the originating CPM User, the CPM Controlling Function SHALL reject the CPM Session Invitation if service provider policies indicate that participation in a CPM Group Session without a known true identity is not allowed.

Upon receiving a CPM Session Invitation with an anonymity indication, the CPM Controlling Function SHALL reject the CPM Session Invitation if service provider policies or the CPM Pre-defined Group policies indicate that anonymity is not allowed. 

Upon receiving a CPM Session Invitation without the true identity of the originating CPM User, the terminating CPM Participating Function SHALL reject the CPM Session Invitation if service provider policies indicate that CPM Sessions without knowing the true identity of the originator are not allowed.

Upon receiving a CPM Session Invitation with an anonymity indication, the terminating CPM Participating Function SHALL reject the CPM Session Invitation if service provider policies indicate that anonymity is not allowed. 

When an invited CPM User wants to accept a CPM Session Invitation anonymously, the CPM Client SHALL change the display name of the invited CPM User to an anonymous name and SHALL include an anonymity indication in the CPM Session Invitation successful response. 

Upon receiving a CPM Session Invitation successful response with an anonymity indication, the terminating and originating CPM Participating Functions SHALL reject the CPM Session Invitation if service provider policies indicate that anonymity is not allowed and SHALL release the CPM User from the CPM Session. 
Upon receiving a CPM Session Invitation successful response with an anonymity indication, the CPM Controlling Function SHALL release the CPM User from the CPM Session if service provider policies or the Pre-defined CPM Group policies, indicate that anonymity is not allowed. 

The CPM Controlling Function SHALL include in the Participant Information the CPM User identities as anonymous only for CPM Users which requested anonymity in the CPM Session establishment.

If anonymity is allowed, the CPM Controlling Function SHALL either allow the anonymous display name of the requesting CPM User to be sent to other Participants in the CPM Session, or MAY assign a Pseudonym to the requesting CPM User.
5.2.3.7. Pseudonym Negotiation

[…]
5.2.3.8. Media Streams Usage in CPM Sessions
[…]
5.2.3.8.1. CPM Session Media Plane Handling

[…]
Change 3:  Add new section 5.2.3.10 for deferring of Chat Messages
5.2.3.10.  Deferring CPM Chat Messages 
If the CPM User has the CPM Message deferral enabled, the CPM Participating Function triggers the deferring of the received CPM Chat Messages and their respective disposition notifications, in the following cases: 
· when a CPM User previously engaged in the CPM Session loses connection, or

· when a CPM User has missed a CPM Group Session invitation. 
If such cases, the deferral is done according to the procedures described in sect. 5.2.5 “Handling of Deferred CPM Messages”.
Note: if the CPM Participating Function must secure deferral of the CPM Chat Messages, the CPM Controlling Function will assume that the Participant is available, as the CPM Participating Function remains in the CPM Group Session on behalf of the CPM User.
Change 4:  Add specific user preferences
5.4 CPM User Preferences

The CPM Enabler SHALL allow Users to set preferences that the CPM Enabler takes into account when determining how to handle communications for the CPM User.

A subset of the CPM User Preferences is applicable to all CPM User’s devices, e.g., message and session handling preferences. Another subset of the CPM User preferences specific to devices is grouped in a collection known as a User Preferences Profile, e.g., message delivery preferences. The User Preference Profile can be created using any of the CPM User’s devices. One particular User Preference Profile is designated as the active profile at any given time for a specific device. Each User Preference Profile has a unique identifier and a human readable display name.
The CPM User preferences stored in [OMA-XDM-Policy], User Preferences Profiles stored in [OMA-XDM-Policy] and active User Preference Profile indication stored in [OMA-XDM-UPP] can be accessed and managed using common procedures as specified in [OMA-XDM_Core-TS]. 

The CPM Participating Function and Interworking Selection Function SHALL enforce user preferences according to their functionalities. 

The CPM Participating Function and Interworking Selection Function SHALL retrieve the list of defined User Preferences Profile(s) and the active User Preferences Profile indication from [OMA-XDM-UPP].

The CPM Participating Function and Interworking Selection Function SHALL retrieve the user preferences from [OMA-XDM-Policy].

The CPM Participating Function SHALL take the following User Preferences into consideration for determining how to handle communications for the CPM User:
A) General request Handling:

1. Do not disturb flag for incoming CPM Standalone Messages, CPM Standalone Message disposition notifications, CPM File Transfers and CPM Sessions.

B) CPM Session, CPM File Transfer and CPM Standalone Message Handling:

1. Reject CPM communication based on:

· Blacklist (i.e. list of senders whose messages, chat or file transfer requests would be rejected)
2. Handling of CPM Messages:

· Defer, Deliver to Message Storage Server, Forward, Deliver using Non-CPM Communication service

· Deliver the whole message, Deliver by providing a link to stored media instead of the media itself
C) Handling of expired Deferred CPM Messages

· Discard, deliver to Message Storage Server

D) Session handling

1. Automatically accept/reject specific types of media during a session

2. Handling of session invitation when CPM user not available:

· Reject session, Deliver session invitation using interworking, auto-accept CPM Session invitations on behalf of the CPM User.
E) Recording handling

1. Automatically record/not record: 
· CPM Standalone Messages, CPM Sessions, CPM Conversations, media

F) Multi-Device handling

1. Deliver message to all or subset of user’s devices

2. Deliver session invitations to all or a subset of user’s devices

3. Deliver based on active User Preference Profile, message size, content type
The Interworking Selection Function SHALL retrieve the CPM User Preferences from the XDMS and SHALL take the following User Preferences into consideration as follows:

A) Interworking selection

1. Non-CPM Communication Services to be interworked and their priorities

Change 5:  Add Chat Messages and Group State Object
5.5. CPM Message Storage
5.5.1 Storage Model
The CPM Message Storage SHALL allow for the storage of CPM Standalone Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and any potential Media objects either stand-alone or attached to CPM Standalone Messages and CPM Session Histories. A new object called a Group State Object is stored as part of the CPM Session Histories that contains the last information related to the CPM Group Session. 
The storage model of the CPM Message Storage closely resembles the storage models that are exposed by mailboxes, and can contain folders, conversation histories, messages, file transfer histories and session histories.

Figure 2 shows a schematic overview of the storage model exposed by the CPM Message Storage.
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Figure 1: Storage Model of the CPM Message Storage 

Within this storage model, new CPM Standalone Messages, new CPM File Transfers, new CPM Session Histories and new CPM Conversation Histories SHALL be stored in the “default” system folder. After these CPM Standalone Messages, CPM Session Histories, CPM File Transfer Histories and CPM Conversation Histories have been stored there, they can be moved to other, user-created, folders by the CPM User. In other words, a folder is a container for grouping stored objects. Furthermore, each folder MAY be nested in order to provide additional layers of grouping. A folder MAY contain any number of conversation histories, each of which stored in a separate nested folder.

Within the CPM Message Storage five types of stored objects can be distinguished:

1. A message object, which is a container for a CPM Standalone Message (including any Media objects attached to the CPM Standalone Message).

2. A file transfer object, which is a container for a CPM File Transfer History (including the file transferred in the CPM File Transfer).

3. A session history object, which is a container for a CPM Session History. The session history object SHALL include all information to be stored for a CPM Session as described in section 5.2.1.2 in a single object.

4. A conversation history object, which is a special kind of folder to store all items related to a single CPM Conversation. The conversation history objects SHALL be represented towards the end-user as separate threads in a folder and NOT as folders.

5. A stand-alone media object, which is stand-alone media wrapped as a MIME formatted object with no requirement to be [RFC2822] conforming, but it may include an indication to its content type.
NOTE 1: 
In this release of the CPM Enabler only complete conversation history objects can be moved between folder objects. The individual components of conversation histories such as threaded message objects, file transfer objects or session history objects cannot be moved separately.

NOTE 2:
Message objects, file transfer objects and session history objects can only be so-called “leaf-objects”, meaning that they SHALL NOT contain other message objects, file transfer objects, session history objects, conversation history objects or folder objects as their sub-objects within the storage hierarchy.

Metadata is associated with the message objects, the file transfer objects, the session history objects and the folder objects. This metadata is used to store data that is associated with the content / folder, but is not part of the real contents of the content / folder. The following are examples of the metadata that is supported:

· Flags associated with the message object, file transfer object or session object (e.g. read-flag, answered-flag, forwarded-flag)

· Access control lists to determine who has access to a folder and who can modify the folder.

NOTE 3:
Access control lists SHALL be only associated with folder objects, not with individual conversation history objects, message objects, file transfer objects or session history objects.

Change 6:  Add IETF-DRAFT reference under section 2.1 Normative References
	[IETF-DRAFT-Chat]
	Multi-party Chat Using the Message Session Relay Protocol, Version 14, March 2, 2012,

http://tools.ietf.org/html/draft-ietf-simple-chat-14


END OF CHANGES
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