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1 Reason for Change
This CR introduces the Closed Group Chat in the Conversation TS.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal
Change 1:  Add in Client sections
7.3.1.2.  Initiating a CPM Group Session for a CPM Ad-hoc Group

The CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:

1. SHALL set the Request-URI of the SIP INVITE request to the CPM Controlling Function URI provisioned in the device;

2. SHALL include an Accept-Contact header with the CPM feature-tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to the rules and procedures of [RFC3841];

3. SHALL include a Contact header with the CPM feature-tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to the rules and procedures of [RFC3841];
4. SHALL include a MIME resource-list body with the invited CPM Users as specified in [RFC5366];

5. SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in a CPM Group Session for a CPM Ad-hoc Group, as provisioned to the device. If exceeded, the CPM Client SHALL notify the CPM User.
· Otherwise, continue with the rest of the steps;

6. If anonymity is requested by the CPM User, SHALL include value "id" in the Privacy header according to the rules and procedures of [RFC3325];
7. If the CPM Session starts a new CPM Conversation, the CPM Client SHALL include a Conversation-ID header set to a newly generated value as specified in Appendix C “CPM-defined SIP Headers”; Otherwise include the Conversation-ID of the existing CPM Conversation;

8. The CPM Client SHALL include a Contribution-ID header with a newly generated Contribution-ID value as specified in Appendix C “CPM-defined SIP Headers”; 

9. If the CPM Session is in reply to a previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header with the value of Contribution-ID in the previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation;

10. SHALL include a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”; 
11. If the CPM User requested the CPM Group Session to be a Closed CPM Group Session, then the CPM Client SHALL populate the SDP attribute a=chatroom defined in [IETF-DRAFT-Chat] to indicate the CPM Closed Group Session in the SIP INVITE; 

12. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receiving a SIP 200 "OK" response to the SIP INVITE request, the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications: 

1. The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261];

2. The CPM Client SHALL store the contents of the Contact header as the CPM Group Session Identity, as described in [RFC4579];

3. The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”.

CHANGE 2:  Client - Adding participants
7.3.5.Invite other Principals to existing CPM Group Session

To add one or more Principals to an ongoing CPM Group Session, the CPM Client SHALL generate a SIP REFER request according to the rules and procedures of [RFC3515]. In this SIP REFER request, the CPM Client:
1. SHALL set the Request-URI of the SIP REFER request to the CPM Group Session Identity of an ongoing CPM Session;

2. SHALL ensure this SIP REFER request is sent within the scope of the dialog created with the SIP INVITE request for the ongoing CPM Group Session as per [RFC3515];
3. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to the rules and procedures of [RFC3841];
4. SHALL include a Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, according to the rules and procedures of [RFC3841];
5. SHALL include a User-Agent header to indicate the CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
6. If anonymity is requested, SHALL include value “id” in a Privacy header according to the rules and procedures of [RFC3325];
NOTE:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [OMA-XDM-Group] the CPM Session will not be allowed by the CPM Controlling Function hosting the CPM Group. 

7. If only one Principalis invited SHALL set the Refer-To header of the SIP REFER request to the address of the Principal to be added according to the rules and procedures of [RFC3515];

8. If more then one Principal is invited:

a. SHALL include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to the rules and procedures of [RFC5368];

b. SHALL include a MIME resource-lists body with the list addresses of of the Principalsto be added according to the rules and procedures of [RFC5368];

c. SHALL include the “multiple-refer” option tag in the Require header field of the SIP REFER request according to the rules and procedures of [RFC4488] and [RFC5368].
9. SHALL set the “method” parameter of the Refer-To header to “INVITE” according to the rules and procedures of [RFC3515];

10. SHALL set the Refer-Sub header to “false” according to the rules and procedures of [RFC4488] and [RFC5368];

11. SHALL include the “norefersub” option tag in the Require header field of the SIP REFER request according to the rules and procedures of [RFC4488];
12. If the CPM Client knows the number of Participants in the CPM Group Session via a subscription toParticipant Information, it SHALL check that the number added Principals  plus the number ofthe Principalsalready participating to the CPM Group Session does not exceed the maximum number of Participants allowed in an CPM Group Session for a CPM Ad-hoc Group, as provisioned to the device. If exceeded, the CPM Client SHALL notify the CPM User.
· Otherwise, continue with the rest of the steps;

13. SHALL include the Conversation-ID, Contribution-ID and  InReplyTo-Contribution-ID headers set to the values of the ongoing CPM Session;

14. SHALL send the SIP REFER request according to the rules and procedures of the SIP/IP core.
The response to the SIP REFER request SHALL be handled according to the rules and procedures of [RFC3515] and the rules and procedures of the SIP/IP core.

If the CPM Client initiated a Closed CPM Group Session, then it SHALL not allow the addition of any new participants to the Closed CPM Group Session by the CPM User.
CHANGE 3:  Controlling Function - Adding participants

9.2CPM Group Session Handling

9.2.1.CPM Group Session Initiation
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header, the CPM Controlling Function:
1. SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function SHALL returna SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorized” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps; 

2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the CPM Controlling Function SHALL reject the request with a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “105 isfocus already assigned” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
3. SHALL check if the SDP parameters in the SDP offer are allowed and supported by the CPM Controlling Function according to service provider policy. If the received SDP parameters are not allowed, the CPM Controlling Function SHALL return a SIP 488 “Not Acceptable here” with a description of the supported SDP parameters by the CPM Controlling Function.
i. SHALL check if the SDP attribute a=chatroom defined in [IETF-DRAFT-Chat] to indicate that a CPM Closed Group Session is present. If set, or if the service provider policies mandate that the CPM Group Session is Closed, the Controlling Function SHALL handle it as a Closed CPM Group Session.  
ii. Otherwise continue with the rest of the steps;
4. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:
a. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed by service provider policy. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;
b. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in a CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function SHALL return a SIP 486 “Busy Here”  response and SHALL include a Warning header with the warning text set to “102 Too many participants” in the response according to the rules and procedures of [RFC3261].

·  Otherwise, continue with the rest of the steps; 

c. SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to“129 No destinations” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;

d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5366]. This list is used as the set of CPM Group members that have to be invited to the CPM Group Session;

5. Otherwise, the CPM Controlling Function:

a. SHALL check that the CPM Pre-defined Group address in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response" according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;

b. SHALL check if the SIP INVITE request received for a CPM Pre-defined Group has anonymity requested and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;
c. SHALL determine if the authenticated originator’s CPM Address is allowed the action <allow-initiate-conference> as specified in [OMA-XDM-Group]. If the policy does not allow session initiation, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261];

· Otherwise, continue with the rest of the steps.

d. SHALL validate that the media parameters are acceptable for the CPM Pre-defined Group. If not acceptable, then the CPM Controlling Function SHALL reject the request with a SIP 488 "Not Acceptable Here" response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;

e. SHALL check if a CPM Group Session is active for the CPM Pre-defined Group. If there is already an active CPM Group Session, then the CPM Controlling Function SHALL process the request as described in section 9.2.3 “Participant Joining a CPM Group Session”.

· Otherwise, continue with the rest of the steps;

f. SHALL determine if the members of the CPM Pre-defined Group have to be invited to the CPM Group Session by checking if the value of the <invite-members> element is ‘true’. If the value is set to ‘true’, then use the members of the CPM Pre-defined Group as the set of CPM Group members that have to be invited to the CPM Group Session.

6. SHALL use the display name described in section 6.3 “Display Name”;

7. SHALL establish a CPM Group Session and allocate a CPM Group Session Identity as described in [RFC4353] and [RFC4579];

8. SHALL invite each of the users listed as the CPM Group members that have to be invited to the CPM Group Session as specified in section 9.2.10 “Create Session with a Participant”. If a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”) is included in one of the entries in the MIME resource-lists body (when the CPM Group Session is set up for a CPM Ad-hoc Group), the CPM Controlling Function SHALL ensure that the header is added into the SIP INVITE request sent to that entry.
In the case that the CPM Group did not have an active CPM Group Session yet, the CPM Controlling Function SHALL handle the responses from the invited group members as follows:
· Upon receiving a SIP final response other than 2xx from an invited CPM Group member, the CPM Controlling Function SHALL remove the inviting CPM Group member from the CPM Group Session as specified in section 9.2.11 "Participant Removing Request".
· When all invited group members have responded with a SIP final response other than 2xx, the CPM Controlling Function SHALL send an error response along the incoming signalling path.
· Upon receiving the first SIP 200 “OK” response for the SIP INVITE request from one of the invited group members, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications:
a. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to the rules and procedures of [RFC4028];
b. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session in the Contact header;

c. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;
d. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” set to the CPM Controlling Function;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer based on the received SDP answer in the SIP 200 “OK” response, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”.

NOTE: 
Service provider policy determines how to handle the sessions when different participants accept different media types
3. SHALL send a SIP 200 “OK” response along the incoming signalling path.
4. SHALL NOT forward any further responses from the remaining group members that had not responded yet.
Upon receiving a SIP ACK request, the CPM Controlling Function:

1. SHALL forward the SIP ACK request towards all Participants that sent a SIP 200 “OK” response.

2. SHALL initiate the Media Plane as in section 9.2.12 “Media Plane Handling”.
9.2.2.Session Cancellation Request

When the CPM Controlling Function receives a SIP CANCEL request to cancel a CPM Group Session and when it has not received a SIP final response from one of the Participants yet, the CPM Controlling Function SHALL cancel all SIP INVITE requests it sent out according to the rules and procedures of [RFC3261]. When the CPM Controlling Function has received at least one SIP final response from any of the invited Participants, it SHALL ignore the SIP CANCEL request.
9.2.3.Participant Joining a CPM Group Session for a CPM Pre-defined Group
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header, that includes a CPM Pre-defined Group address in the Request-URI, which identifies the CPM Pre-defined Group that is owned by the CPM Controlling Function and it has been determined (as per procedure in section 9.2.1 “CPM Group Session Initiation”) that the sender of the SIP INVITE request is joining an already existing CPM Group Session for a CPM Pre-defined Group, the CPM Controlling Function

1. SHALL determine if the authenticated originator’s CPM Address is allowed by the <join-handling> action of the Group’s authorization rules as specified in [OMA-XDM-Group] and if not, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];
· Otherwise, continue with the rest of the steps;
2. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request as follows: 

a. The CPM Controlling Function SHALL include the stored CPM Conversation Identity, CPM Contribution Identity and, if stored, the CPM Contribution being replied to in the headers defined in Appendix C “CPM-defined SIP Headers“  in the SIP 200 “OK” response;
b. The CPM Controlling Function SHALL include a SDP body in the SIP 200 "OK" response as a SDP answer as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”;

c. The CPM Controlling Function SHALL include in the ‘accept types’ SDP media attribute the selected ‘mime types’ supported by the CPM Controlling Function from those contained in the SDP offer in the incoming SIP INVITE request.
· Upon receiving a SIP ACK request, the CPM Controlling Function:
1. SHALL initiate the Media Plane as described in section 9.2.12 “Media Plane Handling” for this Participant;
2. SHALL send a notification to the Participants that have subscribed to the Participant information, that a CPM User has joined in the CPM Group Session, as specified in section 9.2.14.2 “Sending Participant Information Notifications”.
9.2.4.Rejoining CPM Group Session Request

Upon receipt of a SIP INVITE request that includes an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ and a CPM Group Session Identity in the Request-URI, the CPM Controlling Function:

1. SHALL check whether this CPM Group Session Identity exists. If it does not exist, the CPM Controlling Function SHALL return a SIP 404 “Not Found” response and SHALL include a Warning header with the warning text set to “123 Session does not exist” in the response according to the rules and procedures of [RFC3261].
· Otherwise, continue with the rest of the steps;
2. SHALL check CPM Group rules as specified in [OMA-XDM-Group], or the CPM Group Session rules for a Long-lived CPM Group Session, whether the authenticated originator's CPM Address of the joining CPM User is allowed to join. If it is not allowed to join the CPM Controlling Function SHALL return a SIP 403 ”Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. 
· Otherwise, continue with the rest of the steps;
3. SHALL, in the case of a CPM Group Session for a CPM Pre-defined Group, check if the <max-participant-count> as specified in [OMA-XDM-Group] is already reached.  If reached, the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a Warning header with the text set to “102 Too many participants” in the response according to the rules and procedures of [RFC3261].
· Otherwise, continue with the rest of the steps;
4. SHALL use the display name, if a display name is included, according to the priority specified in section 6.3 “Display Name and Anonymity”;

5. SHALL accept the SIP request and generate a SIP 200 "OK" response; 

6. SHALL include the stored CPM Conversation Identity, CPM Contribution Identity and InReplyTo-Contribution-ID  in the SIP 200 “OK” response;
7. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core;

8. SHALL generate and send a SIP NOTIFY request to the CPM Clients, which have subscribed to the Participant Information as specified in section 9.2.14.2 “Sending Participant Information Notifications”.
· Upon receiving a SIP ACK request, the CPM Controlling Function SHALL initiate the Media Plane as specified in section 9.2.12 “Media Plane Handling” for this CPM Client.

9.2.5.Adding Participants Request

Upon receiving a SIP REFER request that includes an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ and the “method” parameter set to  “INVITE” in the Refer-To header, the CPM Controlling Function:

1. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send a SIP 421 “Extension Required” response  including a Require header with the option tag “norefersub”.
2. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the inviting CPM User is allowed to invite other users by checking:
a. For a CPM Session with Pre-defined Group:  the <allow-invite-users-dynamically> action as specified in [OMA-XDM-Group] and if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];

b. For a CPM Session with Ad-hoc group: the type of CPM Group Session, and if it is a Closed CPM Group Session it SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261] .
Otherwise, continue with the rest of steps;

3. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of steps;

4.  SHALL extract the address(es) of the users from the SIP REFER request to be invited either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] for inviting one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for inviting multiple users.
5. SHALL generate a SIP 202 “Accepted” final response to the SIP REFER request according to the rules and procedures of [RFC3515];
6. SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
7. SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
8. SHALL follow the actions described in section 9.2.10 “Create Session with a Participant” for each address.

CHANGE 3: Controlling Function –leaving the session
9.2.7.Session Leaving Request

Upon receiving a SIP BYE request with a Warning header field containing a warning text “200 OK”, the CPM Controlling Function:

1. SHALL return a SIP 200 "OK" response according to the rules and procedures of the SIP/IP core;
2. SHALL release all Media Plane resources corresponding to the CPM Session being closed;
3. SHALL terminate the subscription to Participant Information of this CPM Group Session if the CPM Client requesting to leave the CPM Group Session has such a subscription;
4. SHALL check CPM Group Session release policy as specified below:
a. if a CPM Group Session for a CPM Pre-defined Group or a CPM Ad-hoc Group has as many as or less than specified Participants left the CPM Controlling Function SHALL remove any remaining Participant from the CPM Session according to Section 9.2.11 ”Participant Removing Request“ and release the CPM Session. The possible values should be 0 or 1. 
b. If the CPM Session is an CPM Group Session for a CPM Ad-hoc Group and the originator of the CPM Session leaves the CPM Session then the CPM Controlling Function SHALL remove the rest of the Participants from the CPM Session it hosts according to Section 9.2.11 ”Participant Removing Request“ and release the CPM Session;
5. if Long-lived CPM Group Session is supported as per service provider policies, the CPM Controlling Function SHALL keep locally the information of the Group State Object (including the type of CPM Group Session i.e. Closed, and the list of participants).
CHANGE 4: Controlling Function – session termination: NO CHANGE NEEDED
9.2.9.Group Session Ending Request

When the CPM Controlling Function finds that the CPM Group Session SHOULD be released based on the CPM release policy described below, the CPM Controlling Function SHALL remove all the Participants in the CPM Group Session as specified in section 9.2.11 “Participant Removing Request”.
The CPM Controlling Function SHALL support the following operator configurable variables as defined in [OMA-XDM-Policy] together with the possible values shown in parentheses:

auto-release (true/false) 

1. When the initiator leaves the CPM Session and auto-release is true the CPM Controlling Function SHALL remove the rest of the Participants from the CPM Group Session for a CPM Pre-defined Group and release the CPM Session;
2. If false the CPM Controlling Function SHALL NOT remove the rest of the Participants from the CPM Group Session for a CPM Pre-defined Group nor release the CPM Group Session when the initiator leaves the CPM Session.
session-max-length (seconds)

1. If the CPM Group Session has lasted the specified amount of seconds the CPM Controlling Function SHALL release the CPM Group Session.

number-of-remaining-participants (0/1)

1. If a CPM Group Session for a CPM Pre-defined Group or a CPM Ad-hoc Group has as many as or less than the specified Participants left the CPM Controlling Function SHALL release the CPM Group Session. The possible values are 0 or 1. 

NOTE: 
Service provider policy defines the values of these variables for CPM Ad-Hoc Group Sessions. 

The release policy SHALL include the following: 

1. The CPM Controlling Function SHALL remove the rest of the Participants from the CPM Group Session it hosts and release the CPM Group Session:

a. If the CPM Group Session is an Ad-hoc Group Session and the initiator of the CPM Group Session leaves according to service provider policy;

b. If the CPM Group Session is a CPM Pre-defined Group Session and the initiator of the CPM Group Session leaves and the auto-release has the value "true";

c. If the CPM Group Session is a CPM Pre-defined or Ad-hoc Group Session and there are as many as or less than the "number-of-remaining-participants" Participants in the CPM Group Session; or

d. If the CPM Group Session has lasted longer than the session-max-length variable specifies;

CHANGE 5: Controlling Function – participant info: NO CHANGE NEEDED
9.2.14Participant Information

9.2.14.1.CPM Group Session Participant Information Request

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to the rules and procedures of [RFC4575], the CPM Controlling Function:
1. SHALL, if the Request-URI contains a CPM Group Session Identity, check whether the CPM Group Session Identity in the Request-URI is owned by the CPM Controlling Function. If not, the CPM Controlling Function SHALL returna SIP 404 “Not found” response; 
Otherwise continue with the rest of the step;

2. SHALL verify the authenticated originator’s CPM Address and authorize the request according to CPM Pre-defined Group policy and/or service provider policy and if it is not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include an Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
NOTE: 
Service provider policy, e.g. number of simultaneous subscriptions exceeded, may cause the CPM Controlling Function to reject the subscription request.
3. In case of CPM Ad-hoc Group, SHALL check if the requesting CPM User is a Participant. If not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include an Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of the steps;

4. In case of CPM Pre-defined Group, SHALL check whether the authenticated originator’s CPM Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [OMA-XDM-Group] and if user is a Participant in the CPM Group Session. If it is not allowed or if the requesting CPM User is not a Participant, the CPM Controlling Function SHALL returna SIP 403 “Forbidden” response and SHALL include an Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of the steps;

5. SHALL create a subscription to the conference state of the CPM Group Session according to the rules and procedures of [RFC3265] and [RFC4575] and SHALL generate a SIP 200 "OK" response to the SIP SUBSCRIBE request according to the rules and procedures of [RFC3265] and  [RFC4575];
6. SHALL set the Contact header of the SIP response to the address of the CPM Controlling Function;
7. SHALL send the SIP response according to the rules and procedures of the SIP/IP core;
8. SHALL generate an initial SIP NOTIFY request as specified in section  9.2.14.2 “Sending Participant Information Notifications”;
9. SHALL send the SIP NOTIFY request to the CPM Client according to the rules and procedure of the SIP/IP core.
When a change in the subscribed state occurs, the CPM Controlling Function SHOULD generate and send a SIP NOTIFY request as specified in section 9.2.14.2 “Sending Participant Information Notifications” and according to the rules and procedures of SIP/IP core respectively.
When needed the CPM Controlling Function SHALL terminate the subscription and indicate it to the CPM Client as described in the section 9.2.14.3 “Terminating the Subscription”.
CHANGE 5: Controlling Function – subscription termination: NO CHANGE NEEDED
9.2.14.3.Terminating the Subscription

The CPM Controlling Function:

1. SHALL terminate all subscriptions for Participant information for the CPM Group Session when the CPM Group Session is released and not accept any re-subscriptions;

2. MAY terminate the subscription for an CPM Client when it leaves the CPM Session;

3. For each subscription that shall be terminated the CPM Controlling Function:

a. SHALL generate a SIP NOTIFY request according to the rules and procedures specified in [RFC3265];

b. SHALL set the Subscription-State header to "terminated; reason=noresource"; and,

c. SHALL send the SIP NOTIFY request to the CPM Client according to the rules and procedures of SIP/IP core.
END OF CHANGES
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