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Change Request

	Title:
	OMA-COM-CPM-2013-0062-CR_D32_D33comments
	|X| Public      |_| OMA Confidential

	To:
	COM CPM WA

	Doc to Change:
	OMA-TS-CPM_Conversation_Function-V2_0-20130313-D

	Submission Date:
	26 MAR. 13

	Classification:
	|_| 0: New Functionality
|_| 1: Major Change
|X| 2: Bug Fix
|_| 3: Editorial

	Source:
	Thinh Nguyenphu, NSN; thinh.nguyenphu@nsn.com


	Replaces:
	n/a


Reason for Change

	D016
	2013.02.13
	T
	Global
	Source: NSN
Form: CONRR CPM2.0
Comment: 
Align error codes and reason codes with RCS 5.1 maintenance CRs.

Proposed Change: 
	Status: CLOSED WITH NO ACTIONOPEN 





	D032
	2013.02.13
	T
	9.1.2
	Source: NSN
Form: CONRR CPM2.0
Comment: 
Last paragraph of section 9.1.2. There is no section 9.1.3. Section reference is incorrect.

“CPM Standalone Messages with a request for disposition notifications are additionally handled according to section 9.1.3 “Disposition Notification”.”



Proposed Change: 
	Status: OPEN CLOSED BY CR62





	D033
	2013.02.13
	T
	9.29.3
	Source: NSN
Form: CONRR CPM2.0
Comment: 
There is no special IMDN handling for FT at the CPM Controlling Function.

Editor’s Note: The IMDN handling for File Transfer needs to be added in this section.

Proposed Change: 
Remove this editor note:

	Status: CLOSED BY CR62OPEN 




Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The COM CPM WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the CPM Conversation Function TS and close the CONRR comments addressed in section 1 of the CR.
Detailed Change Proposal
D32 comment: Editor: ignore bullets format changes

[bookmark: _Ref233628356][bookmark: _Toc234741463][bookmark: _Ref268696830][bookmark: _Ref268696833][bookmark: _Toc349611716]9.1.2 Large Message Mode CPM Standalone Message Handling
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ corresponding to Large Message Mode CPM Standalone Message included in the Accept-Contact header, the CPM Controlling Function:
1. SHALL check the authenticated originator's CPM Address and authorize the request, and if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
3. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:
a. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed as per the service provider’s policy. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261];
Otherwise, continue with the rest of the steps;
b. SHALL check from the MIME <resource-lists> body that the maximum number of receivers allowed in a CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a Warning header with the warning text set to”102 Too many participants” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
c. SHALL check if the MIME <resource-lists> body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5366].
4. Otherwise, the CPM Controlling Function:
a. SHALL check that the CPM Pre-defined Group address in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 “Not found” response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. SHALL check if anonymity is requested and whether anonymity is allowed for the authenticated originator’s CPM Address. Allowing anonymity for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
5. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028]; 
6. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the SIP session; 
7. SHALL send a SIP INVITE request towards each CPM Group member as follows:
a. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261];
b. SHALL copy the values in Contact header and Accept-Contact header from the received SIP INVITE request in the outgoing SIP INVITE request;
c. SHALL set the Request-URI to the CPM Address or non-CPM Address of the CPM Group member;
d. SHALL insert in the Contact header the URI identifying its own address, including the "isfocus" feature parameter;
e. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to the rules and procedures of [RFC4028];
f. SHALL include the Supported header set to "timer";
g. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
h. SHALL copy the values of the Privacy header from the received SIP INVITE request received in the outgoing SIP INVITE request, if any Privacy header was received;
i. SHALL copy the MIME SDP body from the received SIP INVITE request in the outgoing SIP INVITE request as an SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [draft-ietf-simple-msrp-sessmatch] with the following clarifications: 
i. SHALL include a media line proposing MSRP media parameters;
ii. SHALL include its own  MSRP URI for the MSRP connection setup as a=path:MSRP URI;
iii. SHALL set the SDP directional media attribute to a=sendonly;
iv. SHALL set the size as a=file-selector:size:actual message size.
v. SHALL set a=setup attribute as “active”.
j. If the received SIP INVITE request was sent to a CPM Ad-hoc Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” with the following clarifications:
i. The URI in the authenticated originator’s CPM Address SHALL be set to the CPM Group Session Identity for this particular CPM Ad-hoc Group assigned by the CPM Controlling Function, according to [RFC5366];
ii. SHALL include a Referred-By header with the authenticated originator's CPM Address of the sending CPM User, unless privacy was requested by the sending CPM User, and in that case it SHALL include an anonymous URI in the Referred-By header.
k. If the received SIP INVITE request was sent to a CPM Pre-defined Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” with the following clarifications:
i. SHALL set the authenticated originator’s CPM Address to the CPM Pre-defined Group address;
ii. SHALL include a Referred-By header with the authenticated originator's CPM Address of the received SIP INVITE request, or SHALL include a Referred-By header with anonymous URI, if privacy was requested by the sending CPM User.
l. SHALL send the SIP INVITE request to SIP/IP core according to the rules and procedures of the SIP/IP core.
Upon receiving the first SIP 200 “OK” response, the CPM Controlling Function: 
1. SHALL generate SIP 200 “OK” response for the received SIP INVITE request according to the rules and procedures of [RFC3261]; 
2. SHALL include the SDP received in the response of SIP INVITE request as an answer SDP according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [draft-ietf-simple-msrp-sessmatch] with the following clarifications:
a. SHALL include a media line proposing MSRP media parameters;
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path:MSRP URI;
c. SHALL set the SDP directional media attribute to a=recvonly;
d. SHALL set the a=setup attribute as “passive”.
3. SHALL include a Server header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
4. SHALL include a URI identifying its own address in the Contact header; 
5. SHALL send the SIP 200 “OK” response according to the rules and procedures of SIP/IP core.
Upon receiving a SIP CANCEL request, the CPM Controlling Function: 
1. SHALL act as UAS to handle the SIP CANCEL request according to the rules and procedures of [RFC3261]; and,
2. SHALL act as UAC to cancel the SIP INVITE request towards each CPM Pre-defined Group member via the SIP/IP core according to the rules and procedures of [RFC3261].
Upon receiving a SIP ACK request, the CPM Controlling Function: 
1. SHALL forward the SIP ACK request towards each CPM Group member that sent a SIP 200 “OK” response according to the rules and procedures of SIP/IP core.
2. SHALL initiate an MSRP session  with each CPM Group Member that sent a SIP 200 “OK” response as follows:
a. The CPM Controlling Function SHALL act as an MSRP client for sending MSRP SEND requests according to [RFC6135];
b. The CPM Controlling Function SHALL act as an "active" endpoint to open the transport connection according to[RFC6135] ; 
c. The CPM Controlling Function SHALL establish the MSRP connection according to the MSRP connection parameters in the SDP answer received from each CPM Group member in the SIP 200 “OK” respons according to [RFC4975].
Upon receiving an MSRP SEND request, the CPM Controlling Function:
1. SHALL generate and send an MSRP 200 OK response to the MSRP SEND request;
2. SHALL duplicate the MSRP SEND request for each CPM Group member with the following modifications according to the rules and procedures of [RFC4975]:
NOTE: 	The CPM Controlling Function may have to store the received MSRP SEND request to be able to deliver it to the CPM Group members.
a. SHALL modify the To-Path header according to the MSRP URI(s) received in the answer SDP from the CPM Group member in accordance with rules and procedures of [draft-ietf-simple-msrp-sessmatch];
b. SHALL modify the From-Path header to the CPM Controlling Function’s own MSRP URI, according to the rules and procedures of [draft-ietf-simple-msrp-sessmatch].
3. SHALL send the MSRP SEND requests towards each CPM Group member (both CPM Users and/or non-CPM Principals) via the established MSRP connections.
Upon receiving a SIP BYE request from the sending CPM User, the CPM Controlling Function: 
1. SHALL respond to the SIP BYE request as described in [RFC3261]; 
2. SHALL send a SIP BYE request towards each CPM Group member; and
3. SHALL release the resources related to the CPM Group Session.
Upon receiving an error response indicating a failure to deliver the SIP INVITE request or an MSRP SEND request to a CPM Address, the CPM Controlling Function SHALL check service provider policies to determine if interworking is allowed, and if it is, SHALL send the SIP INVITE request to the ISF as described in section 6.5 “Communicating with the ISF”.
CPM Standalone Messages with a request for disposition notifications are additionally handled according to section 9.1.3Section 9.3  “Disposition Notification”.


D33 comment: Editor ignore bullet format changes.
9.3 [bookmark: _Toc349611732]Disposition Notification 
When the CPM Controlling Function receives a CPM Standalone Message, or a CPM Chat Message, containing a disposition notification request, the CPM Controlling Function SHALL act as intermediary according to the rules and procedures of [RFC5438] with the following clarifications:
· In case the CPM Controlling Function needs to stay on the path of IMDN to aggregate IMDNs according to service provider policy, it SHALL insert in the CPM Standalone Message, or in the CPM Chat Message, a CPIM IMDN-Record-Route header with its own address;
· The CPM Controlling Function SHALL insert in the CPM Standalone Message, or in the CPM Chat Message, a CPIM Original-To header with the value of the original CPIM To header;
· In case the CPM Controlling Function receives an error response to a CPM Standalone Message, or to the CPM Chat Message, containing a “negative-delivery” notification request, the CPM Controlling Function MAY construct and send a "negative-delivery" notification according to service provider policy.
When staying on the path of IMDN to aggregate IMDNs, upon receiving the initial IMDN, the CPM Controlling Function SHALL await for any remaining IMDNs, aggregate them and send the aggregated IMDN according to rules and procedures of [RFC5438].
Editor’s Note: The IMDN handling for File Transfer needs to be added in this section.
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