Doc# OMA-COM-CPM-2013-0147-CR_Bugfix_sect6.doc
Change Request

Doc# OMA-COM-CPM-2013-0147-CR_Bugfix_sect6.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request



Change Request

	Title:
	Bug fixes to section 6
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	COM-CPM WA

	Doc to Change:
	OMA-TS-CPM_Conversation_Function-V2_0-20130807-D

	Submission Date:
	09 Aug 2013

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Cristina Badulescu, Ericsson; 

cristina.badulescu@ericsson.com

	Replaces:
	n/a


1 Reason for Change

The CR adds details on the use of GRUU in sect 6.1.2. and fixes error highlighted in CR#144 in sect 6. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal

Change 1:  Update to section 6.1.2
6. Common Procedures
6.1. Authenticated Originator’s CPM Address

The authenticated originator's CPM Address is: 
· the CPM Address of the originating CPM Client that has been authenticated by the SIP/IP core; or 
· the CPM Pre-defined Group address when the CPM Controlling Function sends a CPM Standalone Message, CPM Session Invitation or CPM File Transfer request to CPM Pre-defined Group members; or 
· the CPM Group Session Identity for this particular CPM Ad-hoc Group when the CPM Controlling Function invites users to a CPM Ad-hoc Group.
When the SIP/IP core corresponds to 3GPP/3GPP2 IMS, then the authenticated originator's CPM Address is contained in the P-Asserted-Identity header according to the rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [RFC5876]. The CPM Client MAY insert a P-Preferred-Identity header, which contains the CPM Client’s preferred identity, for the SIP/IP core to be used inside the P-Asserted-Identity header. The P-Preferred-Identity is selected by the CPM Client from the list of CPM Addresses in the P-Associated-URI header received at registration response.
If anonymity is required, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally a Pseudonym or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 
NOTE: 
The term “anonymity” in this specification is referring to the term “privacy” used in [RFC3323].
If the CPM Participating Function cannot obtain an authenticated originator's CPM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. The CPM Participating Function SHOULD include a Warning header to explain the reason in a human readable textual form.

When the Referred-By header is set to the authenticated originator’s CPM Address, then both the SIP URI and TEL URI values in the P-Asserted-Identity header [RFC3325] SHALL be included in the Referred-By header as described in [draft-referred-by].
6.1.1. Identifying the sending device in SIP requests and responses
If a CPM Client obtains GRUUs from the registrar, as per [RFC5627], the CPM Client SHALL use the public GRUU as the URI to be used in the Contact header field in non-REGISTER SIP requests and responses that it emits. For example, the GRUU URI SHALL be included in the Contact header field of any SIP INVITE request and related SIP 200 OK response. 

Since it is not mandatory for the SIP/IP Core to support GRUU, then if a CPM Client does not obtain a GRUU from the registrar, it SHALL include the +sip.instance feature tag in the Contact header field with the same instance identifier value used at registration in any non-REGISTER SIP request and responses that it emits, and which carry a Contact header field.
For SIP MESSAGE requests, the identity of the sender is populated in the CPIM From header field and can include:

· the public GRUU for the sender, or

· the authenticated originator's CPM Address for the sender CPM User plus the sip.instance value for the sender’s client, or

· the authenticated originator's CPM Address of the sender, when no device identifier is populated. 

In MSRP messages (e.g., in CPM Chat Messages sent within a CPM Session), the sender sets the device identifier (either a public GRUU or a sip.instance value) in the CPIM From header field in the MSRP SEND request.  
Examples: 

· CPIM From header field set to a public GRUU:
From: <sip:mysipuri@example.com;gr=abc12387cb90fgxzd436h>

· CPIM From header field set to a sip.instance value:
From: <sip:mysipuri@example.com?Accept-Contact=+sip.instance%3D%22%3Curn:uuid:a76d4cad-9dab-17d0-f712-00b0d76c9af2%3E%22%3Brequire%3Bexplicit>
Note: URI parameters require percent encoding of the Accept-Contact header field. 

Note: the placement of the +sip.instance inside the angle brackets is only valid in the CPIM From header.
6.1.2. Identifying the recipient device in SIP requests and responses
If a CPM Client received a GRUU as the URI in the “gr” parameter of the:

a) Contact header field of an incoming SIP request, then to ensure a generated SIP request is sent back to the same device (e.g., to send back IMDN notifications), the Request-URI of the generated SIP request is set to the Authenticated Originator's CPM Address as specified in section 6.1. “Authenticated Originator's CPM Address” (i.e. based on either the P-Asserted-Identity, or on the Referred-By header fields), of the incoming SIP request, together with the GRUU related “gr=” URI parameter from the Contact header field of the incoming SIP request. If no SIP URI is present then the TEL URI shall be used.
b) CPIM From header field of a SIP MESSAGE, then the generated SIP request that provides IMDN notifications for the received message SHALL use that value in the CPIM To header field to identify the recipient CPM User.
If a CPM Client did not receive a GRUU but received a +sip.instance feature tag in the Contact header field of an incoming SIP request, or in the CPIM From header field (as described  in section 6.1.1. ” Identifying the sender device in SIP requests and responses”) if the SIP request or response did not contain a Contact header field, then to ensure a generated SIP request is sent back to the same device, a new Accept-Contact header field is added carrying only the +sip.instance parameter and instance identifier value as well as the tags explicit;require described in [RFC3841]. 

The CPM Client supporting the +sip.instance procedures SHALL respond to the SIP request with a 486 BUSY HERE if the identifier value of the sip.instance parameter included in the Accept-Contact header of that incoming SIP request does not match theirs.
In context of multi-client and multi-device deployments, it is possible that same CPM User identity is shared by the CPM Client and by other IMS Clients (e.g. Voice over LTE client using SMS over IP). To ensure that CPM requests are forked only to CPM Clients (i.e. which have explicitly registered with the required CPM capabilities),  a dedicated Accept-Contact header field SHALL be added to all CPM SIP requests carrying the CPM ICSI defined for the respective CPM service with the “require” and “explicit” parameters described in [RFC3841], by the terminating CPM Participating Function.
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