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Reason for Change
This CR proposes a correction to the Message Store to change the inclusion of some RFCs from SHALL to SHOULD, and to add some additional RFCs, for the purpose of RCS alignment.

Changes in the IMAP RFCs (adding some/ removing some):
a) The “ACL” IMAP4 extension defined in RFC 4314 may be applied as needed
b) The “CONDSTORE” IMAP4 extension defined in RFC 4551 may be applied as needed
c) The “QRESYNC” IMAP4 extension defined in RFC 5162 may be applied as needed
d) The “UIDPLUS” IMAP4 extension defined in RFC 4315 shall be included
e) The “LIST-STATUS” IMAP4 extension defined in RFC 5819 shall be included
[bookmark: _GoBack]This CR closes AI CPM-2014-A009.
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the named document(s).

Detailed Change Proposal
Add [RFC4315] and [RFC5819] as normative references: 

[bookmark: _Toc381963889]2. References
[bookmark: _Toc51147377][bookmark: _Toc381963890]2.1 Normative References
	[bookmark: OMA_CPM_AD][OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V2_0, URL:http://www.openmobilealliance.org/

	[bookmark: OMA_CPM_RD][OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V2_0, URL:http://www.openmobilealliance.org/

	[bookmark: OMA_CPM_SD][OMA-CPM-SD]
	“Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_System_Description-V2_0, URL:http://www.openmobilealliance.org/

	[bookmark: SCRRULES][OMA-SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[bookmark: OMA_SEC_CF][OMA-SEC-CF]
	“Security Common Functions Requirements”, Open Mobile Alliance, OMA-RD-SEC_CF-V1.0, URL:http//www.openmobilealliance.org/

	[bookmark: RFC2119][RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[bookmark: RFC2177][RFC2177]
	“IMAP IDLE command”, B. Leiba, June 1997, URL:http://www.ietf.org/rfc/rfc2177.txt 

	[bookmark: RFC2246][RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt

	[bookmark: RFC2387][RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, August 1998, URL:http://www.ietf.org/rfc/rfc2387.txt

	[bookmark: RFC2392][RFC2392]
	“Content-ID and Message-ID Uniform Resource Locator”, E. Levinson, August 1998,
URL:http://www.ietf.org/rfc/rfc2392.txt

	[bookmark: RFC3501][RFC3501]
	“Internet Message Access Protocol - version 4rev1”, M. Crispin, March 2003, URL:http://www.ietf.org/rfc/rfc3501.txt

	[RFC3516]
	“IMAP4 Binary Content Extension”, L. Nerenberg, April 2003, URL:http://www.ietf.org/rfc/rfc3516.txt

	[bookmark: RFC3862][RFC3862]
	“Common Presence and Instant Messaging (CPIM) : Message Format”, G. Klyne et al, August 2004, 
URL:http://www.ietf.org/rfc/rfc3862.txt

	[bookmark: RFC4314][RFC4314]
	“IMAP4 Access Control List (ACL) Extension”, A. Melnikov, December 2005, URL:http://www.ietf.org/rfc/rfc4314.txt

	[RFC4315]
	“Internet Message Access Protocol (IMAP) - UIDPLUS extension”, M. Crispin, December 2005,
URL:http://www.ietf.org/rfc/rfc4315.txt

	[bookmark: RFC4467][RFC4467]
	“Internet Message Access Protocol (IMAP) – URLAUTH Extension”, M. Crispin, May 2006, URL:http://www.ietf.org/rfc/rfc4467.txt

	[bookmark: RFC4551][RFC4551]
	“IMAP Extension for Conditional STORE Operation or Quick Flag Changes Resynchronization”, A. Melnikov et al, June 2006, URL:http://www.ietf.org/rfc/rfc4551.txt

	[bookmark: RFC5092][RFC5092]
	“IMAP URL Scheme”, A. Melnikov, Ed. et al, November 2007, URL:http://www.ietf.org/rfc/rfc5092.txt

	[bookmark: RFC5161][RFC5161]
	“The IMAP ENABLE Extension”, A. Gulbrandsen, Ed. et al, March 2008, URL:http://www.ietf.org/rfc/rfc5161.txt

	[bookmark: RFC5162][RFC5162]
	“IMAP4 extension for Quick Mailbox Resynchronization”, A. Melnikov, March 2008, URL:http://www.ietf.org/rfc/rfc5162.txt

	[bookmark: RFC5257][RFC5257]
	“Internet Message Access Protocol - ANNOTATE Extension”, C. Daboo et al, June 2008, URL:http://www.ietf.org/rfc/rfc5257.txt

	[bookmark: RFC5259][RFC5259]
	“Internet Message Access Protocol -CONVERT extension”, A. Melnikov, Ed. et al, July 2008, URL:http://www.ietf.org/rfc/rfc5259.txt

	[bookmark: RFC5322][RFC5322]
	“Internet Message Format”, P. Resnick, October 2008. URL:http://www.ietf.org/rfc/rfc5322.txt

	[bookmark: RFC5423][RFC5423]
	“Internet Message Store Event”, R. Gellens, et al, March 2009, URL:http://www.ietf.org/rfc/rfc5423.txt

	[bookmark: RFC5464][RFC5464]
	“The IMAP METADATA extension”, C. Daboo, February 2009, URL:http://www.ietf.org/rfc/rfc5464.txt

	[bookmark: RFC5465][RFC5465]
	“The IMAP NOTIFY Extension”, A. Gulbrandsen, et al, February 2009, URL:http://www.ietf.org/rfc/rfc5465.txt  

	[RFC5551]
	“Lemonade Notifications Architecture’, R. Gellens, August 2009, URL:http://www.ietf.org/rfc/rfc5551.txt

	[bookmark: RFC5788][RFC5788]
	“IMAP4 Keyword Registry”, A. Melnikov et al, March 2010, URL:http://www.ietf.org/rfc/rfc5788.txt

	[RFC5819]
	“IMAP4 Extension for Returning STATUS Information in Extended LIST”, A. Melnikov et al, March 2010, URL:http://www.ietf.org/rfc/rfc5819.txt 



Change section 6. “Procedures at Message Storage Client” mention of RFCs: 

[bookmark: _Toc222142530][bookmark: _Toc381963915]6. Procedures at Message Storage Client
The Message Storage Client is a functional component of the CPM enabler, which allows the CPM User to view and manage (store, fetch, delete etc) the resources stored in the Message Storage Server. In addition to that the Message Storage Client notifies the CPM User of any changes to the stored resources in the Message Storage Server (e.g. new message arrived, message got read on another client).
The Message Storage Client SHALL act as anIMAP4 client as defined in [RFC3501]. In addition to that, the Message Storage Client SHALL support the “UIDPLUS” IMAP4 extension as defined in [RFC4315], the “LIST-STATUS” IMAP4 extension as defined in [RFC5819], and MAY support the “ACL” IMAP4 extension as defined in [RFC4314], the “URLAUTH” IMAP4 extension as defined in [RFC4467], the “CONDSTORE” IMAP4 extension as defined in [RFC4551], the “ENABLE” IMAP4 extension as defined in [RFC5161], the “QRESYNC” IMAP4 extension as defined in [RFC5162] and the “METADATA” IMAP4 extension as defined in [RFC5464]. Also, the Message Storage Client SHOULD support the VANISHED UID FETCH Modifier as defined in [RFC5162], and MAY support the “ANNOTATE” IMAP4 extension as defined in [RFC5257] and/or the “CONVERT” IMAP4 extension as defined in [RFC5259].

Change section 6.7 “Synchronization” for Client procedures as needed: 

[bookmark: _Toc381963942]6.7 Synchronization 
[OMA-CPM-SD] gives a description of the synchronization process between the Message Storage Client and the Message Storage Server. This process only consists of operations described above.
While executing these operations, the Message Storage Client SHALL support and use the IMAP4 extensions described in [RFC5819] and [RFC4315], and MAY use the IMAP4 extensions described in [RFC4551], [RFC5161] and [RFC5162] to get an optimized and quick synchronization between the – potentially offline – Message Storage Client and the Message Storage Server.
Extra server state information and persistent storage of mod-sequences may not always be supported, in which case the Message Storage Client receives such indication (as defined in section 3.1.2 in [RFC4551] and section 3.1 in [RFC5162]) from the Message Storage Server. In this scenario the Message Storage Client SHALL follow the general instructions as defined in section 5 in [RFC5162], with the following amendment. To enhance the efficiency of importing changes made on the Message Storage Server the Message Storage Client SHALL follow these steps:
1. Synchronize new messages: Fetch all messages whose UID is greater than the last UID known to the Message Storage Client.
2. If VANISHED UID FETCH Modifier is supported, synchronize purged messages: Use VANISHED UID FETCH Modifier, as specified in section 3.2 of [RFC5162]. 
3. Synchronize significant flag changes: 
a. Sync Read/Unread flag for all messages:
In order to optimize the query, the client can search for the value that is expected to produce the shortest list of UIDs. For example, if it is assumed that most messages will have been read/seen, then search for the message without flag value “\Seen”. The search will return UIDs with the “\Seen” flag set and UIDs not in the search result do have the flag set.
b. Optionally, use similar approach to synchronize other significant flags. The rest of the flags will not be synchronized into the local store.

Change section 7. “Procedures at Message Storage Server” mention of RFCs: 

[bookmark: _Toc381963944]7. Procedures at Message Storage Server
The Message Storage Server is a functional component of the CPM enabler, which allows authorized and/or authenticated principals (such as Message Storage Clients or CPM Participating Functions) to access a resource in the Message Storage Server. 
The Message Storage Server SHALL act as an IMAP4 server as defined in [RFC3501]. In addition to that, the Message Storage Server SHALL support the “UIDPLUS” IMAP4 extension as defined in [RFC4315], the “LIST-STATUS” IMAP4 extension as defined in [RFC5819], and MAY support the “ACL” IMAP4 extension as defined in [RFC4314], the “URLAUTH” IMAP4 extension as defined in [RFC4467], the “CONDSTORE” IMAP4 extension as defined in [RFC4551], the “ENABLE” IMAP4 extension as defined in [RFC5161], the “QRESYNC” IMAP4 extension as defined in [RFC5162] and the “METADATA” IMAP4 extension as defined in [RFC5464]. Also, the Message Storage Server MAY support the “ANNOTATE” IMAP4 extension as defined in [RFC5257] and the “CONVERT” IMAP4 extension as defined in [RFC5259]
A Message Storage Server that does not support extra server state or the persistent storage of mod-sequences for the mailbox SHOULD support the VANISHED UID FETCH Modifier as defined in [RFC5162].

Change section 7.7. “Message and Synchronization Operations” for Server Procedures as needed: 

[bookmark: _Toc381963971]7.7 Message and History Synchronization Operations
[OMA-CPM-SD] gives a description of the synchronization process between the Message Storage Client and the Message Storage Server. This process only consists of operations described above and therefore needs no further explanation in this section.
In addition to that, the Message Storage Server SHALL support the IMAP4 extensions described in [RFC5819] and [RFC4315], and MAY use the IMAP4 extensions described in [RFC4551], [RFC5161] and [RFC5162] to allow the Message Storage Client to have an optimized and quick synchronization process.
A Message Storage Server that does not support extra server state or the persistent storage of mod-sequences for the mailbox SHALL indicate that to the client as defined in section 3.1.2 in [RFC4551] and section 3.1 in [RFC5162]. In addition such Message Storage Server SHOULD support the VANISHED UID FETCH Modifier as defined in sections 3.2 and 4.1 in [RFC5162].
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