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1 Reason for Change

R01 – online eits during Hawaii F2F mtg

The CR fixes remaining bugs reported in INP#144 related to FT:
· Several typos and editorials

· CPIM wrapper for FT (from RCS 5.1 UNI v4.0):

FT invitation:

The original file transfer SIP INVITE shall include a CPIM/IMDN body requesting a delivery notification […]. Note that in this case no message is carried in the CPIM body. This allows the sender to request a delivery notification to confirm when the receiver gets the file. 
1. If the receiver accepts before the SIP INVITE expiration, then the file transfer takes place as normal:

a) The MSRP session is established to perform the file transfer.

b) When completed a SIP BYE is exchanged to terminate the session

c) Please note that the original file SIP INVITE is modified to include a CPIM/IMDN body identical to that described for the chat/IM service in section 3.3 except for the fact that in this case a message is not carried and a display notification is never requested. This allows the sender to request a delivery notification to confirm when the receiver gets the file. In this case, as no store and forward takes place, the receiver client is responsible to issue a SIP MESSAGE containing the CPIM/IMDN notification that the file has been successfully delivered. 

FT to Group:

As in the case of store and forward (See sections 3.5.4.7 and 3.5.4.8) client shall use a CPIM wrapper to request delivery reports if the user wants to be informed about the delivery of the file to the different participants. This wrapper shall be handled by the conference focus for those recipients that do not support store and forward (as indicated in the Contact header provided during the setup of the Group Chat session). The conference focus shall send the content to such a participant without CPIM wrapper and when the file is delivered to that participant the focus may send the corresponding delivery report to the sender either through a SIP MESSAGE (similar to the case where it is generated by the participating function or through an MSRP SEND request in the Chat session. 

FT deferred:

When the receiver’s FTF has detected that the receiver is back online (i.e. third party registration) the FTF forwards the SIP INVITE request without the CPIM/IMDN body. In order to support legacy devices, the file transfer SIP INVITE request shall carry the P-Asserted-Identity of the original sender
, rather than the identity of the FTF that stored the message.

The receiver’s FTF will take the responsibility to issue the delivery notification back to the originator.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal

Change 1:  Section 7.4.1. & 7.4.1.1. - typos
7.4. CPM File Transfer 
7.4.1. CPM File Transfer Session Initiation

When a CPM Client needs to send or receive one or more files, the CPM Client:

1. SHALL follow the procedures defined in 7.3.1.1 “Initiating a CPM 1-1 Session” if the CPM File Transfer is to one recipient or in 7.3.1.2 “Initiating a CPM Group Session for a CPM Ad-hoc Group” if the CPM File Transfer is to a list of recipients, or in 7.3.1.3 “Initiating a CPM Group Session for a CPM Pre-defined Group” if the CPM File Transfer is to a pre-defined group and SHALL follow the rules and procedures of [RFC5547] with the following clarifications:
a. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag, instead of the ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ used in the above referenced CPM procedures;
b. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag instead of the ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ used in the above referenced CPM procedures;
c. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’;
d. SHALL add the relevant media attributes to the SDP as specified in [RFC5547], with the following additional considerations:

i. If the request is to send (push) a file, the “name”, “size” and “type” sub-attributes of the “file-selector” attribute SHALL be included;

ii. If the request is to receive (pull) a file, as many of the “file-selector” sub-attributes as are known SHALL be included;

e. In the case of a CPM File Transfer to a single recipient and more than one file is to be sent, each set of file descriptors SHALL be sent in separate m-lines as described in [RFC5547];
f. If the request is to send one or more files, the CPM Client SHALL validate that the size of a file being sent does not exceed the provisioned Max File Transfer Size value before continuing with the above procedures.

g. If the recipient’s capability indicates thumbnail support and the sending CPM Client supports it as well, 
the sending CPM Client SHALL include thumbnail information in the SDP of the SIP INVITE request by using the file-icon attribute as defined in [RFC5547], and include the file thumbnail in the body of the SIP INVITE.

h. When requesting a disposition notification, the CPM Client SHALL set the disposition notification according to the rules and procedures as described in section 5.4 “Disposition Notification”.  

NOTE: the method to determine the thumbnail capability by the CPM Clients is out of scope of this specification

NOTE: If there is more than one recipient, to transfer multiple files is not supported.
2. When the MSRP 200 “OK” response for the last MSRP SEND is received, or when an MSRP REPORT is received when a success report was requested: 

a. The CPM Client MAY check if there are other files to be transferred to the same destination;
b. If there are additional files to be transferred and the CPM Client wants to reuse m-lines for transferring them as described in [RFC5547], the CPM Client SHALL send re-INVITE with the following clarifications:
i. The CPM Client SHALL reuse the needed m lines by creating new relevant attributes for the new files according to procedures of [RFC5547]; 
ii. if more m lines were used and are no longer needed, the CPM Client SHALL set the port in the m-line to zero (i.e. m=0) to close the MSRP session for  the particular files that has been transferred according to procedures of [RFC5547];
c. Otherwise, the CPM Client SHALL follow the procedures defined in 7.4.3 “CPM File Transfer Session Release”;

3. If an MSRP error response or an MSRP REPORT with a failure report is received, the CPM Client SHALL indicate to the CPM User that the CPM File Transfer has failed.
7.4.1.1. CPM File Transfer Session Initiation in CPM Session

When a CPM Client needs to send files to the CPM Participant in an active CPM Session, the CPM Client SHALL follow the procedures in 7.4.1 “CPM File Transfer Session Initiation” with the following clarifications:
1. If   within a CPM Session, the CPM Client SHALL use the Conversation-ID and Contribution-ID of the associated CPM Session.
2. If  within an active CPM Group Session, the CPM Client:

a. SHALL set the Requested-URI  address to the  CPM Group Session Identity of the associated CPM Group Session;

b. SHALL not include the recipient-list;
c.  If the delivery notification is requested from each CPM Participant for the CPM File Transfer, then the CPM Client SHALL include the IMDN CPIM wrapper with an empty CPIM body and it SHALL indicate support also for IMDN content-type by adding the value “message/imdn+xml” in the SDP a=accept-wrapped-types attribute. 
3. If the CPM File Transfer is sent within an inactive CPM Group Session, the CPM Client SHALL restart the CPM Group Session as described in 7.3.1.5 “Re-joining CPM Long-lived Group Session”.  Then the CPM Client SHALL initiate the CPM File Transfer in an active CPM Group Session as described in Step 2 above.
Change 2:  Section 8.2.3 – Orig PF  for FT sections - editorial
8.2.3. CPM File Transfer Handling

8.2.3.1. Handle a CPM File Transfer

The CPM Participating Function SHALL handle a CPM File Transfer initiation request (i.e. a SIP INVITE request that includes the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ in the Accept-Contact header field) in exactly the same manner as described for CPM Session Invitations in section 8.2.2.1 “Handle a CPM Session Invitation” , with the following additional procedures before the CPM Participating Function decides to stay in the media path:

· The CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<max-file-transfer-size>’ sub-element. 

· If the <max-file-transfer-size> does not exist, or exists but has a value of zero, proceed with the remaining steps in section 8.2.2.1 “Handle a CPM Session Invitation;

· Otherwise, if the <max-file-transfer-size> exists, and is non-zero, and the “file-selector:size” attribute in the SDP exceeds that value, the CPM Participating function SHALL enforce the policy by returning a SIP 403 “Forbidden” response and SHALL include a Warning header field with the warning text set to “133 Size exceeded” in the response according to the rules and procedures of [RFC3261].
The CPM Participating Function SHALL handle the request with the following differences from the procedures in section 8.2.2.1 “Handle a CPM Session Invitation”:

a. If the CPM Participating Function is acting in a B2BUA role, then it SHALL include its own identity in the Contact header field and copy over any URI parameters from the Contact header field from the incoming SIP INVITE into the outgoing SIP INVITE request (e.g. “gr” parameter), 
else if the CPM Participating Function is acting in a proxy role it SHALL copy the Contact header field from the incoming SIP INVITE into the outgoing SIP INVITE request;
b. SHALL copy the Accept-Contact header field of the incoming SIP INVITE request to the outgoing SIP INVITE request, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;
c. SHALL check if in the received SIP INVITE:
i. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’; or
ii. the P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’. If another value is found, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response;
d. SHALL check the following SDP attributes received to determine if it is a new CPM File Transfer request, or if it is a CPM File Transfer pull to resume a previously interrupted CPM File Transfer, as follows:
i. If a ‘file-transfer-id’ attribute was received and matches with a previously stored value, then the request is for a resumption operation and the CPM Participating Function SHALL continue with the procedures described in sect. 8.3.3.6 “Receiving SIP INVITE request for deferred delivery of CPM File Transfer file(s)”;
ii. If the SDP does not match, the CPM Participating Function SHALL respond with a SIP 488 “Not Acceptable Here” response with the correct SDP parameters.
When sending a SIP 200 "OK" response, the CPM Participating Functionr:

1) SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

2) SHALL include a Server header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;

3) SHALL include the SDP answer containing the file identities of the files as described in [RFC5547];

4) SHALL execute the Media Plane procedures as described in section 7.3.9.1 “MSRP-based Media Streams” to receive the files.

With respect to the SDP contents of outgoing SIP INVITE requests, the CPM Participating Function SHALL follow the rules and procedures of [RFC5547].
If interworking needs to be triggered for the CPM File Transfer delivery, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF, as described in section 6.5 “Communicating with the ISF”. 

Change 3:  Connect with the Interworking scenario on Originating side
8.2.3.3.Handling of Failed Deferred Delivery of File Transfers
The CPM Participating Function in the originating network MAY retry delivery of failed 1-1 CPM File Transfer files to a recipient, subject to service provider policies.
If the destination address is:


- neither SIP URI address nor TEL URI address, the CPM Participating Function MAY send the SIP INVITE request directly to the ISF, as described in section 6.5 “Communicating with the ISF”;


- otherwise, the CPM Participating Function SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
Change 4:  Clarifications for receiving IMDNs when delivery done to multiple devices 
8.3.3.3. Handling Deferred CPM File Transfer File(s)

The CPM Participating Function SHALL support deferred delivery of CPM File Transfer file(s) to the terminating CPM Client.  The deferred delivery of the CPM File Transfer file(s) occurs in the following cases:

1) original SIP INVITE expired, based on the a timer of the CPM Participating Function local policy, 

2) the terminating CPM Client is offline, 

3) the originating or terminating CPM Client loses connectivity, 

4) due to an error (see Table 2 below).

	Response received on terminating CPM Client or Participating Function
	Response sent on originating CPM Client or Participating Function
	Store the file

	480 Temporarily unavailable
	200 OK
	Y

	408 Request Timeout
	200 OK
	Y

	487 Request Terminated
	200 OK
	Y

	500 Server Internal Error
	200 OK
	Y

	503 Service Unavailable
	200 OK
	Y

	504 Server Timeout
	200 OK
	Y

	600 Busy Everywhere
	200 OK
	Y

	Any other response (including 404 Not Found, 603 Decline and 200 OK)
	Received response (that is no mapping is done)
	N


Table 2: Handling deferred and delivery mapping response
NOTE: The decision of when the CPM Participating Function accepts the initial SIP INVITE and stays in the media path of a CPM File Transfer is out of the scope of this specification.  However, it is RECOMMENDED that the CPM Participating Function stay in the media path to provide better user experience.

If the terminating CPM Participating Function is configured to stay in the media path on behalf of the CPM Client, then the following cases SHALL be supported: 

1) In the case when the original SIP INVITE expired, based on the a timer in the local policy the CPM Participating Function:

a) SHALL cancel the SIP INVITE request toward the terminating CPM Client by sending a SIP CANCEL, with reason header, Reason: SIP ;cause=408 ;text="User not responding”;
b) SHALL store the SDP attributes as defined in Section 8.3.3.7 “Storing CPM File Transfer Deferred Information”;
c) SHALL return a SIP “200” OK response with an SDP answer containing the file identities of the files as described in [RFC5547];

d) SHALL execute the Media Plane procedures as described in section 8.3.3.9 “Media Plane Handling for MSRP Session” to receive the files
2) In the case when CPM Client was online, but an error as described in the Table 2, is received after the SIP INVITE was sent, the CPM Participating Function: 

a) SHALL store the SDP attributes as defined in Section 8.3.3.7 “Storing CPM File Transfer Deferred Information”;

b) SHALL return a SIP “200” OK response with an SDP answer containing the file identities of the files as described in [RFC5547];

c) SHALL execute the Media Plane procedures as described in section 8.3.3.9 “Media Plane Handling for MSRP Session” to receive the files
3) In the case when CPM Client is offline, the CPM Participating Function: 

a) SHALL store the SDP attributes as defined Section 8.3.3.7 “Storing CPM File Transfer Deferred Information”;
b) SHALL return a SIP “200” OK response with an SDP answer containing the file identities of the files as described in [RFC5547];

c) SHALL 
execute the Media Plane procedures as described in section 8.3.3.9 “Media Plane Handling for MSRP Session” to receive the files
8.3.3.4. Delivering deferred CPM File Transfer file(s)

CPM Participating Function SHALL support deferred delivery CPM File Transfer file(s) in the following cases:  
1) Upon receiving a new SIP INVITE request to resume the transfer of the stored CPM File Transfer file(s), CPM Participating Function SHALL accept the session and establishes an appropriate Media Plane session, according to the procedures described in Section 8.3.3.6 “Receiving SIP INVITE request for deferred delivery CPM File Transfer file(s)”.
2) SHALL send SIP INVITE as defined in Section 8.3.3.5 “Generating SIP INVITE request for deferred CPM File Transfer file(s)” to the terminating CPM Client, upon receiving a 3rd party register of the terminating CPM Client, provided that CPM Participating Function is also serving the terminating CPM Client.

3) The CPM Participating Function MAY send SIP INVITE as defined in Section 8.3.3.5 “Generating SIP INVITE request for deferred delivery CPM File Transfer file(s)”, periodically without receiving 3rd party registration.  The timing and frequency of File Transfer session initiations are subject to Service Provider policies.
4)  If the original CPM File Transfer was initiated within a CPM Session, the deferred delivery of the CPM Session will be followed by the deferred delivery of the associated CPM File Transfer(s). 
Upon successfully delivery of the deferred CPM File Transfer file(s) to the terminating CPM Client(s), the CPM Participating Function SHOULD remove the deferred CPM File Transfer file(s). 

8.3.3.5.Generating SIP INVITE request for deferred delivery of CPM File Transfer file(s)

For deferred CPM File Transfer file(s) to be delivered to the CPM Client, the CPM Participating Function:

1) SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] and [RFC5547];

2) SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;

3) SHALL set the P-Asserted-Identity header field to the identity of the original sender;

4) SHALL set the P-Asserted-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’;

5) SHALL set the Referred-By header to the value of the original sender of the CPM File Transfer file(s) to be delivered

6) SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“,

7) SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“,

8) SHALL insert a URI identifying its own address CPMDeferredMsgMgmtURI in the Contact header field of the SIP INVITE request;

9) SHALL include an SDP body as an SDP offer, as defined in [RFC5547] in the SIP INVITE. 
10) If the CPM Participating Function is aware that the CPM Client is an older version (e.g. CPM v1.0) or does not support IMDN for CPM File Transfer, then the CPM Participating Function MAY forward the SIP INVITE request without the CPIM/IMDN body. In this case, the CPM Participating Function SHALL act as the receiving entity and generate the requested  delivery IMDN back to the sender as described in sect. 5.4.1. “Generate Delivery Notification”.
11) SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

Change 5:  8.3.3.6 &  8.3.3.7.
8.3.3.6. Receiving SIP INVITE request for pull of CPM File Transfer file(s)


1) 
2) 
3) 
4) 
a. 
b. 

The CPM Participating Function SHALL handle a SIP INVITE for a CPM File Transfer pull as follows:
5) SHALL verify the received ‘file-transfer-id’ and ‘file-name’ SDP attributes with previously stored values.  If the SDP does not match, the CPM Participating Function SHALL response with a SIP 488 “Not Acceptable Here” response with the correct SDP parameters. 
6) Otherwise, it SHALL return a SIP 200 “OK” response as described in the following steps.
When sending a SIP 200 "OK" response, the CPM Participating Function
:

A. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

B. SHALL include a Server header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;

C. SHALL include the SDP answer containing the file identities of the files as described in [RFC5547];

D. SHALL execute the Media Plane procedures as described in section 7.3.9.1 “MSRP-based Media Streams” to receive the files.

8.3.3.7. Storing CPM File Transfer Deferred Information

When storing a deferred CPM File Transfer file(s) for later delivery receiving to CPM Client, the terminating CPM Participating Function:

1) SHALL store all the CPM File Transfer request headers;

2) SHALL the store file-selector attributes according to[RFC5547]: ‘name’, ‘size’, ‘type’, and ‘hash’;

3) SHALL store file-transfer-id.

Change 6:  End of changes
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