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1 Reason for Change
R01 – online edits during CPM conf call Oct 15

Change 1: 

· Removed text that doesn’t make sense in sect 5.2.5. (e.g. next UID is a folder prop, not the object).

Change2:

· Notifications: CPM has several notifications mechanisms (SIP system messages, SIP SUBSCRIBE/NOTIFY from client for new/pending messages, IMAP NOTIFY). Each alternative is optional, leaving each implementation to choose which one. 
· Aligned normative statements throughout several sections (some list it as optional, some mandatory) 
· Added missing RFC reference

Change 3:

· Clarification of copy and deletion of objects recommendations to preserve integrity of conversations.
Change 4:

· Clarification of List folder operations.

Change 5:

· Clarification and removal of hanging text. Align statement for 5162 with rest of TS
Change 6:

· Add clarification and missing statement for notify RFC.

· RFC 5162 (QRESYNC) and RFC 4551 (CONDSTORE) have been obsoleted in May 2014 by a single replacement RFC 7162. Incorporated this CPM .
Change 7:

· Replace RFC references.

2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Message Storage 2.0.
5 Detailed Change Proposal

Change 1:  5.2.5 clarification – removed text doesn’t really make sense in the sentence
5.2.5. Stand-alone Media Object
The standalone Media Object is realized by the message concept of IMAP4, whereby the Media Object is wrapped into a MIME formatted object in order to fit into an IMAP4 message. Other than the formatting of the contents, the standalone Media Object is the same as the message object defined in section 5.2.1 “Message Object”, including the definition and naming specification of the message object. The CPM MIME headers defined for the message object are not applicable to the Standalone Media Objects, which are further stored in the conversation folder.
Change 2:  5.4 – missing RFC and as the other notification methods is made optional
5.4. Notifications

If the Message Storage Server supports IMAP NOTIFY , the Message Storage Server SHALL notify the Message Storage Client of the changes in the stored resources either solicited as a result of a client request or unsolicited and unilaterally according to the IMAP extension for the general notification model [RFC5551] and [RFC5465]. 
When IMAP notifications are supported the data content of an IMAP notification may include a wide range of information as follows:

1. Folder size and stored objects status updates, e.g., addition and/or removal of messages to prevent synchronization errors,

2. “Next UID” for the changes to the storage requested by a third entity, e.g., CPM PF,

3. Stored objects’ attribute flags, e.g., “\Recent” flag for recently arrived objects in a folder.

Editor’s Note: The alignment between the list above and the other sections (6 client and 7 server) needs to be done.
Change 3:  Editorials 
6.3.5.Object Remove Operation

When a Message Storage Client needs to remove a stored message object, a file transfer history object, a Group State Object or a stored standalone Media Object, the Message Storage Client SHALL send to the Message Storage Server a STORE request as defined in [RFC3501] with the UID pointing to the stored object to update the flag list associated with the object’s data and setting the “\Deleted” flag. The Message Storage Client SHALL NOT remove a stored session info object unless it is done in the context of the entire session history folder itself being (re)moved.

After setting the “\Deleted” flag, the Message Storage Client SHALL send to the Message Storage Server an EXPUNGE request as defined in [RFC3501] in order to permanently remove the message(s) that have been identified for removal from the list of objects with the “\Deleted” flag set. All associated IMDNs SHALL also be deleted along with the message object or the file transfer history object.

NOTE:
The Message Storage Client can use the EXPUNGE request to permanently remove multiple messages, i.e. there may be multiple STORE commands to set the “Deleted” flag before an EXPUNGE command is executed.
Change 4:  6.4

6.3. Folder Operations

6.4.1. Folder Create Operation

When a Message Storage Client needs to create 
a new folder, the Message Storage Client SHALL send to the Message Storage Server a CREATE request as defined in [RFC3501] including the name of the folder.
6.4.2. List Folder Operation

When a Message Storage Client needs to find out what folders exist in the CPM Message Store for that CPM User, the Message Storage Client SHALL send to the Message Storage Server a LIST request as defined in [RFC3501]. 
After initial synchronization, the Message Storage Client SHOULD make use of the LIST-STATUS operation as defined in [RFC5819] for any subsequent folder synchronization. A Message Storage Client MAY choose to use separate STATUS operations on every folder instead of LIST-STATUS, however this is not as efficient, hence LIST-STATUS approach is highly recommended. 
When a Message Storage Client needs to list the contents of the currently selected folder, the Message Storage Client SHALL send to the Message Storage Server a FETCH request as defined in [RFC 3501].

6.4.3. Folder Move Operation

NOTE: 
The folder move operation is also used for renaming folders.

When a Message Storage Client needs to rename a folder or to move a folder, the Message Storage Client SHALL send to the Message Storage Server a RENAME request as defined in [RFC3501] including the old name and the new name of the folder to be renamed or moved.

Change 5:  6.7 – clarify interpretation between “SHALL” for RFC5162 in this section, aligned with the MAY in previous sections for the RFC. Replace 5162 and 4551 with 7162
6.7.Synchronization 

[OMA-CPM-SD] gives a description of the synchronization process between the Message Storage Client and the Message Storage Server. This process only consists of operations described above.

While executing these operations, the Message Storage Client SHALL support and use the IMAP4 extensions described in [RFC5819] and [RFC4315], and MAY use the IMAP4 extensions described in [RFC7162] and [RFC5161] to get an optimized and quick synchronization between the – potentially offline – Message Storage Client and the Message Storage Server.

Extra server state information and persistent storage of mod-sequences may not always be supported, in which case the Message Storage Client receives such indication (as defined in section 3.1.2 and section 3.2.5. in [RFC7162]) from the Message Storage Server. 
If supported, the Message Storage Client SHALL follow the general instructions as defined in section 5 in [RFC7162], with the following amendment:
1. Synchronize new messages: Fetch all messages whose UID is greater than the last UID known to the Message Storage Client.

2. If VANISHED UID FETCH Modifier is supported, synchronize purged messages: Use VANISHED UID FETCH Modifier, as specified in section 3.2 of [RFC7162]. 

3. Synchronize significant flag changes: 

a. Sync Read/Unread flag for all messages:

In order to optimize the query, the client can search for the value that is expected to produce the shortest list of UIDs. For example, if it is assumed that most messages will have been read/seen, then search for the message without flag value “\Seen”. The search will return UIDs with the “\Seen” flag set and UIDs not in the search result do have the flag set.

b. Optionally, use similar approach to synchronize other significant flags. The rest of the flags will not be synchronized into the local store.

Change 6:  Sect 7 – clarification and align statement for 5465
7.Procedures at Message Storage Server

The Message Storage Server is a functional component of the CPM enabler, which allows authorized and/or authenticated principals (such as Message Storage Clients or CPM Participating Functions) to access a resource in the Message Storage Server. 

The Message Storage Server SHALL act as an IMAP4 server as defined in [RFC3501], so the Message Store Server SHALL advertise the IMAP extensions supported to the Message Store Client. 
In addition to that, the Message Storage Server SHALL support the “UIDPLUS” IMAP4 extension as defined in [RFC4315], the “LIST-STATUS” IMAP4 extension as defined in [RFC5819] and MAY support the “ACL” IMAP4 extension as defined in [RFC4314], the “URLAUTH” IMAP4 extension as defined in [RFC4467], the “CONDSTORE” IMAP4 extension as defined in [RFC7162], the “ENABLE” IMAP4 extension as defined in [RFC5161], the “QRESYNC” IMAP4 extension as defined in [RFC7162] and the “METADATA” IMAP4 extension as defined in [RFC5464]. Also, the Message Storage Server MAY support the “ANNOTATE” IMAP4 extension as defined in [RFC5257] and the “CONVERT” IMAP4 extension as defined in [RFC5259].

CPM offers several notification mechanisms towards the CPM Client to inform about new pending messages stored. If IMAP NOTIFY is supported by the Message Store Server, then this is done following [RFC5465].
A Message Storage Server that does not support extra server state or the persistent storage of mod-sequences for the mailbox SHOULD support the VANISHED UID FETCH Modifier as defined in [RFC7162].
[…]
7.5.1. Folder Create Operation

Upon receiving a CREATE request, the Message Storage Server SHALL create the folder (e.g., mailbox) with the requested name according to the CREATE command as defined in [RFC3501].

The CPM folders are created to store CPM Conversation Histories, or CPM Group Sessions as described in section 8.5 “Record CPM Conversation History” of [OMA-CPM-Conv].
[…]
7.5.3. Folder Move Operation

NOTE: The folder move operation is also used for renaming folders.

Upon receiving a RENAME request with the request-folder name and its new name, the Message Storage Server SHALL rename the indicated folder according to the RENAME command as defined in [RFC3501]. 

The RENAME operation SHALL NOT be used on a session history folder or a conversation folder while a CPM Session that is being stored (live recorded) is not yet completed. This avoids error situations where during a CPM Session the respective folder does not exist anymore while on-going CPM Chat Messages need to be stored in their respective folder,
Change 7:  Add Conv TS in references
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Change 8:  End of changes

�Typo, remove extra space
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