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1 Reason for Change
The CR adds new requirements:
· To cover some of the MDMOIG requirements for Mobile Offline delivery: REQ01 to REQ11, REQ19;
· To include the following item in the WID:
	10
	PF/ISF awareness when user is available in CS (used for immediate SMS IW delivery instead of deferral, or storing in CMS). Delivery based on availability on any access.
	new
	CPM 2.1
	CR#22

	11
	Concept of primary device for delivery and interworking scenarios
	new
	CPM 2.1
	CR#22


2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Requirements Document 2.1.
5 Detailed Change Proposal

Change 1:  Add reqs for above
6.1.6. Multi-device Environment

	Label
	Description
	Enabler Release

	CPM-MLD-001
	The CPM Enabler SHALL be able to deliver either the entire CPM Standalone Message or a notification of an available CPM Standalone Message to all or a subset of the devices of the CPM User based on message characteristics, Communication Capabilities, user preferences and/or service provider's policy. 
	CPM V1.0

	CPM-MLD-003a
	The CPM Enabler SHALL send a delivery notification and/or a read report to the device of the CPM User that originated the CPM Standalone Message that asked for the delivery notification and/or read report.
	CPM V2.0

	CPM-MLD-003b
	The CPM Enabler SHALL send delivery notification and/or read reports to all or a subset of the other devices of the CPM User dependent upon the user preferences and/or service provider's policy.
	CPM V1.0

	CPM-MLD-004
	A CPM User that requested to be notified of the delivery of a CPM Message he/she sent to a recipient having multiple devices SHALL receive exactly one delivery notification after the CPM Message has been delivered to at least one of the devices of the recipient.
	CPM V1.0

	CPM-MLD-005
	A CPM User that requested a read report for a CPM Standalone Message he/she sent to a recipient having multiple devices SHALL receive exactly one read report after the CPM Standalone Message has been read on at least one of the devices of the recipient.
	CPM V1.0

	CPM-MLD-019
	The CPM Enabler SHALL be able to deliver a CPM File Transfer request to all or a subset of the devices of the CPM User dependent upon the user’s preferences, device capabilities and/or service provider’s policy.
	CPM V1.0

	CPM-MLD-020
	When the CPM User has accepted the CPM File Transfer on one of his/her devices, the outstanding CPM File Transfer requests on the other devices SHALL be cancelled.
	CPM V1.0

	CPM-MLD-006
	The CPM Enabler SHALL be able to deliver a CPM Session Invitation to all or a subset of the devices of the CPM User dependent upon the user's preferences, device capabilities and/or service provider's policy.
	CPM V1.0

	CPM-MLD-007a
	When the CPM User has accepted the CPM Session Invitation on one of his/her devices, the outstanding CPM Session Invitations on the other devices SHALL be cancelled.
	CPM V1.0

	CPM-MLD-008a
	When the CPM User has rejected the CPM Session Invitation on one of his/her devices, the outstanding CPM Session Invitations on the other devices SHALL be cancelled.
	CPM V1.0

	CPM-MLD-026
	If the auto-answer configuration is used for CPM Sessions, the CPM Enabler SHALL keep the CPM Session only on the recipient CPM User device which is used to respond to the chat invitation, and close the CPM Session with all remaining CPM User devices. 
	CPM V2.0

	CPM-MLD-011
	The CPM Enabler SHALL allow the CPM User to use multiple devices for a single CPM Conversation.
	CPM V1.0

	CPM-MLD-015
	The CPM Enabler SHALL provide the CPM User with a mechanism to define an identifier (i.e. a human readable name) for each of his/her devices.
	CPM V1.0

	CPM-MLD-016
	The CPM Enabler SHALL keep all CPM Conversation Histories, a subset of the CPM Conversation Histories, or a subset of stored CPM Messages / CPM File Transfer Histories / CPM Session Histories, the whole folder hierarchy (where CPM Messages, CPM File Transfer Histories, CPM Session Histories and/or CPM Conversation Histories are stored) or a subset of the folder hierarchy up-to-date on all of the end-user’s devices, irrespective of on which device these messages are created (e.g. drafts) and/or received, depending on service provider's policy and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-017
	The CPM Enabler SHALL keep all stored CPM Messages-states (e.g. “read-indications”, “reply-indications”, “delivery notifications”, “read reports”, etc) up-to-date on all of the end-user’s devices, irrespective of on which device changes to these CPM Messages-states occur, depending on service provider's policy and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-018
	The CPM Enabler SHALL allow a CPM User to have a single CPM Address concurrently associated with multiple CPM-enabled devices according to service provider's policy.
	CPM V1.0

	CPM-MLD-022
	The CPM Enabler SHALL send a delivery notification to the device of the CPM Session User that originated the CPM Chat Message and requested the delivery notification. 
	CPM V2.0 

	CPM-MLD-023
	When the original sender has multiple devices, the CPM Enabler SHALL send the read reports only to the device that sent the original CPM Chat Message requesting the read report, subject to recipient’s privacy settings.
	CPM V2.0

	CPM-MLD-024
	A CPM User that requested a delivery notification of a CPM Chat Message sent to a recipient having multiple devices SHALL receive exactly one delivery notification after the CPM Chat Message has been delivered to the recipient device that participated in the CPM Group Session.
	CPM V2.0

	CPM-MLD-025
	A CPM User that requested a read report for a CPM Chat Message sent to a recipient having multiple devices SHALL receive exactly one read report after the CPM Chat Message has been displayed on the recipient device that participated in the CPM Group Session.
	CPM V2.0

	CPM-MLD-027
	The CPM Enabler SHALL support a CPM User access to the CPM features via multiple devices: one Primary Device and multiple Secondary Devices, subject to service provider policies.
	CPM V2.1

	CPM-MLD-028
	The CPM Enabler SHALL support, subject to service provider policies, immediate delivery to the CPM User’s Primary Device without IP access available, for:

- a CPM Standalone Message, 

- a CPM Chat Message or;

- a CPM File Transfer, 

even if the CPM request was delivered also to at least one Secondary Device (e.g. in case of device auto-acceptance).
	CPM V2.1

	CPM-MLD-028a
	The CPM Enabler SHALL support, subject to service provider policies, immediate delivery to a CPM User’s Primary Device without an available IP access, via SMS interworking, if applicable to the type of content (e.g. text) in the CPM request.
	CPM V2.1

	CPM-MLD-029
	The CPM Enabler SHALL send an Undelivered Content Notification to the recipient CPM User on her/his Primary Device when content that was sent to her/him (e.g. media content or non-text) could not be delivered due to lack of IP connectivity of the CPM User Primary Device, subject to service provider policies.
	CPM V2.1

	CPM-MLD-030


	The CPM Enabler SHALL generate a delivery report towards the sender when an Undelivered Content Notification was successfully sent to a Primary Device of a CPM User, if a delivery report has not already been sent by a Secondary Device of the CPM User.
	CPM V2.1

	CPM-MLD-031

	The CPM Enabler SHALL populate in the Undelivered Content Notification an operator-configurable text message informing the CPM User on the Primary Device that he/she received content that cannot be delivered due to lack of IP connectivity.
	CPM V2.1

	CPM-MLD-032

	The CPM Client on a Primary Device that has received an Undelivered Content Notification about undeliverable content SHALL synchronize with the CPM Message Store as soon as IP Connectivity is restored. 
	CPM V2.1

	CPM-MLD-033

	The CPM Enabler MAY populate in the Undelivered Content Notification the URL to the original content.
	CPM V2.1

	CPM-MLD-034

	The CPM Client on a Primary Device SHALL discard and replace the associated Undelivered Content Notification with the original message or content, after it has obtained it. 
	CPM V2.1

	CPM-MLD-035
	The CPM Enabler SHALL obtain information on CPM User’s Primary Device access technology in order to determine how to best deliver CPM requests to the CPM User: 
· via CPM technology if IP connectivity (preferred*), or 
· via interworking to legacy non-CPM technology (e.g. over GSM), 
whichever access becomes available to the CPM User’s Primary Device.
*NOTE: in case the device gets connectivity after e.g. airplane mode, it may first get GSM access and then IP access. The CPM Client SHOULD wait to determine if IP access is also available in addition to GSM, and give precedence to CPM technology via the IP connection.
	CPM V2.1


Table 7: High-Level Functional Requirements – Multi-devices Environment Items
Change 2:  Add definition of primary and secondary devices

3.2. Definitions

	1-1 CPM Conversation
	A CPM Conversation where one Participant communicates with another Participant.

	1-N CPM Conversation
	A CPM Conversation with many Participants and in which all Participants communicate with one another.

	Authorized Principal
	See [OMADICT].

	Charging Correlation
	See [OMADICT].

	Charging Event
	See [OMADICT].

	Communication Capabilities
	Set of communication means (e.g. text, video…) available to the CPM User.

	Content Screening
	The act of blocking, allowing or amending content.

	Converged Address Book
	A set of entries called "contacts" commonly available to any registered device. Each contact entry consists of a set of static and/or dynamic information (e.g. name, address, Presence Subscription information, display name). Entries in the database support various addresses from different addressing schemes.

	CPM Ad-hoc Group
	A set of CPM Addresses that is temporarily set up (e.g. at communication initiation). 

	CPM Address
	An identifier for a unique Principal that allows participation in CPM Conversations.

	CPM Capability
	Service identifiers for each of the CPM communication capabilities.

	CPM Chat Message
	Information that is sent to one or more recipients as part of an existing CPM Session. A CPM Chat Message can contain several discrete Media (e.g. text, images, audio-clips, video-clips).

Note: CPM Chat Messages and CPM Standalone Messages do not differ regarding the media they can carry. The primary difference is that they are used in different contexts.

	CPM Closed Group Session
	CPM Group Session with a CPM Ad-hoc Group, which does not accept addition of new participants throughout the existence of the CPM Group Session.

	CPM Conversation
	The exchange of CPM Standalone Messages, CPM File Transfers, and/or CPM Sessions, associated with each other due to common characteristics, between two or more Participants (e.g. CPM Users or Applications).

	CPM Conversation History
	Stored representation of a CPM Conversation.

	CPM File Transfer
	The process of transferring one or more files with discrete Media contents between Users, whereby the recipient explicitly has to acknowledge his/her willingness to receive the file(s) before any data is transferred.

	CPM File Transfer History
	Stored representation of a CPM File Transfer.

	CPM Group
	A CPM Pre-defined Group or a CPM Ad-hoc Group.

	CPM Long-lived Group Session
	CPM Group Session that can be restarted at any time by any one of the participants.

	CPM Group Membership Rules
	A set of policies and attributes for controlling the CPM Group Session participation, which defines the allowed actions of Participants during the CPM Group Session. 

	CPM Group Session
	A CPM Session established for a CPM Group.

	CPM Message
	A CPM Chat Message or a CPM Standalone Message.

	CPM Pre-defined Group
	A container for a predefined set (possibly empty) of Principals, group information (e.g. subject), and CPM Group Membership Rules. A CPM Pre-defined Group is a Principal identified via a single persistent CPM Address.

	CPM Session
	A real-time interaction between two or more Participants during which a combination of CPM Chat Messages and/or continuous Media may be exchanged.

	CPM Session History
	Stored representation of the content exchanged during a CPM Session. 

	CPM Session Invitation
	A request sent by a Principal (the inviter) to one or more other Principals (the invitee(s)). This request can be sent either to establish a CPM Session between the inviter and the invitee(s) or to solicit the invitee(s) to join an existing CPM Session.

	CPM Standalone Message
	Information that is sent to one or more recipients as a standalone entity. A CPM Standalone Message can contain several discrete Media (e.g. text, images, audio-clips, video-clips).

Note: CPM Chat Messages and CPM Standalone Messages do not differ regarding the media they can carry. The primary difference is that they are used in different contexts.

	CPM System
	An implementation of the CPM Enabler, together with other individual system elements (e.g. other Enablers, interworking functions and interfaces).

	CPM User
	User of a CPM-based Service.

	Deferred CPM Message
	A CPM Message that is temporarily stored in the network until the intended recipient becomes available or decides what needs to be done with the message or until the CPM Message expires.

Note: The concept of a Deferred CPM Message is an extension of the deferred message concept in [OMA SIMPLE IM].

	Immediate Messaging
	See [OMADICT].

	Malware
	Malicious software or message(s) conceived to infiltrate, disrupt, consume resources or damage a computerized system and/or network. A Malware can take on a variety of forms and includes but is not limited to computer viruses, worms, Trojan horses, spyware, adware, and other forms of malicious software or data.

	Media
	Digital means by which information is packaged. Media may come in different forms, which are referred to as Media Types.

	Media Type 
	See [OMADICT].

	Non-CPM Communication Service
	A communication service with which the CPM Enabler interworks (e.g. SMS, MMS, Instant Messaging, Push To Talk, email, VoIP, Video-over-IP).

	Offline Charging
	See [OMADICT].

	Online Charging
	See [OMADICT].

	Participant
	See [OMADICT].

	Presence Information
	See [OMA Presence].

	Presence Subscription
	See Subscription definition in [OMA Presence].

	Primary Device
	The device containing an UICC which provides the primary identity of the subscription. 

The primary device supports the legacy SMS/MMS services

	Primary Identity
	The public user identity used by the CPM User to access the CPM Enabler functionalities, across primary and secondary devices. It is typically based on an MSISDN (or a SIP URI based on the MSISDN).

	Principal
	See [OMADICT].

	Pseudonym
	An identifier in a human readable form, associated with a CPM Address, that a user can negotiate for himself. For example, the Pseudonym can be used to participate in CPM Group Sessions anonymously.

	Public Chat Room
	A CPM Group Session established for a CPM Pre-defined Group that has no fixed list of members.

	Secondary Device
	Any additional device used to access CPM Enabler with the primary identity. 

The secondary devices typically do not support the legacy SMS/MMS services under the Primary Identity (e.g. PCs, Tablets, TVs).

	Undelivered Content Notification
	A CPM notification sent via SMS to inform the CPM User on a Primary Device without IP connectivity that a CPM Message or CPM File Transfer was received, but the non-text content cannot be delivered via the current access conditions of the Primary Device.

	Unwanted Messaging (spam)
	Abuse of electronic messaging services to send (usually in bulk) messages unwanted by the recipient(s), e.g. an e-mail server can be used to propagate unwanted or unrequested messages to any number of end-users (recipients). Unwanted messages are not limited to e-mail and include all forms of messages. In many cases, the originator of the messages attempts to conceal or mislead the recipients as to the origin of the message(s) though it is not always the case.

	User Communication Preferences
	The preferences that the CPM User sets regarding the way he prefers to communicate.

	User Preferences Profile
	A set of user settings which controls aspects of how a user perceives and receives services; a user may have several such profiles.

	Value Added Service
	See [OMADICT].

	Value Added Service Provider
	See [OMADICT].


3.3. Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	CAB
	Converged Address Book

	CPM
	Converged IP Messaging

	DRM
	Digital Rights Management

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging or Instant Message

	IMPS
	Instant Message and Presence Service

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MMS
	Multimedia Messaging Service

	MSISDN
	Mobile Subscriber ISDN Number (per 3GPP Vocabulary TS 21.905)

	OMA
	Open Mobile Alliance

	PC
	Personal Computer

	PDA
	Personal Digital Assistant

	PLMN
	Public Land Mobile Network

	PoC
	Push-to-talk over Cellular

	PSTN
	Public Switched Telephone Network

	SIMPLE
	SIP for Instant Messaging and Presence Leverage Extensions

	SIP
	Session Initiation Protocol

	SMS
	Short Message Service

	TISPAN
	Telecommunications and Internet converged Services and Protocols for Advanced Networking

	UCN
	Undelivered Content Notification

	UICC
	Universal Integrated Circuit Card

	URI
	Uniform Resource Identifier

	VAS
	Value Added Service

	VASP
	Value Added Service Provider

	VoIP
	Voice over IP

	XDM
	XML Document Management

	XML
	eXtensible Markup Language


Change 3:  End of changes
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