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1 Reason for Change
R01 – online edits during the CPM CC July 22

This CR proposes procedures for the MSRP chunk size negotiation, to better support NA RCC.59 specification which targets to use the highest MSRP chunk possible based on a specific access. 
2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Conversation Functions TS 2.1.
5 Detailed Change Proposal

Change 1:  updates track marked 
4.3. CPM Version 2.1
CPM Enabler version 2.1 Conversation Function provides the following changes and enhancements:

· Capability to negotiate the MSRP chunk size to be used in CPM requests, to leverage the various network access types bandwidths and service level agreements between domains;
Change 2:  updates track marked 

5. Format of CPM Conversation Items

5.2. CPM Standalone Message

A CPM Standalone Message is either a Pager Mode CPM Standalone Message carried in a SIP MESSAGE request as described in [RFC3428] or a Large Message Mode CPM Standalone Message. The size of a Pager Mode CPM Standalone Message should not exceed 1300 bytes. If a CPM Standalone Message is larger than 1300 bytes, the contents of the message are not inserted into the SIP MESSAGE request but are carried via MSRP as defined in [RFC4975] and [RFC6714]. In that case, a SIP session is established between the interested parties (sender and all receivers) with MSRP as the Media Stream. The CPM Standalone Message contents are then transmitted via MSRP, using chunking if necessary.  The MSRP chunk size MAY be negotiated between endpoints, to determine the maximum MSRP chunk size to be used in a SIP session, as described in section 5.2.1 “SDP Contents for CPM Sessions”. This SIP session should not be confused with a CPM Session as no CPM Session is established. The SIP session is only used to transmit exactly one Large Message Mode CPM Standalone Message after which the SIP session is torn down. The CPM Standalone Message contents are contained in a CPIM wrapper as defined in [RFC3862].
Change 3:  Update the SDP 
5.2.1. SDP Contents for CPM Sessions

5.2.1.1 SDP Contents when Initiating or Modifying a CPM Session

An initiating entity (e.g. a CPM Client, CPM Participating Function or an IWF) SHALL populate the SDP of a CPM Session Invitation or a CPM Session modification request to match the Media Streams that are needed to be set up, deleted or modified. Therefore the initiating entity SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams according to the following clarifications:

· When including an offer for a Media Stream for CPM Chat Messages, using MSRP, the initiating entity SHALL include a media description according to the rules and procedures of [RFC4975] and [RFC6714]. 
· When including an offer for a Media Stream for real-time continuous Media, using RTP/RTCP, the initiating entity SHALL include a media description according to the rules and procedures of [RFC3264] and [RFC3550]. 
· When including an offer for a Media Stream of another Media Stream Type, the initiating entity SHALL follow the respective standard for that Media Stream Type.

In the case of CPM Session modification, the modified SDP SHALL follow the rules and procedures for modifying a session described in [RFC3264].
When the SIP/IP core corresponds with 3GPP/3GPP2 IMS, the SDP offer SHALL also adhere to the rules and procedures described in [3GPP TS 24.229] / [3GPP2 X.S0013.004] and described in [GSMA IR.92].

An initiating entity (e.g. a CPM Client or an IWF) requesting an “isComposing” notification for one or more CPM Chat Messages SHALL populate in the SDP of the SIP INVITE request and response the value "application/im-iscomposing+xml" in the a=accept-types attribute as described in [RFC 3994].
When requesting a disposition notification for one or more CPM Chat Messages, an initiating entity (e.g. a CPM Client, CPM Participating Function or an IWF) SHALL also populate in the SDP of the SIP INVITE request and response the value "message/imdn+xml", in the a=accept-wrapped-types attribute as per rules and procedures of [RFC5438] and [RFC5438Errata].

When negotiation of the maximum MSRP chunk size is supported, the initiating entity SHALL populate the SDP a-line attribute “a=max-chunk-size” containing a value in Kbytes starting from 100 KB. 
For backward compatibility with [RFC4975], an initiating entity that has populated the “a=max-chunk-size” attribute but does not receive the MSRP chunk size attribute in the SDP answer, SHALL assume [RFC4975] behaviour i.e. that there is no limit set to the MSRP chunk size and it SHOULD use its own value (e.g. implementations may provide different configured values per network access type: LTE, Wi-Fi, 3G).
Editor’s Note: the complete SDP description as applicable to the MSRP m= line shall be added.
5.2.1.2 SDP Handling at Intermediate Nodes

Intermediate nodes (e.g. a CPM Participating Function, a CPM Controlling Function or an ISF) SHALL include the contents of the SDP they received in the SDP they send out, in accordance with the rules and procedures of [RFC3264]. Specific attributes in the SDP MAY be modified for the following reasons:

· To remove or modify media descriptions that are not allowed according to service provider policies or CPM Group policy or user preferences.

· To modify IP-address and port information in the SDP c and m lines and if it acts as MSRP B2BUA also sets the SDP a=path attribute to insert the intermediate entity in the media path of the session. 
· To insert the SDP 'msrp-cema' attribute in SDP offers it sends, and then process the response as per MSRP session matching according to section 5.2.1.4 “Handling of Media connection parameters for MSRP”.

All modifications SHALL be according to the rules and procedures of [RFC3264] and the respective Media Stream standards (i.e. [RFC4975] and [RFC6714] for MSRP-based media description and [RFC3264] and [RFC3550] for RCP/RTCP-based media descriptions). 
The intermediate node that supports MSRP chunk negotiation:

a)  SHALL check the SDP a-line attribute “a=max-chunk-size” to determine if the proposed MSRP chunk size is appropriate based on its own configured service provider policies, as applicable:
1) for the network access type, or 
2) the service level agreement for inter-domain requests.

NOTE: intermediate nodes SHOULD ignore and pass transparently all SDP attributes they do not understand.

b) If the value of the MSRP chunk size received in the SDP offer or answer is not acceptable, based on the service provider policies, and if:

i. the B2BUA intermediate node is capable to re-chunk the MSRP requests, then:

1) it SHOULD populate the SDP a-line attribute “a=max-chunk-size” with the appropriate configured value, in the SDP offer of the outgoing SIP INVITE request, or SIP response. 
ii. If the  B2BUA intermediate node is not capable of using a different MSRP chunk size, such as a specific value provided by the SDP offerer in the SIP request, or by the SDP answerer in the SIP response, or it does not match its own configured values for its current network access type, then:

1) it SHALL use the closest configured MSRP chunk size that is lower than the other endpoint’s value.

c) If the value of the MSRP chunk size received in the SDP offer or answer is acceptable, intermediate node SHALL transparently pass the received value of the “a=max-chunk-size” in the SDP offer or answer.
Otherwise, in all other cases: 

· the intermediate node SHOULD transparently pass the received value of the “a=max-chunk-size” in the SDP offer or answer. 
5.2.1.3 SDP Handling at Terminating Nodes

A terminating entity (e.g. a CPM Client or an IWF) SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264]. The terminating entity SHALL handle the media descriptions according to the following clarifications:

· Media descriptions for a Media Stream for CPM Chat Messages, using MSRP, SHALL be handled and responded to according to the rules and procedures of [RFC4975] and [RFC6714].

· Media descriptions for a Media Stream for real-time continuous Media, using RTP/RTCP, SHALL be handled and responded to according to the rules and procedures of [RFC3264] and [RFC3550].

· Media descriptions for a Media Stream of another Media Stream Type SHALL be handled and responded to according to the respective standard for that Media Stream Type.

The SDP handling for disposition notifications SHALL follow the rules and procedures of [RFC5438]. The Media Stream connection SHALL be handled as described in section 5.2.1.4. “Handling of Media connection parameters for MSRP”.

The terminating entity that supports MSRP chunk size negotiation SHALL check the SDP a-line attribute “a=max-chunk-size” to determine if the proposed MSRP chunk size is appropriate as per its own configured values based on service provider policies e.g. for the network access type, or the applicable service level agreement.
If an MSRP endpoint is not configured to handle a higher MSRP chunk size, such as a specific value provided by the SDP offerer in the SIP request, or by the SDP answerer in the SIP response, or it does not match its own configured values for its current network access type, then:

· it SHALL use the closest configured MSRP chunk size that is lower than the other endpoint’s value.
Change 4:  Appendix parameter and ABNF
Appendix C. CPM-defined Header fields                (Normative)
C.1. Header field Definitions

C.1.1 Conversation-ID

A Conversation-ID header field in a SIP MESSAGE request or SIP INVITE request indicates the CPM Conversation Identity associated with a CPM Standalone Message, CPM File Transfer, or CPM Session.

A sending CPM functional component MUST include a Conversation-ID header field in each SIP MESSAGE request or SIP INVITE request that are associated with a CPM Standalone Message, a CPM File Transfer, or a CPM Session. The sending CPM functional component MUST ensure that the included CPM Conversation Identity is globally unique. A Conversation-ID SHALL be a universally unique identifier, as specified in [RFC4122]. Following the conventions in [RFC4122], Conversation-IDs are case-insensitive.

Examples:

Conversation-ID: f81d4fae-7dec-11d0-a765-00a0c91e6bf6
C.1.2 Contribution-ID
A Contribution-ID header field in a SIP MESSAGE request or SIP INVITE request indicates the CPM Contribution Identity associated with a CPM Standalone Message, CPM File Transfer, or CPM Session.

A sending CPM functional component MUST include a Contribution-ID header field in each SIP MESSAGE request or SIP INVITE request that are associated with a CPM Standalone Message, a CPM File Transfer, or a CPM Session. The sending CPM functional component MUST ensure that the included CPM Contribution Identity is unique within the context of the encompassing CPM Conversation. A Contribution-ID SHALL be a universally unique identifier, as specified in [RFC4122]. Following the conventions in [RFC4122], Contribution-IDs are case-in sensitive.
Example:

Contribution-ID: dfb4e64f-2c98-46a1-8e14-98eb5736a268
C.1.3 InReplyTo-Contribution-ID
An InReplyTo-Contribution-ID header field in a SIP MESSAGE request or SIP INVITE request indicates the CPM Contribution Identity associated with a CPM Standalone Message, CPM File Transfer, or CPM Session, to which this request is a reply to.

When a CPM User replies to a CPM Standalone Message, CPM File Transfer, or CPM Session, the replying CPM Client MUST include a InReplyTo-Contribution-ID header field in the SIP MESSAGE request or SIP INVITE request associated with the reply CPM Standalone Message, the reply CPM File Transfer or the reply CPM Session, and populate it with the CPM Contribution Identity of the CPM Standalone Message, CPM File Transfer or CPM Session being replied to.

Example:

InReplyTo-Contribution-ID: 01234567-89ab-cdef-0123-456789abcdef

C.1.4 Session-Replaces 

A Session-Replaces header field in a SIP INVITE request carries the same CPM Contribution Identity associated with a previously established CPM 1-1 Session that should be replaced by the new CPM Session Invitation.

A sending CPM Client MUST include a Session-Replaces header field in the SIP INVITE request that extends a CPM 1-1 Session into a CPM Group Session. This header field will contain the value of the Contribution-ID sent in the original CPM 1-1 Session. The receiving CPM Client uses this value to end the previous session if it accepts the new session invitation.

Example:

Session-Replaces: abcdef-1234-5678-90ab-cdef01234567

C.1.5 Message-Expires

A Message-Expires header field in a SIP INVITE request to initiate a Large Message Mode CPM Standalone Message transfer carries the expiry time associated with the Large Message Mode CPM Standalone Message. It functions in the same manner as the Expires header field for MESSAGE requests.

NOTE: A Message-Expires header field in a SIP INVITE request that is not meant to initiate a Large Message Mode CPM Standalone Message transfer is to be ignored by the SIP UAS.

A sending CPM Client MUST include a Message-Expires header field in each SIP INVITE request that starts the transfer of a Large Message Mode CPM Standalone Message if it wants to associate an expiry time with that Large Message Mode CPM Standalone Message. This header field will contain the relative time after which the Large Message Mode CPM Standalone Message expires.

Example:

Message-Expires: 259200
C.1.6 Message-UID 

A Message-UID header field in a SIP MESSAGE request, 200 OK SIP response or SIP BYE request indicates the Unique Identifier value as described in [OMA-CPM_TS_MessageStorage] of the associated CPM Standalone Message or CPM File Transfer History that is stored in the CPM User’s network-based Message Storage.

When a CPM Standalone Message or a CPM File Transfer History is stored by the CPM Participating Function in the CPM User’s network-based Message Storage, the delivering CPM Participating Function MUST include a Message-UID header field in each SIP MESSAGE request, 200 OK response or SIP BYE request associated with a CPM Standalone Message, or a CPM File Transfer History.
Examples:

Message-UID: 4392

When a CPM Standalone Message includes this header field, the CPM Client SHALL store the value of this Message-UID header field in conjunction with the received CPM Standalone Message or CPM File Transfer History in a local storage. When synchronizing the messages on the locally stored in a device with the CPM User’s Message Storage Server, the CPM Standalone Message object or CPM File Transfer History object having this UID value will not be retrieved again.
C.1.7 Contact Header field values 

The Contact header field in a SIP INVITE request and responses may carry the ‘isfocus’ tag as described in [RFC4579], which needs to be preserved end to end.

Any SIP entities in the path SHALL keep the value of the ‘isfocus’ tag in the Contact header field and SHALL not remove it. 
C.1.8 SDP attributes and values 

The SDP a-line attribute “a=max-chunk-size” includes the value of the proposed MSRP chunk size on either SDP offerer or SDP answerer sides, as per its own configured values based on service provider policies (e.g. for the network access type, or the applicable service level agreement). The value in the SDP answer is the maximum MSRP chunk size to be used by the MSRP endpoints in the SIP session for the duration of the session.
The recommended minimum value in Kbytes SHOULD be 100 KB.  
C.2. ABNF for the CPM-defined SIP Headers

CPM-Headers = (Conversation-ID

            /  Contribution-ID

            /  InReplyTo-Contribution-ID

            /  Session-Replaces

            /  Message-Expires

            /  Message-UID)  CRLF

Conversation-ID = “Conversation-ID” HCOLON conversationid

conversationid = word

Contribution-ID = “Contribution-ID” HCOLON contributionid

contributionid = word

InReplyTo-Contribution-ID = “InReplyTo-Contribution-ID” HCOLON

                              contributionid

Session-Replaces = “Session-Replaces” HCOLON sessionreplaces

Sessionreplaces = word

Message-Expires = “Message-Expires” HCOLON delta-seconds

Message-UID = “Message-UID” HCOLON uniqueid

NOTE 1:
The tokens “CRLF”, “HCOLON”, “word” and “delta-seconds” are defined in [RFC3261].
NOTE 2:
The token “uniqueid” is defined in [RFC3501]. 
C.3. ABNF for the CPM extensions to SIP Headers
This specification allows having several URI values in the Referred-By header field(s), extending the definition provided in [RFC3892]. 

A Referred-By header field value SHALL consist of exactly one ‘name-addr’ or ‘addr-spec’. There MAY be one or two Referred-By values.  If there is one value, it SHALL be a sip, sips, or tel URI. If there are two values, one value SHALL be a sip or sips URI and the other SHALL be a tel URI.

Referred-By header field BNF from [RFC3892]:    
Referred-By  =  ("Referred-By" / "b") HCOLON referrer-uri                     
*( SEMI (referredby-id-param / generic-param) )
This specification extends the [RFC3892] BNF as follows:

Referred-By  =  ("Referred-By" / "b") HCOLON referrer-uri 

( SEMI (referredby-id-param / generic-param) )
referrer-uri = ( name-addr / addr-spec ) 

referredby-id-param = add-refs / cid

add-refs = "add-refs" EQUAL LDQUOT ( name-addr / addr-spec ) RDQUOT

cid = "cid" EQUAL sip-clean-msg-id

sip-clean-msg-id = LDQUOT dot-atom "@" (dot-atom / host) RDQUOT  

  dot-atom = atom *( "." atom )  

      atom     = 1*( alphanum / "-" / "!" / "%" / "*" /"_" / "+" / "'" / "`" / "~")
Note: cid parameter is not used in this specification.
Example:

Referred-By: <sip:charlie@tele.com>; add-refs="tel:+123456789"
C.4. ABNF for the CPM-defined SDP parameter
The ABNF syntax for the SDP a-line attribute “a=max-chunk-size” is:


max-chunk-size = max-chunk-size-label HCOLON max-chunk-size-value
max-chunk-size-label = "max-chunk-size"
max-chunk-size-value = 1*(DIGIT) ; chunk size in Kilobytes
Example of the “a=max-chunk-size” containing a MSRP chunk size of 1Mb:

a=max-chunk-size: 1024
Change 5:  End of changes
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