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1 Reason for Change
This CR follows up on the discussion points & decisions taken in INP#74R04 on the solution for the following AI:

	CPM-2015-A064
	Cristina
	Write a CR for CPM-MLD-035


	CPM-MLD-035
	The CPM Enabler SHALL obtain information on CPM User’s Primary Device access technology in order to determine how to best deliver CPM requests to the CPM User: 

· via CPM technology if IP connectivity (preferred*), or 

· via interworking to legacy non-CPM technology (e.g. legacy SMS), 

whichever access becomes available to the CPM User’s Primary Device.

*NOTE: in case the device gets connectivity after e.g. airplane mode, it may first get CS cellular access and then IP access. The CPM Client SHOULD wait to determine if IP access is also available in addition to CS cellular, and give precedence to CPM technology via the IP connection.
	CPM V2.1


REQUIREMENT ANALYSIS:

Preliminary analysis was done in INP#67R01 and OMA-COM-CPM-2015-0074R04-INP_PF_and_IWF_interface_AI064_MLD035. 
Conversation TS impacts:
1) Deferred delivery: update the PF logic to include both CS/SMS availability and IMS registration as triggers for delivery. 
· when the Primary Device is the only suitable CPM device, add PF trigger for deferred delivery of a CPM Message or  CPM Chat message (UCN not yet included here), upon receiving an error from ISF/IWF delivery of the message via SMS.

· for a deferred message, PF must wait for the next available access for the message delivery (whether IMS, or CS/SMS) to trigger interworking to SMS (via ISF/IWF) upon receiving the information from IWF that the CPM User is now available for SMS delivery (also considering the configurable timer to wait for IP connectivity as well, e.g. IMS registration). 

· Similar procedures for sending an Undelivered Content Notification (UCN) for FT, or for a CPM Chat Message with special content (e.g. geo-location xml).
2) Storing the messages after an interworked delivery to legacy: 

· Define the Interworking events: 

· <event-cpm-ready-for-sms> [CRxx on IW TS], used to provide the info about a user primary device that is now available for SMS delivery;
· <<cpm-event-iw-failed> [CRxx on IW TS], used to provide information about a failed delivery to a CPM user via legacy (SMS or MMS)
· Procedures to handle:

· the interworking data provided by IWF for a successful delivery via SMS and;

· the events reported by IWF (e.g. primary device ready for SMS/CS) and;

· to handle storing of messages that are interworked to SMS.
This CR addresses the INP#74R04 findings and covers the case of an unsuccessful delivery via SMS in the Conversation TS (PF procedures). 

TO Check: 
· Upon reporting success to SC on orig side, does it send a MAP-REPORT-SM-DELIVERY-STATUS to HLR with success ? If so, what happens with IP-SM-GW’s report to HLR ?

· UNRI + MNRF flags in HLR- does MSC/SGSN set the MNRF first ? how do the 2 flags relate?

2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Conversation Functions TS 2.1.
5 Detailed Change Proposal

Change 1:  Define the IW event for the ready for SMS
6.7.5. CPM Defined Events 

CPM Enabler defines the following events data:

1) CPM IMAP events;

2) CPM Interworking events for:

a. CPM User gaining CS connectivity (hence being capable to receive SMS deliveries);

b. Failed SMS delivery via interworking to a CPM User.

3) 
6.7.5.1. CPM IMAP Events 

The CPM IMAP event provides a data structure that allows the following:

1) Update of IMAP flags (\Deleted and \Seen) for one or more CPM Messages and/or CPM Standalone Media objects, based on CPM User actions that have occurred on the CPM Client (e.g. CPM User has deleted a CPM Message or has displayed a CPM Message).

2) Editor’s Note: It is FFS if additional IMAP related functionality will be added as part of the CPM IMAP events defined in this release.

An <event-cpm-imap> element contains the data related to one or more IMAP operations and their related object data. The <event-cpm-imap> element has the following attributes:

· Shall have one ‘type’ attribute of type String that defines the type of the CPM IMAP event. The attribute can take the following enumerated values: “flags”;

· Shall have one ‘index’ attribute of type String which is unique within one event reporting request.

The <event-cpm-imap> element shall have one or more <operation> child elements.

The <operation> element includes the information associated to the IMAP operation and has the following attributes:

· Shall have one ‘name’ attribute is of type String and contains one of the enumerated values for the IMAP flags operations: “add” ;

· Shall have one ‘flags’ attribute of type String that contains the one of the enumerated values reflecting the supported IMAP flags:”\Seen”, “\Deleted”.

The <operation> element has one or more <object> child elements. 

The <object> element is of type String and has the following attributes:

· May have one attribute ‘uid’ of type String which includes the value of the CPM Message Store UID of the message object; 

· May have one attribute ‘folder-path’ of type String which contains the CPM Message Store mailbox storage path of the message object.

The attributes ‘uid’ and ‘folder-path’ are optional, but the CPM Client shall always include and populate them if they are known for a message object stored in the CPM Message Store.

The <object> element may have several child elements. The <message-id> child element has the syntax defined in [RFC5438] section 6.3 and it is set to the value of the IMDN <message-id> element received in the CPIM header field of the SIP or MSRP request associated with the <object>. If the bi-directional SIP INVITE mechanism is used, the <message-id> shall be present and populated for each object so the Participating Function can provide the result of the CPM Message Store update for each object using the delivery report IMDN for that <message-id>.

If the CPM Client does not know the message UID value (e.g. message received via SIP by the client and not yet synchronized with the CPM Message Store), then the CPM Client shall include and populate all applicable optional child elements of the <object> element, which are used by the CPM Participating Function and CPM Message Store to uniquely identify the corresponding stored message object, as follows:

· one <conversation-id> element of type String, set to the value of the Conversation-ID header field received in the SIP request; and,

· one <contribution-id> element of type String, set to the value of the Contribution-ID header field received in the SIP request; and,

· one <message-id> element with the syntax defined in [RFC5438] section 6.3, set to the value of the IMDN <message-id> element received in the CPIM header field of the SIP or MSRP request associated with the message; and,

· for messages belonging to a 1-to-1 conversation, one <other-party> element of type anyURI shall be present and populated with the TEL URI or the SIP URI of the other user.

The events reported by the CPM Client are not rendered to the CPM User, but they SHALL be transparently processed by the CPM Client.
The other CPM Clients SHALL learn of the IMAP event(s) at their next IMAP synchronization. 
The CPM Participating Function SHALL perform the requested update(s) into the CPM Message Store, and relay to the CPM Client the result back for each item received in the event, an IMDN delivery report for each item identified by a <message-id> element,   including:

a) a positive delivery, if the update in CPM Message Store was successful; or

b) a negative delivery if the update in CPM Message Store was unsuccessful.

The CPM Client SHALL still need to update the reported flag(s) at the next IMAP synch operation, in case the result received in the IMDN reported was unsuccessfully executed by the CPM Participating Function.

6.7.5.2. CPM Interworking Events
The CPM Participating Function and the CPM Interworking Function communicate via the CPM Interworking event structure, contained in the <cpm-event-iw> element. The <cpm-event-iw> element can include one or more of the following interworking events:

a) if no IMDN, or an IMDN with only “positive-delivery” was requested for the CPM Message, but a SMS Status report containing failure result is received by the CPM Interworking Function for the interworked SMS delivery, then the CPM Interworking Function notifies the CPM Participating Function that the SMS delivery has failed via the CPM Event Reporting Framework, including the <iw-failed> event data; 
b) when a CPM User, for which a previous SMS delivery has failed, becomes attached or registered and is now available to receive delivery of messages via SMS, the CPM Interworking Function informs the CPM Participation Function via the <ready-for-sms> event that a CPM User has now the connectivity necessary to receive SMS.
6.7.5.2.1. Interworking Events Structure

The <cpm-event-iw> element has the following structure:
1) SHALL contain zero or more children elements <failed-iw>, populated when the delivery of a message via legacy technology has failed. Each element SHALL have the following children elements:
a. One <cpm-user-address> element, containing the Authenticated CPM User’s address (e.g. MSISDN) of the CPM User;
b. One <message-id> element of type String, including the unique identity of the message that has failed delivery;
c. One <Message-Context> 
element, containing the technology used for interworking and for which the delivery has failed. The element is of type String and can take the following enumerated values: ”pager-message” for SMS and “multimedia-message” for MMS;
d. One <domain>  element of type String, containing one of the following enumerated list of values:
i. “CS” indicates the CPM User is registered in CS domain and has SMS capabilities;
ii. “PS” indicates that the CPM User is registered in PS domain and has SMS capabilities.
e. Other elements, for the purpose of extensibility.
2) SHALL contain zero or more <ready-for-sms> elements, which can include the following children elements:
a. One <cpm-user-address> element, containing the Authenticated CPM User’s address (e.g. MSISDN) of the CPM User;
b. One <domain>  element of type String, containing one of the following enumerated list of values:
i. “CS” indicates the CPM User is registered in CS domain and has SMS capabilities;
ii. “PS” indicates that the CPM User is registered in PS domain and has SMS capabilities.
Change 2:  Indicate that delivery was done via legacy, to set sender’s expectations

Change 3:  Add trigger for IW to primary device – Standalone Message pager
8.3.1. CPM Message Handling
8.3.1.1. Handle a Pager Mode CPM Standalone Message and SIP IMDNs
Upon receiving a SIP MESSAGE request with one of the CPM Feature Tag values listed in section 8.3. “Procedures in the Terminating Network” included in the Accept-Contact header, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. Check if the Authenticated Originator CPM Address of the SIP MESSAGE request is included in the standalone messages Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
4. Check in the recipient’s user preferences retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences” and if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<standalone-message>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF without as described in section 6.5 “Communicating with the ISF”.
c. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL remove the Disposition-Notification header field in CPIM header of the received CPM Standalone Message as defined in [RFC5438];
NOTE: If present, the request for read report is not removed by the CPM Participating Function.

ii. SHALL store the message in the user’s message store in the Message Storage Server according to procedures specified in section 6.3.1 “Object Store Operation” of [OMA-CPM_TS_MessageStorage]. 
iii. If the originator of the CPM Standalone Message requested a “positive-delivery” disposition notification as defined in [RFC5438], SHALL generate a “positive-delivery” notification as described in section 8.3.4 “Sending a Disposition Notification”; 
iv. SHALL return a SIP 200 “OK” response. 

Otherwise, continue with the rest of the steps;
d. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function SHALL change the address of the recipient to the one provided in the user preferences only if the Content-Type of the SIP MESSAGE is not set to “message/imdn+xml”, and send the CPM Standalone Message to that address through the SIP/IP core. If the Content-Type of the SIP MESSAGE is set to “message/imdn+xml”, then the CPM Participating Function SHALL NOT change the address of the recipient.
Otherwise, continue with the rest of the steps;

e. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
Otherwise, continue with the rest of the steps; 

5. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response.

6. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true” or an ‘<allow-interworking>’ sub-element set to “true”, the CPM Participating Function SHALL if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-offline-storage>’ sub-element set to “true”. If such a rule exists, it SHALL execute the processing described in section 8.5 “Record CPM Conversation History”. 
7. If the Content-Type of the SIP MESSAGE is “message/imdn+xml”, the CPM Participating Function SHALL send the request via the SIP/IP core towards the user’s CPM Client, and not execute the remaining steps.
8. If in step 4 no rule matched, or if the action element of the matching rule included the ‘<allow-deliver-and-interwork>’ sub-element, the CPM Participating Function SHALL:
a. Determine which of the registered CPM Clients are expected to receive the CPM Standalone Message as follows:
i. MAY check for rules in [OMA-XDM-Policy] satisfying the following criteria:

· The <service-list> element inside the <conditions> element contains a <service> element with the attribute “enabler” set to “CPM”.

· The <upp-list> element inside the <conditions> element contains the active User Preference Profile name of one of the registered CPM Clients of the recipient CPM User.

· Other elements inside the <conditions> element evaluate to true for the CPM Standalone Message.

· The <action> element contains a <allow-reject-invite> element, as defined in [OMA-XDM-Policy], and with its value set to “true”.

· SHALL exclude each registered CPM Client whose active User Preference Profile is mentioned in one of the rules found as a result of step i from the list of registered CPM Clients that will receive the CPM Standalone Message;
ii. SHALL evaluate other information sources to determine device connectivity and, if evaluated, SHALL exclude those registered CPM Clients whose connectivity does not allow to receive the CPM Standalone Message.  
iii. SHALL further exclude those registered CPM Clients whose capabilities (learnt via the registration NOTIFY request as specified in section 8.1.4 “Using the Registration Event Information”, or via other information sources) do not allow to receive the CPM Standalone Message.

iv. SHALL further exclude those registered CPM Clients that should not receive the CPM Standalone Message according to service provider policies.

NOTE: 
steps ii, iii, iv, and v implement the notion of a CPM Client being “suitable” (or not) for a request as described in section  6.6 “Suitable CPM Clients”. This notion of “suitable” applies equally to other requests, i.e. Large Mode CPM Standalone Message request, CPM Session Invitation request and CPM File Transfer request, see affected sections.
b. MAY replace each Media Object attached to the CPM Standalone Message with a reference, as described in section 8.3.1.4  “Replacing Media with a Reference”
c. SHALL generate a SIP MESSAGE request for each registered CPM Client selected in step a according to the rules and procedures of [RFC3428]. To deliver the CPM Message using a Non-CPM Communication Service, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF as described in section 6.5 “Communicating with the ISF”;
Change 4:  Add 

Change 5:  Add 

Change 6:  Add 

Change 7:  Add 

Change 8:  End of changes

�Missing MIME header definition in Appendix C
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