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1 Reason for Change

This change request provides a proposal for the technical implementation of GSMA GFRG/GSG requirements for the support of management of CPM Long-lived Group Session subject and icon.

2 Impact on Backward Compatibility

non identified
3 Impact on Other Specifications

non identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
6 Detailed Change Proposal

6.7 CPM Event Reporting Framework

CPM Event Reporting Framework provides procedures and interfaces of the CPM Enabler to allow:

· A CPM Client to inform the CPM Participating Function of one or more events that have occurred on that CPM Client or device;

· A CPM Client to pass information about event(s) occurred on the device to the CPM Controlling Function or an Application Server in the network, via the CPM Participating Function;

· The CPM Participating Function to further inform the other CPM Clients on CPM User devices, of the event(s) reported to have occurred on one of the CPM Clients of the CPM User;

· The CPM Participating Function, the CPM Controlling Function or an Application Server in the network via the CPM Participating Function, to provide to the CPM Client appropriate information in response to the event reported by the CPM Client.

· The CPM Participating Function, or an Application Server in the network via the CPM Participating Function, to request information about event(s) occurred on a CPM Client or device.

· A CPM Client to provide to the CPM Participating Function, or an Application Server in the network via the CPM Participating Function, the information about requested event(s).

7.1.1 CPM Defined Events 

CPM Enabler defines the following events data:

1) CPM IMAP events;

2) CPM Interworking events for:

a. CPM User gaining CS connectivity (i.e. being capable to receive SMS deliveries);

b. Failed SMS delivery via interworking to a CPM User;

3) CPM ACTIVITY events;
4) CPM Group Data Management Events.
7.1.1.1 CPM Group Data Managment Events 

The CPM Group Data Management enables the CPM Client to request the CPM Controlling Function to manage the characteristics of a CPM Long-lived Group Session. The Group Data Management events are initiated by the CPM User request the CPM Client to changing the characteristics of a CPM Long-lived Group Session conversation.
The application of the CPM Group Data Management Events requires the CPM Client and the CPM Controlling Function managing the CPM Long-lived group session to support management CPM Group Session data. The support of CPM Group Data Management is negotiated between the CPM Client and the CPM Controlling Function as defined in section 7.3.1.2 "Initiating a CPM Group Session for a CPM Ad-hoc Group", section 7.3.1.5 "Re-joining a CPM Long-lived Group Session" and section 7.3.2 "Receiving a CPM Session Invitation".
If the CPM User request the CPM Client to change the characteristics of a CPM Long-lived Group session and there is no CPM Group session in place with the CPM Controlling Function, then the CPM Client SHALL re-join the CPM Long-lived Group Session as defined in section 7.3.1.5 "Re-joining a CPM Long-lived Group Session" by use of the relevant CPM Group Session Identity. If the there is a CPM Group Session in place for the CPM Group Session Identity and the CPM Group session allows the application of CPM Group Data Management, then the CPM Client SHALL use the active CPM Group Session.
The CPM Client and the CPM Controlling Function communicate via the CPM Group Data Management structure, contained in the <cpm-event-group-management> element.
The CPM Client SHALL request a change of the characteristics of a CPM Long-lived Group session by use to the <group-data-request> element defined below. The CPM Client SHALL assign a unique ID to the request to allow the correlation of the request with a response of CPM Controlling Function.

The CPM Controlling Function SHALL reply to a change of the characteristics of a CPM Long-lived Group session only if the request of the CPM Client could not be processed. If the request of the CPM Client is processes successfully, then the result will be conveyed to the CPM Client via the update of Participant Information of the CPM Long-lived Group Session as defined in section 7.3.10 "Participant Information"
The <cpm-event-group-management> element has the following elements and attributes:
· SHALL have one attribute "id" of type string containing a unique ID assigned by the client for the CPM Group Data Management request and returned by the CPM Controlling Function to the CPM client is a response is sent.
· SHALL have one child element being either
· a <group-data-request> element containing the request data of the CPM Group Data Management event sent by the CPM Client to the CPM Controlling Function

· a <group-data-response> element containing the response data sent by the CPM Controlling Function to the CPM Client.
The <group-data-request> element has the following elements and attributes:

· SHALL have one <target> attribute of type String with the following values:

· "subject" indicates that the request of the CPM Client targets the <subject> element if the [RFC4575] conference description.

· "icon" indicates that the request of the CPM Client targets the <icon> element of the OMA CPM extension to the conference event package defined in Annex P.
· SHALL have one <action> attribute of type String with the following enumerated values:

· "set" indicates that the request of the CPM Client contains a new value for the element indicated in the <target> attribute.

· "delete" indicates that the request of the CPM Client requests the CPM Controlling Function to delete the values of elements indicated in the <target> attribute.
· MAY have one <data> child element containing the new value of the element indicated via the <target> element. The <data> child element SHALL be present if the <action> attribute has the value "set". The <data> SHALL have one of the following child elements:

· a <subject> element of type String containing the subject to be assigned to the CPM Long-lived Group session. The <subject> element SHALL be present if the value of the <target> attribute is set to "subject" and the value of the <action> attribute is set to "set".
· a <icon> element containing one of the following child elements
· a <icon-uri> element of type anyURI containing the URI pointing to the image. The procedure for the CPM Client to determine a URI for the icon image is out of scope of this specification.
·  a <file-info> element of type String containing a content-id (CID) pointing to an additional body of the CPIM message containing the image file. If the <icon> element is present, then there SHALL be an additional CPIM body present in the MSRP SENT message with an image content-type in the CPIM message in relation to the event reporting xml via a MIME multipart/related content-type.
The <group-data-response> element is of type String and contains a response code and a descriptive text to specify the reason for not processing the request. 
· [Editor's note: to be checked which response codes are needed]
7.3.1.2 Initiating a CPM Group Session for a CPM Ad-hoc Group

The CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:

1. SHALL set the Request-URI of the SIP INVITE request to the CPM Controlling Function URI provisioned in the device;

2. SHALL include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

3. SHALL include a Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address, as described in section 6.1 ”Authenticated Originator’s CPM Address;
5. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
6. MAY include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag, if the CPM Group Session initiates a CPM Long-lived Group session with support of Group Data Management, see section 6.7.5.4 "CPM Group Data Managment Events";

7. MAY include a Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag, if the CPM Group Session initiates a CPM Long-lived Group with support of Group Data Management, see section 6.7.5.4 "CPM Group Data Management Events";
8. MAY set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, if the CPM Group Session initiates a CPM Long-lived Group session with support of Group Data Management, see section 6.7.5.4 "CPM Group Data Management Events";
9. SHALL include a MIME resource-list body with the invited CPM Users as specified in [RFC5366];

10. SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in a CPM Group Session for a CPM Ad-hoc Group, as provisioned to the device. If exceeded, the CPM Client SHALL notify the CPM User.
Otherwise, continue with the rest of the steps;

11. If anonymity is requested by the CPM User, SHALL include value "id" in the Privacy header field according to the rules and procedures of [RFC3325];
12. If the CPM Session starts a new CPM Conversation, the CPM Client SHALL include a Conversation-ID header field set to a newly generated value as specified in Appendix C “CPM-defined SIP Headers”; Otherwise include the Conversation-ID of the existing CPM Conversation;

13. The CPM Client SHALL include a Contribution-ID header field with a newly generated Contribution-ID value as specified in Appendix C “CPM-defined SIP Headers”; 

14. If the CPM Session is in reply to a previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header field with the value of Contribution-ID in the previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation;

15. SHALL include a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”;
16. MAY set a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“ if the CPM Group Session initiates a CPM Long-lived Group session with support of Group Data Management, see section 6.7.5.4 "CPM Group Data Management Events";
17. If the CPM User requested the CPM Group Session to be a Closed CPM Group Session, then the CPM Client SHALL populate the SDP attribute a=chatroom defined in [IETF-DRAFT-Chat] with the CPM reserved chat-token value of ‘org.openmobilealliance.groupchat.closed’ to indicate the CPM Closed Group Session in the SIP INVITE. The SDP attribute value SHALL be: “a=chatroom:org.openmobilealliance.groupchat.closed”;

18. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receiving a SIP response to the SIP INVITE request, the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications: 

1. The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261]; 
2. If a SIP 200 "OK"  response was received:
a) the CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];

b) The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”.
c) The CPM Client SHALL subscribe to the conference state event package of the CPM Group Session Identity as specified in section 7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session.
d) If the CPM Group Session was initiated for a CPM Long-lived Group session, the CPM Client SHALL check whether the Contact header field contains the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ and the MIME SDP body of the SDP answer contains the a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“. If both are present, then the CPM Client SHALL offer the CPM User the capability to manage Group Data for the CPM Long-lived Group Session as defined in section 6.7.5.4 "CPM Group Data Management Events".
7.3.1.5 Re-joining a CPM Long-lived Group Session

The CPM Client SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:
1) SHALL set the Request-URI to the address of the target CPM Group Session of CPM Long-live Group Session;
2) SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3) SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;;
4) SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
5) MAY include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag to support Group Data Management, see section 6.7.5.4;

6) MAY include a Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag, to support Group Data Management, see section 6.7.5.4;
7) MAY set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, to support of Group Data Management, see section 6.7.5.4;
8) SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address in Contact header field, as described in section 6.1 ”Authenticated Originator’s CPM Address;
9) SHALL include a User-Agent header field to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release Version in User-agent and Server headers”
10) If anonymity is requested, SHALL include value ''id'' in a Privacy header field according to the rules and procedures of [RFC3325].
NOTE: If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [OMA-XDM-Group] the CPM Session Invitation will not be allowed by the CPM Controlling Function hosting the CPM Group.
11) SHALL include the Conversation-ID header field of the requested CPM Group Session;

12) SHALL include the Contribution-ID header field of the requested CPM Group Session; 

13) SHALL include the MIME SDP body of the requested CPM Group Session as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”.
14) MAY set a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“ to support of Group Data Management, see section 6.7.5.4;
15) SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1) The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function;
2) The CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];
3) The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”.
4) On receiving SIP 404 “Not Found” or SIP 403”Forbidden“error response to the SIP INVITE request, the CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function. The CPM Client MAY generate and send a new SIP INVITE request as specified in section 7.3.1.2 “Initiating a CPM Group Session for a CPM Ad-hoc Group”, with the following clarifications:

1) SHALL include a MIME resource-list body with the last Participant Information as specified in [RFC5366];
2) SHALL include the Conversation-ID header field of the requested CPM Group Session; 
3) SHALL include the Contribution-ID header of the requested CPM Group Session

In the case of CPM Client receives a SIP INVITE of the same CPM Group Session during it own SIP INVITE of re-joint CPM Group Session, CPM Client SHALL use the received SIP INVITE request as specified in section 7.3.2 “Receiving a CPM Session Invitation”, instead of it own initiated SIP INVITE request.

If the CPM Group Session was successfully established with the CPM Client, the CPM Client SHALL subscribe to the conference state event package of the CPM Group Session Identity as specified in section 7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Long-lived Group Session.
7.1.2 Receiving a CPM Session Invitation

Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field, the CPM Client: 

1. SHALL return: 
a. a SIP 480 “Temporarily Unavailable” response if there are not enough resources to handle the CPM Session, or if the CPM User or CPM Client temporarily declines the CPM Group Session invitation (e.g. CPM User is roaming and does not want to take the CPM Group Session at that time) or

b. a SIP 486 "Busy Here" response if the CPM User or CPM Client decides not to take the additional session (e.g. if audio session is requested when audio is already part of another session) or
c. a SIP 302 “Moved Temporarily” response if redirecting the CPM Session Invitation is requested by a local device’s setting or CPM User, or

d. a SIP 603 “Declined” response if the CPM User has rejected the invitation. 
Otherwise, continue with the rest of steps; 
2. If a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”) is included in the SIP INVITE request, it SHALL determine whether a corresponding CPM 1-1 Session exists. If there is no ongoing CPM 1-1 Session whose Contribution-ID is identical to the value indicated in the Session-Replaces header, the CPM Client SHALL return a SIP 481 “Call/Transaction Does Not Exist” response.
Otherwise, continue with rest of steps: 
3. MAY render the CPM Session Invitation to the CPM User based on a local device setting s, with the following clarifications:
a. The CPM Client MAY render the subject header field as part of the CPM Session Invitation, if present. However, if the CPM Client and the CPM Controlling Function support the CPM Group Data Management for CPM Long-lived Group Sessions as defined in section 6.7.5.4 "CPM Group Data Management Events", then the subject of the Group Session will be received by the client as result of the processing in step 4.;
b. If a Session-Replaces header field is received, the CPM Client MAY render an indication that the CPM Group Session is a replacement for a CPM 1-1 Session;
c. The CPM Client MAY display to the invited CPM User the CPM Address of the inviting CPM User, if privacy rules allow it. The CPM Client SHALL NOT display the CPM address of the inviting CPM User if Privacy header field includes value 'id'.
4. If the CPM Session Invitation is for a CPM Group Session, SHALL subscribe to the conference state event package as specified in section 7.3.10 “Participant Information”.

Otherwise, continue with the rest of the steps;

5. Otherwise, SHALL accept the SIP INVITE request and then the CPM Client :

a. SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];

b. If a Session-Replaces header field is received, it SHALL replace the existing 1-1 CPM Session with the new CPM Group Session;
6. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261], with the following clarifications:
a. The CPM Client SHALL include an answer SDP as described in section 5.2.1.3 “SDP Handling at Terminating Nodes” ;
b. The CPM Client MAY include a display name as specified in sub clause 6.3 “Display Name”;

c. The CPM Client SHALL include the Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID header fields and values as received in the SIP INVITE request;

d. SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address as described in section 6.1. ”Authenticated Originator’s CPM Address”;
7. SHALL send the SIP 200 “OK” response according to the rules and procedures of the SIP/IP core; 
Upon receiving a SIP ACK request, the CPM Client:

1. SHALL handle the SIP ACK request according to the rules and procedures of [RFC3261]; and

2. SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”. 
3. If a Session-Replaces header field is included in the SIP INVITE request, the CPM Client SHALL send a SIP BYE request to end the CPM 1-1 Session identified in the Session-Replaces header field.
If the CPM Session Invitation is for a CPM Long-lived Group Session, and the CPM Client supports CPM Management of Group Data and the Contact header field of the SIP INVITE request contains the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ and the MIME SDP body of the SDP answer contains the a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“, then the CPM Client SHALL offer the CPM User the capability to manage Group Data for the CPM Long-lived Group Session as defined in section 6.7.5.4 "CPM Group Data Management Events".
8.2.2.1 Handle a CPM Session Invitation 

Upon receiving a SIP INVITE request for a CPM 1-1 Session or a CPM Group Session:
1. The CPM Participating Function SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version as defined in Appendix D “Release Version in User-agent and Server headers” and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;

3. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261]

Otherwise, continue with the rest of the steps;
4. If the CPM Participating Function stays in the media path, the CPM Participating Function:
a. SHALL copy from the original SIP INVITE: the received Request-URI, the header fields Conversation-ID, Contribution-ID, InReplyTo-Contribution-ID and the received recipient-list from the body of the original SIP INVITE; 

b. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the CPM Session; 

c. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261];

d. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
e. SHALL copy the Contact header and the Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request 
f. SHALL add a Supported header field with the option tag ‘timer’ and if included in the original SIP INVITE request also a ‘recipient-list-invite’ tag; 
g. SHALL include a Session-Expires header field with the refresher parameter set to “uac”;

h. SHALL set the delta-seconds value to a value of 1800 or lower in the Session-Expires header according to a service provider configured value and to the rules and procedures of [RFC4028];
i. SHALL check if in the received SIP INVITE:
i. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’; or 
ii. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tags ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’ and optionally 'urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg'. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’ and 'urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg' if present in the P-Preferred-Service headrer field; or
j. if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ or the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’. If another value is found, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response; SHALL insert a URI identifying its own address in the Contact header of the SIP INVITE request;

k. SHALL include an SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the originating client, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”;

l. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISFand IWF”. Otherwise the CPM Participating Function SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

5. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:

a. SHALL act as a SIP proxy according to the rules and procedures of [RFC3261] for the duration of the CPM Session;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,

c. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL forward the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”. Otherwise, the CPM Participating Function SHALL forward the SIP INVITE request according to the rules and procedures of [RFC3261] and the SIP/IP core.

Upon receiving a SIP 200 "OK" response from the terminating leg, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 

1. If the SIP 200 “OK response was received from the ISF, the CPM Participating Function SHALL check whether the all offered Media Streams have been accepted. If not, the CPM Participating Function MAY attempt to establish a new session for the rejected Media Streams. To establish the new session the CPM Participating Function:
a. SHALL check if service provider policy allows to establish a new session for the new Media Stream;
b. If allowed, SHALL generate a SIP INVITE request with the following details;
i. SHALL perform the above step 4 with the exception of step 4-f and step 4-g;
ii. SHALL include SDP parameters about the rejected Media Streams in the SDP body, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”. The CPM Participating Function SHALL set the a=setup attribute to the value of “passive” according to [RFC6135];
iii. SHALL send the SIP INVITE request directly to the ISF.

Otherwise, continue with the rest of steps;

2. SHALL generate a SIP 200 "OK" response towards the originating CPM Client;

3. SHALL include a Server header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
4. SHALL include the received SDP body as an SDP answer based on the SDP answer received in the SIP 200 “OK” response as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”. The CPM Participating Function SHALL set the a=setup attribute to the value of “passive” according to [RFC6135];

5. SHALL include a SIP URI in the Contact header that can resolve back to the original SIP URI in the received Contact header;
6. SHALL send the SIP 200 "OK" response to the CPM Client according to the rules and procedures of SIP/IP core; and wait for the SIP ACK request from the CPM Client and SHALL propagate it towards the leg on the terminating side;
7. SHALL check the <actions> element <allow-offline-storage> retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences”, and if set to ”true”, or if the recording is enabled, it SHALL execute the processing described in 8.5 ”Record CPM Conversation History”, i.e. the storage of the SIP INVITE request data into the Session info Object. For the CPM Group Session, it also stores the Group State Object containing the CPM Group Session Identity and the Participant list as received in the body of the SIP INVITE request; 
8. If service provider policy supports the direct delivery of originated chat messages to all suitable CPM User’s registered Clients, then the CPM Participating Function:

a. If the CPM Participating Function requires a specific User-Agent version, it SHALL determine if any of the suitable CPM User’s registered Clients, excluding the one that originated this CPM Session, supports that version.

i. If no suitable CPM User’s registered Clients support the specific User-Agent version required by the CPM Participation Function, then it SHALL skip the rest of this procedure.

b. SHALL generate a SIP INVITE to each of the other suitable CPM User’s registered Clients, as follows:

i. SHALL set the recipient CPM User’s address with the device identifier of the targeted CPM Client;

ii. SHALL copy the rest of the SIP header fields received in the original SIP INVITE request;

c. SHALL follow the CPM Participating Function terminating side procedures as described in section 8.3.2.1 “Handle a CPM Session Invitation” to handle the SIP responses and to establish the MSRP sessions to all other suitable CPM User’s registered Clients that will accept the SIP session.
Upon receiving a SIP 200 "OK" response, when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:

1. SHALL forward the SIP 200 "OK" response toward the initiating CPM Client according to the rules and procedures of [RFC3261] and the SIP/IP core; and,

2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.

Upon receiving an error response that is not from one of the other CPM User’s suitable clients, e.g. SIP 404”Not Found” or SIP 488 “Not Acceptable Here” or SIP 606 “Not Acceptable”, based on service provider policies, the CPM Participating Function: 

1. SHALL check if service provider policy allows to initiate interworking on the originating side;
2. If interworking is allowed, it SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”;
3. Otherwise, it SHALL forward the SIP INVITE error response towards the originating CPM Client.
Upon receiving a SIP ACK request, the CPM Participating Function SHALL forward the SIP ACK request to the SIP/IP core according to the rules and procedures of the SIP/IP core.
The MSRP media handling by the originating CPM Participating Function SHALL be done as described in section 8.6. “Media Plane Handling”.
9.2.14.2 Long-lived CPM Group Session
The Long-lived CPM Group Session requires the CPM Controlling Function to keep the conference information related to the CPM Group Session after the CPM Group Session became inactive, for a duration that is subject to service provider policies. This allows the CPM Controlling Function to further serve requests related to the Long-lived CPM Group Session (e.g. re-start of Long-lived CPM Group Session). 
The minimum conference information kept is: 


Conversation-ID, Contribution-ID and CPM Group Session Identity,
· last Participants Information,
· subject,

· icon and;

· type of the CPM Group Session (e.g. Closed or not).

9.2.14.3 Sending Participant Information Notifications

When the CPM Controlling Function needs to notify a Participant of changes to the Participant Information, it SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC6665] with the following clarifications:
1. When reporting changes in the Participant information, the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575];
2. The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575] with the following limitations:

a. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
b. The CPM Controlling Function SHALL include a <user> element. The "user" element:
i. SHALL include the <entity> attribute. The <entity> attribute:
· SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
· SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
· SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
· SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
· SHALL include, for each Participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the Participant’s own information as defined in Appendix M of [OMA-SIMPLE-IM].
ii. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in step a;
iii. SHALL include a single <endpoint> element. The <endpoint> element
· SHALL include the <entity> attribute;
· SHALL include the <status> element. The <status> element SHOULD have one of the following values:
a. "connected", when the Participant has joined to the CPM Group Session; or,
b. "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent with the following <disconnection-method> element values:  “departed”, “booted” or “failed”.
c. “pending”, when the acceptance of the CPM Group Session invitation was not yet received from the Participant as per [RFC4575]).
3. The CPM Controlling Function SHALL include the value of latest CPM Group Session "subject", received in either the subject header of the SIP INVITE to initiate the CPM Group Session or the "subject" set via the CPM Group Data Management as defined in section 6.7.5.4 "CPM Group Data Management Events" in the <subject> element of the <conference-info> element.

4. The CPM Controlling Function SHALL include the latest "icon" information received via the CPM Group Data Management as defined in section 6.7.5.4 "CPM Group Data Management Events" in the <icon> element of the <conference-info> element following the definitions of Annex P. If the <icon> element contains a <file-info> element, then the SIP NOTIFY request SHALL include a multipart/related content-type with the application/conference-info+xml body part and an additional body part with an image content-type containing the icon image.
Next, The CPM Controlling Function SHALL send the SIP NOTIFY request according to the rules and procedures of the SIP/IP core.

The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent towards a Participant.
NOTE: 
How a CPM Controlling Function limits the rate of SIP NOTIFY requests sent towards the CPM Client is out of scope of this specification.
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