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1 Reason for Change

This change request adds the requirement.

R01
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2 Impact on Backward Compatibility

non identified
3 Impact on Other Specifications

non identified
4 Intellectual Property Rights
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5 Recommendation
6 Detailed Change Proposal

7.3.4.3 Receiving a CPM Session Closing Request
Upon receiving a SIP BYE request, the CPM Client: 

1. SHALL generate a SIP 200 "OK" response according to the rules and procedures of [RFC3261];

2. SHALL send the SIP 200 "OK" response according to the rules and procedures of the SIP/IP core;

3. SHALL release all Media Plane resources corresponding to the CPM Session being closed;
4. If the received SIP BYE request includes a Reason header field with the protocol set to SIP and the protocol-cause set to 200 along with a reason text  (e.g. SIP;cause=200;text="Call completed elsewhere”) as described in [RFC3326], the CPM Client MAY indicate to the CPM User that the CPM Session was established elsewhere (on another device).
5. If the received SIP BYE request for a CPM Group Session includes a Reason header field with the protocol set to SIP and the protocol-cause set to 410 (e.g. SIP;cause=410;text="Gone”), the CPM Client MAY indicate to the CPM User that the CPM User was removed from the CPM Group Session. If a Referred-by header is present in the SIP BYE request, the CPM Client MAY use the contained address to indicate the identity of the Participant who initiated the removal request.
The CPM Client SHALL terminate the CPM Session.
8.3.2.3
Handle a SIP BYE Request
When a SIP BYE request associated with an existing CPM Session is received by the CPM Participating Function from the originating network (i.e. on the leg towards the CPM Controlling Function, or towards the other CPM Participating Function involved in the CPM session):

1) a CPM Participating Function that acts as a SIP proxy:

a. SHALL forward the received SIP BYE request along the Signalling Path towards the served CPM User’s Client(s) and upon receiving a SIP 200 “OK” response to a SIP BYE request, it SHALL forward the SIP 200 "OK" response along the same Signalling Path from which it has received the SIP BYE request, according to the rules and procedures of [3GPP TS24.229];
2) a CPM Participating Function acts as a B2BUA:

a. SHALL check if a Reason header field is present in the received SIP BYE request. If a Reason header field is not present (e.g. SIP/IP Core network elements of the originating network did not populate it), then the CPM Participating Function SHALL assume a default value of protocol=SIP;cause=200 value and SHALL continue with step i. below;

b. If the Reason header field is present, the CPM Participating Function SHALL check the values in the Reason header field to determine how to further handle the SIP BYE:

i. If the Reason header field (as defined in [RFC3326]) has a value set to SIP;cause=200; and MAY have a text parameter containing an explanatory String (e.g. "Call completed", or other), then the SIP BYE indicates that the other party(ies) in the CPM Session have left;

ii. If the Reason header field (as defined in [RFC3326]) has a value set to SIP;cause=410; and MAY have a text parameter containing an explanatory String (e.g. "Gone", or other), then the SIP BYE was generated by the CPM Controlling Function to indicate to the Participant CPM User served by the CPM Participating Function that the CPM Group Session was terminated without any further possibility for the CPM User to re-start it as Long-lived CPM Group Session.
The CPM Participating Function SHALL store a Group State Object in the CPM Message Store Server under the CPM Group Session folder where it SHALL populate in addition to the latest list of known Participants and the latest subject and icon data for the CPM Group Session:
1. the <status> element with the value set to "removed"; and 
2. the <referred-by> element with the address taken from the Referred-by SIP header field, if present in the SIP BYE;

iii. If the Reason header field (as defined in [RFC3326]) has a value set to SIP;cause=480; and MAY have a text parameter containing an explanatory String (e.g. "Bearer unavailable", or other), then the SIP BYE was generated by the CPM Controlling Function as result of expiry of inactivity timer of the CPM Group Session, indicating to the Participant CPM User served by the CPM Participating Function that the CPM Group Session can be further re-started as CPM Long-lived Group Session;

iv. If the Reason header field has any other values, such as Reason: SIP;cause=503;text=”Service Unavailable” as defined in [3GPP TS24.229], then the SIP BYE was generated by a node of the SIP/IP Core and MAY indicate a connection loss with the other side;

v. If it receives any further CPM Chat Messages or disposition notifications from the served CPM Client(s), due to race conditions until the CPM Client(s) processed the SIP BYE request, it SHALL return a MSRP 481 error response (indicating to the CPM Client that it cannot use the current CPM Session) and SHALL discard the received messages.
c. SHALL generate and send a SIP BYE request to the connected CPM Client(s) of the served CPM User, according to the rules and procedures of [3GPP TS24.229];

a. Upon receiving 200 “OK” SIP response from the served connected CPM User’s Clients, and if the action element <allow-offline-storage> is set to true, or recording is enabled, the CPM Participating Function:
i. SHALL store the CPM Session to the Message Storage Server according to procedures specified in section 8.5.2 “Record CPM Session”;

b. SHALL generate and send a SIP 200 “OK” response towards the other CPM entity that sent the original SIP BYE request, according to the rules and procedures of the SIP/IP core as described in [3GPP TS24.229]; 

c. SHALL release the all Media Plane resources associated with the CPM Session.
9.2.6
Removing Participant Request

CPM SIP REFER requests are sent within the scope of the CPM Session dialog to which they are related. Upon receiving a SIP REFER request that includes an Accept-Contact header with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and the “method” parameter set to “BYE” in the Refer-To header, the CPM Controlling Function:

1. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send a SIP 421 “Extension Required” response including a Require header with the option tag “norefersub”.
2. SHALL perform actions to verify that the authenticated originator’s CPM Address of the CPM User who initiated the request is authorized for the request:
a. in case of CPM Pre-defined Group by checking the <allow-expelling> element as defined in [OMA-XDM-Group] 
b. in all other cases based on service provider policy;
If not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of steps;

3. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of steps;

4.  SHALL extract the address(es) of the users from the SIP REFER request to be removed either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] for removing one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for removing multiple users.
5. SHALL generate a SIP 202 “Accepted” response to the SIP REFER request according to the rules and procedures of [RFC3515];
6. SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
7. SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
8. SHALL follow the actions described in section 9.2.11 “Participant Removing Request” for each address;
9.2.11 Participant Removing Request 

When a Participant needs to be removed from the CPM Group Session, the CPM Controlling Function SHALL remove the Participant as follows: 

If the CPM Controlling Function received a request to remove the Participant, via a SIP REFER request procedure described in sect. 9.2.6. “Removing Participant Request“, then it:

1. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261]. In this SIP BYE request:
a. SHALL include a Reason header field containing SIP;cause=410,

b. MAY include Referred-by header field set to the authenticated originator’s CPM Address of the participant that requested the removing request.
SHALL send the SIP BYE request towards the Participant according to the rules and procedures of the SIP/IP core as described in [3GPP TS24.229];

2. SHALL release the Media Plane resources associated with the Participant being removed and keep the Participant in the CPM Group Session Participants Information;
3. Upon receiving a SIP 200 "OK" or any other final response for the SIP BYE request, the CPM Controlling Function 
a. SHALL send a notification to the Participants that have subscribed to the Group Session information, to indicate that a CPM User has left the CPM Group Session, as specified in section 9.2.14.3 “Sending Participant Information Notifications” indicating the value “departed” in the <disconnection-method> associated with that CPM User, and
b. SHALL terminate the subscription to Participant Information of this CPM Group Session as specified in section 9.2.14.4 “Terminating the Subscription” if the CPM Client requesting to leave the CPM Group Session has such a subscription.
If the CPM Controlling Function received a SIP 603 DECLINED response to a SIP INVITE, then it SHALL remove the Participant that has declined from the Participants list and SHALL notify the remaining participants of an updated conference state. In this conference state event package notification, the CPM Controlling Function SHALL set the departed participant’s status to “disconnected” and include the disconnection-method element  set to a value of “failed” with a reason sub-element set to code 603 <reason>SIP;cause=603;text="Declined"</reason>.
Appendix Q. CPM Ad-hoc Group Policy 
(Normative)

This Appendix defines mechanisms for:

· communicating policies that are applied by that CPM Controlling Function for CPM Group Sessions, and
· the assignment of roles to Participant CPM Users being of CPM Group Sessions.
Q.1 CPM Controlling Function Policy
The CPM Controlling Function MAY communicate to the Participant CPM Clients the policies in operation for the Participants of the CPM Group Sessions.
The following policies of the CPM Controlling Function MAY be indicated:

A) Participant Removal Policy:

The Participant Removal Policy indicates the policy applied by the CPM Controlling Function for Participants to request the removal of another Participant, as defined in sections 7.3.6 "Remove Participants from a CPM Group Session" and 9.2.6 "Removing Participant Request".
The following Participant Removal Policies are supported:

1) all Participants:
All CPM Users participating in a CPM Group Session are allowed to request removal of a Participant. This is the default value, if no Participant removal policy is indicated.
2) Administrator only:
Only CPM Users participating in a CPM Group Session with an assigned administrator role are allowed to request removal of another Participant. CPM Client(s) of the Participants that do not have the administrator role SHALL not offer to the CPM User the option to remove Participants.
3) no Participant Removal:
No CPM User participating in a CPM Group Session is allowed to request removal of another Participant. The CPM Client(s) of Participants SHALL not offer to the CPM User to the option to remove another Participant.
The supported policies are indicated via CPM well-defined keywords in the <keywords> element of the <conference-description> element of the conference event package as defined in [RFC4575]. Only one keyword instance SHALL be populated to include the Participants removal policy by a CPM Controlling Function.
The value of the <keywords> element of the conference event package of the CPM Controlling Function SHALL conform with the following ABNF syntax:

keywords-value = keyword *(%x32 keyword)

keyword = well-known-keyword / token

well-known-keyword = removal-policy

removal-policy = rem-all / rem-admin / rem-no

rem-all = "rem-all"; indicates the "all Participants" policy
rem-admin = "rem-administrator" ; indicates the "Administrator only" policy
rem-no = "rem-nobody" ; indicates the "no Participant Removal" policy
The CPM Client SHALL ignore unknown keyword values.
Q.2 CPM User Roles
The CPM Controlling Function SHALL be able to assign roles to Participant CPM Users of a CPM Group session and a CPM Long-lived Group Session. The following role is defined:

· Administrator
The Administrator role entitles a CPM User to remove Participants from A CPM Group Session or a CPM Long-lived Group Session.
The CPM User role is assigned via the <roles> element of the <user> element of the conference event package as defined in [RFC4575]. The value of the <roles> element of the conference event package of the CPM Controlling Function SHALL conform with the following ABNF syntax:

roles-value = role *("," role)

role = well-known-role / token

well-known-role = Administrator

Administrator = "Administrator"
The CPM Client SHALL ignore unknown roles values <roles> element.
The assignment of policy is a based on service provider policies.

Note: Extension for the CPM Group Data Management defined in section 6.8. "CPM Group Data Management" SHALL be allowed.
The Administrator role SHALL apply to a Participant CPM User, if:

a) the <user> element containing the <yourown> attribute as defined in Appendix M of [OMA-SIMPLE-IM] with the value "true", contains a <roles> element set to a value of "Administrator".
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