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Change 1:  Another change

H.3 Proposed Formats for CPM Feature Identifiers

When the SIP/IP core corresponds to 3GPP/3GPP2 IMS according to the rules and procedures of [3GPP TS 24.229]/[3GPP2 X.S0013.004], the CPM Feature identifier SHALL be set to:

1. +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.<cpm-feature>" when it is carried as a feature tag in a Contact or Accept-Contact header; and,

2. urn:urn-7:3gpp-service.ims.icsi.oma.cpm.<cpm-feature> when it is carried as a URN in a P-Preferred-Service or P-Asserted-Service header as described in [3GPP TS 24.229].
When the SIP/IP core is not 3GPP/3GPP2, it is recommended that the same values of the CPM Features identifiers be used as when the SIP/IP core corresponds to 3GPP/3GPP2 IMS in order to facilitate interoperability.
The CPM Feature identifier carried as a feature tag SHALL be used by CPM Clients and CPM Participating and Controlling Functions, as specified in the procedures in this document.
The CPM Feature identifier carried as a URN in a P-Preferred-Service header SHALL be used by CPM Clients and carried as a URN in a P-Asserted-Service header SHALL be used by CPM Participating and Controlling Functions, as specified in the procedures in this document, when the SIP/IP core corresponds to 3GPP/3GPP2 IMS.

The <cpm-feature> value in the CPM Feature identifier further identifies the CPM Feature being invoked as described in Table 6 below. 
	CPM Features
	Format and values for Accept-Contact and Contact
	Format and values for P-Preferred-Service and P-Asserted-Service

	Pager Mode CPM Standalone Message
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.msg" 
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg
OR
urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group [see Note A below]

	Large Message Mode CPM Standalone Message
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.largemsg" 
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg
OR
urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg.group [see Note A below]

	CPM File Transfer via MSRP
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.filetransfer" 
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer
OR
urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer.group [see Note A below]

	CPM File Transfer via HTTP
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.filetransferhttp" 
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp
OR
urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group [see Note A below]

	CPM Session 
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session" 
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session
OR
urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group [see Note A below]

	Deferred CPM Message 
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.deferred"
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred

	CPM Notification
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.systemmsg”
	urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg


Table 6: Formats for CPM Feature identifiers
Note A: For Pager Mode CPM Standalone Message, Large Message Mode CPM Standalone Message, CPM File Transfer and CPM Session the P-Preferred-Service and P-Asserted-Service tag will support a “group” subclass that is usedfor Group CPM communications (i.e. Group CPM Standalone Message, Group CPM Session, Group CPM File Transfer).
Appendix F. The Parameters to be provisioned the CPM Service  (Normative )

F.1 OMA CPM Device Management general

This appendix describes the parameters that are needed for initiation of the CPM service, as well as continuous provisioning by service providers. These parameters are specified in a Client Provisioning Application Characteristics document (AC file) and a Device Management Object (DM MO). The bootstrap function specified in [OMA Client Provisioning] and [OMA DM] SHALL be used to enforce the security of provisioning. Existing parameters in [OMA Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined in this specification and to be registered in OMNA through OMA official registration procedures.
1. APPID (Application ID): The application characteristics name for this application, to be used by the DM Client to uniquely identify the application.

2. NAME: Application name. To be displayed on the client side. This parameter is specific for each service provider.

3. PROVIDER-ID: provides an identifier for the application service access point.
4. TO-NAPID: allows an application to refer to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document.

5. TO-APPREF: parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.

6. Max Ad-hoc Group size: Maximum number of Participants allowed for a CPM Group Session for a CPM Ad-hoc Group.

7. Controlling Function URI: A SIP URI used for setting up a CPM Group Session for a CPM Ad-hoc Group or for sending a Pager Mode or Large Message Mode CPM Standalone Message to a CPM Ad-hoc Group.

8. Message Storage Server URI: A URI for CPM user’s message store.

9. CPMDeferredMsgMgmtURI: A SIP URI for CPM user’s Deferred CPM Message function.

10. Max File Transfer Size: the maximum size in bytes per file for CPM File Transfer requests.
11. HTTP Content Server URI: This parameter configures the URI of the HTTP content server where files will be uploaded by the originating side in case the destination cannot accept within the validity period. The parameter shall contain a full qualified URI. The URI should contain the "https" schema to enforce use of secure connections for the client's content server transactions.
12. HTTP Content Server USER: This parameter is the name or identity that shall be used to authenticate the RCS client trying to either get a root URL (HTTP GET request) or upload a file (HTTP post request).
13. HTTP Content Server PWD: This parameter is the password that shall be used to authenticate the RCS client trying to either get a root URL (HTTP GET request) or upload a file (HTTP post request).
These parameters are to be registered in OMNA.

These parameters SHALL be obtained via the DM-1 reference point, from the data which is provisioned to the DM Client as specified in [OMA Provisioning Content] and [OMA DM].

7.4.6 CPM File Transfer via HTTP
7.4.6.1 Sender CPM Client Procedure

In order to guarantee the capability of the CPM File Transfer via HTTP, the CPM Client:

1. The file sending client is correctly set the configuration parameters: HTTP Content Server URI, HTTP Content Server USER, HTTP Content Server PWD which were configured as described in section F.1.
2. The CPM Client SHALL also include the File Transfer via HTTP IARI tag defined in section H.3 in the Contact header .
The procedure of the sender CPM Client uploading the file to the HTTP Content Server is as specified in section 3.5.4.8 of [GSMA RCC.07].
When  the upload of the CPM file was successful, the sender CPM Client SHALL send a CPM message to the receiver. If sending to a single or multiple user(s), there are two possible scenarios:
· If there is a CPM 1-1 Session or a CPM Group Session exiting and File Transfer via HTTP is supported, the following information are sent via MSRP: 
· If the recipient’s capability indicates thumbnail support and the sending CPM Client supports it as well, the sending CPM Client SHALL include thumbnail information: size, MIME-type, HTTP URL, validity;
· SHALL include the CPM File information: size, name, MIME-type, HTTP URL, validity;
·  There is no session established:
· SHALL follow the procedures defined in 7.2.1.1 “Sending a Pager Mode CPM Standalone Message” and SHALL follow the rules and procedures of [RFC5547] with the following clarifications:
· SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI”;
· SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag as follows:
· If the Pager Mode CPM Standalone Message is sent to one recipient, the ICSI value SHALL be set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’
· Otherwise, if the Pager Mode CPM Standalone Message is sent to a group of recipients, the ICSI value SHALL be set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group’
· SHALL set  the value “application/vnd.oma.cpm-filetransfer-http+xml” in the Content-Type of CPIM body header.
· SHALL include the CPM File information in the message body: size, name, MIME-type, HTTP URL, validity.
· If CPM Client support the thumbnail capability SHALL include the thumbnail information in the message body: size, MIME-type, HTTP URL, validity;
Or

· SHALL follow the procedures defined in 7.3.1.1 “Initiating a CPM 1-1 Session” if the CPM File Transfer is to one recipient or in 7.3.1.2 “Initiating a CPM Group Session for a CPM Ad-hoc Group” if the CPM File Transfer is to a list of recipients, or in 7.3.1.3 “Initiating a CPM Group Session for a CPM Pre-defined Group” if the CPM File Transfer is to a pre-defined group. And the following information are sent via MSRP: 
· If the recipient’s capability indicates thumbnail support and the sending CPM Client supports it as well, the sending CPM Client SHALL include thumbnail information: size, MIME-type, HTTP URL, validity;
· SHALL include the CPM File information: size, name, MIME-type, HTTP URL, validity;
7.4.6.2 Receiver CPM Client Procedure
When the receiver CPM Client gets a CPM message as described in the previous section, the CPM Client SHALL:
1. If the sender CPM Client sent the thumbnail and the recipient CPM Client supports it as well, the user SHALL not be aware a different procedure has been used to carry the file, therefore the CPM Client SHALL download(HTTP GET) the thumbnail and display/notify of the incoming file transfer.
2. If the user accepts, the file SHALL be downloaded (HTTPS GET) showing the progress of the download as for a file transfer performed for MSRP. If the HTTP Content Server is working adequately, one of the following three responses SHALL be returned to the Client:
· HTTP 200 OK: Meaning the file is downloaded. 
· A HTTP 503 INTERNAL SERVER ERROR with a Retry-After header: In this case the CPM Client shall retry, the recommended value to retry will be specified in the “Retry-After” header. Please note that this response is provided by the server when the sender is still uploading the file to prevent the race condition.
· Any other error: the CPM Client shall retry up to a maximum of 3 times. In case the file was partially downloaded already, a partial HTTP GET request as defined in [RFC2616] may be used to obtain the remaining part of the file.
3. Regarding the display notification associated to this CPM message, it shall only be sent when the file has been successfully downloaded to indicate the sender that the file has been effectively downloaded by the user.
8.2 Procedures in the Originating Network
A CPM Participating Function in an originating network handles incoming CPM communications in the following manners:

· Upon receiving a SIP MESSAGE request with the CPM Feature Tag set to one of:

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’, or

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’, or

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, or

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’, or
· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’
as defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP MESSAGE request as described in section 8.2.1.1 “Handle a Pager Mode CPM Standalone Message and SIP IMDNs”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences) subject to service provider policies.

· Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP MESSAGE request as described in section 6.7.3.2 “Receiving One Time CPM Events”.

· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.2.1.2 “Handle a Large Message Mode”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.2.2.1 “Handle a CPM Session Invitation”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.2.3.1 “Handle a CPM File Transfer”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.

· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as:

· described in section 6.7.3.2 “Receiving One Time CPM Events”, when the SDP directional media attribute is set to a=sendonly, or
· described in section 6.7.3.4 “Receiving a Bi-directional Session for CPM Events Invitation”, when the SDP directional media attribute is set to a=sendrecv.
8.2.1.1 Handle a Pager Mode CPM Standalone Message and SIP IMDNs
Upon receiving a SIP MESSAGE request with one of  the CPM Feature Tag listed in section 8.2 “Procedures in the Originating Network” included in the Accept-Contact header.
1. The CPM Participating Function SHALL check whether the authenticated originator’s CPM Address is allowed to send the request and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version no supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;

3. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text according set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261]
Otherwise, continue with the rest of the steps;
4. If the “Expires” header is included, the CPM Participating Function SHALL check if the message is still valid. If the message is no longer valid, the message is handled as specified in [RFC3428].
Otherwise continue with the rest of the steps;
5. The CPM Participating Function SHALL check if there are external contents in the MIME body of the message, for each Content-Type header set to the value “message/external-body” and whose access-type is set to the value “URL” and whose URL contains the parameter “action=fetch”, the CPM Participating Function

a. SHALL fetch the Media Object, CPM Standalone Message, CPM File Transfer History, CPM Session History or CPM Conversation History indicated by the URL from the Message Storage Server as described in [OMA-CPM_TS_MessageStorage].
b. SHALL replace the value “message/external-body” in the Content-Type of CPIM body header with an appropriate value depending on the fetched data type.
NOTE:
The value in Content-Type header of CPIM body can be obtained from the stored data’s Content-Type value.(e.g. if stored data is a text file whose Content-Type is “text/plain”, the “text/plain” can be copied to the Content-Type header in CPM Standalone Message.)
c. SHALL include the fetched data in the message/cpim body.
6. The CPM Participating Function SHALL check in the originator’s user preferences retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences” if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-offline-storage>’ sub-element set to “true”. If such a rule exists , it SHALL execute the processing described in 8.5 “Record CPM Conversation History”;
7. The CPM Participating Function:
i. SHALL check if:
1. the P-Preferred-Service header field is present and carries the value of one of the CPM Feature Tags such as ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg.group’, or‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer.group’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add that value in the P-Asserted-Service header field; or
2. if P-Asserted-Service header field is present and does not contain a value of the CPM Feature Tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg.group’, or‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, or‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer.group’ , or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’, or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group’, it MAY respond with a 403 ‘Forbidden’ SIP response;
8. The CPM Participating Function SHALL check the message size.
A) If the maximum size of the message (after insertion of external content in step 5 is not larger than 1300 bytes, the CPM Participating Function:
i. If the destination address is neither SIP URI address nor TEL URI address, and the request does not include a list of recipients for an Ad-hoc Group:
1. the CPM Participating Function SHALL forward the SIP MESSAGE directly to the ISF, or via the SIP/IP Core as described in section 6.5 “Communicating with the ISF and IWF”.

ii. Otherwise, the CPM Participating Function SHALL forward the SIP MESSAGE request to the SIP/IP core.
iii. Upon receiving an error response to the SIP MESSAGE request, e.g. SIP 404 “Not Found”, SIP 488 “Not Acceptable Here” or SIP 606 “Not Acceptable”, the CPM Participating Function:
1. SHALL check if service provider policy allows to initiate interworking;
2. If interworking is allowed, it SHALL send the SIP MESSAGE request directly to the ISF, or via the SIP/IP Core, as described in section 6.5 “Communicating with the ISF and IWF”.
Otherwise, continue with the rest of the steps.
iv. Upon receiving a SIP final response, the CPM Participating Function SHALL use this SIP final response as the final response for the delivery of the CPM Standalone Message.

B) Otherwise, when the message size is larger than 1300 bytes the CPM Participating Function:

a) SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261], with the following clarifications:

i. SHALL copy the Accept-Contact header included in the incoming SIP MESSAGE request to the outgoing SIP INVITE request, and replace the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’ value in the g.3gpp.icsi-ref media feature tag by ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“. If an Accept-Contact header field containing a +sip.instance is present, it SHALL NOT copy it in the generated SIP INVITE;
ii. SHALL check if:
1. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’; or
2. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg.group’; or
3. if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’, it SHALL replace the value in P-Asserted-Service with ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’; or
4. if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’, it SHALL replace the value in P-Asserted-Service with ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg.group’
iii. SHALL copy the authenticated originator’s CPM Address to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request;
iv. SHALL copy the Reply-To header to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request.
v. SHALL include a User-Agent header to indicate the CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;

vi. SHALL copy the Privacy header to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request;
vii. SHALL include the option tag ‘timer’ in the Supported header;
viii. SHALL include the “Message-Expires” header in the outgoing SIP INVITE request as defined in Appendix C “CPM-defined Header fields” using the value from the incoming Expires header if it was included in the incoming SIP MESSAGE request.
ix. SHALL include the Session-Expires header with the refresher parameter set to “uac” according to the rules and procedures of [RFC4028];
x. SHALL set the delta-seconds value to a value lower than 1800 in the Session-Expires header according to the rules and procedures of [RFC4028], based on a service provider configured value for a Large Message Mode CPM Standalone Message SIP session;
xi. SHOULD NOT include the Min-SE header field according to the rules and procedures of [RFC4028];
xii. SHALL copy the Request-URI to the outgoing SIP INVITE request from the incoming SIP MESSAGE request;
xiii. SHALL copy the MIME resource-list body to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request;
xiv. SHALL copy the Conversation-ID to the outgoing SIP INVITE request from the incoming SIP MESSAGE request;
xv. SHALL copy the Contribution-ID to the outgoing SIP INVITE request from the incoming SIP MESSAGE request;
xvi. SHALL, if present, copy the InReplyTo-Contribution-ID to the outgoing SIP INVITE request from the incoming SIP MESSAGE request;
xvii. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [RFC6714] with the following clarifications:
1. SHALL set the SDP directional media attribute to a=sendonly;
2. SHALL set the content type as a=accept-types:message/cpim;
3. SHALL set MSRP URI for the MSRP connection setup as a=path:MSRP URI;
4. SHALL set the size as a=file-selector:size:actual message size;
5. SHALL set the a=setup attribute as “actpass”;
b) If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”.
c) Otherwise, the CPM Participating Function SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
d) Upon receiving a SIP 200 “OK” response to the SIP INVITE request, the CPM Participating Function:

i. SHALL start the SIP session timer using the value received in the Session-Expires header according to the rules and procedures of [RFC4028];

ii. SHALL act as MSRP client according to [RFC6135];

iii. If it has received in the SDP answer of the 200 “OK” response an a=setup attribute:

1. with a value of “active”, then it SHALL act as an “passive” endpoint and wait for the other endpoint to initiate the transport connection according to [RFC6135];

2. Otherwise, it SHALL act as an "active" endpoint to open the transport connection according to[RFC6135] ;
iv. SHALL establish the MSRP connection according to the MSRP connection parameters in the SDP answer received in the SIP 200 “OK” response according to [RFC6135];

v. SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261];

vi. SHALL generate one or more MSRP SEND requests (depending on whether chunking is required) according to the rules and procedure of [RFC4975] taking into account the maximum chunk size negotiated according to section 5.2.1, if any, with the following clarification:

a. SHALL set To-Path header according to the MSRP URI(s) received in the answer SDP;

b. SHALL set the content type as Content-Type = message/cpim;

c. If the original SIP MESSAGE request requested for a disposition notification, it SHALL set the disposition notification request in the MSRP SEND request as an extension header as described in section 9.2.15 “Disposition Notification”;
d. SHALL send the MSRP SEND request(s) on the established MSRP connection.

vii. When the last MSRP SEND request (representing the last chunk) has been sent and acknowledged, the CPM Participating Function:

a. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261];

b. SHALL send the SIP BYE request according to the rules and procedures of SIP/IP core;

c. SHALL use the status of the MSRP send request(s) as the final response for the delivery of the CPM Standalone Message.

d. Upon receiving a SIP response to the SIP BYE:

a. If the response is an error response from the SIP/IP core, e.g. SIP 404 “Not Found”, SIP 488 “Not Acceptable Here” or SIP 606 “Not Acceptable”, or upon receiving an error response to an MSRP SEND request sent in step c, the CPM Participating Function:
i. SHALL, if interworking has not yet been attempted, and if allowed according to service provider policy, send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”;

ii. Otherwise, the CPM Participating Function SHALL send the appropriate SIP error response for the received SIP MESSAGE request back to the served CPM Client, in accordance with [RFC3428].

9. If the SIP final response is a SIP 200 OK response, the CPM Participating Function checks:

i. If the user preference for recording, or service provider policies, were set to record the CPM Conversation History,  then the CPM Participating Function:
a. SHALL store the CPM Standalone Message into the Message Storage Server according to procedures specified in section 6.3.1 “Object Store Operation” of [OMA-CPM_TS_MessageStorage] and retrieve an UID from the Message Storage Server;
b. If recording was successful, SHALL include in the SIP final response the Message-UID header set to the retrieved UID information as specified in Appendix C.1.6 “Message-UID”;

ii. SHALL send a SIP 200 “OK” final response for the received SIP MESSAGE request back to the served CPM Client, in accordance with [RFC3428].

8.3 Procedures in the Terminating Network

A CPM Participating Function in a terminating network handles incoming CPM communications in the following manners:

· Upon receiving a SIP MESSAGE request with the CPM Feature Tag set to one of:

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’, or

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’, or

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, or

· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’, or
· ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’
defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP MESSAGE request as described in section 8.3.1.1 “Handle a Pager Mode CPM Standalone Message and SIP IMDNs”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.

· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.3.1.2 “Handle a Large Message Mode”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.3.1.6.3 “Sending Notifications and Awaiting CPM Client Action”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.

· Upon receiving a SIP SUBSCRIBE request with the Event header set to ’deferred-messages’, the CPM Participating Function SHALL handle this SIP SUBSCRIBE request as described in section 8.3.1.6.4 “Delivering Deferred CPM Messages to the Message Storage Server”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.3.2.1 “Handle a CPM Session Invitation”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· Upon receiving a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ defined in Appendix H included in the Accept-Contact header field, the CPM Participating Function SHALL handle this SIP INVITE request as described in section 8.3.3.1 “Handle a CPM File Transfer Initiation”. If any additional strings (e.g. IARIs) are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
8.3.1.1 Handle a Pager Mode CPM Standalone Message and SIP IMDNs
Upon receiving a SIP MESSAGE request with one of the CPM Feature Tag values listed in section 8.3 “Procedures in the Terminating Network” included in the Accept-Contact header, the CPM Participating Function:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
3. MAY heck if the Authenticated Originator CPM Address of the SIP MESSAGE request is included in the standalone messages Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
4. MAY check in the recipient’s user preferences retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences” and if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<standalone-message>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. If the action element includes an ‘<allow-do-not-disturb>’ sub-element set to “true”. the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response.

· Otherwise, continue with the rest of the steps.

c. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”.
d. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL store the message in the user’s message store in the Message Storage Server according to procedures specified in section 6.3.1 “Object Store Operation” of [OMA-CPM_TS_MessageStorage].
ii. SHALL return a SIP 200 “OK” response.
Otherwise, continue with the rest of the steps;
e. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function SHALL change the address of the recipient to the one provided in the user preferences only if the Content-Type of the SIP MESSAGE is not set to “message/imdn+xml”, and send the CPM Standalone Message to that address through the SIP/IP core. If the Content-Type of the SIP MESSAGE is set to “message/imdn+xml”, then the CPM Participating Function SHALL NOT change the address of the recipient.
Otherwise, continue with the rest of the steps;

f. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
Otherwise, continue with the rest of the steps;
5. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true” or an ‘<allow-interwork>’ sub-element set to “true”, the CPM Participating Function MAY check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-offline-storage>’ sub-element set to “true”. If such a rule exists, it SHALL execute the processing described in section 8.5.1 “Record CPM Conversation History”.
6. If the Content-Type of the SIP MESSAGE is “message/imdn+xml”, the CPM Participating Function SHALL send the request via the SIP/IP core towards the user’s CPM Client, and not execute the remaining steps.
7. If in step 4 no rule matched, or if the action element of the matching rule included the ‘<allow-deliver-and-interwork>’ sub-element, the CPM Participating Function SHALL continue with the following steps:
8. SHALL determine which of the registered CPM Clients are expected to receive the CPM Standalone Message as follows:
a. MAY check for rules in [OMA-XDM-Policy] satisfying the following criteria:

1) The <service-list> element inside the <conditions> element contains a <service> element with the attribute “enabler” set to “CPM”.

2) The <upp-list> element inside the <conditions> element contains the active User Preference Profile name of one of the registered CPM Clients of the recipient CPM User.

3) Other elements inside the <conditions> element evaluate to true for the CPM Standalone Message.

4) The <action> element contains a <allow-reject-invite> element, as defined in [OMA-XDM-Policy], and with its value set to “true”.

5) SHALL exclude each registered CPM Client whose active User Preference Profile is mentioned in one of the rules found as a result of step i from the list of registered CPM Clients that will receive the CPM Standalone Message;
b. SHALL evaluate other information sources to determine device connectivity over CS or IP access and, if evaluated, SHALL exclude those registered CPM Clients whose connectivity does not allow to receive the CPM Standalone Message , as follows:
i. SHALL further exclude those registered CPM Clients whose capabilities (learnt via the registration NOTIFY request as specified in section 8.1.4 “Using the Registration Event Information”, or via other information sources) do not allow to receive the CPM Standalone Message.

ii. SHALL further exclude those registered CPM Clients that should not receive the CPM Standalone Message according to service provider policies;

iii. MAY evaluate whether or not any one of the registered CPM Client resides on a Primary Device (as defined in section 6.6) based on the data learnt via the registration NOTIFY request as specified in section 8.1.2 “Receive Registration Event Information Notifications”.
NOTE: 
steps ii, iii, iv, and v implement the notion of a CPM Client being “suitable” (or not) for a request as described in section  6.6 “Suitable CPM Clients”. This notion of “suitable” applies equally to other requests, i.e. Large Message Mode CPM Standalone Message request, CPM Session Invitation request and CPM File Transfer request, see affected sections.
9. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428]:

i. for each registered CPM Client selected in step 8 above;

ii. If service provider policies require that the message is delivered immediately to the Primary Device and none of the registered suitable CPM Clients is on the Primary Device, then the CPM Participating Function SHALL also deliver the CPM Message using a Non-CPM Communication Service to the CPM Client on the Primary Device. To this purpose, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”;
iii. to be sent directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF” based on service provider policy if there is no suitable registered CPM Client which resides on a Primary Device as determined in step 88.b)iii. and there is no rule matched in step 4b;
10. SHALL copy the Accept-Contact header(s) of the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request (discarding the Accept-Contact header with the sip.instance tag and value for the device identifier, if one was provided);
11. MAY replace each Media Object attached to the CPM Standalone Message with a reference, as described in section 8.3.1.4  “Replacing Media with a Reference”;
12. SHALL check if in the received SIP MESSAGE for Pager Mode CPM Standalone Message:

a) the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’; or
b) the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’; or
c) the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’; or
d) the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group’; or
e) if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’ or the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg.group’ or the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’ or the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp.group’. If another value is found, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response;
13. SHALL include a Request-URI and set its value to the suitable CPM Client’s identity, which is one of the public GRUU if one was provided, or the recipient CPM User’s authenticated address obtained in the registration NOTIFY request as specified in the subsection 8.1.2 “Receive Registration Event Information Notifications”;
14. If the CPM Standalone Message was recorded in step 5, the CPM Participating Function SHALL include the UID information received in section 8.5.1 “Record CPM Conversation History” in the Message-UID header as specified in Appendix C.1.6 “Message-UID”;

15. SHALL send the request via the SIP/IP core towards each user’s selected CPM Client.

· If no suitable registered CPM Clients are found to receive the Pager Mode CPM Standalone Message request, then the CPM Participating Function SHALL follow procedures in the section 8.3.1.3 “Applying delivery policies” and stop with this procedure.
With the exception of message forwarded case upon receiving the first SIP 2xx final response from one of the selected CPM Clients, the CPM Participating Function SHALL send the SIP final response along the signalling path towards the originating CPM Client according to the rules and procedures of [RFC3261].

The CPM Participating Function SHOULD determine if it needs to send a delivery notification on behalf of the CPM User, when one was requested by the originator, as described in section 8.2.5 “Sending a Disposition Notification on behalf of a Served CPM User”.
9. Procedures at CPM Controlling Function
The CPM Controlling Function handles incoming requests in the following manner:

· Upon receiving a Pager Mode CPM Standalone Message (i.e. a SIP MESSAGE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’ or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’ included in the Accept-Contact header field), it SHALL handle this Pager Mode CPM Standalone Message as defined in section 9.1.1 “Pager Mode CPM Standalone Message Handling”. If any additional strings are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· Upon receiving a Large Message Mode CPM Standalone Message (i.e. a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ included in the Accept-Contact header field), it SHALL handle this Large Message Mode CPM Standalone Message as defined in section 9.1.2 “Large Message Mode CPM Standalone Message Handling”. If any additional strings are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· When receiving a CPM Session Invitation (i.e. a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field), it SHALL handle this CPM Session as defined in section 9.2 “CPM Group Session Handling”. If any additional strings are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
· When receiving a CPM File Transfer initiation request (i.e. a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ included in the Accept-Contact header field), it SHALL handle this CPM File Transfer as defined in section 9.3 “CPM File Transfer Handling”. If any additional strings are present in the Accept-Contact header field, the CPM Participating Function MAY determine to skip certain CPM services (e.g. Interworking, CPM Message Deferral, storage in CPM Message Store, applicability of blacklists and user preferences, a.o.), subject to service provider policies.
9.1.1 Pager Mode CPM Standalone Message Handling
Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’ or ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransferhttp’ included in the Accept-Contact header the CPM Controlling Function:
1. SHALL check if the authenticated originator's CPM Address is an authorized address to use functionalities of the CPM Controlling Function and if not authorized the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

2. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” according to rules and procedures of [RFC3261].
· Otherwise, continue with rest of the steps;
3. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:

a. SHALL check if the SIP MESSAGE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" error response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps.

b. SHALL check if the number of recipients exceeds the maximum allowed by service provider policy. If it does, then the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a SIP Warning header with the warning text set to “102 Too many recipients” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;

c. SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;

d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365].
4. Otherwise, the CPM Controlling Function:
a. SHALL check if the authenticated originator's CPM Address is authorized to send a CPM Standalone Message to the Pre-defined Group by the group policy. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;

b. SHALL check if the CPM Pre-defined Group address in the Request-URI exists in [OMA-XDM-Group]. If the CPM Pre-defined Group address does not exist, then the CPM Controlling Function SHALL return a SIP 404 "Not found" response according to the rules and procedures of [RFC3261].
· Otherwise, continue with the rest of the steps;
c. SHALL check if the CPM Pre-defined Group address in the Request-URI is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM Pre-defined Group address does not support the CPM service, then the CPM Controlling Function SHALL return a SIP 488 "Not Acceptable" response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;
d. SHALL check if the SIP MESSAGE request received for a CPM Pre-defined Group has anonymity requested and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;
e. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” in the response according to rules and procedures of [RFC3261].
· Otherwise, continue with rest of the steps;

f. SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List. If the Group List is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to ”129 No destinations” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;
g. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Group].
5. SHALL send a SIP MESSAGE request towards each CPM Group member, the CPM Controlling Function;
a. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428];

b. SHALL copy the values in Accept-Contact header from the received SIP MESSAGE request in the outgoing SIP MESSAGE request, if any Accept-Contact header was received;

c. SHALL set the Request-URI to the CPM Address or non-CPM Address of the CPM Group member;

d. If the received SIP MESSAGE request was sent to a CPM Ad-hoc Group, the CPM Controlling Function SHALL include in the authenticated originator's CPM Address, the address of the sending CPM User;

e. If the received SIP MESSAGE request was sent to a CPM Pre-defined Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address with the following clarification:

i. SHALL set the authenticated originator’s CPM Address to the CPM Pre-defined Group address;

ii. If privacy was requested by the sending CPM User, the CPM Controlling Function SHALL include a Referred-By header with anonymous URI;

iii. Otherwise, SHALL include a Referred-By header with the authenticated originator's CPM Address of the received SIP INVITE request, as specified in section 6.1 “Authenticated Originator’s CPM Address”;
f. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;

g. SHALL include all the other received SIP headers as well as the body of the received SIP MESSAGE request in each outgoing SIP MESSAGE request, with the following exceptions:

· SHALL NOT copy the resource-list body of the received SIP MESSAGE. Instead, a new resource-list body will be included, containing the addresses that had “to” and “cc” qualifiers in the resource-list body of the received SIP MESSAGE and SHALL set the Content-Dispostion header field to “recipient-list-history; handling=optional” as described in [RFC5366];

· the Require header field of the outgoing SIP MESSAGE request SHALL not mention “recipient-list-message”. Instead “recipient-list-message” SHALL be included in the Supported header field;
h. SHALL send the SIP MESSAGE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.

6. SHALL send a SIP 202 "Accepted" response along the Signalling Path according to [RFC3261], with the Conversation-ID, Contribution-ID, and if present, the InReplyTo-Contribution-ID header field, copied from the received SIP MESSAGE request into the outgoing SIP 202 “Accepted” response and a Server header as specified in Appendix D “Release Version in User-agent and Server headers” SHALL be included.
If an error response is received when attempting to deliver the SIP MESSAGE request to a CPM Address, the CPM Controlling Function SHALL check service provider policies to determine if interworking is allowed, and if it is, SHALL send the CPM Standalone Message request to the ISF as described in section 6.5 “Communicating with the ISF and IWF”.

CPM Standalone Messages with a request for disposition notifications are additionally handled according to section 9.2.15 “Disposition Notification”.
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