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1 Reason for Change

In Section 8.2.2.1, procedures of PF have repeated steps (4.b, and 4.f) for “SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261]”; the CR is proposed to fix the bug.
2 Impact on Backward Compatibility

<statement describing the scope and nature of impacts of the change on the compatibility with previous versions of the document>

3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents

if changes are required in other documents describe the plan to handle these (e.g. companion CRs being submitted for those docs, liaisons with owning groups are proposed, etc.)>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group discuss and accept the proposed changes in this CR.
6 Detailed Change Proposal

Change 1:  8.2.2.1
8.2.2.1     Handle a CPM Session Invitation

Upon receiving a SIP INVITE request for a CPM 1-1 Session or a CPM Group Session:
1. The CPM Participating Function SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version as defined in Appendix D “Release Version in User-agent and Server headers” and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;

3. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261]

Otherwise, continue with the rest of the steps;
4. If the CPM Participating Function stays in the media path, the CPM Participating Function SHALL check in the received SIP INVITE:
a. if the P-Asserted-Service header field is present:

ii. and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ or the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’, then it SHALL continue with the next step (4b).

iii. otherwise, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response and SHALL not continue with the next steps;

b. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261];

c. If the P-Preferred-Service header field is present and:
ii. carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ to the generated SIP INVITE; or
iii. carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’ remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’ to the generated SIP INVITE;
iv. otherwise, if the P-Preferred-Service header field contains another value, the CPM Participating Function SHALL remove the P-Preferred-Service header field and,
1. add a P-Asserted-Service header based on the other information in the SIP INVITE request (i.e. set it to the CPM Feature Tag in the Accept-Contact header field); or

2. add a P-Asserted-Service header based on service provider configuration;
d. SHALL copy from the original SIP INVITE: the received Request-URI, the header fields Conversation-ID, Contribution-ID, InReplyTo-Contribution-ID and Subject and also the received recipient-list from the body of the original SIP INVITE;
e. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the CPM Session;
f. 
g. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D “Release Version in User-agent and Server headers”;
h. SHALL copy the Contact header and the Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;
i. SHALL set the URI provided in the Contact header to provide a URI as per [3GPP TS 24.229].
j. SHALL add a Supported header field with the option tag ‘timer’ and if included in the original SIP INVITE request also a ‘recipient-list-invite’ tag;
k. SHALL include a Session-Expires header field with the refresher parameter set to “uac”;

l. SHALL set the delta-seconds value to a value of 1800 or lower in the Session-Expires header according to a service provider configured value and to the rules and procedures of [RFC4028];
m. SHALL include an SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the originating client, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”;

n. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”. Otherwise the CPM Participating Function SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

5. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:

a. SHALL act as a SIP proxy according to the rules and procedures of [RFC3261] for the duration of the CPM Session;

b. SHALL include a Record-Route header containing a URI identifying its own address; and,

c. If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL forward the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”. Otherwise, the CPM Participating Function SHALL forward the SIP INVITE request according to the rules and procedures of [RFC3261] and the SIP/IP core.

Upon receiving a SIP 200 "OK" response from the terminating leg, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function:
1. SHALL, when a SIP 200 “OK response was received from the ISF, check whether the all offered Media Streams have been accepted. If not, the CPM Participating Function MAY attempt to establish a new session for the rejected Media Streams. To establish the new session the CPM Participating Function:
a. SHALL check if service provider policy allows to establish a new session for the new Media Stream;
b. If allowed, SHALL generate a SIP INVITE request with the following details;
i. SHALL perform the above step 4 with the exception of step 4-f and step 4-g;

ii. SHALL include SDP parameters about the rejected Media Streams in the SDP body, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”. The CPM Participating Function SHALL set the a=setup attribute to the value of “actpass” according to [RFC6135];

iii. SHALL send the SIP INVITE request directly to the ISF.
Otherwise, continue with the rest of steps;
2. SHALL generate a SIP 200 "OK" response towards the originating CPM Client;

3. SHALL include a Server header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D “Release Version in User-agent and Server headers”;
4. SHALL include the received SDP body as an SDP answer based on the SDP answer received in the SIP 200 “OK” response as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”. The CPM Participating Function SHALL set the a=setup attribute to the value of “passive” according to [RFC6135];

5. SHALL copy the Contact header field of the received SIP 200 “OK” response field, if the ‘isfocus’ feature parameter as described in Appendix C.1.7 “Contact header field values” is present, otherwise SHALL include Contact header field with a SIP URI that can resolve back to the original SIP URI in the received Contact header;
6. SHALL handle the Media Plane parameters as described in section 8.6 “Media Plane Handling”;
7. SHALL send the SIP 200 "OK" response to the CPM Client according to the rules and procedures of SIP/IP core; and wait for the SIP ACK request from the CPM Client and SHALL propagate it towards the leg on the terminating side;
8. SHALL check the <actions> element <allow-offline-storage> retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences”, and if set to ”true”, or if the recording is enabled, it SHALL execute the processing described in 8.5 “Record CPM Conversation History”, i.e. the storage of the SIP INVITE request data into the Session info Object. For the CPM Group Session, it also stores the Group State Object containing the CPM Group Session Identity and the Participant list as received in the body of the SIP INVITE request;

9. If service provider policy supports the direct delivery of originated chat messages to all suitable CPM User’s registered Clients, then the CPM Participating Function:

a. SHALL, if the CPM Participating Function requires a specific User-Agent version, determine if any of the suitable CPM User’s registered Clients, excluding the one that originated this CPM Session, supports that version.

i. If no suitable CPM User’s registered Clients support the specific User-Agent version required by the CPM Participation Function, then it SHALL skip the rest of this procedure.

b. SHALL generate a SIP INVITE to each of the other suitable CPM User’s registered Clients, as follows:

i. SHALL set the recipient CPM User’s address with the device identifier of the targeted CPM Client;

ii. SHALL copy the rest of the SIP header fields received in the original SIP INVITE request;

c. SHALL send each SIP INVITE request according to the rules and procedures of the SIP/IP core;

d. SHALL follow the CPM Participating Function terminating side procedures as described in section 8.3.2.1 “Handle a CPM Session Invitation” to handle the SIP responses and to establish the MSRP sessions to all other suitable CPM User’s registered Clients that will accept the SIP session.
Upon receiving a SIP 200 "OK" response, when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:

1. SHALL forward the SIP 200 "OK" response toward the initiating CPM Client according to the rules and procedures of [RFC3261] and the SIP/IP core; and,

2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.

Upon receiving an error response that is not from one of the other CPM User’s suitable clients, that is one of

· SIP 404”Not Found”, 
· 405 “Method Not Allowed”

· 410 “Gone”

· 414 “Request URI Too Long”

· 415 “Unsupported Media Type”

· 416 “Unsupported URI Scheme”

·  SIP 488 “Not Acceptable Here” or 
· SIP 606 “Not Acceptable”, 

based on service provider policies, the CPM Participating Function:
1. SHALL check if service provider policy allows to initiate interworking on the originating side;
2. If interworking is allowed, it SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”whereby the CPM Participating Function SHALL handle a SIP 200 “OK” response from the ISF in the same way as a SIP 200 “OK” response received from the terminating leg and forward other SIP final responses to the originating CPM Client;
3. Otherwise, it SHALL forward the SIP INVITE error response towards the originating CPM Client.
Upon receiving a SIP ACK request, the CPM Participating Function SHALL forward the SIP ACK request to the SIP/IP core according to the rules and procedures of the SIP/IP core and if the ACK was received on the terminating leg, the CPM Particpating Function SHALL establish the media plane towards the terminating entity.The MSRP media handling by the originating CPM Participating Function SHALL be done as described in section 8.6 “Media Plane Handling”.
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