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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

This document provides the Technical Specifications designed to fulfil the requirements and architecture pertaining to the:

· CPM Client,
· CPM Participating Function,

· CPM Controlling Function, 

· CPM-PF1,

· CPM-PF2, and
· CPM-CF
outlined in the Converged IP Messaging Requirements document [OMA-CPM-RD], and the Converged IP Messaging Architecture [OMA-CPM-AD].
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[3GPP TS24.229]
	“IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP);”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP2 X.S0013.004]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP”, 3GPP2, X.S0013.004, URL:http://www.3gpp2.org/

	[draft-ietf-sip-gruu]
	“Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)”, J. Rosenberg, 11 October 2007, URL:http://www.ietf.org/internet-drafts/draft-ietf-sip-gruu-15.txt

	[draft-ietf-sip-outbound]
	“Client Initiated Connections in the Session Initiation Protocol (SIP)”, C. Jennings, 29 October 2008, URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-outbound-16.txt

	[draft-update-pai]                       
	“Updates to Asserted Identity in the Session Initiation Protocol (SIP) 
URL: http://tools.ietf.org/html/draft-ietf-sipping-update-pai-09.txt

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-XDM-Shared-Group]
	“Shared Group XDM Specification”, Open Mobile Alliance™, OMA-TS-XDM_Shared_Group-V1_0,

URL:http://www.openmobilealliance.org/

	[RFC2119]
	IETF RFC 2119: “Key words for use in RFCs to Indicate Requirement Levels”,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC3261]
	IETF RFC 3261 (June 2002): “SIP: Session Initiation Protocol”, 
URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265: “Session Initiation Protocol (SIP)-Specific Event Notification”,
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3323]
	IETF RFC 3265: “A Privacy Mechanism for the Session Initiation Protocol (SIP)”,
URL: http://www.ietf.org/rfc/rfc3323.txt

	[RFC3325]
	IETF RFC 3325: “Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”,  URL: http://www.ietf.org/rfc/rfc3325.txt

	[RFC3428]
	IETF RFC 3428: “Session Initiation Protocol (SIP) Extension for Instant Messaging”,

URL: http://www.ietf.org/rfc/rfc3428.txt

	[RFC3680]
	IETF RFC 3680: “A Session Initiation Protocol (SIP) Event Package for Registrations”,

URL: http://www.ietf.org/rfc/rfc3680.txt

	[RFC3840]
	IETF RFC 3840 (Aug 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)", URL: http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	IETF RFC 3841: “Caller Preferences for the Session Initiation Protocol (SIP)”,
URL: http://www.ietf.org/rfc/rfc3841.txt

	[RFC3903],
	IETF RFC 3903: “Session Initiation Protocol (SIP) Extension for Event State Publication”,
URL: http://www.ietf.org/rfc/rfc3903.txt

	[RFC4353]
	IETF RFC 3261: “Conferencing Framework with SIP”,

URL: http://www.ietf.org/rfc/rfc4353.txt

	[RFC4975]
	IETF RFC 4975: “The Message Session Relay Protocol (MSRP)”,
URL: http://www.ietf.org/rfc/rfc4975.txt

	[RFC5365]
	IETF RFC 5365: “Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol”, 
URL: http://www.ietf.org/rfc/rfc5365.txt

	[RFC5366]
	IETF RFC 5366: “Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)”, URL: http://www.ietf.org/rfc/rfc5366.txt

	[RFC5438]
	IETF RFC 5438: “Instant Message Disposition Notification (IMDN)”, 
URL: http://www.rfc-editor.org/rfc/rfc5438.txt


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

	Pager Mode
	See [OMA-CPM-AD]

	Large Message Mode
	See [OMA-CPM-AD]


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the specification.   It should describe at a high level the main changes made to the specification compared to the previous version.  The description should be brief, target length should be one paragraph.
DELETE THIS COMMENT

5. Format of Messages in CPM

5.1 CPM Message

A CPM Message is either a Pager Mode message carried in a SIP MESSAGE request as described in [RFC3428] or a Large Message Mode message. The size of a Pager Mode message should not exceed 1300 bytes. If a Pager Mode message is larger than 1300 bytes, the contents of the message are not inserted into the SIP MESSAGE message but are carried using MSRP as defined in [RFC4975]. A SIP session is established between the interested parties (sender and all receivers) with MSRP as the media component. The CPM contents are then transmitted using MSRP using segmentation if necessary. This SIP session should not be confused with a CPM Session as no CPM Session is established. The SIP session is only used to transmit exactly one Large Message after which the SIP session is torn down.
Editor's note: Priority: HIGH
5.2 CPM Session

A CPM Session uses SIP session functionality as defined by [RFC3261] to exchange multimedia content as well as chat sessions between two or more CPM Users or between a CPM User and non-CPM Users. A CPM Session can be established between two users as a one to one session or between several users as a Group Session. In the latter case, a CPM Controlling Function acts as a conference focus as defined by [RFC4353]. 

A CPM 1-1 Session can be extended by one of the participants to a Group Session as described in section 7.4.5.

A CPM User can invite other CPM and non-CPM Users to a CPM Session. The invitees are either a CPM Pre-defined Group or a number of ad-hoc recipients that the CPM User selects dynamically. A CPM Pre-defined group is a “Shared Group” as described in [OMA-XDM-Shared-Group]. Ad-hoc recipients are carried as a 'recipient-list' body in the SIP INVITE request as described in [RFC5366]. 

The duration of a CPM Session depends on whether it is a 1-1 CPM Session or a CPM Group Session. In the case of a CPM 1-1 Session, the session is terminated when one of the two participants ends the session. In case the CPM 1-1 Session is extended to a 1-N session, the session normally ends when the session initiator leaves the session. For Ad-hoc Group Sessions, the session usually ends when the session initiator ends the session. For CPM Pre-defined Group Sessions, the ending of the session depends on the conditions set in the policy of that group as described in [OMA-XDM-Shared-Group].  
6. Common Procedures at CPM Conversation Functions
6.1 Interworking Decision on originating Side

Editor's note: Priority: HIGH

6.2 Authenticated Originator’s CPM Address

The Authenticated Originator's CPM Address is the CPM Address of the originating CPM Client that has been authenticated by the SIP/IP Core or the Group Identity when the CPM Controlling Function invites users to a CPM Group Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's CPM Address is contained in the P-Asserted-Identity header according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [draft-update-pai]. The CPM Client MAY insert a P-Preferred-Identity header, which contains a client preferred identity, for the SIP/IP Core to be used inside the P-Asserted-Identity header. If privacy is required, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 

If the CPM Participating Function cannot obtain an Authenticated Originator's CPM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. The CPM Participating Function SHOULD include a Warning header to explain the reason in a human readable textual form.When the Referred-By header is set to the Authenticated Originator’s CPM Address, then both the SIP URI and TEL URI values in the P-Asserted-Identity header [RFC3325] SHALL be included in the Referred-By header. 
6.3 SIP/IP Core

The CPM Functional components SHALL interface to the underlying SIP/IP Core in accordance with the rules and procedures for that SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, these rules and procedures are described in  [3GPP TS24.229] / [3GPP2 X.S0013.004]. 

7. Procedures at CPM Client

7.1 Register at SIP/IP Core

The CPM Client CPM Service registration or re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] and the SIP/IP Core.

When registering or re-registering for CPM Service, the CPM Client:

1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];
2. SHALL include the CPM Feature Tag in the Contact header;

3. SHALL include the sip instance media feature tag with the Unique User Agent Identifier of the CPM Client in the Contact header according to [draft-ietf-sip-outbound];
4. SHALL include the Supported header with the option tag ‘gruu’ according to [draft-ietf-sip-gruu];
5. SHALL include the Require header with the option tag ‘gruu’ according to [draft-ietf-sip-gruu];
6. SHALL indicate CPM Client user agent capabilities in the Contact header according to [RFC3840];
7. MAY indicate name of the CPM Client in the display name part of the Contact header as provided by the CPM User; and,
Editor’s note: It is FFS if the “name of the CPM Client” refers to the SD notion of CPM Client name, and what that notion refers to.
8. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

To maintain the SIP registration for the CPM Service active, the CPM Client SHALL use the re-registration procedure as specified in [RFC3261].

When the CPM Service is no longer required and upon the CPM User’s request, the CPM Client SHALL send the SIP REGISTER request according to rules and procedures of [RFC3261] terminating the existing CPM registration.
Editor's note: The sentence above needs further investigation about a CPM User can actually stop a service.
7.2 Registration Event Information

7.2.1 Subscribe to Registration Event Information

Editor's note: Priority: MEDIUM

7.2.2 Receive Registration Event Information notifications

Editor's note: Priority: MEDIUM

7.3 CPM Message Handling

7.3.1 Sending CPM Messages

The CPM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC3428]. The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' according to rules and procedures of [RFC3841] in all initial SIP requests;
Editor's note: “xxx” is FFS.
2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
3. SHALL include  a Reply-To header if the CPM User requests a different reply address from the address included in the From header
4. SHALL include the CPM release version in the User-Agent header
Editor's note: How to express “CPM release version” is FFS
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

6. If the CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP MESSAGE request to the address of the target CPM User or the target non-CPM User;  

7. If the CPM Message is to be sent to a CPM Ad-hoc Group, then the client SHALL;

a. include a MIME resource-list body with the receiving CPM Users and non-CPM Users as specified in [RFC5365];
b. set the Request-URI to the address of the CPM Controlling Function in the Home CPM Network
8. If the CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;
a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
9. If the CPM user wishes to obtain the disposition-state of the CPM Message (e.g. whether the message is delivered to the recipients or not, whether the recipients read the message or not), the CPM Client SHALL set the delivery report request according to the rules and procedures of [RFC5438];
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
10. The CPM Client SHALL send the SIP MESSAGE message according to rules and procedures of the SIP/IP Core.
7.3.2 Sending a Large Message
Editor's note: Priority: HIGH

7.3.3 Forwarding/Including Stored Data without Downloading

Editor's note: Priority: MEDIUM

7.3.4 Receiving a CPM Message Delivery with a Reference to the Media

Editor's note: Priority: MEDIUM

7.3.5 Deferred Message handling

Editor's note: Priority: MEDIUM

7.3.6 Disposition Notification

When a CPM User requests to obtain the disposition-state of the sent CPM Message, the CPM Client SHALL request a disposition notification as defined in [RFC5438] for the sent CPM Message. Disposition notifications for CPM are delivery notification and read report. In a case that a CPM Message containing a disposition notification request is targeted at multiple recipients (i.e. pre-defined/ad-hoc group) or multiple different types of disposition notifications are requested for the same CPM Message, the originating user MAY receive aggregated disposition notifications based on service provider policy.

Editor's note: Priority: We need a solution for applying IMDN to large message mode.
7.3.6.1 Generate Delivery Notification

7.3.6.2 Generate Read Report

7.3.6.3 Receive Delivery Notification

7.3.6.4 Receive Read Report
7.4 CPM 1-1 Session Handling

7.4.1 Sending CPM Session Initiation

Editor's note: Priority: HIGH

7.4.2 Receiving CPM Session Initiation

Editor's note: Priority: HIGH

7.4.3 Closing a CPM Session

Editor's note: Priority: HIGH

7.4.4 Modify a CPM Session 

Editor's note: Priority: MEDIUM

7.4.5 Extending a CPM 1-1 Session to a CPM Group Session

Editor's note: Priority: LOW

7.5 CPM Group Session Handling
7.5.1 Sending CPM Group Session initiation

Editor's note: Priority: HIGH

7.5.2 Receiving CPM Session Initiation

Editor's note: Priority: HIGH

7.5.3 Leave CPM Group Session

Editor's note: Priority: HIGH

7.5.4 Invite other CPM Users to existing CPM Group Session

Editor's note: Priority: LOW

7.5.5 Remove Participants from a CPM Group Session

Editor's note: Priority: LOW

7.5.6 Receive release from a CPM Group Session

Editor's note: Priority: LOW

7.5.7 Join a Join-in CPM Group Session

Editor's note: Priority: LOW

7.5.8 Modify CPM Group Session

Editor's note: Priority: MEDIUM

7.5.9 Participant Information

Editor's note: Priority: LOW

7.5.9.1 Subscribe to Receiving a Participant Information
7.5.9.2 Receive Participant Information notification
8. Procedures at CPM Participating Function

8.1 Registration

8.1.1 Receive SIP REGISTER Notification

The CPM Participating Function SHOULD support receiving 3rd party REGISTER from the SIP/IP core according to [3GPP TS24.229] clause 5.4.1.7. 
Upon receiving a SIP REGISTER request the CPM Participating Function:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,
2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core.
If the CPM Participating Function does not already subscribe to the "reg" event package as specified in [RFC3680] for the CPM User Address received in the SIP REGISTER request, the CPM Participating Function:
1. SHALL generate a SIP SUBSCRIBE request according to rules and procedures of [RFC3265] and [RFC3680]; 

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM User Address received in the SIP REGISTER request; 
3. SHALL set the Authenticated Originator's CPM Address to the SIP URI of the CPM Participating Function;

4. MAY set an expiration timer in Expires header, if set, the value of the timer SHALL be set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core; and,
5. SHALL send the SUBSCRIBE request to the SIP/IP Core.
8.1.2 Receive Registration Event Information

Editor's note: Priority: MEDIUM

8.2 User Preferences

8.2.1 Retrieving User Preferences

Editor's note: Priority: MEDIUM

8.3 CPM Message Handling

8.3.1 Originating Side

8.3.1.1 Receive message from CPM Client

Editor's note: Priority: HIGH

8.3.1.1.1 
Receive Pager Mode CPM Message from CPM Client

Upon receiving from the served CPM Client a SIP MESSAGE request,
1. The CPM Participating Function SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,
· It SHALL respond with a SIP 403 “Forbidden” response to the CPM Client;
· It SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not,
· It SHALL respond with SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. Otherwise, continue with rest of the steps;
Editor’s note: How to express “User Agent version” is FFS

3. If the CPM Participating Function does not allow anonymity and anonymity is requested,
· It SHALL return a SIP 403 “Forbidden” response
· It SHOULD include a Warning header with the warning text according to rules and procedures of [RFC3261]
Otherwise, continue with the rest of the steps;
4. If the “Expires” header is included, the CPM Participating Function SHALL check if the message is still valid. If not valid, the message is handled as specified in [RFC3428], otherwise continue with the rest of the steps;
5. the CPM Participating Function SHALL check the originator’s user preferences retrieved from XDMS as described in 8.2.1 “Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.6 “Record CPM Conversation History” 
6.  the CPM Participating Function SHALL forward the SIP MESSAGE request to the SIP/IP Core. 

8.3.1.2 Fetch and include Media from Content and/or Message Storage

Editor's note: Priority: MEDIUM

8.3.1.3 Interworking decision on Originating side

Editor's note: Priority: HIGH

8.3.1.4 Forward CPM Message

Editor's note: Priority: HIGH

8.3.1.5 Receiving Disposition Notification

Editor's note: Priority: LOW

8.3.2 Terminating Side

8.3.2.1 Deliver CPM Message to a CPM Client 

Editor's note: Priority: HIGH

8.3.2.1.1 Handling of Messages with reference to the Media

Editor's note: Priority: MEDIUM

8.3.2.1.2 Content Adaptation

Editor's note: Priority: LOW

8.3.2.2  Receive Disposition Notification

Editor's note: Priority: LOW

8.3.2.3 Defer CPM Messages 

Editor's note: Priority: MEDIUM

8.3.2.4 Deliver deferred CPM Messages

Editor's note: Priority: MEDIUM

8.3.2.5 Interworking Decision on Terminating Side

Editor's note: Priority: HIGH

8.4 CPM Session Signalling Plane handling

8.4.1 Session Invitation on Originating Side

8.4.1.1 Receive Session Invitation 

Editor's note: Priority: HIGH

8.4.1.2 Receive Cancel message

Editor's note: Priority: MEDIUM

8.4.2 Session Invitation on Terminating Side

Editor's note: Priority: HIGH

8.4.3 Closing CPM 1-1 Session

Editor's note: Priority: HIGH

8.4.4 Modifying a CPM 1-1 Session

Editor's note: Priority: MEDIUM

8.4.5 Media Streams usage

Editor's note: Priority: MEDIUM

8.4.6 Anonymous Participation

Editor's note: Priority: LOW

8.4.7 Forward of CPM Group Session requests

Editor's note: Priority: HIGH

8.5 CPM Session User Plane handling

Editor's note: Priority: HIGH

8.6 Record CPM Conversation History

Editor's note: Priority: LOW

9. Procedures at CPM Controlling Function

9.1 CPM Message 

9.1.1 Messages to CPM Pre defined Group

Editor's note: Priority: HIGH

9.1.2 Messages to CPM Ad-Hoc Group

Editor's note: Priority: HIGH

9.1.3 Disposition Notification 

Editor's note: Priority: LOW

9.2 CPM Group Session Signalling Plane handling

9.2.1 CPM Group Session initiation

Editor's note: Priority: HIGH

9.2.2 CPM Client leaving a CPM Group Session

Editor's note: Priority: HIGH

9.2.3 CPM Client inviting CPM Users to existing CPM Group Session 

Editor's note: Priority: LOW

9.2.4 CPM Client removing Participants from a CPM Group Session

Editor's note: Priority: LOW

9.2.5 CPM Client being released from a CPM Group Session

Editor's note: Priority: LOW

9.2.6 CPM Client joins a Join-in CPM Group Session

Editor's note: Priority: LOW

9.2.7 CPM Session modification

Editor's note: Priority: MEDIUM

9.2.8 Media Streams usage

Editor's note: Priority: HIGH

9.2.9 Participant Information

Editor's note: Priority: LOW

9.2.9.1 Receiving a Participant Information subscription request
9.2.9.2 Sending Participant Information notifications

9.3 CPM Group Session User Plane Handling

Editor's note: Priority: HIGH
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