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1. Scope

This document provides the Technical Specifications designed to fulfil the requirements and architecture pertaining to the:

· CPM Interworking Selection Function,
· CPM Interworking Function, 
· CPM-IW1, and 
· CPM-IW2,
outlined in the Converged IP Messaging Requirements document [OMA-CPM-RD], and the Converged IP Messaging Architecture [OMA-CPM-AD].
This document describes the interworking selection and principles of interworking with Non-CPM Communication Services. This document specifies the interworking with:

· SMS;
· MMS;
· e-mail.
NOTE: CPM interworking with other Non-CPM Communication Services is possible but the specific adaptations towards these other Non-CPM Communication Services are not described in CPM 1.0.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Chat Message
	See [OMA-CPM-RD].

	CPM Client
	See [OMA-CPM-AD].

	CPM Contribution Identity
	See [OMA-CPM-SD].

	CPM Conversation Identity
	See [OMA-CPM-SD].

	CPM Feature Tag
	See [OMA-CPM-SD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM Standalone Message
	See [OMA-CPM-RD].

	CPM User
	See [OMA-CPM-RD].

	ENUM
	Telephone number mapping standard (E.164 NUmber Mapping) as defined in [RFC3761].

	Interworking Function
	See [OMA-CPM-AD].

	Interworking Selection Function
	See [OMA-CPM-AD].

	Large Message Mode
	See [OMA-CPM-AD].

	Media
	See [OMA-CPM-RD].

	Media Plane
	See [OMA-CPM-AD].

	Media Type
	See [OMA-DICT].

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Non-CPM Communication Service Identifier
	See [OMA-CPM-SD].

	Pager Mode
	See [OMA-CPM-AD].


3.3 Abbreviations

	CPIM
	Common Presence and Instant Messaging

	CPM
	Converged iP Messaging

	DNS
	Domain Name System

	ENUM
	E.164 NUmber Mapping

	IMDN
	Instant Message Disposition Notification. See [RFC5438].

	IP
	Internet Protocol

	ESME
	External Short Message Entity

	IP-SM-GW
	IP Short Message Gateway

	MIME
	Multipurpose Internet Mail Extensions

	MMS
	Multimedia Messaging Servie

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	SDP
	Session Description Protocol

	SIP
	Session Initiation Protocol

	SM
	Short Messages

	SMIL
	Synchronized Multimedia Integration Language

	SMPP
	Short Message Peer to Peer protocol

	SMS
	Short Message Service

	SM-SC
	Short Message Service Centre

	SMTP
	Simple Mail Transfer Protocol

	XML
	Extensible Markup Language


4. Introduction

This document provides the Technical Specifications designed to fulfil the requirements and architecture pertaining to the:

· CPM Interworking Selection Function,
· CPM Interworking Function, 
· CPM-IW1, and 
· CPM-IW2,
outlined in the Converged IP Messaging Requirements document [OMA-CPM-RD], and the Converged IP Messaging Architecture [OMA-CPM-AD].
This document describes the interworking selection and principles of interworking with Non-CPM Communication Services. This document specifies the interworking with:

· SMS,
· MMS,
· e-mail,
and provides detailed mapping of these Non-CPM Communication Services protocols with CPM.

Deployment examples are provided in the Converged IP Messaging Architecture [OMA-CPM-AD].
4.1 Version 1.0

This document describes the interworking selection and principles of interworking with Non-CPM Communication Services. This document specifies the interworking with:

· SMS,
· MMS,
· e-mail.
5. CPM Interworking
5.1 Interworking Selection Function

The Interworking Selection Function (ISF) function is to identify the Interworking (IWF) function that should perform the interworking to the appropriate non-CPM technology. It applies for CPM to non-CPM interworking. 

5.1.1 Interworking Invocation

The Interworking Selection Function (ISF) function is to identify the Interworking (IWF) function that should perform the interworking to the appropriate non-CPM technology. It applies for a CPM to non-CPM interworking 

5.1.2 Selection of the Interworking to the proper Non-CPM Communication Service

The main function of the Interworking Selection Function is to select the Non-CPM Communication Service to which a CPM Message, a CPM Message disposition notification or a CPM Session needs to be interworked. The Interworking Selection Function bases its selection decision on a number of input criteria.

When selecting a Non-CPM Communication Service to interwork to, the Interworking Selection Function:

1. SHALL check service provider policies to determine if interworking to a particular Non-CPM Communication Service is not allowed, and if so, eliminate the IWF associated with the Non-CPM Communication Service from the list of potential IWFs to be selected;
2. If interworking is occurring in the terminating network, SHALL check service provider policies to determine if interworking to a particular Non-CPM Communication Service is allowed for this particular target user, and if not, eliminate the IWF associated with the Non-CPM Communication Service from the list of potential IWFs to be selected;
3. For each remaining IWF, SHALL check if the CPM originator already has or can be assigned during interworking a routable Non-CPM user address. If there is no routable address assigned to the CPM originator for any Non-CPM Communication Service, the Interworking Selection Function SHALL reject the CPM request with an error response;
4. SHALL bypass the remaining steps if a CPM Message disposition notification that needs to be interworked is accompanied by a Non-CPM Communication Service Identifier and SHALL deliver the disposition notification via the indicated IWF;
5. SHALL use the characteristics of the CPM Message or of the CPM Session to influence the selection of an appropriate IWF;

NOTE 1: The characteristics relate to factors like message size and media attached for CPM Messages, or media, size and content type for CPM Sessions used. 

NOTE 2: In the case of interworking large CPM Messages (e.g., 560 bytes or more) to Non-CPM, it is better not to select SMS Interworking to prevent deterioration of the SMS user’s experience. For the other direction of interworking (i.e., Non-CPM to CPM), it may be appropriate though to interwork a set of concatenated SMS’es to a large CPM Message.
6. SHALL, if allowed by service provider policies, use the Non-CPM Communication Service Identifier to influence the selection of an appropriate IWF;

7. If interworking is occurring in the terminating network, the Interworking Selection Function SHALL check the target user’s preferences retrieved from XDMS as described in “Retrieving User Preferences” from [OMA-CPM-TS-Conv-Func] to determine if the CPM User has indicated a preferred delivery mechanism (e.g. SMS, MMS, e-mail). In this case, the Interworking Selection Function SHALL use this information to influence the selection of an appropriate IWF;

8. MAY, if available, interact with the Presence enabler [OMA-Presence] to request the target user’s presence information, relative service preference as described in [OMA-DDS-Presence_Data], and, if obtained, analyze the most preferred service from the presence information. In this case, the ISF SHALL use this information to influence the selection of an appropriate IWF.

9. SHALL use the information compiled in steps 1, 2, 3, 5, 6, 7, and 8 to select the most appropriate IWF.

NOTE 3: Further detail on the selection process can be found in Appendix E of the [OMA-CPM-SD].
10. SHALL send the CPM request to the selected IWF, without involvement of the SIP/IP Core;

11. If handing over the CPM Message or CPM Session results in an error response, the ISF, based on service provider policies, 
a. SHALL determine if re-selection is not allowed, and if so, send the error response received from the IWF towards the originating CPM Client and end this procedure; otherwise

b. SHALL exclude the IWFs attempted so far from the list of potential IWFs to be selected;

c. SHALL re-perform the selection and repeat interworking attempt as specified in steps 1 to 10 above;

d. If no other IWF is available for interworking, SHALL send  a SIP 488 “Not Acceptable Here” error response towards the originating CPM Client
NOTE 4: CPM Message disposition notifications are not submitted to re-attempts via alternative interworkings.

12. Upon receiving a SIP 200 OK response for the CPM Message, CPM Message disposition notification or CPM Session Invitation from Interworking Function, the Interworking Selection Function SHALL forward the SIP 200 OK to the entity that sent the CPM request towards the ISF (e.g. CPM Participating Function), without involvement of the SIP/IP Core.
13. In the case of interworking a CPM Session or a Large Message Mode CPM Message:
a. Upon receiving a SIP ACK acknowledgement, the Interworking Selection Function SHALL forward the SIP ACK acknowledgement along the signalling path without involvement of the SIP/IP Core;
b. Upon receiving a SIP BYE request, the Interworking Selection Function SHALL forward the SIP BYE request along the signalling path, without involvement of the SIP/IP Core.
5.2 Interworking with Non-CPM Communication Services

5.2.1 General Principles

 When interworking CPM Messages, any CPIM body [RFC3862] used in creating the outgoing non-CPM message or recipient-list-body [RFC5366] received in CPM Messages will be removed from the message before mapping to a Non-CPM Communication Service. 
5.2.1.1 CPM Message Handling
5.2.1.1.1 Pager Mode CPM Message Handling
Upon receiving the SIP MESSAGE from the Interworking Selection Function, the Interworking Function:

1. SHALL check if the Content-Type is acceptable to the Interworking Function. If not, reject the request with a 415 “Unsupported Media Type” response as defined in [RFC3261].

2. If the Expires header is included, SHALL check if the SIP MESSAGE is still valid. If not, the SIP MESSAGE SHALL be handled based on local policy (e.g. discard the CPM Message).

3. SHALL handle the received SIP headers according to rules and procedures in [RFC3428] with the following clarification:

a. SHALL store the CPM-specific SIP headers as defined in Appendix C of [OMA-CPM-TS-Conv-Func]; and,

b. MAY store the IMDN headers defined in [RFC5438] if present.

4. SHALL convert the received SIP MESSAGE into the appropriate non-CPM message based on the conversion rules as defined for each non-CPM Communication Service. See sections 5.2.2, 5.2.3, and 5.2.4 for SMS, MMS and e-mail respectively.

NOTE: Depending on the non-CPM Communication Service, some of the CPM specific headers may be mapped into a specific header of the non-CPM message.

5. SHALL send the non-CPM message towards the corresponding non-CPM Communication Service

Upon receiving the response from the non-CPM Communication Service, the Interworking Function SHALL handle the response according to the non-CPM Communication Service. See sections 5.2.2, 5.2.3, and 5.2.4 for SMS, MMS and e-mail respectively.
The Interworking Function MAY respond to the SIP MESSAGE request with either a SIP 202 “Accepted” or a SIP 408 “Request Timeout” response prior to receiving a response from the Non-CPM System, depending on service provider policies.

5.2.1.1.2 Large Message Mode CPM Message Handling
Upon receiving a SIP INVITE request with the CPM Feature Tag corresponding to Large Message Mode CPM Message, the Interworking Function:
1. SHALL check if the accept-type attribute of the SDP m-line in the SIP INVITE request are acceptable to the Interworking Function and if not, reject the request with a SIP 488 "Media Type Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

2. SHALL act  as a user agent server according to rules and procedures of [RFC3261];
3. SHALL store the content of the Contact header field;
4. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to rules and procedures of [RFC3261] with the following clarification, the Interworking Function:

a. SHALL include a Server header to indicate the OMA CPM release version of the Interworking Function as specified in Appendix C. 
b. SHOULD include an Allow header with all supported SIP methods; 
c. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address as specified in subclause 6.1 “Authenticated Originator's CPM Address” of [OMA-CPM-TS-Conv-Func].
d. SHALL include an answer SDP according to rules and procedures of [RFC3264], [RFC4566], [RFC4975] and [RFC4145] with the following clarification, the Interworking Function:

· SHALL include media line proposing MSRP media parameters;
-
SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
-
SHALL set the content type as a=accept-types: message/cpim;
-
SHALL set the SDP directional media attribute to a=recvonly;

-
SHALL set the a=setup attribute as “passive”.
5. SHALL send the SIP 200 “OK” response, without involvement of the SIP/IP Core.
Upon receiving a SIP ACK acknowledgement, the Interworking Function: 
1. SHALL act as “passive” endpoint according to [MSRP-ACM] to establish MSRP connection.
Upon receiving an MSRP SEND request, the Interworking Function SHALL act as a gateway between the CPM service and the  non-CPM Communication Service with the following clarification, the Interworking Function:
1. SHALL store data in a temporary buffer until the whole Large Message Mode CPM Message is received; 
2. SHALL handle the Large Message Mode CPM Message to communicate with the corresponding Non-CPM Communication Service. See sections 5.2.2, 5.2.3, and 5.2.4 for SMS, MMS and e-mail.
Upon receiving response from non-CPM Communication Service, the Interworking Function SHALL handle the response according to the non-CPM Communication Service. See sections 5.2.2, 5.2.3, and 5.2.4 for SMS, MMS, and e-mail.
The Interworking Function MAY respond to the MSRP SEND request with a 408 response prior to receiving a response from the Non-CPM System (e.g., per service provider policies).

Upon receiving SIP BYE request, the Interworking Function: 

1. SHALL release all Media Plane resources corresponding to the MSRP session being closed;
2. SHALL generate 200 “OK” response and send it according to rules and procedures of [RFC3261].

5.2.1.2 CPM Session Media Handling

This subsection specifies Interworking Function process about handling of received Media after a CPM Session is established.

Upon receiving Media via a CPM Session the Interworking Function:
1. SHALL create the non-CPM message from the received Media as specified in section 5.2.2, 5.2.3, or 5.2.4 if the Non-CPM Communication Service is SMS, MMS or e-mail service, respectively. Otherwise, it MAY perform the protocol conversion according to the specification of the Non-CPM Communication Service and service provider’s mapping rules;
2. SHALL send the output of the step 1 to the corresponding Non-CPM Communication Service.
Upon receiving Media from the Non-CPM Communication Service, the Interworking Function:

1. SHALL create MSRP SEND request(s) from the received non-CPM message as specified in section 5.2.2, 5.2.3, or 5.2.4 if the Media is received in SMS, MMS or e-mail format, respectively. Otherwise, it SHALL perform, if needed, the protocol conversion according to MSRP and RTP usage for CPM and service provider mapping rules;

2. SHALL send the output of the step 1 according to the Media path established in the CPM domain.
5.2.1.3 CPM Session Termination
Upon receiving a SIP BYE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, the Interworking Function:

1. SHALL generate a SIP 200 OK response according to the rules and procedures of [RFC3261];

2. SHALL send the SIP 200 OK response; 
3. SHALL generate a non-CPM message for session termination according to the mapping rules as specified in section 5.2.2, 5.2.3, or 5.2.4 if the Non-CPM Communication Service is SMS, MMS or e-mail service, respectively. Otherwise, the Interworking Function SHALL generate a session termination request appropriate for the Non-CPM Communication Service;

4. SHALL send the output of step 3 to the corresponding Non-CPM Communication Service; and

5. SHALL release all Media Plane resources corresponding to the CPM Session being closed.
5.2.1.4 CPM Session Invitation Handling

Upon receiving a SIP INVITE request with the CPM Feature Tag corresponding to CPM Session, the Interworking Function:
1.  SHALL check if the offered SDP parameters are acceptable. If none of the offered SDP parameters is acceptable, the Interworking Function SHALL reject the SIP INVITE request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

2. SHALL act  as a User Agent Server according to rules and procedures of [RFC3261];
3. SHALL store the content of the Contact header in the SIP INVITE request;
4. SHALL store the CPM Conversation Identity and CPM Contribution Identity received in the SIP INVITE request; 
5. If the Non-CPM Communication Service to be interworked to does not support session, the Interworking Function SHALL proceed with step 6, step 7 or step 8 according to the service provider policy. Otherwise, the Interworking Function SHALL convert the received SIP INVITE request to an appropriate session invitation  for the Non-CPM Communication Service session according to the specification of the Non-CPM Communication Service;

6. When accepting the SIP INVITE request on behalf of the non-CPM user according to the service provider policy, the Interworking Function SHALL generate a SIP 200 OK response according to rules and procedures of [RFC3261] with the following clarifications. The Interworking Function:

a. SHALL include a Server header to indicate the OMA CPM release version of the Interworking Function as specified in Appendix C “Release Version in User-Agent and Server Headers” of [OMA-CPM-TS-ConvFnct];

b. SHOULD include an Allow header with all supported SIP methods;

c. SHALL include the CPM Address of the Interworking Function as the Authenticated Originator's CPM Address as specified in sub-clause 6.1 “Authenticated Originator’s CPM Address” of [OMA-CPM-TS_Conv_Funct];  and,

d. SHALL include a MIME SDP body as an SDP answer according to rules and procedures of [RFC3264], [RFC4145], [RFC4566] and in case of MSRP sessions, in addition according to [RFC4975].

7. When rejecting the SIP INVITE request according to the service provider policy, the Interworking Function SHALL generate a SIP 488 "Not Acceptable Here" response according to rules and procedures of [RFC3261];
8. When asking the non-CPM user about whether or not to accept the CPM Session according to the service provider policy, the Interworking Function:

a. SHALL convert the SIP INVITE request to a non-CPM message format based on the mapping table as specified in section 5.2 “Interworking with Non-CPM Communication Services”; 
b. SHALL send the converted non-CPM message according to rules and procedures of the corresponding Non-CPM Communication Service; and

c. SHALL generate a SIP 200 OK response according to the procedures as specified in step 6 above if an accept response is received from the Non-CPM Communication Service. If the non-CPM user or non-CPM client declines the CPM Session, the Interworking Function SHALL generate a SIP 480 "Temporarily Unavailable" or a SIP 603 "Decline" response according to rules and procedures of [RFC3261] and the circumstances to decline.

9. SHALL send the generated SIP response according to rules and procedures of SIP/IP Core.
The Interworking Function MAY respond to the SIP INVITE request with a SIP 408 “Request Timeout” response prior to receiving a response from the Non-CPM System (e.g., time-out reporting).

Upon receiving a SIP ACK acknowledgement from the originating CPM network, the Interworking Function SHALL set up a SIP session according to the negotiated SDP parameters and with the following clarifications: 
If establishing MSRP session(s) was negotiated, the Interworking Function:

1. SHALL act as MSRP client according to [RFC4975];

2. SHALL act as an "active" endpoint to open the transport connection according to [RFC4975]; and

3. SHALL establish the MSRP connection according to the MSRP URI in the SDP offer received in the SIP INVITE request;

4. SHALL send empty MSRP SEND message to bind connection to MSRP session from the perspective of the passive endpoint according to rules and procedures of [RFC4975].
NOTE: Interworking to Non-CPM Communication Services supporting continuous Media is not standardized in CPM 1.0 but, due to the framework and open nature of CPM, can be supported in deployment specific ways.
5.2.1.5 CPM Session Modification Handling
Upon receiving a SIP re-INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’, the Interworking Function:
1. SHALL identify which SDP parameters in the received SDP offer have been changed compared to the last one received before;
2. SHALL check if the changed SDP parameters are acceptable. If none of the changed SDP parameters is acceptable, the Interworking Function SHALL reject the SIP re-INVITE request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue the rest of the steps; 
3. SHALL act  as a user agent server according to rules and procedures of [RFC3261];
4. If the Non-CPM Communication Service to be interworked to does not support sessions, the Interworking Function SHALL proceed with step 5a, step 6 or step 7 according to the service provider policy. Otherwise, the Interworking Function SHALL convert the received SIP INVITE request to an appropriate session invitation for the Non-CPM Communication Service session according to the specification of the Non-CPM Communication Service;

NOTE 1: Signalling mapping between CPM service and other Non-CPM Communication Services with the exception of SMS, MMS and e-mail is out of scope of CPM 1.0.

5. When accepting the SIP re-INVITE request on behalf of the non-CPM user according to the service provider policy, the Interworking Function:

a.  SHALL generate a SIP 200 “OK” response according to rules and procedures of [RFC3261];
b. SHALL include a Server header to indicate the OMA CPM release version of the Interworking Function as specified in Appendix C “Release version in User-agent and Service headers” of [OMA-CPM-TS-Conv-Func]; and,
c. SHALL include a MIME SDP body as an SDP answer according to the rules and procedures of [RFC3264], [RFC4145], [RFC4566] and in the case of MSRP sessions, according to [RFC4975].
6. When asking the non-CPM user about whether or not to accept the CPM Session according to the service provider policy, the Interworking Function:
a. SHALL convert the SIP re-INVITE request to a non-CPM message format based on the mapping table as specified in section 5.2 “Interworking with Non-CPM Communication Services”;
b. SHALL send the converted non-CPM message according to the rules and procedures of the corresponding Non-CPM Communication Service; and
c. SHALL generate a SIP 200 “OK” response according to the procedures as specified in step 4 above after an accept response is received from the Non-CPM Communication Service. If the non-CPM user or non-CPM client declines the CPM Session modification, the Interworking Function SHALL generate a SIP 480 "Temporarily Unavailable" or a SIP 603 "Decline" response according to the rules and procedures of [RFC3261] and the circumstances to decline.

7. SHALL send the generated SIP response, without involvement of the SIP/IP Core.
For steps 5-7, the Interworking Function MAY respond to the SIP INVITE request with a SIP 408 “Request Timeout” response prior to receiving a response from the Non-CPM System (e.g., time-out reporting).
Upon receiving a SIP ACK acknowledgement from the originating CPM network, the Interworking Function SHALL change the CPM Session according to the re-negotiated SDP parameters and [RFC3261]. 
5.2.2 Interworking with SMS

Interworking between CPM and SMS consists of translating CPM Standalone Messages, CPM Session Invitation or CPM Chat Messages to SMS messages as well as translating SMS messages to Pager Mode CPM Messages or Large Message Mode CPM Messages, or to CPM Chat Messages.

Two interworking realizations are described in thisversion of the specification:

· An IP Short Message Gateway (IP-SM-GW) realization, and
· An External Short Message Entity (ESME) realization.
They are functionally equivalent, and are described below.

When interworking messages between CPM and SMS, with respect to handling SMIL content:

· Upon interworking from CPM to SMS, the IWF receiving a CPM message that uses SMIL (for media synchronization and scene description) SHALL, before delivering the content to SMS remove all content non compatible with SMS (e.g., clips, SMIL).
· Upon interworking from SMS to CPM, the IWF receiving an SMS SHALL provide it to CPM, without adding any SMIL.
5.2.2.1 IP Short Message Gateway (IP-SM-GW) Realization

The following documents describe the interworking between CPM and SMS using the IP-SM-GW realization:

· [3GPP TS23.204], which provides information on the flows for message delivery, delivery notifications and read reports, and session interworking
· [3GPP TS29.311], which provides detailed message & parameter mapping.
Editor’s note: the 3GPP specifications are being updated as part of 3GPP release 10.
5.2.2.2 External Short Message Entity Realization
5.2.2.2.1 Interworking from CPM to SMS

5.2.2.2.1.1. General
The SMS Interworking Function acts as an ESME interfacing the SM-SC. When the SMS Interworking Function receives a CPM Standalone Message, CPM Session Invitation or CPM Chat Message that is to be sent to an SMS user, it translates the CPM Standalone Message, CPM Session Invitation or CPM Chat Message into a short message. When the payload of the received CPM Standalone Message cannot be delivered by one short message due to the size limit, then the SMS Interworking Function may translate the received CPM Standalone Message into concatenated short messages. 

NOTE 1: The IWF has to perform an SMPP bind operation before sending SMS messages.
NOTE 2: The IWF may leave generating the concatenated messages to the SM-SC. However this is not a scope of this document as it is not a typical case.

Figure 1 shows the architecture of interworking between CPM and SM-SC.
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Figure 1 CPM to SMS interworking architecture
NOTE:   Typically, the SM-SC is located in the same network as the SMS IWF
If SMPP is used for an Interface protocol between the SMS Interworking Function and the SM-SC, the operations from the SMS IWF to SM-SC are as follows:

· Submit-SM,
· Submit-SM-resp,

· Deliver-SM,
· Deliver-SM-resp.
NOTE:  
As there is no translation issue, the rest of SMPP operations will not be considered.
5.2.2.2.1.2. Pager Mode CPM Message to SMS message mapping
When the SMS IWF receives the SIP MESSAGE request with the feature tag ‘3gpp-service.ims.icsi.oma.cpm.message’ from the Interworking Selection Function, it SHALL check the size of the received payload of the SIP MESSAGE request. If the size of the payload is too large to be sent as a Submit-SM, the payload SHALL be divided into concatenated Submit-SMs. Otherwise, the SMS IWF SHALL convert the received SIP MESSAGE request into the Submit-SM based on Table 1 and send the Submit-SM towards the SM-SC.
When the SMS IWF receives the Submit-SM-resp it SHALL store the message_id parameter in order to find the corresponding SMS transaction upon receiving Deliver-SM containing the status report information from the SM-SC later, SHALL convert the received Submit-SM-resp into the corresponding SIP response based on Table 2 and send it towards the Interworking Selection Function. If the SMS messages sent to the SM-SC were concatenated messages, the SMS IWF SHALL wait until all the Submit-SM-resp for each Submit-SM. In this case, the SIP response SHALL be sent when the SMS IWF receives the last Submit-SM-resp. 
If the CPM Client has requested the CPM delivery notification and the SMS status report is received from the SM-SC as a result of the delivery, the SMS IWF SHALL handle the received SMS status report as described in 5.2.2.2.1.3. 
	CPM SIP MESSAGE  headers [headers from [RFC3428] unless otherwise noted]
	Submit-SM parameters
	SMPP parameters

status
	Comment

	See Comment.
	service_type
	Mandatory
	Set by the IWF to NULL.

	P-Asserted-Identity [RFC3325], if present, otherwise From
	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	Translated by the IWF to the corresponding routable originating user’s address.

	Request-URI or To
	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Translated by the IWF to the corresponding routable target user’s address.

	See Comment.
	esm_class
	Mandatory
	Set by the IWF to “Store and Forward” as defined in [SMPP].

	See Comment.
	protocol_id
	Mandatory
	Set by the IWF to the appropriate value defined in [SMPP] based on the network type (e.g, GSM, CDMA). 

	Priority
	priority_flag
	Mandatory
	Set to the corresponding value from the  CPM Message, for examples, 

non-urgent= non-priority,
normal= Level1 priority,
urgent= Level2 priority,

emergency=Level3 (highest) priority
in the case of GSM (SMS)

NOTE: As different technologies use different priority values, how to map the level of priority accordingly between CPM side and SM-SC side is network-dependent.

	See Comment.
	schedule_delivery_time
	Mandatory
	Set to NULL for immediate delivery.

	Expires
	validity_period
	Mandatory
	

	imdn.Disposition-Notification [RFC5438]
	registered_delivery
	Mandatory
	Set to the corresponding value based on [SMPP] when imdn.Disposition-Notification is set to positive-delivery, negative-delivery or both with the following clarification:
positive-delivery = xxxxxx01

negative-delivery= xxxxxx10

positive-delivery & negative-delivery=xxxxxx01,

Otherwise, set to NULL.

	See Comment.
	replace_if_present_flag
	Mandatory
	Set to NULL

	Content-Type
	data_coding
	Mandatory
	Set by the IWF along with character set parameter of Content-Type based on [SMPP] and service provider’s policy. If there is no character set parameter or corresponding value, set to NULL.

	See Comment.
	sm_default_msg_id
	Mandatory
	Set by the IWF to NULL.

	Content-Length
	sm_length
	Mandatory
	Set by the IWF to be the length of the payload of the resulting short message.

	body
	short_message
	Mandatory
	NOTE: The payload needs to be encoded using the encoding scheme indicated by data_coding.

NOTE: The mapping is restricted to only the text.

	Content-Language
	language_indicator
	Optional
	Set by the IWF, if any, to the corresponding value based on the [SMPP] and service provider’s policy. Otherwise, set to NULL.

	See Comment.
	sar_msg_ref_num
	Optional
	Set by the IWF to the newly generated reference number to the concatenated SMs based on [SMPP].

	See Comment.
	sar_segment_seq_num
	Optional
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	See Comment.
	sar_total_segments
	Optional
	Set by the IWF to the total number of concatenated SMs based on [SMPP].


Table 1 Pager Mode CPM Message to Submit-SM parameters mapping
	Submit-SM-resp parameters
	CPM SIP MESSAGE  headers [headers from [RFC3428] unless otherwise noted]
	CPM Headers status
	Comment

	See Comment.
	Response code and phrase based on [RFC3261]
	Mandatory
	If command-status header in the Submit-SM-resp is 0, set to 202 Accepted.

	See Comment.
	Call-ID
	Mandatory
	Set to the Call-ID header field received in the CPM Message.

	See Comment.
	To
	Mandatory
	Set to the To header field received in the CPM Message.

	See Comment.
	Via
	Mandatory
	Set to the Via header field received in the CPM Message.

	See Comment.
	From
	Mandatory
	Set to the From header field received in the CPM Message.

	See Comment.
	Cseq
	Mandatory
	Set to CSeq header field received in the CPM Message.

	See Comment.
	Content-Length
	Mandatory
	Set to 0.


Table 2 Submit-SM-resp to CPM parameters mapping of 202 Accepted
Editor’s Note: It is FFS how to handle error responses.

5.2.2.2.1.3. SMS status report to CPM Delivery Notification procedures and parameters mapping
When the IWF receives Deliver-SM as a status report from SMC, it SHALL perform the following:

1. Check if there is the same stored message_id received in Submit-SM-resp as the receipted_message_id parameter received in Deliver-SM with the following clarification:

a. If there is no matched message_id, then respond with an error towards the SMC setting Command Status header to ESME_RINVMSGID based on [SMPP];

b. Otherwise, continue with the rest of the steps;

2. It builds a SIP MESSAGE request with a delivery notification as described in Table 3 using a CPIM body per [RFC3862] that carries a Disposition Notification XML document. The MIME type of the Disposition Notification XML document is "message/imdn+xml", and sends it towards the CPM Client:

3. It responds with a Deliver-SM-resp towards SMC following the rules and procedures in [SMPP].
	Deliver-SM
[status report]
	CPM Delivery Notification  header

[headers from [RFC3261], [RFC3862], and [RFC5438] unless otherwise noted]
	CPM Presence
	Comment

	source_addr_ton, source_addr_npi, source_addr
	SIP header: From

CPIM header: From
	Mandatory
	Translated by the IWF to the corresponding routable originating user’s address.
NOTE: the SIP header From and CPIM header From are identical to the received SIP header To and the CPIM header To in the corresponding Pager Mode CPM Message.

	dest_addr_ton, dest_addr_npi, destination_addr
	SIP header: Request-URI,

SIP header: To
CPIM header: To
	Mandatory
	Translated by the IWF to the corresponding routable target CPM User’s address.
NOTE: the SIP headers Request-URI and To and the CPIM header To are identical to the received SIP header From and the CPIM header From in the corresponding Pager Mode CPM Message.

	See Comment.
	CPIM header: imdn.Message-ID
	Mandatory
	Set to a message id newly generated by the IWF based on [RFC5438].

	message_state
	 CPIM header: Content-Disposition : notification

XML body: <delivery-notification>            <status>
	Mandatory
	Set the <delivery notification> <status> to the corresponding value of message_state (e.g., DELIVERED=delivered, REJECTED=forbidden, UNKNOWN=error, etc) based on service provider’s policy.

	See Comment.
	XML body: <datetime>
	Mandatory
	Set by the IWF to the received CPIM DateTime header of the corresponding Pager Mode CPM Message, or if not present, set by the IWF to the date and time the corresponding Pager Mode CPM Message was received by the IWF.

	See Comment.
	XML body: <message-id>
	Mandatory
	Set to the received imdn.Message-ID in the corresponding Pager Mode CPM Message based on [RFC5438].

	See Comment.
	CPIM header: IMDN-Route
	Conditional
	Set to IMDN-Record-Route header received in the corresponding CPM Message. 

	See Comment.
	XML body:  <original-recipient-uri>
	Conditional
	Set to Original-To header ,if present, received in the corresponding CPM Message. 

	See Comment.
	XML body:  <recipient-uri>
	Optional
	Set by the IWF according to [RFC5438] (i.e., set to CPIM To header received in the corresponding CPM Message).

	See Comment.
	SIP header: Call-ID
	Mandatory
	Set by the IWF according to [RFC3261].

	See Comment.
	SIP header: CSeq
	Mandatory
	Set by the IWF according to [RFC3261].

	See Comment.
	SIP header: Content-Type
	Mandatory
	Set SIP:Content-Type header to message/cpim according to [RFC5438].


Table 3 Deliver-SM to CPM Delivery Notification parameter mapping
5.2.2.2.1.4. CPM Session Invitation to SMS Message Procedures and Parameters mapping
When the SMS IWF receives a SIP INVITE request and if it is supposed to accept the session invitation on behalf of the user based on the service provider policy, the SMS IWF SHALL complete the SIP signalling on behalf of the SMS Client as described in 5.2.1.4 CPM Session Invitation Handling. 
When the SMS IWF receives a SIP INVITE request and if it is supposed to ask for the recipient’s response based on service provider’s policy, it performs the following:

1. SHALL convert the SIP INVITE request into a Submit-SM message as defined in Table 4, 
2. SHALL send the Submit-SM message towards the SM-SC.

When the SMS IWF receives the Deliver-SM message as a user response, it performs the following:

1. SHALL check if the Deliver-SM message is for the user response based on [SMPP]. If the received Deliver-SM is not for the user reponse, the SMS IWF handles the message as a Pager Mode CPM Message or a SMS status report based on the value of the received parameters. Otherwise, continue with the rest of the steps.
NOTE: As for GSM, the Deliver-SM contains the text indicating the response of the recipient. The SMS IWF has to interpret the received text accordingly based on the service provider’s policy. 

2. SHALL convert the Deliver-SM message into a corresponding SIP response according to the received user response code as defined in Table 5 and send it towards the CPM Client.

3. SHALL send a Deliver-SM-resp towards the SM-SC following the rules and procedures in [SMPP]. 

After the MSRP session has been established, the payload from the CPM Client is delivered using MSRP SEND request(s) to the SMS IWF and it is handled as described in 5.2.2.2.1.5 “MSRP to SMS message procedures and parameters mapping”. The SMS message received from the SM-SC is handled as described in 5.2.2.2.2.3 “SMS message to MSRP procedures and parameters mapping”.
	SIP INVITE [headers from RFC3261 unless otherwise noted]
	Submit-SM parameters
	SMPP parameters

status
	Comment

	See Comment.
	service_type
	Mandatory
	Set by the IWF to NULL

	P-Asserted-Identity [RFC3325], if present, otherwise From
	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	Translated by the IWF to the corresponding routable originating user’s address.

	Request-URI or To
	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Translated by the IWF to the corresponding routable target user’s address.

	See Comment.
	esm_class
	Mandatory
	Set by the IWF to ”Store and Forward” as defined in [SMPP].

	See Comment.
	protocol_id
	Mandatory
	Set by the IWF to the appropriate value defined in [SMPP] based on the network type(e.g, GSM, CDMA) 

	Priority
	priority_flag
	Mandatory
	If there is no Priority header received, set to ‘Urgent’ according to [SMPP]. Otherwise, set to the corresponding value of SIP INVITE.

NOTE: As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC side is network-dependent.

	See Comment.
	schedule_delivery_time
	Mandatory
	Set to NULL for immediate delivery.

	Expires
	validity_period
	Mandatory
	

	See Comment.
	registered_delivery
	Mandatory
	Set by the IWF as follows:

- CDMA: 0x80(SME Manual/User Acknowledgement requested)

- GSM: Null

According to the network type following the rules in [SMPP]

NOTE: The specific code above is for requesting user acknowledgement about whether to accept the session invitation or not.

	See Comment.
	replace_if_present_flag
	Mandatory
	Set to NULL

	See Comment.
	data_coding
	Mandatory
	Set by the IWF based on  service provider’s policy. 

	See Comment.
	sm_default_msg_id
	Mandatory
	Set by the IWF based on the service provider’s policy. Otherwise, set to Null.

NOTE: This can only be used when the SM-SC has a pre-defined SM text set for prompting the user to select the options (e.g., ‘accept’, ‘reject’). How to organize the prompting text on the device is based on service provider’s policy. 

	See Comment.
	sm_length
	Mandatory
	Set by the IWF to the length of the user data.

	See Comment.
	short_message
	Mandatory
	Set by the IWF to the appropriate value depending on the network type and service provider’s policy (e.g., CDMA/TDMA: None, GSM: pre-defined text)

NOTE: For GSM, the pre-defined text  is for prompting the user to select ‘accept’ or ‘reject’ The exact definition of the pre-defined text is out-of-scope in this document. But at least it needs to carry a keyword for each session ‘accept’ and ‘reject’.


Table 4 CPM Session Invitation request to Submit-SM parameters mapping
	Deliver-SM parameters
	Response to SIP INVITE
	CPM headers

status
	Comment

	user_response_code (for CDMA/TDMA) or short_message (for GSM)
	Response code and phrase
	Mandatory
	Set by the IWF to 200 OK if the recipient accepts the invitation. Otherwise, set to ‘603 Decline’.

NOTE: Actual user_response_code or appropriate SM text from the recipient is based on the service provider’s policy.

NOTE: For GSM, the keyword for session ‘accept’ or ‘reject’ in the replying text from the recipient is interpreted into the appropriate response code by the IWF. The exact definition of the replying text is out-of-scope in this document. But at least it needs to carry a keyword for either session ‘accept’ or ‘reject’.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF to the received Call-ID in the SIP INVITE.

	See Comment.
	To
	Mandatory
	Set by the IWF to the received To in the SIP INVITE with the possible to-tag based on [RFC3261].

	See Comment.
	Via
	Mandatory
	Set by the IWF to the received Via in the SIP INVITE.

	See Comment.
	From
	Mandatory
	Set by the IWF to the received From in the SIP INVITE

	See Comment.
	CSeq
	Mandatory
	Set by the IWF to the received CSeq in the SIP INVITE

	See Comment.
	Content-Length
	Mandatory
	Set by the IWF to the length of the SDP body.

	See Comment.
	body
	Conditional
	If the Response code is 2xx, set by the IWF as an SDP answer according to [RFC3264], [RFC4566] and [RFC4975]. Otherwise, there will not be an SDP body.


Table 5 Deliver-SM to the CPM response for the CPM Session Invitation parameters mapping
Editor’s Note: It is FFS how to handle error responses.

Upon receiving SIP BYE request, the SMS IWF MAY send a Submit-SM towards SMS user with appropriate text based on service provider’s policy to notify that the session is closed.

5.2.2.2.1.5. MSRP to SMS message procedures and parameters mapping
NOTE: This section assumes that a CPM Session for the Session Mode Message Delivery or a SIP Session for the Large Mode Message Delivery has been established on behalf of the SMS user.
When the IWF receives an MSRP SEND request, it performs the following:

1. If the received MSRP SEND request is a chunked message, then it waits for the rest of the chunked MSRP SEND request(s) based on the Byte-Range header.

2. Once all of the MSRP SEND request(s) have been received, the IWF rearranges all the received chunks into a message.

3. SHALL convert the MSRP SEND request into a Submit-SM based on Table 6 with the following clarification:
a. If the message is too large to be transferred in one SMS message, then split the message into concatenated SMS messages.

b. Otherwise, continue with the rest of the steps.

4. SHALL send 200 OK response according to [RFC4975], if there is no error.

5. SHALL send the Submit-SM forwards the SM-SC.

When the IWF receives the Submit-SM-resp, it SHALL store the message-id received in Submit-SM.

	MSRP SEND request [headers from [RFC4975] unless otherwise noted]
	Submit-SM parameters
	SMPP parameters

status
	Comment

	See Comment.
	service_type
	Mandatory
	Set by the IWF to NULL.

	See Comment.
	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	Translated by the IWF to the corresponding routable originating user’s address based on From or P-Asserted-Identity header received in SIP INVITE.

	See Comment.
	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Translated by the IWF to the corresponding routable target user’s address based on To header or Request-URI received in SIP INVITE.

	See Comment.
	esm_class
	Mandatory
	Set by the IWF to ‘Store and Forward’ as defined in [SMPP].

	See Comment.
	protocol_id
	Mandatory
	Set by the IWF to the appropriate value defined in [SMPP] based on the network type(e.g., GSM, CDMA) 

	See Comment.
	priority_flag
	Mandatory
	Set by the IWF based on the service provider’s policy.

NOTE As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC is network-dependent.

	See Comment.
	schedule_delivery_time
	Mandatory
	Set to NULL for immediate delivery.

	See Comment.
	validity_period
	Mandatory
	Set to NULL.

	Success-Report and/or Failure-Report
	registered_delivery
	Mandatory
	Set to the corresponding value based on [SMPP] if the header does exist. Otherwise, set to NULL.

	See Comment.
	replace_if_present_flag
	Mandatory
	Set to NULL.

	Content-Type
	data_coding
	Mandatory
	Set by the IWF to the corresponding value based on [SMPP] if the character set parameter exists. Otherwise, set to NULL.

	See Comment.
	sm_default_msg_id
	Mandatory
	Set by the IWF to NULL.

	Content-Length
	sm_length
	Mandatory
	Set by the IWF to the length of the user data.

	body
	short_message
	Mandatory
	

	See Comment.
	sar_msg_ref_num
	Optional
	Set by the IWF to the total number of concatenated SMs based on [SMPP].

	See Comment.
	sar_segment_seqnum
	Optional
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	See Comment.
	sar_total_segments
	Optional
	Set by the IWF to the total number of concatenated SMs based on [SMPP].


Table 6 MSRP SEND request to Submit-SM parameters mapping
When it is a Session Mode Message Delivery and the IWF receives the Deliver-SM as a status report from the SMC, then it performs the following:

1. Check if there is a same stored message_id received in Submit-SM-resp as the receipted_message_id parameter received in Deliver-SM with the following clarification:

a. If there is no matched message_id, then respond with an error towards the SMC setting Command Status header to ESME_RINVMSGID based on [SMPP];
b. Otherwise, continue with the rest of the steps;
2. It builds an MSRP REPORT message with a delivery notification according to the rules and procedures defined in [RFC4975] with the following clarification:

a. The message_state parameter received in Deliver-SM is translated into the relevant Status header based on service provider’s policy.
3. It responds with a Deliver-SM-resp towards SMC following the rules and procedures in [SMPP].
5.2.2.2.2 SMS to CPM

5.2.2.2.2.1. General

The SMS Interworking Function acts as an ESME to the SM-SC. When the SMS Interworking Function receives a Short Message that is to be sent to a CPM User, it translates the Short Message into a Pager Mode CPM Message (SIP MESSAGE [RFC3428]). When the SMS Interworking Function receives concatenated Short Messages, it shall aggregate payloads of each Short Message and send it as one CPM Message to the SIP/IP Core. If the size of the resulting CPM Message is too large to be sent as a Pager Mode CPM Message, then SMS IWF shall send it as a Large Message Mode CPM Message.

NOTE 1: It is assumed that the IWF has completed the SMPP bind operation before receiving the SMS message.

Figure 2 shows the architecture of interworking between SM-SC and CPM. 
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Figure 2 SMS to CPM interworking architecture
NOTE 2: Typically, SM-SC is located in the same network as the SMS IWF.
If SMPP is used for an Interface protocol between the SM-SC and the SMS Interworking Function, the SMPP operations from the SM-SC to SMS IWF are as follows:

Deliver-SM;
Deliver-SM-resp.
Editor’s Note: It is FFS whether it is appropriate to use Data-SM operations.
NOTE 3: As there is no translation issue, the rest of SMPP operations will not be considered.

5.2.2.2.2.2. SMS message to Pager Mode CPM Message mapping
When the SMS IWF receives the Deliver-SM from SM-SC, it SHALL perform the following: 
1. If the received Deliver-SM is a concatenated message, then SMS IWF SHALL wait for the rest of the concatenated Deliver-SMs based on sar_msg_ref_num, sar_segment_seqnum and sar_total_segments parameters.

2. If the size of the received payload of SMS message(s) can be sent as one SIP MESSAGE, then the SMS IWF SHALL convert the received Deliver-SM into SIP MESSAGE based on the Table 7 below and section 7.2.1 of [OMA-CPM-TS-Conv-Func].

3. SHALL send SIP MESSAGE towards the CPM Client.
When the SMS IWF receives the SIP response, it SHALL convert the received SIP response into the Deliver-SM-resp based on Table 8 and Table 9 and send it towards the SM-SC.
	Deliver-SM parameters
	CPM SIP MESSAGE headers[headers from [RFC3428] unless otherwise noted]
	CPM Headers status
	Comment

	language_indicator
	Content-Language
	Optional
	

	sm_length
	Content-Length
	Optional
	

	data_coding
	Content-Type
	Mandatory
	Set to ‘text/plain’ and character set parameter is set along with the received SMS parameter by the IWF. 

	source_addr_ton, source_addr_npi, source_addr
	P-Asserted-Identity [RFC3325] or From
	Mandatory
	Translated by the IWF to the corresponding routable originating user’s address.
NOTE: TEL-URI will be used.

	priority_flag
	Priority
	Optional
	Set to corresponding value of  the received Deliver-SM, for example, 

0=non-urgent,
1=normal,
2=urgent 

in the case of GSM (SMS).
NOTE: As different technologies use the different priority value, how to map the level of priority accordingly between CPM side and SM-SC side is network-dependent.

	dest_addr_ton, dest_addr_npi, destination_addr
	To and Request-URI
	Mandatory
	Translated by the IWF to the corresponding routable target CPM User’s address. 
NOTE: TEL-URI will be used.

	See Comment
	User-Agent
	Mandatory
	Set to the OMA CPM Interworking Function release version of the Interworking Function as specified in Appendix C “Release Version in User-Agent and Server Headers”


Table 7 Deliver-SM to Pager Mode CPM Message parameters mapping
	CPM Message response header
	Deliver-SM-resp Header
	Comment

	Response code
	command_status
	Set by the IWF to NULL if the received CPM Message response is 2xx.

	See Comment.
	sequence_number
	Set by the SMS IWF to the received value in Deliver-SM.


Table 8 CPM to Deliver-SM-resp headers mapping
	CPM Message headers [headers from [RFC3428] unless otherwise noted]
	SMPP/Deliver-SM-resp parameters


	SMPP/Deliver-SM-resp parameters status
	Comment

	See Comment.
	message-id
	Mandatory
	Set to NULL.


Table 9 CPM to Deliver-SM-resp parameters mapping
Editor’s Note: It is FFS how to handle error responses.
5.2.2.2.2.3. SMS message to MSRP procedures and parameters mapping
NOTE 1: This section assumes that a CPM Session has been established with the IWF on behalf of the SMS user.
When the IWF receives the Deliver-SM from the SM-SC, it SHALL perform the following:

1. If the received Deliver-SM is a concatenated message, then it waits for the rest of the concatenated Deliver-SM based on sar_msg_ref_num, sar_segment_seqnum and sar_total_segments parameters.

2. Once all of the concatenated Deliver-SM have been received, the IWF generates MSRP SEND based on [RFC4975] with the following clarifications:
a. SHALL set the content-type as Content-Type=message/cpim.

b. MAY set Success-Report and/or Failure-Report headers based on the service provider’s policy in the case of  Session Mode Message Delivery.

c. The payload of the CPIM body in MSRP SEND SHALL be restricted to text only.
NOTE 2: the message may be chunked into more than one MSRP SEND.

3. SHALL send MSRP SEND towards the CPM Client.
Upon receiving the MSRP response, the IWF performs the following:
1. SHALL set command_status header value of the Deliver-SM-resp along with the Response_code of the MSRP response.

2. SHALL send the Deliver-SM-resp towards the SM-SC.

Editor’s Note: The editor kept this table number to ease the resolution of the remaining CONRR comments. It needs to be deleted at the end of the CONRR period. 

Table 10 Place Holder 
5.2.2.2.2.4. SMS messages to Large Message Mode CPM Message mapping
When the SMS IWF receives the Deliver-SM from SM-SC, it performs the following:

1. If the received Deliver-SM is a concatenated message, then SMS IWF SHALL wait for the rest of the concatenated Deliver-SMs based on sar_msg_ref_num, sar_segment_seqnum and sar_total_segments parameters.

2. If the size of the received payload of SMS messages is too large to be sent as one SIP MESSAGE and there is no established MSRP session for that message, then the SMS IWF SHALL perform the following to initiate MSRP session:

a. SHALL act as a UAC according to rules and procedures of [RFC3261].

b. SHALL generate SIP INVITE based on the Table 11.

c. SHALL include in the SIP INVITE a MIME SDP body as an SDP offer in the same way as the CPM Client sending a Large Message Mode CPM Message as described in 7.2.2 “Seding Large Message” of [OMA-CPM_TS_Conv_Fnct]

d. SHALL send the SIP INVITE towards the CPM Client.
3. After the MSRP session has been established, the payload is sent as an MSRP SEND as defined in 5.2.2.2.2.3 “SMS message to MSRP procedures and parameters mapping”.
After the payload has been sent, the SMS IWF SHALL finish the MSRP session by sending SIP BYE towards the CPM Client according to rules and procedures of [RFC3261].
	Deliver-SM parameters
	SIP INVITE headers[headers from RFC3261 unless otherwise noted]
	CPM Headers status
	Comment

	dest_addr_ton, dest_addr_npi, destination_addr
	To and Request-URI
	Mandatory
	Translated by the IWF to the corresponding routable target CPM User’s address. 

	source_addr_ton, source_addr_npi, source_addr
	P-Asserted-Identity [RFC3325] or From
	Mandatory
	Translated by the IWF to the corresponding routable originating user’s address.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF according to [RFC3261]

	See Comment.
	CSeq
	Mandatory
	Set by the IWF according to [RFC3261].

	See Comment.
	Max-Forwards
	Mandatory
	Set by the IWF according to [RFC3261].

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	Contact
	Mandatory
	Set by the IWF including the CPM Feature Tag.

	See Comment.
	Content-Type
	Mandatory
	Set by the IWF to “application/sdp”

	See Comment.
	Accept-Contact
	Optional
	Set by the IWF including the CPM Feature Tag according to [RFC3841].

	See Comment.
	Expires
	Optional
	Set by the IWF according to service policy.

	See Comment.
	Date
	Optional
	Set by the IWF to the current date and time.


Table 11 Deliver-SM to SIP INVITE for the Large Message Mode CPM Message Delivery headers mapping
5.2.3 Interworking with MMS

In the use case shown below, the ISF selects the MMS Interworking Function.

When interworking messages between CPM and MMS, with respect to handling SMIL content, since MMS supports SMIL [3GPP TS26.140] compatible with CPM [3GPP TS26.141]:

· When interworking messages from CPM to MMS, the IWF receiving a message (that either uses SMIL for media synchronization and scene description, or not) SHALL provide it to MMS unmodified.

· When interworking messages from MMS to CPM, the IWF receiving an MMS (that either uses SMIL for media synchronization and scene description, or not) SHALL provide it to CPM unmodified.
5.2.3.1 MM4 Realization
The interworking function (IWF) is acting as an MMS relay server node in the MMS network (see [3GPP TS23.140]). 

5.2.3.1.1 Interworking from CPM to MMS

5.2.3.1.1.1. General
When the MMS Interworking Function receives a CPM Standalone Message that is to be sent to an MMS user, it SHALL determine the address of the recipient’s MMS Relay/Server, (e.g., via an ENUM/DNS query).

The IWF receives from the ISF a Pager Mode CPM Message, or a Large Message Mode CPM Message.

· When the IWF receives a Pager Mode CPM Message (SIP MESSAGE) [RFC3428] it SHALL translate it into an SMTP [RFC2821] whose DATA carries the MM4 message [3GPP TS23.140] as described in the sections below.

· When the IWF receives a Large Message Mode CPM Message, it will first receive a SIP INVITE, followed by one or more MSRP SEND messages. The IWF SHALL buffer the content received in the SEND message and SHALL then translate it into an SMTP [RFC2821] whose DATA carries the MM4 message [3GPP TS23.140] as described in the sections below.

NOTE: The tables in the following sections contain a description of the parameters that are necessary for CPM to/from MM4 interworking. Not all of the CPM or MMS parameters are needed for interworking.
Figure 3 shows the architecture and protocols used for interworking between CPM and MMS.
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Figure 3 CPM to MMS interworking architecture

The MM4 interface consists of three message groups that are supported by the IWF:

· The MM4 Forward Request and Response messages;
· The MM4 Delivery Report Request and Response messages;
· The MM4 Read Reply request and response messages.
The IWF SHALL be able to translate CPM messages to MM4 messages and MM4 messages to CPM messages as described in the following sections. 

5.2.3.1.1.2. Pager Mode CPM Message to MMS message mapping, MM4 Forward
When the IWF receives a Pager Mode CPM Message, carried as a SIP MESSAGE message request containing the ’3gpp-service.ims.icsi.oma.cpm.msg’ feature tag, it SHALL perform the following

1. It determines the address of the recipient’s MMS relay server in his home network. 

2. It builds an SMTP carried MM4_forward.REQmessage as described in Table 12 and Table 13 (below) by mapping the relevant headers and body from the CPM Standalone Message to the MMS message.

3. It sends the MM4_forward.REQ message and upon receipt the MM4_forward.RES message…
4. It composes a SIP response message as described in Table 14 (below).
	CPM SIP MESSAGE header
	SMTP/MM4_forward.REQ
	Comment

	P-Asserted-Identity [RFC3325], if present, otherwise, From.
	MAIL From
	Interworked by the MMS IWF (to get an MMS useable format).

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 12 Pager Mode CPM Message to MM4_forward.REQ message mapping, SMTP level
	CPM SIP MESSAGE header

[headers from [RFC3428] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version


	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_forward.REQ”

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier generated by the IWF.

	Conversation-ID and Contribution-ID.
	Message ID
	Mandatory
	IWF generated unique ID for the message, related to the Conversation-ID and the Contribution-ID.

	Request-URI (when sent to one recipient or when sent to a CPM Pre-defined Group)

URI list body carrying the “recipient-list-history” [RFC5365] (when sent to more than one recipient)
	Recipient(s) address
	Mandatory
	Set to either the value of the “Request-URI” header in case of one recipient or when sent to a CPM Pre-defined group or to the list of recipients in the “URI-List” in the case of multiple recipients.
The URIs with copyControl="to" are mapped to the MM4 Recipient(s) Address STD 11 To: header 

The URIs with copyControl="cc" are mapped to the MM4 Recipient(s) Address STD 11 Cc: header.

NOTE: it is expected that the MMS Client display CPM Addresses that it does not support but will not allow the user to send an MMS message to a CPM Address not supported by MMS (e.g., to a SIP URI).

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender address
	Mandatory
	Address not revealed if CPM sender requested Anonymity.

	Content-Type
	Content type
	Mandatory
	

	Date 

or 

CPIM header: DateTime [RFC5438]
	Date and time
	Mandatory
	 Set the MMS date and time to, in order of preference:

· CPIM header: DateTime if available, otherwise,   

· the Date of the SIP MESSAGE message if available, otherwise,  

· the current date and time at the IWF.

	Expires
	Time of Expiry
	Conditional
	Set to received value in “Expires” otherwise set according to service provider policy.

	imdn.Disposition-Notification [RFC5438]
	Delivery report
	Conditional
	Set to true when Disposition Notification is requested with value set to “positive-delivery”, “negative-delivery”, or both. 

	Priority
	Priority
	Conditional
	Set to corresponding value of  CPM Message – 

non-urgent= low

normal= medium

urgent= high

	Display-Name (from P-Asserted-Identity header  if present otherwise from the From header)
	Sender visibility
	Conditional
	Set only if Display-Name = “Anonymous”.

	imdn.Disposition_Notification: display [RFC5438]
	Read reply
	Conditional
	When the incoming imdn Disposition-Notification is set to “display”, then set the Read reply to “Yes”.

	Subject
	Subject
	Conditional
	Set only if “Subject” header is set in CPM Message.

	See Comment.
	Acknowledgement Request
	Optional
	Shall always be set to yes since MESSAGE message must be acknowledged.

	See Comment.
	Forward counter
	Conditional
	Set per the service provider policy.

	See Comment.
	Originator-System-Address
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Body
	Content
	Conditional
	Set to corresponding body types received in SIP MESSAGE Body.


Table 13 Pager Mode CPM Message to MM4_forward.REQ parameter mapping
	MM4 Information element
	CPM SIP MESSAGE response header [headers from [RFC3428] unless otherwise noted]
	CPM Header status
	Comment

	Request Status
	response code [RFC3261]

reason phrase [RFC3261]
	Mandatory
	 Set the response code & reason phrase function of the Request Status. 
· 202 Accepted sent when X-Mms-Request-Status-Code is “Ok”.
· If Request Status is: "Error-unspecified"  or "Error-network-problem", set response code to “400”, and reason phrase to “Bad request”  

· If Request status is: "Error-service-denied", set response code to “403”, and reason phrase to “Forbidden”  

· If Request Status is: 415 "Error-content-not-accepted" or "Error-message-format-corrupt", set response code to “415”, and reason phrase to “Unsupported Media Type”

	See Comment.
	Call-ID
	Mandatory
	Set per the Call-ID header field received in the CPM Standalone Message.

	See Comment.
	To
	Mandatory
	Set per the To header field received in the CPM Standalone Message, with the possible addition of a tag as per [RFC3261].

	See Comment.
	Via
	Mandatory
	Set per the Via header field received in the CPM Standalone Message.

	See Comment.
	From
	Mandatory
	Set per the From header field received in the CPM Standalone Message.

	See Comment.
	CSeq
	Mandatory
	Set per the CSeq header field received in the CPM Standalone Message.

	See Comment.
	Content-Length 
	Mandatory
	Set to 0.


Table 14 MM4_forward.RES to CPM mapping, parameter level
Editor’s Note: The editor kept this table number to ease the resolution of the remaining CONRR comments. It needs to be deleted at the end of the CONRR period. 

Table 15 Place Holder 
5.2.3.1.1.3. MM4_delivery_report to Pager Mode CPM Delivery Notification mapping
When the IWF receives an MM4_delivery_report.REQ, it SHALL perform the following

1. It builds a SIP MESSAGE request with a delivery notification as described in Table 16 (below) using a CPIM body per [RFC3862] that carries a disposition notification XML document, and sends it. The MIME type of the Disposition Notification XML document is "message/imdn+xml".
2. It responds with an MM4_delivery_report.RES, as described in Table 17 and Table 18.

	MM4 Information element
	CPM Delivery Notification SIP header, CPIM header and payload information elements
[headers from [RFC3261], [RFC3862], and [RFC5438] unless otherwise noted]
	CPM Header status
	Comment

	Recipient Address
	SIP header: From

CPIM header: From
	Mandatory
	

	Sender Address
	SIP header: To
SIP Header: Request-URI 

CPIM header: To
	Mandatory
	Set SIP:To, and Request-URI to “Sender Address” information element.

In the case of a CPM Message to a CPM Pre-defined Group member, set CPIM: To to the “Referred-By” header received in the CPM Standalone Message this IMDN relates to.  

Otherwise set CPIM: To to “Sender Address” information element.

	MM Status
	CPIM header: Content-Disposition
XML body: <delivery-notification> <processing-notification>
	Mandatory
	Set CPIM:Content-Disposition header to “:notification”.

Set the <delivery notification> and <processing-notification> XML element to the corresponding value of MM4_delivery_report (X-Mms-MM-Status-Code: Retrieved = delivered; Rejected = failed, Indeterminate = processed, expired=failed,  unrecognized=failed, forwarded=processed, deferred=stored). 

	See Comment.
	CPIM header: Message-ID
	Mandatory
	Set to a message id newly generated by the IWF based on [RFC5438].

	See Comment.
	CPIM header: IMDN-Route
	Conditional
	Set CPIM:IMDN-Route header according to IMDN-Record-Route header received in the corresponding CPM Standalone Message. 

	See Comment.
	XML body:  <original-recipient-uri>
	Conditional
	If the CPM Standalone Message recipient is a CPM Ad-hoc Group member, set <original-recipient-uri> element according to Original-To header (if present) received in the corresponding CPM Message. 

	See Comment.
	XML body:  <message-id>
	Mandatory
	Set <message-id> element to Message-ID header received in the corresponding CPM Standalone Message that triggered the delivery report.

	See Comment.
	XML body:  <recipient-uri>
	Optional
	Set by the IWF according to [RFC5438] (i.e., set to CPIM To header received in the corresponding CPM Standalone Message).

	Date and Time
	SIP header: Date
	Optional
	Set the Date per the MM4 Date and Time.

	 See Comment.
	XML body: <datetime>
	Mandatory
	Set the XML body: <datetime> to the CPIM DateTime received in the corresponding CPM Message.

	See Comment.
	SIP header: Call-ID
	Mandatory
	Set by the IWF according to [RFC3261].

	See Comment.
	SIP header: CSeq
	Mandatory
	Set by the IWF according to [RFC3261].

	See Comment.
	SIP header: Content-Type
	Mandatory
	Set SIP:Content-Type header to message/cpim according to [RFC5438].


Table 16 MM4_delivery_report.REQ to CPM Delivery Notification parameter mapping
	SMTP/MM4_delivery_report.RES
	Comment

	MAIL From
	Set by the MMS IWF to its own SMTP address.

	RCPT To:
	Set by the MMS IWF to the “Mail From” command parameter that was carried in the MM4_delivery_report.REQ.


Table 17 MM4_delivery_report.RES parameters message mapping, SMTP level
	MM4 Information element
	MM4 Parameter status
	Comment

	3GPP MMS Version
	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	Set to “MM4_delivery_report.RES”.

	Transaction ID
	Mandatory
	Set by the MMS IWF to the “Transaction ID” received in the MM4_delivery_report.REQ.

	Message ID
	Mandatory
	Set by the MMS IWF to the “Message ID” received in the MM4_delivery_report.REQ.

	Request Status
	Mandatory
	Set by the IWF to the appropriate value, as defined for X-Mms-Request-Statius-Code.

	Originator-Recipient-Address
	Optional
	Set by the IWF, adding its own address (formatted as an MMS R/S address), after the one received in the MM4_delivery_report.REQ.

	Return-Route
	Optional
	Set per the content of the Forward-Route received in the MM4_delivery_report.REQ.


Table 18 MM4_delivery_report.RES parameters

5.2.3.1.1.4. MM4_read_reply_report to Pager Mode CPM Delivery Notification mapping

When the IWF receives an MM4_read_reply_report.REQ, it SHALL perform the following

1. It builds a SIP MESSAGE message with a delivery notification as described in Table 19 (below) using a CPIM body per [RFC3862] that carries a Disposition Notification XML document. The MIME type of the Disposition Notification XML document is "message/imdn+xml", and sends it
2. It responds with an MM4_read_reply_report.RES, as described in Table 20 and Table 21.

	MM4 Information element
	CPM Delivery Notification SIP header, CPIM header and payload information elements
[headers from [RFC3261], [RFC3862], and [RFC5438] unless otherwise noted]
	CPM Header status
	Comment

	Recipient Address
	SIP header: From

CPIM header: From
	Mandatory
	

	Sender Address
	SIP headers: To, Request-URI
CPIM header:

To
	Mandatory
	Set the SIP headers To and Request-URI to “Sender Address” information element.

In the case of a CPM Message to a CPM Pre-defined Group member, set the CPIM To header to the “Referred-By” header received in the corresponding CPM Standalone Message.  

Otherwise set the CPIM To to “Sender Address” information element.

	Read Status
	CPIM header : Content-Disposition
XML body <display-notification> <status>
	Mandatory
	Set the CPIM Content-Disposition header to “:notification”.
Set <display notification> <status> element of the XML body to the corresponding value of MM4_read_reply_report (X-Mms-Read-Status: “read” to <display-notification> <status> =  displayed).
X-Mms-Read-Status: “Deleted without being read” to <display-notification> <status> =  error), where a CPM Client should understand that “error” means “deleted without being read”.

	See Comment.
	CPIM header: IMDN-Route
	Conditional
	Set the CPIMIMDN-Route header acc ording to IMDN-Record-Route header received in the CPM Standalone Message this IMDN relates to. 

	See Comment.
	XML body: <original-recipient-uri>
	Conditional
	If the CPM Standalone Message recipient is a CPM Ad-hoc Group member, set <original-recipient-uri> element according to Original-To header (if present) received in the corresponding CPM Standalone Message. 

	See Comment.
	CPIM header:

Imdn.Message-ID
	Mandatory
	Set to a newly generated message id  according to [RFC5438].

	See Comment.
	XML body: <recipient-uri>
	Optional
	Set according to [RFC5438] (i.e., set to CPIM To header received in the corresponding CPM Standalone Message).

	See Comment.
	XML body: <message-id>
	Mandatory
	Set to the value of the imdn.Message-ID header received in the corresponding CPM Standalone Message that triggered the read reply report.

	Date and Time
	SIP header: Date
	Optional
	Set the Date per the MM4 Date and Time.

	 See Comment.
	XML body: <datetime>
	Mandatory
	Set the XML body: <datetime> to the CPIM DateTime received in the corresponding CPM Message.

	See Comment.
	SIP header: Call-ID
	Mandatory
	Set according to [RFC3261].

	See Comment.
	SIP header: CSeq
	Mandatory
	Set according to [RFC3261].

	See Comment.
	SIP header: Content-Type
	Mandatory
	Set the SIP Content-Type header to message/cpim according to [RFC5438].


Table 19 MM4_read_reply_report.REQ to CPM Delivery Notification parameter mapping
	SMTP/MM4_read-reply_report.RES
	Comment

	MAIL From
	The MMS IWF sets to its own SMTP address. 

	RCPT To:
	Set to the “Mail From” command parameter that was carried in the MM4_read_reply_report.REQ.


Table 20 MM4_read_reply_report.RES message mapping, SMTP level
	MM4 Information element
	MM4 Parameter status
	Comment

	3GPP MMS Version
	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	Set to “MM4_read_reply_report.RES”.

	Transaction ID
	Mandatory
	Set to the “Transaction ID” received in the MM4_read_reply_report.REQ.

	Message ID
	Mandatory
	Set to the “Message ID” received in the MM4_read_reply_report.REQ.

	Request Status
	Mandatory
	Set to the appropriate value, as defined for X-Mms-Request-Status-Code.

	Originator-Recipient-Address
	Optional
	The IWF adds its own address (formatted as an MMS R/S address), after the one received in the MM4_read_reply_report.REQ.

	Return-Route
	Optional
	Set per the content of the Forward-Route received in the MM4_read_reply_report.REQ.


Table 21 MM4_read_reply_report.RES parameters

5.2.3.1.1.5. Large Message Mode CPM Message to MMS message mapping
When the IWF receives a SIP INVITE containing the ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ feature tag for a Large Message Mode CPM Message, it SHALL send a 200 OK response if no errors are found in the INVITE or an appropriate error response otherwise.

When the IWF subsequently receives an MSRP SEND request, it SHALL perform the following:

1. It temporarily stores the content received in the MSRP SEND request. If other MSRP SEND requests are expected based on the Byte-Range in the MSRP SEND request, it waits for them.

2. Once all of the MSRP SEND requests have been received, the IWF rearranges (if needed) all the received chunks into the message.

3. The IWF determines the address of the recipient’s MMS relay server in his home network. 

4. The IWF formats the received content in an MM4_forward.REQ message as shown in Table 22 and Table 23 below by mapping the relevant headers and body from the Large Message Mode CPM Message to the MMS message, and sends the message to the recipient,

5. When an acknowledgement has been requested in the MM4_forward.REQ, the IWF keeps the transaction open to wait for the MM4_forward.RES.
6. If the IWF receives a negative response and a Failure Report was requested by the sender, it composes a Failure REPORT message as shown in Table 24 below.
NOTE: If a Success-Report was requested, the IWF must wait for the MM4_delivery_report message and then start a new MSRP session to deliver the Success-Report as described in the AT&T Internet Draft “xxxx”.
Editor’s Note: Reference to the internet draft is needed.
Editor’s Note: the group must decide whether to reference the I-D or to add the procedures described in that I-D to this TS.
	CPM INVITE header
	SMTP/MM4_forward.REQ
	Comment

	 P-Asserted-Identity [RFC3325], if present, otherwise, From.
	MAIL From
	Interworked by the MMS IWF (to get an MMS useable format).

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 22 Large Message Mode CPM Message to MM4_forward.REQ message mapping, SMTP level 

	CPM headers
[headers from SIP INVITE [RFC3261] or MSRP [RFC4975] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version
	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_forward.REQ”.

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	Conversation-ID and Contribution-ID.
	Message ID
	Mandatory
	IWF assigned unique ID for the message, related to the Conversation-ID and the Contribution-ID 

	Request-URI(when sent to one recipient or when sent to a CPM Pre-defined Group)

URI list body carrying the “recipient-list-history” [RFC5366] (when sent to more than one recipient) 
	Recipient(s) address
	Mandatory
	Set to either the value of the “Request-URI” header in case of one recipient or when sent to a CPM Pre-defined group or to the list of recipients in the “URI-List” in case of multiple recipients.
The URIs with copyControl="to" are mapped to the MM4 Recipient(s) Address STD 11 To: header 

The URIs with copyControl="cc" are mapped to the MM4 Recipient(s) Address STD 11 Cc: header.

NOTE: it is expected that the MMS Client display CPM Addresses that it does not support but will not allow the user to send an MMS message to a CPM Address not supported by MMS (e.g., to a SIP URI).

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender address
	Mandatory
	Address not revealed if CPM sender requested Anonymity.

	Content-Type
	Content type
	Mandatory
	

	Date 
or 

CPIM header: DateTime [RFC5438] 
	Date and time
	Mandatory
	 Set the MMS date and time to, in order of preference:

· CPIM header: DateTime if available, otherwise,   

· the Date of the SIP INVITE request if available, otherwise,  

· the current date and time at the IWF.

	Message-Expires (see [OMA-CPM-TS-Conv-Func])
	Time of Expiry
	Conditional
	May be set by service provider policy if Message-Expires is not provided.

	imdn.Disposition-Notification [RFC5438]
	Delivery report
	Conditional
	When the Disposition-Notification is set to “positive-delivery” or “negative-delivery”, set the Delivery report to “Yes”.

	imdn.Disposition-Notification : display [RFC5438]
	Read reply
	Conditional
	 When the Disposition-Notification is set to “display”, set the Read reply to “Yes”.

	Display-Name (from P-Asserted-Identity header if present otherwise from the From header)
	Sender visibility
	Conditional
	Set only if Display-Name = “Anonymous”.

	Subject


	Subject
	Conditional
	Set only if “Subject” header is set in the Large Message Mode CPM Standalone Message.

	See Comment.
	Acknowledgement Request
	Optional
	Set per the service provider policy.

	See Comment.
	Forward counter
	Conditional
	Set per the service provider policy.

	See Comment.
	Originator-System-Address
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.

	See Comment.
	Content
	Conditional
	Set per the payload received via MSRP.


Table 23 Large Message Mode CPM Message to MM4_forward.REQ parameter mapping 

	MM4 Information element
	CPM REPORT headers [headers from [RFC4975] unless otherwise noted]
	CPM Header status
	Comment

	Request Status
	Status
	Mandatory
	 Set Status function of the Request Status received.

· If Request Status is: "Error-unspecified"  or "Error-network-problem", set Status to “400”
· If Request Status is: "Error-service-denied", set Status to “403”
· If Request Status is "Error-content-not-accepted" or "Error-message-format-corrupt", Set Status to “415”

	See Comment.
	Message-ID
	Mandatory
	Set by the MMS IWF to the Message-ID header field received in the SEND message.

	See Comment.
	To-Path
	Mandatory
	Set by the MMS IWF, to the From-Path received in the SEND message.

	See Comment.
	From-Path
	Mandatory
	Set by the MMS IWF, to the To-Path received in the SEND message.

	See Comment.
	Byte-Range
	Mandatory
	Set to the Byte-Range of the complete message.


Table 24 MM4_forward.RES to Failure-Report parameter mapping 

5.2.3.1.2 Interworking from MMS to CPM

5.2.3.1.2.1. General

When the MMS Interworking Function receives an MMS message that is to be sent to a CPM User, it translates the MMS Message (SMTP [RFC2821] whose DATA carries the MM4_forward.REQ [3GPP TS23.140]) into either a Pager Mode CPM Message (MESSAGE message [RFC3428]) as described in the sections below or a Large Message Mode CPM Message.

NOTE: The tables in the following sections contain a description of the parameters that are necessary for CPM to/from MM4 interworking. Not all of the CPM or MMS parameters are needed for interworking.
Figure 4 shows the architecture and protocols used for interworking between CPM and MMS.
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Figure 4 MMS to CPM interworking architecture
The MM4 interface consists of three message groups that are supported by the IWF:

· The MM4 Forward Request and Response messages;
· The MM4 Delivery Report Request and Response messages;
· The MM4 Read Reply request and response messages.
The IWF shall be able translate CPM Standalone Messages to MM4 messages and MM4 messages to CPM Standalone Messages as described in the following sections. 

5.2.3.1.2.2. MMS to Pager Mode CPM Message mapping, MM4 Forward
When the IWF receives an MM4_forward.REQ, it SHALL perform the following:
1. When the message is short (e.g., 1300 bytes) it builds a Pager Mode CPM Message  request as described in Table 25 and Table 26 below, by mapping the relevant headers and body from the MMS message to the Pager Mode CPM Message.
2. It sends the Pager Mode CPM Message.

3. If it receives a response, it composes an MM4_forward.RES message as described in Table 27 and Table 28 below.

	SMTP/MM4_forward.REQ
	CPM SIP MESSAGE header [headers from [RFC3261] unless otherwise noted]
	Comment

	RCPT To:
	Request-URI and 

To
	Interworked by the MMS IWF.


Table 25 MM4_forward.REQ parameter to Pager Mode CPM Message mapping, SMTP level
	MM4 Information element
	CPM SIP MESSAGE header

[headers from [RFC3428] or [RFC3261] unless otherwise noted]
	CPM SIP MESSAGE Headers  status
	Comment

	Recipient(s) address
	Not used if there is only one recipient. If there is more than one recipient, all recipients are added in the CPM Message body as part of a recipient-list-history body as per [RFC5365]
	Optional
	

	Sender address
	From, 

P-Asserted-Identity [RFC3325]
	Mandatory
	Address not revealed in the case MMS where the sender requested Anonymity. See Sender Visibility in this table.

	Date and time
	Date
	Optional
	Set to date provided in MM4_forward.REQ, otherwise set to current date and time at the IWF.

	Time of Expiry
	Expires


	Optional
	Set to received value in “Time of Expiry” otherwise set according to service provider policy.

	Delivery report
	imdn.Disposition-Notification [RFC5438]
	Conditional
	When Delivery Report is requested, value of Disposition-Notification is set to “positive-delivery, negative-delivery”.

	Priority
	Priority
	Optional
	Set to corresponding value of  CPM Standalone Message (i.e., MMS X-Mms-Priority: Low = CPM "non-urgent"; 

Normal = "normal";

High = "urgent"

	Sender visibility
	See Comment.
	Conditional
	When Sender visibility is set to Hide, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325].

	Read reply
	imdn.Disposition-Notification [RFC5438]
	Optional
	If Read reply is requested, then Set imdn.Disposition-Notification = “display”.

	Subject
	Subject
	Optional
	Set only if “Subject” header is set in MMS message.

	See Comment.
	Max-Forwards
	Mandatory
	Set per the service provider policy.

	Content
	Body
	Conditional
	Set to corresponding body types received in MM4_forward.REQ.

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	CSeq
	Mandatory
	Set by the IWF.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF.


Table 26 MM4_forward.REQ parameter to Pager Mode CPM Message mapping
	CPM SIP MESSAGE header
[headers from [RFC3428] unless otherwise noted]
	SMTP/MM4_forward.REQ
	Comment

	See Comment.
	MAIL From
	Set by the MMS IWF to its own SMTP address.

	See Comment.
	RCPT To:
	Set by the MMS IWF to the “Mail From” header that was carried in the MM4_forward.REQ.


Table 27 CPM to MMS mapping, SMTP level
	CPM SIP MESSAGE header

[headers from [RFC3261] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	response code, and reason phrase
	Request Status
	Mandatory
	Set the X-Mms-Request-Status-Code per the response code [RFC3261] value. e.g.:

· For 200 or 202, set X-Mms-Request-Status-Code to “Ok”
· For 401 or 503, set X-Mms-Request-Status-Code to "Error-service-denied"


	See Comment.
	3GPP MMS Version
	Mandatory
	Set by the MMS IWF according to the MMS protocol version supported the IWF.

	See Comment.
	Message Type
	Mandatory
	Set by the MMS IWF, to “MM4_forward.RES”.

	See Comment.
	Transaction ID
	Mandatory
	Set by the MMS IWF to the “Transaction ID” received in the MM4_forward.REQ.

	See Comment.
	Message ID
	Mandatory
	Set by the MMS IWF to the “Message ID” received in the MM4_forward.REQ.

	See Comment.
	Return-Route
	Optional
	Set by the MMS IWF to the “Forward-Route” received in the MM4_forward.REQ.

	See Comment.
	Originator-Recipient-Address
	Optional
	Set by the IWF, adding its own address (formatted as an MMS R/S address), after the one received in the MM4_forward.REQ.


Table 28 CPM Message response to MM4_forward.RES parameter mapping
 Editor’s Note: The editor kept this table number to ease the resolution of the remaining CONRR comments. It needs to be deleted at the end of the CONRR period. 

Table 29  Place Holder 
5.2.3.1.2.3. Pager Mode CPM Delivery Notification to MMS MM4_delivery_report mapping

When the IWF receives a CPM delivery notification:

1. It SHALL build a MM4_delivery_report.REQ as described in Table 30 and Table 31 (below) by mapping the relevant headers and body from the CPM delivery notification to the MMS message.

2.  It SHALL respond with a SIP 200 OK, per [RFC3261].

	CPM SIP MESSAGE header
	SMTP/MM4_delivery_report.REQ
	Comment

	See Comment.
	MAIL From
	Set by the MMS IWF to its own SMTP address 

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 30 CPM Delivery Notification to MM4_delivery_report.REQ mapping, SMTP level
	CPM Delivery Notification  header

[headers from [RFC5438] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version


	Mandatory
	Set according to the MMS protocol version supported by either the MM4 relay server or the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_delivery_report.REQ”.

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	See Comment.
	Message ID
	Mandatory
	This is the Message ID of the original MMS.

	To
	Recipient Address
	Mandatory
	Set to the “To” header.

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender Address
	Mandatory
	Address not revealed if CPM sender requested Anonymity.

	Date
	Date and time
	Mandatory
	 Set the MMS date and time to, in order of preference:

· the Date of the CPM Delivery Notification if available, otherwise,  

· the current date and time at the IWF

	See Comment.
	Acknowledgement Request
	Optional
	Set according to service provider policy.

	Content-Disposition : notification

Body: delivery-notification
	MM Status
	Mandatory
	Set to corresponding value of MM4_delivery_report (i.e., X-Mms-MM-Status-Code: 

delivered = Retrieved, failed = Rejected,  error = Indeterminate).

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.


Table 31 CPM Delivery Notification to MM4_delivery_report.REQ parameter mapping
Editor’s Note: The editor kept this table number to ease the resolution of the remaining CONRR comments. It needs to be deleted at the end of the CONRR period. 
Table 32 Place Holder
5.2.3.1.2.4. Pager Mode CPM Delivery Notification to MMS MM4_read_reply_report mapping 
When the IWF receives a CPM delivery notification:

1. It SHALL build a MM4_read_reply_report.REQ as described in Table 33 and Table 34 (below) by mapping the relevant headers and body from the CPM delivery notification to the MMS message.

NOTE: If the original CPM message sender asked for anonymity, the IWF will make a best effort to send him the Delivery Notification “display”.

2.  It SHALL respond with a SIP 200 OK, per [RFC3261].
	CPM SIP MESSAGE header
	SMTP/MM4_read_reply_report.REQ
	Comment

	See Comment.
	MAIL From
	Set by the MMS IWF to its own SMTP address.

	Request-URI
	RCPT To:
	Interworked by the MMS IWF.


Table 33 CPM Delivery Notification to MM4_read_reply_report.REQ message mapping, SMTP level
	CPM Delivery Notification  header

[headers from [RFC5438] unless otherwise noted]
	MM4 Information element
	MM4 Parameter status
	Comment

	See Comment.
	3GPP MMS Version


	Mandatory
	Set according to the MMS protocol version supported by either the MM4 relay server or the IWF.

	See Comment.
	Message Type
	Mandatory
	Set to “MM4_read_reply_report.REQ”.

	See Comment.
	Transaction ID
	Mandatory
	Unique transaction identifier assigned by the IWF.

	Conversation-ID and Contribution-ID.
	Message ID
	Mandatory
	IWF assigned unique ID for the message, related to the Conversation-ID and the Contribution-ID.

	To
	Recipient Address
	Mandatory
	Set to the “To” header.

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	Sender Address
	Mandatory
	Address not revealed if CPM sender requested Anonymity. 

	Date
	Date and time
	Mandatory
	 Set the MMS date and time to, in order of preference:

· the Date of the CPM Delivery Notification if available, otherwise,  

· the current date and time at the IWF.

	See Comment.
	Acknowledgement Request
	Optional
	Set according to service provider policy.

	Content-Disposition : notification

Body: display-notification
	Read Status
	Mandatory
	Set to X-Mms-Read-Status to the corresponding value of Content-Disposition (i.e., displayed = Read).

	See Comment.
	Forward-Route
	Optional
	Set by the IWF to its own address, formatted as an MMS R/S address.


Table 34 CPM Delivery Notification to MM4_read_reply_report.REQ parameter mapping
Editor’s Note: The editor kept this table number to ease the resolution of the remaining CONRR comments. It needs to be deleted at the end of the CONRR period. 
Table 35 Place Holder
5.2.3.1.2.5. MMS message to a Large Message Mode CPM Message mapping

When the IWF receives an MM4_forward.REQ, it SHALL perform the following

1. When the message is long (e.g., more than 1300 bytes) it buffers all parameters and sends the MM4_forward.RES.

2. It initiates a session with the CPM Participating Function of the receiver by sending a SIP INVITE. The mapping the relevant headers and body of the MM4_forward.REQ to the SIP INVITE is shown in Table 36 and Table 37.

3. Assuming the CPM Participating Function responds with a 200 OK, the IWF subsequently sends as many MSRP SEND request as needed to transmit to the CPM system the content of the Content received in the MM4_forward.REQ. The mapping the relevant headers and body of the MM4_forward.REQ to the SEND MSRP is shown in Table 38.

4. Upon receipt of the MSRP response, the IWF sends a BYE and the session is closed.

	SMTP/MM4_forward.REQ
	CPM SIP INVITE header
[headers from [RFC3261] unless otherwise noted]
	Comment

	RCPT To:
	Request-URI and 

To
	Interworked by the MMS IWF.


Table 36 MM4_forward.REQ parameter to SIP INVITE message mapping, SMTP level
	MM4 Information element
	CPM SIP INVITE header

[headers from [RFC3261] unless otherwise noted]
	CPM SIP INVITE Parameter status
	Comment

	Recipient(s) address
	Not used if there is only one recipient. If there is more than one recipient, all recipients are added in the CPM Message body as part of a recipient-list-history body as per [RFC5366]
	Optional
	

	Sender address
	From, 

P-Asserted-Identity [RFC3325]
	Mandatory
	Address not revealed in case MMS sender requested Anonymity. See Sender visibility in this table.

	Date and time
	Date
	Optional
	Set to date provided in MM4_forward.REQ, otherwise set to current date and time at the IWF.

	See Comment.
	Expires
	Optional
	Set according to service provider policy.

	Priority
	Priority
	Optional
	Set to corresponding value of  CPM Standalone Message (i.e., MMS X-Mms-Priority: Low = CPM "non-urgent"; 

Normal = "normal";

High = "urgent"

	Sender visibility
	not directly used
	Conditional
	When Sender visibility is set to Hide, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325].

	Subject
	Subject
	Optional
	Set only if “Subject” header is set in MMS message.

	See Comment.
	Max-Forwards
	Mandatory
	Set per the service provider policy.

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	CSeq
	Mandatory
	Set by the IWF.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF.


Table 37 MM4_forward.REQ parameter to SIP INVITE mapping 

	MM4 Information element
	CPM MSRP SEND header

[headers from [RFC4975] unless otherwise noted]
	CPM MSRP  SEND Parameter status
	Comment

	See Comment.
	To-Path
	Mandatory
	Set by the IWF.

	See Comment.
	From-Path
	Mandatory
	Set by the IWF.

	See Comment.
	Message-ID
	
	Set by the IWF.

	See Comment.
	Byte-Range
	
	Set by the IWF per the byte chunk being sent.

	See Comment.
	Content Type
	
	Set by the IWF.

	Delivery report
	Imdn.Disposition-Notification [RFC5438]
	Conditional
	When the Delivery report is set to “Yes”, set the Disposition-Notification to “positive-delivery” and “negative-delivery”.

	Content
	Body
	
	Set by the IWF, function of the Byte-Range


Table 38 MM4_forward.REQ parameter to MSRP SEND mapping. 
5.2.4 Interworking with e-mail
In the use case shown below, the ISF selects the e-mail Interworking Function.
The e-mail interworking function (IWF/SMTP) is acting as an SMTP MTA node according to [RFC2821]. 

When interworking messages between CPM and MMS, with respect to handling SMIL content, since MMS supports SMIL [3GPP26.140] compatible with CPM [3GPP26.141]:

· The IWF receiving a message (that either uses SMIL for media synchronization and scene description, or not) SHALL provide it to MMS unmodified.
The IWF receiving an MMS (that either uses SMIL for media synchronization and scene description, or not) SHALL provide it to CPM unmodified.
5.2.4.1 E-mail address handling in CPM
Upon or before the first interworking with e-mail, the CPM User SHALL be assigned an e-mail address corresponding to the SIP URI of the CPM User according to service provider policy.

The corresponding IWF SHALL keep a pre-established mapping between CPM Address and corresponding e-mail address for each CPM User who was assigned an e-mail address already.  

When it is determined to send a CPM Message as an e-mail message, the IWF:

· SHALL use the originating CPM User’s corresponding e-mail address assigned as described above in MAIL FROM command of SMTP [RFC2821] ;
· SHALL use the target address carried in Request-URI in RCPT TO command of SMTP [RFC2821].
NOTE: Request-URI in the form of mailto URI can be inserted a) directly by CPM originator or b) by ISF (applicable only if interworking is done at the terminating network).

When an incoming e-mail message is interworked to a CPM Message:

· the recipient CPM User’s e-mail address assigned as described above is received in the RCPT TO command of SMTP [RFC2821] and is used to retrieve the corresponding CPM User address populated in the To and Request-URI fields of [RFC3261].
5.2.4.2 CPM to e-mail

5.2.4.2.1 Interworking from CPM to e-mail
When the e-mail Interworking Function receives a CPM Message that is to be sent as an e-mail message to a user, it SHALL determine the address of the recipient’s SMTP server, (e.g., via DNS query).

The IWF receives from the ISF a Pager Mode CPM Message, or a Large Message Mode CPM Message.

· When the IWF receives a Pager Mode CPM Message (SIP MESSAGE) [RFC3428] it translates it into an SMTP [RFC2821] whose DATA carries the e-mail message [RFC2822] as specified in the sections below.

· When the IWF receives a Large Message Mode CPM Message, it will first receive a SIP INVITE, followed by one or more MSRP SEND [RFC4975] messages. The IWF buffers the content received in the MSRP SEND message and then translates it into an SMTP [RFC2821] whose DATA carries the e-mail message [RFC2822] as specified in the sections below.

NOTE: The tables in the following sections contain a description of the parameters that are necessary for CPM to/from e-mail interworking. Not all of the CPM or e-mail related parameters are needed for interworking.
Figure 5 shows the architecture and protocols used for interworking between CPM and e-mail.
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Figure 5 CPM to e-mail interworking architecture
IWF SHALL support the commands and replies specified in SMTP [RFC2821].

The IWF SHALL: 

· translate CPM Messages to SMTP [RFC2821] commands and Internet Message Format [RFC2822], and 

· translate SMTP [RFC2821] commands and Internet Message Format [RFC2822] to CPM Messages. 

as specified in the following sections.

5.2.4.2.2 Pager Mode CPM Message to e-mail message mapping

When the IWF receives a Pager Mode CPM Message, carried as a SIP MESSAGE request, it SHALL perform the following:

1. It initiates a DNS query to find the address of the recipient’s SMTP server. 

2. It establishes a two-way transmission channel to SMTP server as specified in [RFC2821] and Table 39 by mapping the relevant headers from the CPM Message to the SMTP command.

3. It builds an e-mail message as specified in [RFC2822] and Table 40 by mapping the relevant headers and body from the CPM Message to the e-mail message.

4. It initiates an e-mail transaction to send the message to the recipient and keeps the transaction open to wait for the SMTP reply on the last data transmitted.
5. If it receives an SMTP response, it composes a SIP response as described in Table 41.

	CPM SIP MESSAGE header
	SMTP Commands [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	Set to mailto URI carried in Request-URI as described in section 5.2.4.1


Table 39 Pager Mode CPM Message to e-mail message parameter mapping, SMTP level
	CPM SIP MESSAGE header

[headers from [RFC3428] unless otherwise noted]
	Internet Message Format [RFC2822] header and body
	Internet Message Format parameter status
	Comment

	P-Asserted-Identity [RFC3325], if present, otherwise, 

From
	From
	Mandatory
	 The P-Asserted-Identity or the From header is used to find the corresponding e-mail From header, as described in 5.2.4.1 (above).
Address not revealed if CPM sender requested Anonymity.

	Date 

or 

CPIM header: DateTime [RFC5438]
	orig-date
	Mandatory
	 Set the e-mail orig-date to, in order of preference:

· the CPIM header: DateTime if available, otherwise

· the Date of the SIP MESSAGE message if available, otherwise,  

· the current date and time at the IWF.

	Request-URI 


	To
	Optional
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	Conversation-ID, Contribution-ID, and ReplyTo-Contribution-ID.
	msg-id, In-Reply-To and References.
	Optional
	Identities for the message, related to the Conversation-ID, the Contribution-ID and the ReplyTo-Contribution-ID.
NOTE: See Appendix D (informative).

	See Comment.
	Sender
	Optional
	

	Subject


	Subject
	Optional
	Set only if “Subject” header is set in CPM Message.

	Priority
	X-Priority
	Optional
	Set to corresponding value of Priority (i.e., 5 = CPM "non-urgent"; 3 = "normal"; 1 = "urgent").

	Expires


	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Optional
	Set BY parameter of extended MAIL FROM command  according to received value in Expires according to rules and procedures of [RFC2852] and service provider policy.

	imdn.Disposition-Notification [RFC5438]
	Disposition-Notification-To and disposition-type

[RFC3798]
	Conditional
	When [RFC5438] “imdn.Disposition-Notification” is set to “positive-delivery” or “negative-delivery” or both.
Set "Disposition-Notification-To is "required" according to [RFC3798].

When [RFC5438] “imdn.Disposition-Notification” is set to "display", set "disposition-type" to "displayed" according to [RFC3798].

	MIME body
	Message body
	Optional
	Set to corresponding body types received in SIP MESSAGE body.


Table 40 Pager Mode CPM Message to e-mail message parameter mapping
Editor’s Note: How to correlate e-mail disposition notification with the corresponding CPM Message IMDN is FFS.

	SMTP [RFC2821] Reply header
	CPM SIP MESSAGE response header [headers from [RFC3428] unless otherwise noted]
	CPM parameter status
	Comment

	SMTP response (e.g., 250 OK, Transient Negative Completion reply (4yz), Permanent Negative Completion reply (5yz))
	Response code [RFC3261] 

reason phrase [RFC3261]
	Mandatory
	Set the response code & reason phrase of the SIP response as follows: 
-202 Accepted sent when SMTP response is “250 OK”
-4xx or 5xx sent when SMTP response is Transient Negative Completion reply (4yz) or Permanent Negative Completion reply (5yz)) and set corresponding reason phrase.

	See Comment.
	Call-ID
	Mandatory
	Set by the e-mail IWF per the Call-ID header field received in the CPM Message.

	See Comment.
	To
	Mandatory
	Set by the e-mail IWF, per the To header field received in the CPM Message.

	See Comment.
	Via
	Mandatory
	Set by the e-mail IWF, per the Via header field received in the CPM Message.

	See Comment.
	From
	Mandatory
	Set by the e-mail IWF, per the From header field received in the CPM Message.

	See Comment.
	CSeq
	Mandatory
	Set by the e-mail IWF, per the CSeq header field received in the CPM Message.

	See Comment.
	Content-Length 
	Mandatory
	Set to 0 by the e-mail IWF.


Table 41 SMTP response to CPM mapping, parameter level
5.2.4.2.3 Large Message Mode CPM Message to e-mail message mapping

When the IWF receives a SIP INVITE for a Large Message Mode CPM Message, it SHALL send a 200 OK response if no errors are found in the INVITE or an appropriate error response otherwise.

When the IWF subsequently receives an MSRP SEND request, it SHALL perform the following:

1. It temporarily stores the content received in the MSRP SEND request. If other MSRP SEND requests are expected based on the Byte-Range in the MSRP SEND request, it waits for them.

2. Once all of the MSRP SEND requests have been received, the IWF rearranges (if needed) all the received chunks into the message.

3. The IWF initiates a DNS query to find the address of the recipient’s SMTP server. 

4. The IWF formats the received content in an e-mail message as shown in Table 42 and Table 43 below by mapping the relevant headers and body from the Large Message Mode CPM Message to the e-mail message, and sends the message to the recipient.
	CPM SIP INVITE header
	SMTP Commands  [RFC2821]
	Comment

	See Comment.
	MAIL FROM
	 Set by the e-mail IWF to the originating CPM User’s corresponding e-mail address as described in section 5.2.4.1.

	Request-URI
	RCPT TO
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.


Table 42 Large Message Mode CPM Message to e-mail message parameter mapping, SMTP level
	CPM headers
[headers from SIP INVITE [RFC3261] or MSRP [RFC4975] unless otherwise noted]
	Internet Message Format [RFC2822] header
	Internet Message Format Parameter status
	Comment

	P-Asserted-Identity [RFC 3325], if present, otherwise, 

From
	From
	Mandatory 
	The P-Asserted-Identity or the From header is used to find the corresponding e-mail From header as described in 5.2.4.1 (above). 

Address not revealed if CPM sender requested Anonymity.

	Date 

or 

CPIM header: DateTime [RFC5438]
	orig-date
	Mandatory
	 Set the e-mail orig-date to, in order of preference:

· CPIM header: DateTime if available, otherwise,   

· the Date of the SIP INVITE request if available, otherwise,  

· the current date and time at the IWF.

	Request-URI  
	To
	Mandatory
	 Set to mailto URI carried in Request-URI as described in section 5.2.4.1.

	Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID.
	msg-id, In-Reply-To and References.
	Optional
	 Identities for the message, related to the Conversation-ID, the Contribution-ID and the ReplyTo-Contribution-ID.
NOTE: See Appendix D (informative).

	See Comment.
	Sender
	Optional
	Set to the non-CPM address assigned to the CPM User in the e-mail system.

	Subject
	Subject
	Optional
	Set only if “Subject” header is available.

	Priority
	X-Priority
	Optional
	Set to corresponding value of Priority (i.e., 5 = CPM "non-urgent"; 3 = "normal"; 1 = "urgent").

	Message-Expires [OMA-CPM_TS_Conv_Fnct]

	BY (i.e., parameter of  extended MAIL FROM command of Deliver By SMTP Service Extension [RFC2852])
	Optional
	Set BY parameter of extended MAIL FROM command according to received value in Message-Expires according to rules and procedures of [RFC2852] and service provider policy.

	imdn.Disposition-Notification [RFC5438]
	Disposition-Notification-To [RFC3798]
	Conditional
	When the Disposition-Notification is set to “positive-delivery” or “negative-delivery”, set the Disposition-Notification-To.

	See Comment.
	Message body
	Optional
	Set per the payload received via MSRP.


Table 43 Large Message Mode CPM Message to e-mail parameter mapping
5.2.4.3 e-mail to CPM
When the e-mail Interworking Function receives an SMTP message that is to be sent to a CPM User, it translates the message into either a Pager Mode CPM Message (SIP MESSAGE request [RFC3428]) as described in the sections below or a Large Message Mode CPM Message.
NOTE: The tables in the following sections contain a description of the parameters that are necessary for CPM to/from e-mail interworking. Not all of the CPM or e-mail parameters are needed for interworking.
Figure 6 shows the architecture and protocols used for interworking between CPM and e-mail.
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Figure 6 e-mail to CPM interworking architecture
The SMTP interface consists of three main commands:

· Mail From;
· RCPT To;
· Data.
The IWF shall be able translate CPM messages to SMTP messages and the SMTP messages to CPM messages as described in the following sections. 

5.2.4.3.1 e-mail to Pager Mode CPM Message mapping
When the IWF receives an e-mail message, it SHALL perform the following:
1. It accepts & acknowledges the EHLO, performs MX lookup verification & subsequent SMTP commands (e.g., MAIL FROM, RCPT TO). Once the DATA receipt is completed, if the  message is short (e.g., less than 1300 bytes), the IWF builds a Pager Mode CPM Message  request as described in Table 44 and Table 45 below, by mapping the relevant headers and body from the SMTP message to the Pager Mode CPM Message 

2. It sends the Pager Mode CPM Message.
3. If it receives a positive response to the Pager Mode CPM Message (e.g., 200 OK or 202 Accepted), it sends a 250 OK in response of the DATA according to the rules and procedures of [RFC3261].
4. If it receives a negative response to the Pager Mode CPM Message (e.g. 4xx or 5xx response), it sends a corresponding 5yz (permanent negative completion reply) in response of the DATA according to rules and procedure of [RFC2821].
NOTE: The IWF should not be used as a relaying MTA.
	SMTP

[headers from [RFC2821] unless otherwise noted]
	CPM SIP MESSAGE header

[headers from [RFC3261] unless otherwise noted]
	Comment

	RCPT TO:
	Request-URI and 

To
	Interworked by the e-mail IWF (map to a SIP URI following a lookup).


Table 44 e-mail parameter to Pager Mode CPM Message mapping, SMTP level
	DATA part of the SMTP Information element 

[headers from [RFC2822]  unless otherwise noted]
	CPM SIP MESSAGE header

[headers from [RFC3428] or [RFC3261] unless otherwise noted]
	CPM MESSAGE Parameter status
	Comment

	MIME - To:, Cc:, Bcc:
	Not used if there is only one recipient. If there is more than one recipient, all recipients are added in the CPM Message body as part of a recipient-list-history body as per [RFC5365]
	Optional
	

	SMTP - MAIL FROM:
	From, 

P-Asserted-Identity [RFC3325]
	Mandatory
	

	MIME orig-date
	Date
	Optional
	Set to date provided by SMTP, otherwise set to current date and time at the IWF.

	Either SMTP – DELIVERBY

or MAIL FROM BY

 [RFC2852]
	Expires


	Optional
	Set to received value in either SMTP DELIVERBY or the MAIL FROM BY, otherwise set according to service provider policy.

	MIME - X-Priority
	Priority
	Optional
	Set to corresponding value of X-Priority (i.e., 5 = CPM "non-urgent"; 3 = "normal"; 1 = "urgent").

	Disposition-Notification-To and disposition-type

[RFC3798]
	imdn.Disposition-Notification [RFC5438]
	Conditional
	When [RFC3798] "Disposition-Notification-To is "required", include "positive-delivery, negative-delivery" in the imdn.Disposition-Notification header.

When [RFC3798] "disposition-type" is set to "displayed", include "display" in the imdn.Disposition-Notification.

	MIME - Subject:
	Subject
	Optional
	Set only if “Subject” header is set in the SMTP message.

	See Comment.
	Max-Forwards
	Mandatory
	Set per the service provider policy

	MIME - Content-Type:
	Body
	Conditional
	Set to corresponding body types received in SMTP.

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	CSeq
	Mandatory
	Set by the IWF.

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF.


Table 45 e-mail parameter to Pager Mode CPM Message mapping
5.2.4.3.2 e-mail to Large Message Mode CPM Message mapping

When the e-mail IWF receives SMTP session initiation request to receive an e-mail, it SHALL perform the following

1. It accepts & acknowledges the EHLO and subsequent SMTP commands (i.e. MAIL FROM, RCPT TO) and performs MX lookup verification.
2. Once the DATA receipt is completed, if the size of the message is greater than the maximum size of a Pager Mode CPM Message, the IWF initiates a MSRP session with the CPM Participating Function of the receiver by sending a SIP INVITE request to transfer Large Message Mode CPM Message. The mapping of the relevant headers and body of the “Internet Message Format” [RFC2822] to the SIP INVITE is shown in Table 46 and Table 47.

3. Assuming the CPM Participating Function responds with a 200 OK, the IWF subsequently sends the content received in the body of SMTP DATA protocol unit to the CPM System via MSRP SEND according to rules and procedures of [RFC4975]. The mapping of the relevant headers and body of the Internet Message Format [RFC2822] to the MSRP SEND is shown in Table 38Table 48.

4. Upon receipt of the MSRP 200 OK response from the CPM recipient, the IWF sends a BYE request towards CPM recipient to terminate the MSRP session.

	SMTP Commands  [RFC2821]
	CPM headers

[headers from [RFC3261] unless otherwise noted]
	Comment

	RCPT To:
	Request-URI and 

To
	Editor’s Note: How to construct RCPT TO is FFS.


Table 46 e-mail message to Large Message Mode CPM Message parameter mapping, SMTP level
	Internet Message Format [RFC2822] headers
	CPM headers
[headers from SIP INVITE [RFC3261] unless otherwise noted]
	CPM header parameter status
	Comment

	From
	From
	Mandatory
	Editor’s Note: How to construct From is FFS.

	To
	Request-URI, To
	Mandatory
	Editor’s Note: How to construct To is FFS.

	orig-date
	Date
	Optional 
	Set to date provided in SMTP DATA protocol unit, otherwise set to current date and time at the IWF.

	msg-id, In-Reply-To, References.
	Contribution-ID,  Conversation-ID and InReplyTo-Contribution-ID.
	Mandatory
	Identities for the message, related to the msg-id, In-Reply-To, and References.
NOTE: See Appendix D (informative).

	Subject
	Subject
	Optional
	Set only if “Subject” header is available.

	X-Priority
	Priority
	Optional
	Set to corresponding value of X-Priority.

	Either SMTP – DELIVER BY

or MAIL FROM BY

 [RFC2852]
	 Message-Expires (see [OMA-CPM-TS-Conv-Func])
	Conditional
	Set according to rules and procedures of [RFC2852], otherwise may be set according to service provider policy.

	Disposition-Notification-To [RFC3798]
	imdn.Disposition-Notification : positive-delivery [RFC5438]
	Conditional
	When Disposition-Notification-To is present, set the Disposition-Notification to “positive-delivery” and “negative-delivery”.

	See Comment.
	Max-Forwards
	Mandatory
	Set per the service provider policy.

	See Comment.
	Via
	Mandatory
	Set to the address of the IWF.

	See Comment.
	CSeq
	Mandatory
	Set by the IWF in accordance with [RFC3261].

	See Comment.
	Call-ID
	Mandatory
	Set by the IWF in accordance with [RFC3261].


Table 47 e-mail to Large Message Mode CPM Message parameter mapping
	Internet Message Format [RFC2822] headers unless otherwise noted
	CPM MSRP SEND header

[headers from [RFC4975] unless otherwise noted]
	CPM MSRP SEND parameter status
	Comment

	See Comment.
	To-Path
	Mandatory
	Set by the IWF in accordance with [RFC4975].

	See Comment.
	From-Path
	Mandatory
	Set by the IWF in accordance with [RFC4975].

	See Comment.
	Message-ID
	Mandatory
	Set by the IWF in accordance with [RFC4975].

	See Comment.
	Byte-Range
	Conditional
	Set by the IWF per the byte chunk being sent.

	See Comment.
	Content Type
	Conditional 
	Set by the IWF in accordance with [RFC4975].

	content (body of SMTP DATA protocol unit) [RFC2821]
	Body
	Optional 
	Set by the IWF according to rules and procedures of [RFC4975]

	orig-date
	CPIM header: DateTime [RFC5438]
	Conditional 
	Set the CPIM: DateTime to the orig-date if a CPM Disposition Notification is asked for.


Table 48 e-mail to Large Message Mode CPM Message mapping, MSRP level
5.3 Interworking Security

 Confidentiality and integrity for user plane media content should be taken into account for CPM interworking security if it is requested by the CPM User and subject to service provider policies. In this section, security for CPM interworking only with SMS and MMS will be addressed.

As neither SMS network nor MMS network provides confidentiality protection [3GPP TS23.040] [3GPP TS23.204] [3GPP TS23.140], so IWF cannot provide end to end protection of the CPM messages when CPM interworking with SMS or MMS. Then:

1. For the messages from CPM to SMS or to MMS, an incoming CPM message requiring end to end protection SHALL be rejected by SMS IWF or MMS IWF.

2. For the messages from SMS or MMS to CPM, an incoming SMS does not have confidentiality protection, so the IWF SHALL NOT end to end protect the CPM message resulting of the interworking with SMS or MMS.
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, OMA-MWG-CPM-2010-0073,  OMA-MWG-CPM-2010-0074R01,  OMA-MWG-CPM-2010-0075R01, OMA-MWG-CPM-2010-0076R01, OMA-MWG-CPM-2010-0097R01, OMA-MWG-CPM-2010-0099R01, OMA-MWG-CPM-2010-0100R01.
Editorial (e.g., fixed to “CPM standalone Messages”, “CPM chat Messages”).

	
	23 Feb 2010
	5.2.2.2, 5.2.3, 5.2.4, B.1.
	Incorporated agreed CRs (2010/02/23 conference call minutes 2010-0167)
OMA-MWG-CPM-2010-0002R02, OMA-MWG-CPM-2010-0022, 

OMA-MWG-CPM-2010-0075R01
, OMA-MWG-CPM-2010-0076R01
, 

OMA-MWG-CPM-2010-0107, OMA-MWG-CPM-2010-108R01, OMA-MWG-CPM-2010-112, OMA-MWG-CPM-2010-113R01.

	
	02 Mar 2010
	2.1, 3.2, 3.3, 5.1, 5.2.
	Incorporated agreed CRs (2010/03/02 conference call minutes 2010-0207)

OMA-MWG-CPM-2010-0021R01, OMA-MWG-CPM-2010-0130R02, OMA-MWG-CPM-2010-0136, OMA-MWG-CPM-2010-0137, 

OMA-MWG-CPM-2010-0138R01, OMA-MWG-CPM-2010-0143R01, OMA-MWG-CPM-2010-0153R01, OMA-MWG-CPM-2010-0154R01.

	
	03 Mar 2010
	5.2.2.2.1, 5.2.2.2.2, B.2.
	Incorporated 2 missed agreed CRs (2010/03/02 conference call minutes 2010-0207)

OMA-MWG-CPM-2010-0151R01, OMA-MWG-CPM-2010-0152R02. Corrected references to tables (see B.2): 10, 32, 35, 41, 44 & 45.

	
	15 Mar 2010
	3.3, 5.2.1, 5.2.3, 5.2.4.
	Incorporated agreed CRs (interim Paris)

OMA-MWG-CPM-2010-0024R05, OMA-MWG-CPM-2010-0142R01, OMA-MWG-CPM-2010-0144, OMA-MWG-CPM-2010-0168, OMA-MWG-CPM-2010-0227R01.

I as well fixed an editorial problem in B.2.


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for Interworking Selection Function

	Item
	Function
	Reference
	Requirement

	CPM-TS-Isf-S-001-M
	Interworking Selection Function
	5.1
	CPM-TS-Isf-S-002-O 

	CPM-TS-Isf-S-002-O
	Selection of Interworking to Non-CPM service
	5.1.2
	


B.2 SCR for Interworking Function
	Item
	Function
	Reference
	Requirement

	CPM-TS-Int-S-001-M
	Interworking realizations
	5.2
	CPM-TS-Int-S-002-O OR CPM-TS-Int-S-010-O OR CPM-TS-Int-S-023-O

	CPM-TS-Int-S-002-O
	Interworking with SMS
	5.2.2
	CPM-TS-Int-S-003 OR CPM-TS-Int-S-004-O

	CPM-TS-Int-S-003-O
	Interworking with SMS, IP_SM Gateway Realization
	5.2.2.1
	

	CPM-TS-Int-S-004-O
	Interworking with SMS, ESME Realization
	5.2.2.2
	CPM-TS-Int-S-031-O AND CPM-TS-Int-S-005-O AND CPM-TS-Int-S-032-O AND CPM-TS-Int-S-033-O AND CPM-TS-Int-S-007-O AND CPM-TS-Int-S-008-O AND CPM-TS-Int-S-009-O AND CPM-TS-Int-S-029-O 

	CPM-TS-Int-S-031-O
	CPM to SMS, General
	5.2.2.2.1.1
	

	CPM-TS-Int-S-005-O
	CPM to SMS, Pager Mode CPM Message to SMS message mapping, Submit-SM
	5.2.2.2.1.2, and Table 1, Table 2
	

	CPM-TS-Int-S-006-O
	CPM to SMS, SMS status report to CPM Delivery Notification
	5.2.2.2.1.3, and Table 3
	

	CPM-TS-Int-S-032-O
	CPM to SMS, MSRP to SMS message mapping
	5.2.2.2.1.5, and Table 6
	

	CPM-TS-Int-S-033-O
	CPM to SMS, CPM Session Invitation to SMS message mapping
	5.2.2.2.1.4, and Table 4, Table 5. 
	

	CPM-TS-Int-S-007-O
	SMS to CPM, General
	5.2.2.2.2.1
	

	CPM-TS-Int-S-008-O
	SMS to CPM, SMS message to CPM Pager Mode CPM Message mapping, Deliver-SM to Pager mode
	5.2.2.2.2.2, and Table 7, Table 8, Table 9
	

	CPM-TS-Int-S-009-O
	SMS to CPM, SMS message to MSRP procedures & parameters mapping, deliver-SM to MSRP SEND
	5.2.2.2.2.3, and Table 10
	

	CPM-TS-Int-S-029-O
	SMS to CPM, SMS message to Large Message Mode CPM Message
	5.2.2.2.2.4, and Table 11
	

	CPM-TS-Int-S-010-O
	Interworking with MMS
	5.2.3.1
	CPM-TS-Int-S-011-O

	CPM-TS-Int-S-011-O
	Interworking with MMS, MM4 realization
	5.2.3.1
	CPM-TS-Int-S-012-O

	CPM-TS-Int-S-012-O
	Interworking with MMS, MM4 Realization, messages
	5.2.3.1
	CPM-TS-Int-S-015-O AND CPM-TS-Int-S-018-O AND CPM-TS-Int-S-019-O AND CPM-TS-Int-S-022-O

	CPM-TS-Int-S-013-O
	Interworking with MMS, MM4 Realization, delivery notifications
	5.2.3.1
	CPM-TS-Int-S-016-O AND CPM-TS-Int-S-020-O

	CPM-TS-Int-S-014-O
	Interworking with MMS, MM4 Realization, read reports
	5.2.3.1
	CPM-TS-Int-S-017-O AND CPM-TS-Int-S-021-O

	CPM-TS-Int-S-015-O
	Interworking with MMS, Pager Mode CPM Message to MMS mapping, MM4 Forward
	5.2.3.1.1.2, and Table 12, Table 13, Table 14
	

	CPM-TS-Int-S-016-O
	Interworking with MMS, Pager Mode CPM Message to MMS mapping, MM4 Delivery Report
	5.2.3.1.1.3, and Table 16, Table 17, Table 18
	

	CPM-TS-Int-S-017-O
	Interworking with MMS, Pager Mode CPM Message to MMS mapping, MM4 Read Reply Report
	5.2.3.1.1.4, and Table 19, Table 20, Table 21
	

	CPM-TS-Int-S-018-O
	Interworking with MMS, Large Message Mode CPM Message to MMS mapping, MM4 Forward Request
	5.2.3.1.1.5, and Table 22, Table 23, Table 24
	

	CPM-TS-Int-S-019-O
	Interworking with MMS, MMS to Pager Mode CPM Message mapping, MM4 Forward
	5.2.3.1.2.2, and Table 25, Table 26, Table 27, Table 28
	

	CPM-TS-Int-S-020-O
	Interworking with MMS, MMS to Pager Mode CPM Message mapping, MM4 Delivery Report
	5.2.3.1.2.3, and Table 30, Table 31, Table 32
	

	CPM-TS-Int-S-021-O
	Interworking with MMS, MMS to CPM, Pager Mode CPM Message to MMS mapping, MM4 Read Reply Report
	5.2.3.1.2.4, and Table 33, Table 34, Table 35
	

	CPM-TS-Int-S-022-O
	Interworking with MMS, MMS to CPM, Large Message Mode CPM Message to MMS mapping, MM4 Forward Report
	5.2.3.1.2.5, and Table 36, Table 37, Table 38
	

	CPM-TS-Int-S-023-O
	Interworking with email
	5.2.4
	CPM-TS-Int-S-024-O

	CPM-TS-Int-S-024-O
	Interworking with email, SMTP Realization
	5.2.4.1
	CPM-TS-Int-S-025-O AND CPM-TS-Int-S-026-O AND CPM-TS-Int-S-027-O AND CPM-TS-Int-S-030-O

	CPM-TS-Int-S-025-O
	Interworking with e-mail, CPM to e-mail, Pager Mode CPM Message to e-mail mapping
	5.2.4.2.2, and Table 39, Table 40, Table 41
	

	CPM-TS-Int-S-026-O
	Interworking with e-mail, e-mail mapping to CPM
	5.2.4.2.3, and Table 42, Table 43
	

	CPM-TS-Int-S-030-O
	Interworking with e-mail, e-mail mapping to CPM, e-mail to Pager  Mode CPM Message
	5.2.4.3.1, and Table 44, Table 45
	

	CPM-TS-Int-S-027-O
	Interworking with e-mail, e-mail mapping to CPM, e-mail to Large Message Mode CPM Message
	5.2.4.3.2, and  Table 46, Table 47, Table 48
	


Editor’s note: Last label number used: CPM-TS-Int-S-033-O
Appendix C. Release Version in User-Agent and Server Headers

User-Agent and Server headers are used to indicate the release version and product information of the CPM  Interworking Function.

The Interworking Function shall implement the User-Agent and Server headers, according to rules and procedures of [Error! Reference source not found.] with the clarifications in this subclause specific for IWF.

The User-Agent and Server headers ABNF are specified in [RFC3261] and extended as follows:

Server = "Server" HCOLON server-val *(LWS server-val)

User-Agent = "User-Agent" HCOLON server-val *(LWS server-val)

server-val =  product / comment
product =  IWF-product / token [SLASH product-version]

product-version = token

This specification allows having several server-val tags. The first of those server-val tags shall be encoding according to the following ABNF:

IWF -product =  iwf-type-token"-" iwf-device-token (SLASH iwf-product-version)

iwf-type-token =  "IWF-SMS" | "IWF-MMS" | "IWF-e-mail"

iwf -device-token = "client" | "serv" token
iwf -product-version = "OMA1.0"
Where:
client = IWF-SMS/MMS/e-mail client
serv = IWF-SMS/MMS/e-mail  server
iwf -product-version = OMA IWF release version

Example 1:

In this example the IWF acting as UAC is an OMA IWF release version 1.0 product. The IWF interworks with MMS. The IWF has inserted its own company and product name and version "Arena-Messaging1000/v1.01".

User-Agent: IWF-MMS-client/OMA1.0 Arena-Messaging1000/v1.01
Example 2:

In this example the IWF acting as an user agent server is an OMA IWF release version 1.0 product. The IWF interworks with MMS. The IWF has inserted its own company and product name and version "Arena-Messaging1000/v1.01".

Server: IWF-MMS-serv/OMA1.0 Arena-Messaging1000/v1.01
Appendix D. Mapping of CPM Message and e-mail identities 
(Informative)

The Appendix provides information about how one could map Pager Mode CPM Message / Large Message Mode CPM Message identities with the e-mail identities.
Editor’s Note: Source of the drawings for this Annex: OMA-MWG-CPM-2009-0703-CR_TS_intrwrk_InformativeAnnex_IDs_Mapping_emailCPM
D.1 RFC2822 parameters
Paraphrasing [RFC2822] we identify the following message identity parameters:

· Message-ID: optional. Should be filled. Host generated. Contains a unique message identifier that refers to a particular version of a particular message. Pertains to exactly one instantiation of a particular message; subsequent revisions to the message each receive new message.

· The "In-Reply-To:" and "References:" fields are used when creating a reply to a message.  They hold the message identifier of the original message and the message identifiers of other messages (for example, in the case of a reply to a message which was itself a reply).  The "In-Reply-To:" field may be used to identify the message (or messages) to which the new message is a reply, while the "References:" field may be used to identify a "thread" of conversation.

· When creating a reply to a message, the "In-Reply-To:" and "References:" fields of the resultant message are constructed as follows:

· "In-Reply-To:" will contain the contents of the "Message-ID:" field of the message to which this one is a reply (the "parent message").  If there is more than one parent message, then the "In-Reply-To:" field will contain the contents of all of the parents' "Message-ID:" fields.  If there is no "Message-ID:" field in any of the parent messages, then the new message will have no "In-Reply-To:" field.

· "References:" will contain the contents of the parent's "References:" field (if any) followed by the contents of the parent's "Message-ID:" field (if any).  If the parent message does not contain a "References:" field but does have an "In-Reply-To:" field containing a single message identifier, then the "References:" field will contain the contents of the parent's "In-Reply-To:" field followed by the contents of the parent's "Message-ID:" field (if any).  If the parent has none of the "References:", "In-Reply-To:", or "Message-ID:" fields, then the new message will have no "References:" field.
D.2 CPM Parameters
Paraphrasing [OMA-CPM-TS-Conv-Func] we identify the following message identity parameters:

· Conversation-ID

· The CPM Conversation is uniquely identified by a CPM Conversation Identity 
· Contribution-ID

· The CPM Message or CPM Session Invitation is uniquely identified by a CPM Contribution Identity.

· InReplyTo-Contribution-ID

D.2.1 E-mail to CPM parameters mapping 

The figure below shows the mapping to be done by the e-mail/IWF upon receipt of the first e-mail interworked to a new CPM conversation.

[image: image8]
The figure below shows the mapping to be done by the e-mail/IWF upon receipt of another e-mail, interworked to an already existing CPM conversation.

[image: image9]
D.2.2 CPM to e-mail parameters mapping 

The figure below shows the mapping to be done by the e-mail/IWF upon receipt of the first CPM Message to be interworked to a new e-mail thread.

[image: image10]
The figure below shows the mapping to be done by the e-mail/IWF upon receipt of another CPM Message, to be interworked to an already existing e-mail thread.


[image: image11]






� Apologies to ZTE but the editor has not been able to make the changes asked for in 5.1.3.1.1.4 & 5.2.3.1.1.4 to the “Message-ID” as the baseline used for this CR differed too much of the current baseline. 


� Excluding E210 & E226.


� Implemented E181 & E178.


� Implemented E186.
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