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1. Scope

This document describes the system concepts of the CPM Enabler to fulfil the requirements outlined in the Converged IP Messaging requirements document [OMA-CPM-RD] for CPM V1.0 in compliance to the architecture described in [OMA-CPM-AD]. The description of the system concepts comprises the definition of central data elements of the CPM Enabler and the specification of general procedures for each of the functionalities supported by the CPM Enabler.

Additionally, this document describes a set of detailed call flows for the functionalities of the CPM Enabler. These call flows explain the system concepts in a graphical manner, and describe the relationships between the functional components of the architecture of the CPM Enabler.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	Application Control Function
	See [OMA-CPM-AD].

	Content Storage Client
	See [OMA-CPM-AD].

	Content Storage Server
	See [OMA-CPM-AD].

	CPM 1-1 Session
	A CPM Session established between two Participants

	CPM-based Service
	See [OMA-CPM-AD].

	CPM-based Service Client
	A functional component of the CPM architecture, as defined in [OMA-CPM-AD].

	CPM-based Service Identifier
	A unique identification of a CPM-based Service.

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Client
	See [OMA-CPM-AD].

	CPM Contribution Identity
	A unique identification of a CPM Message or of a CPM Session belonging to a CPM Conversation.

	CPM Controlling Function
	See [OMA-CPM-AD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation History
	See [OMA-CPM-RD].

	CPM Conversation Identity
	A unique identification of a CPM Conversation.

	CPM Feature Tag
	A piece of information in CPM service control messages indicating the usage of CPM Enabler services and capabilities of the addressed entity (ies.) 

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Group Session Identity
	A SIP URI identifying the CPM Group Session.

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM User
	See [OMA-CPM-RD].

	Device
	See [OMA-DICT].

	Enabler
	See [OMA-DICT].

	Interworking Function
	See [OMA-CPM-AD].

	Interworking Selection Function
	See [OMA-CPM-AD].

	Join-in Group
	See [OMA-XDM_ Shared_Group-TS].

	Large Message Mode
	See [OMA-CPM-AD].

	Media
	See [OMA-CPM-RD].

	Media Object
	See [OMA-CPM-AD].

	Media Plane
	See [OMA-CPM-AD].

	Media Stream
	As defined in [RFC3264].

	Media Stream Type
	The Media Stream Type corresponds to the <media> parameter of a Media description, referred to as “media types” in [RFC4566].

	Media Type
	See [OMA-DICT].

	Message Storage Client
	See [OMA-CPM-AD].

	Message Storage Server
	See [OMA-CPM-AD].

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Non-CPM Communication Service Identifier
	An identifier identifying a Non-CPM Communication Service in the service provider network.

	Pager Mode
	See [OMA-CPM-AD].

	Participant
	See [OMA-DICT].

	Participant Information
	Information about the Participants of a CPM Session.

	Pre-arranged Group
	See [OMA-XDM_Shared_Group-TS]

	Pseudonym
	See [OMA-CPM-RD].

	Registration Event Information
	Information about registered clients and their user agent capabilities.

	Reply-to Indication
	An indication in a CPM Message determining to which CPM Address a potential reply to the CPM Message has to be sent to.

	Shared Group XDMS
	See [OMA-XDM-AD].

	Signalling Path
	Routing path of the SIP request or reverse routing path of the SIP request.
NOTE: The reverse routing path of the SIP request is used e.g. when an invited CPM Client releases a SIP session.

	Unique User Agent Identifier
	A globally unique persistent non routable instance identifier of user agent.

	User
	See [OMA-DICT].

	Value Added Service
	See [OMA-DICT].

	Value Added Service Provider
	See [OMA-DICT].

	VAS Application
	See [OMA-CPM-AD].

	VAS Application Identifier
	A unique identification of a VAS Application.

	VASP Identifier
	A unique identification of a VASP.


3.3 Abbreviations
	3GPP
	3rd Generation Partnership Project

	CAB
	Converged Address Book

	CPM
	Converged IP Messaging

	GRUU
	Globally Routable UA URI

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MMS
	Multimedia Message Service

	OMA
	Open Mobile Alliance

	PSK
	Pre-Shared Key

	RFC
	Request For Comments

	SCR
	Static Conformance Requirements

	SIP
	Session Initiation Protocol

	SMS
	Short Message Service

	SRTP
	Secure Real-time Transport Protocol

	TLS
	Transport Layer Security

	UA
	User Agent

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	URN
	Uniform Resource Name

	VAS
	Value Added Service

	VASP
	Value Added Service Provider

	XDM
	XML Document Management

	XML
	eXtensible Markup Language


4. Introduction

The Converged IP Messaging (CPM) Enabler provides the convergence of multi-media communication services while  leveraging standardized service functionalities from existing communication Enablers like Instant Messaging [OMA-SIMPLE-IM] or Push to talk over Cellular [OMA-POC].
The CPM Enabler provides a framework by defining a horizontal Enabler built on top of a SIP/IP core infrastructure. This framework comprises a set of functional components and interfaces that have been designed to facilitate easy deployment of existing and future communication services. The components of the CPM Enabler are independently reusable. The set of functions interact with one another via the framework provided by the CPM Enabler. The CPM Enabler offers multimedia communication functionalities and can be used to build Services, a.k.a. CPM-based Services. An instantiation of a CPM communication can have one or more media types. The CPM Enabler has also been designed to be extensible with VAS Applications using specifically designed interfaces. 
All CPM-based Services will use the functional components and interfaces provided by the framework. Non-CPM Communication Services require Interworking Functions that provide adaptation/mapping between the CPM Enabler and the different technologies of these Non-CPM Communication Services to communicate with the framework.

Both CPM-based Services and Interworking Functions for the Non-CPM Communication Services are a set of functions that are deployed by service providers. Figure 1 below shows a schematic of how the CPM Enabler can be extended with CPM-based Services and Non-CPM Communication Services.
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Figure 1: Schematic to illustrate the modularity and extensibility of the CPM Enabler.

4.1 Version 1.0

CPM Enabler version 1.0 offers:

· support for the following CPM conversation requirements:

· Immediate Messaging and Deferred Delivery Messaging (with temporary server storage and subsequent delivery). 

· One-to-one and one-to-many CPM Conversations among CPM Users and VAS Applications with the selection of any kind of Media (single or multiple). 

· Add or remove Media Streams at the CPM Session initiation and at any time during a CPM Session. 

· Add or remove users at any time during a CPM Session.

· support for discrete (e.g. text, image, video clip, audio clip, voice clip, binary file) Media Types and continuous (e.g. bidirectional voice, streaming video) Media Stream Types. 

· support for the initiation of CPM Conversations for CPM Pre-defined Groups and CPM Ad-hoc Groups, which can be modified during CPM Conversations. 

· support for CPM Users to set up several User Preferences Profiles like Office, Home, Meeting, etc. to which the preferences of the CPM User are associated.

· an environment supporting multiple CPM Addresses and multiple Devices aiming for best user experience in today's heterogeneous world for services, networks and Devices.

· interaction with the Presence Enabler. While the CPM Enabler has to provide the needed support for presence, the CPM Enabler itself does not require the presence service.
· support for interworking with Non-CPM Communication Services. 

· inclusion of a network-based storage for Media Objects as well as CPM Messages and CPM Session Histories.  All these data can be synchronized to all the Devices of the CPM User. The storage capabilities are subject to the preferences of the CPM User and service provider policies.

· support for a generalized interface to communicate with VAS Applications.

· support for interoperability between multiple networks, i.e. CPM Conversations between Principals from different CPM service providers.

5. CPM Functional Concepts

5.1 General Concepts

5.1.1 Identification

The objects described in this section can be addressed in the CPM Enabler. Each object is identified by an absolute URI.

5.1.1.1 CPM User 

A CPM User is identified by a CPM User address. 

NOTE:
A CPM User can have multiple CPM User addresses.

The CPM User address SHALL be in the format of 

· a SIP URI as specified in [RFC3261]; or,
· a TEL URI as specified in [RFC3966].
5.1.1.2 Non-CPM User 

A non-CPM User is identified inside the CPM Enabler by a non-CPM User address. When the non-CPM User address is transported inside the CPM Enabler, the non-CPM User address SHALL be in the URI format as specified in [RFC2396]. 

Examples of the possible formats are:

· a SIP URI as specified in [RFC3261];
· a TEL URI as specified in [RFC3966];
· a WV URI as specified in [OMA-IMPS_CSP-TS]; and,
· a MAILTO URI as specified in [RFC2368].
CPM requests from non-CPM Users MAY contain the Non-CPM Communication Service Identifier.

5.1.1.3 CPM Client 

A CPM Client is uniquely identified by a Unique User Agent Identifier. A Unique User Agent Identifier distinguishes the CPM Client on the Device from other CPM Clients on other Devices used by the same CPM User. 

The Unique User Agent Identifier SHALL be in the format of

· UUID URN as specified in [RFC4122].
5.1.1.4 Device Identifier

CPM supports the use of multiple devices for each user. Each CPM-enabled device will have a CPM Client identified by a CPM Client identifier as described in 5.1.1.3. When the CPM Client registers in the network, it SHALL include its client identifier in the registration request. The SIP/IP core assigns a unique globally routable user agent URI as specified in [draft-ietf-sip-gruu] and returns the GRUU in the registration response. The GRUU allows the CPM Enabler to uniquely address each CPM Client residing on a different device.

5.1.1.5 CPM Pre-defined Group 

A CPM Pre-defined Group is uniquely identified by a CPM Pre-defined Group address. The CPM Pre-defined Group address SHALL be in the format of a SIP URI as specified in [RFC3261].

5.1.1.6 Non-CPM Group 

A non-CPM group is uniquely identified in the CPM Enabler by a non-CPM group address. When the non-CPM group address is transported in the CPM Enabler, the non-CPM group address SHALL be in the URI format as specified in [RFC2396].

Examples of the possible formats are:

· a SIP URI as specified in [RFC3261];
· a TEL URI as specified in [RFC3966]; and
· a WV URI as specified in [OMA-TS-IMPS_CSP].
5.1.1.7 CPM Group Session 

A CPM Group Session is uniquely identified by a CPM Group Session Identity.

The CPM Controlling Function SHALL generate the CPM Group Session Identity when the CPM Group Session is initiated.

The CPM Group Session Identity SHALL be in the format of a SIP URI as specified in [RFC3261].

5.1.1.8 CPM-based Service

A CPM-based Service is uniquely identified by a CPM-based Service Identifier.

The CPM-based Service Identifier SHALL be in the format of a URN as specified in [RFC2141].

5.1.1.9 VASP

A VASP is uniquely identified by a VASP Identifier.

The VASP Identifier SHALL be in the format of a URN as specified in [RFC2141].

5.1.1.10 VAS Application

A VAS Application is identified by a VAS Application Identifier. This VAS Application Identifier MUST be unique within the scope of a single VASP, thus ensuring that each combination of a VASP Identifier and a VAS Application Identifier is globally unique.

The VAS Application Identifier SHALL be in the format of a URN as specified in [RFC2141].

5.1.1.11 CPM Conversation Identity 

The CPM Conversation is uniquely identified by a CPM Conversation Identity.

5.1.1.12 CPM Contribution Identity

The CPM Message or CPM Session Invitation is uniquely identified by a CPM Contribution Identity.

5.1.2 Signalling over the SIP/IP Core

5.1.2.1 Registration / Authentication

The CPM Client SHALL, according to rules and procedures of [RFC3261] and the SIP/IP core,

· Perform SIP registration for the CPM Enabler to the SIP/IP core prior to using the CPM Enabler functionality; and,
· Maintain the SIP registration for the CPM Enabler active by using a re-registration procedure while the CPM Enabler is being used; and,

· Terminate the SIP registration for the CPM Enabler after the CPM Enabler functionality is no longer used.

NOTE:
The SIP registration can be shared with other SIP based Enablers at the Device hosting the CPM Client

The CPM Client SHALL indicate its Unique User Agent Identifier at SIP registration. The CPM Client MAY indicate its CPM Client name and its CPM Client user agent capabilities at the SIP registration. The SIP/IP core provides the framework for the user agent capabilities according to [RFC3840]. The CPM Client MAY also update its capabilities by re-registration when the capabilities have changed.

The CPM Client SHALL register with at least one CPM User address. 
On receiving the SIP registration request from a CPM Client, the SIP/IP core, according to [RFC3261]:
· Authenticates the CPM User; and,
· Binds a CPM User address and one or more Unique User Agent Identifiers; and,
· Returns the complete list of bindings of that CPM User address in the response to the registration, if successful; and,
· Keeps the binding information (e.g, CPM User address, Unique User Agent Identifier, expiration time, user agent capabilities, etc) until de-registration is performed for each contact.

When the SIP/IP core corresponds with 3GPP/3GPP2 IMS then it is possible that the SIP/IP core informs the CPM Client about additional implicitly registered CPM User addresses in the SIP registration response.

The SIP/IP core informs the CPM Participating Function about the registering CPM Client. The CPM Participating Function SHALL subscribe to the Registration Event Information upon reception of the SIP/IP core information about the registering CPM Client, if not subscribed yet.
The SIP/IP core provides an SIP authentication framework as defined in [RFC3261] to authenticate the CPM User. When the SIP/IP core corresponds with 3GPP/3GPP2, then the CPM Client and the SIP/IP core SHALL consider IMS variants [3GPP TS33.178] and determine the appropriate authentication scheme according to [3GPP TS33.203] / [3GPP2 S.R0086-0] and [3GPP TS33.178]. 

5.1.2.2 SIP Signalling Compression

SIP signalling compression is performed in wireless environment on both sides of the wireless access to maximize the transport efficiency and to improve the service quality.

The Device and the SIP/IP core provide signalling compression to reduce the transmission delays according to [RFC3320], [RFC3485], and [RFC3486]. When the signalling compression is to be used, the Device SHALL indicate the signalling compression support as a CPM Client user agent capability at the SIP registration.

To improve the compression efficiency, the Device and the SIP/IP core MAY support extended operations (e.g. dynamic compression as defined in [RFC3321]).

When the SIP/IP core corresponds with 3GPP/3GPP2 IMS, the Device and the SIP/IP core follow the procedures defined in [3GPP TS24.229]/[3GPP2 X.S0013-004].

5.1.2.3 Originator Address

The CPM Client MAY include the address of the CPM User at the sending CPM Client when sending CPM requests and CPM responses.

· The CPM Enabler expects that the SIP/IP core serving the CPM Client provides an authenticated address of the CPM User in CPM requests and responses.
5.1.3 Security

5.1.3.1 Secured Client Registration and CPM Service Usage Authentication

The SIP security measures applied to client registration and service usage authentication as described in section 5.1.2.1 also apply to the CPM Client registration and authentication of the services used by the CPM User according to [RFC3261], [3GPP TS33.203] /[3GPP2 S.R0086-0] and [3GPP TS33.178].

5.1.3.2 Media Plane Data Integrity and Confidentiality

If integrity and confidentiality of Media Plane data are requested by the CPM User and subject to service provider policies, TLS/PSK-TLS or SRTP will be performed during CPM Media Plane communication [RFC2246], [RFC4279], [OMA-SEC_CF-AD], [RFC3711].

5.1.3.3 Interworking Security

For protection of data integrity and confidentiality of the Media Plane, the Interworking Function SHALL apply the same level of security measures as described in sub-section 5.1.3.2 to the communication received/sent from/to non-CPM networks.

5.1.3.4 Message Storage and Communication Security

On receiving the request of the access to the CPM Messages, CPM Session Histories, CPM Conversation Histories, Media Objects attached to them and folders stored in the Message Storage Server from a Message Storage Client, TLS/PSK-TLS will be performed according to [RFC2246], [RFC4279], [OMA-SEC_CF-AD], [3GPP TS33.210], [RFC3501] as following.

· the Message Storage Server authenticate the Message Storage Client by checking the Principal’s address/certificate or by using pre-shared key authentication mechanisms.
· the Message Storage Client authenticate the Message Storage Server by checking the Message Storage Server’s certificate or by using pre-shared key authentication mechanisms.
· the Message Storage Server authenticate a requesting Message Storage Server by checking the requesting Message Storage Server’s certificate if the request is from a remote CPM environment and if the authentication is required by the policy.
· the requesting Message Storage Server authenticate the Message Storage Server by checking the Message Storage Server’s certificate if the request is from a remote CPM environment and if the authentication is required by the policy.
· according to the White/Black list, the Message Storage Server check if the Principal has the right to access the resources stored in the Message Storage Server
If integrity and confidentiality of the message are requested by the Principal and subject to service provider policies, the messages are encrypted with integrity protection before transporting them between a Message Storage Client and a Message Storage Server, and also before transporting them between two Message Storage Servers.

5.1.3.5 Content Storage and Communication Security

On receiving the request of the access to the standalone Media Objects and folders stored in the Content Storage Server from a Content Storage Client, TLS/PSK-TLS will be performed according to [RFC2246], [RFC4279], [OMA-SEC_CF-AD], [3GPP TS33.210] as following. 

· the Content Storage Server authenticate the Content Storage Client by checking the Principal’s address/certificate or using pre-shared key authentication mechanisms.
· the Content Storage Client authenticate the Content Storage Server by checking the Content Storage Server’s certificate or by using pre-shared key authentication mechanisms..
· the Content Storage Server authenticate a requesting Content Storage Server by checking the requesting Content Storage Server’s certificate if the request is from a remote CPM environment and if the authentication is required by the policy.
· the requesting Content Storage Server authenticate the Content Storage Server by checking the Content Storage Server’s certificate if the request is from a remote CPM environment and if the authentication is required by the policy.
· according to the White/Black list, the Content Storage Server check if the Principal has the right to access the resources stored in the Content Storage Server
If integrity and confidentiality of the content are requested by the Principal and subject to service provider policies, the messages are encrypted with integrity protection before transporting them between a Content Storage Client and a Content Storage Server, and also before transporting them between two Content Storage Servers.

5.1.4 Registration Event Information Feature

The CPM Participating Function SHALL support the Registration Event Information feature. The SIP/IP core supports the Registration Event Information feature. 

In order to receive the Registration Event Information of a CPM User, a requestor SHALL send a Registration Event Information subscription request targeted to the CPM User address towards the SIP/IP core.

NOTE:
A Registration Event Information subscription can be shared with other SIP based Enablers at the Device hosting the CPM Client.
When receiving a Registration Event Information subscription request, the SIP/IP core serving the CPM User authorizes the Registration Event Information subscription request. If successfully authorized, the SIP/IP core serving the CPM User:

· responds with a Registration Event Information subscription successful response;

· sends an initial Registration Event Information notification using the reverse path of the Registration Event Information subscription request; and,

· continues sending Registration Event Information notifications using the reverse path of the Registration Event Information subscription request whenever the Registration Event Information changes until the Registration Event Information subscription becomes invalid.

5.2 CPM Conversation

5.2.1 CPM Conversation Concept

5.2.1.1 CPM Conversation Indications

In order to link standalone CPM Messages and CPM Session Invitations to a CPM Conversation the CPM Client, the CPM Participating Function and the CPM Controlling Function SHALL support the CPM Conversation Identity indication.

In order to support creation of a threaded view of standalone CPM Messages and CPM Session Invitations belonging to a CPM Conversation the CPM Client, the CPM Participating Function and the CPM Controlling Function SHALL support the CPM Contribution Identity indication and the indication indicating the CPM Contribution Identity being replied to.

NOTE 1:
A threaded view allows CPM Users to view the items in the CPM Conversation History in the relationship of requests and replies. It is possible to present the items in the CPM Conversation History in other views as well - such as views based on sender, subject, sending time or any other information that is available from the CPM Conversation History.

Upon a CPM User’s request to send a standalone CPM Message or a CPM Session Invitation, as part of an existing CPM Conversation or to start a new CPM Conversation, the CPM Client SHALL indicate the CPM Conversation Identity in the standalone CPM Message or the CPM Session Invitation, using the following rules: 

· a newly generated CPM Conversation Identity, if the standalone CPM Message or the CPM Session Invitation does not relate to any other standalone CPM Message or CPM Session; or

· the CPM Conversation Identity of a related standalone CPM Message or a related CPM Session. 

NOTE 2:
The CPM Client can get the CPM Conversation Identity from a stored CPM Conversation History or a received CPM Message or a received CPM Session Invitation.

In addition to indicating the CPM Conversation Identity, the CPM Client SHALL:
· generate and indicate the CPM Contribution Identity of the standalone CPM Message or the CPM Session Invitation being sent; and,

· indicate the CPM Contribution Identity of the standalone CPM Message or the CPM Session being replied to, if replying to a standalone CPM Message or a CPM Session.

5.2.1.2 CPM Conversation Storing

When recording a CPM Converation History, the CPM Participating Function SHALL record and upload the following items to the Message Storage Server:

· standalone CPM Messages associated to a CPM Conversation to be stored; and,

· information about accepted CPM Sessions associated to a CPM Conversation to be stored, including:
· CPM Session state information:
· when a CPM Session is established:
· date and time of the occurence of the event; and,
· address of the inviting User; and,
· addresses of the invited Users; and,

· whether the CPM Session Invitation was accepted or not;

· when a Participant leaves a CPM Session:
· date and time of the occurence of the event; and,

· address of the Participant;

· when a Participant is removed from a CPM Session:
· date and time of the occurence of the event; and,
· address of the initiator of the removal, and,

· address of the removed Participant;

· when a Participant joins a CPM Session later on:
· data and time of the occurence of the event; and,

· address of the joining Participant;

· when inviting further Participants to a CPM Session:
· data and time of occurence of the event;

· address of the inviting Participant;

· addresses of the invited Participants; and,

· whether the CPM Session Invitation was accepted or not;

· CPM Messages sent within a CPM Session associated to a CPM Conversation to be stored; and,

· Media sent within a CPM Session associated to a CPM Conversation to be stored.

NOTE:
only CPM Messages and Media sent or received by the CPM User while participating in the corresponding CPM Session can be stored in the CPM User’s Message Storage Server

When recording a CPM Converation History, a CPM Participating Function SHALL include 
· the received CPM Conversation Identity indications; and 

· the received CPM Contribution Identity indications; and,
· the received indications indicating the CPM Contribution Identity being replied to

in the stored standalone CPM Messages or the stored CPM Session Invitations as part of CPM Conversation History storing in the Message Storage Server.

The CPM Participating Function SHALL remain in the media path for the CPM Sessions associated to a CPM Conversation to be stored.

Editor's note: The method of enabling/disabling the conversation history recording functionality needs to be described in the SD.
5.2.2 CPM Messaging Concepts

5.2.2.1 CPM Message Delivery

5.2.2.1.1 Message Handling in the Originating Network
The CPM Client SHALL include the address of the target CPM User or the target non-CPM User when sending a CPM Message to a single recipient. 

When sending a CPM Message to a CPM Ad-hoc Group, the CPM Client SHALL include the addresses of the target CPM Users and the target non-CPM Users when sending the CPM Message. The CPM Client SHALL use the address of the CPM Controlling Function provisioned to the CPM Client as the target address of the CPM Message.

When sending a CPM Message to a CPM Pre-defined Group, the CPM Client SHALL include the address of the target CPM Pre-defined Group when sending the CPM Message. The CPM Client SHALL use the address of the CPM Pre-defined Group as the target address of the CPM Message.
Upon request of a CPM User, the CPM Client SHALL include a Reply-to Indication in a CPM Message containing the CPM Address where replies to the CPM Message have to be sent to, instead of sending those replies to the CPM Address that was used to send the CPM Message from.

Upon request from a CPM User to send a CPM Message, the CPM Client SHALL send the CPM Message towards the target address via the SIP/IP core. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Message.

NOTE:
The CPM Feature Tag is used by the SIP/IP core to route the CPM Message to the CPM Participating Function.
The SIP/IP core serving the sender routes the CPM Message to the CPM Participating Function serving the sender based on the included CPM Feature Tag. 

The CPM Participating Function serving the sender SHALL authorize the sender and if authorized, the CPM Participating Function SHALL send the CPM Message towards the target address via the SIP/IP core.

The SIP/IP core serving the sender forwards the CPM Message towards the target address.

5.2.2.1.2 Message Handling in the CPM Controlling Function
The SIP/IP core in the controlling network routes the CPM Message to the CPM Controlling Function based on the included CPM Feature Tag.

Upcon receiving a CPM Message targeted to a CPM Pre-defined Group, the CPM Controlling Function SHALL fetch the CPM Pre-defined Group members as well as the policies from the Shared Group XDMS. Subsequently the CPM Controlling Function SHALL determine whether to allow the request or not based on the policies stored as part of the CPM Pre-defined Group definition. These conditions include criteria such as whether the service requested is allowed for the group, whether the requesting CPM User is allowed to initiate the service, etc.

When the CPM Controlling Function receives a CPM Message targeted to a CPM Ad-hoc Group, the CPM Controlling Function SHALL determine whether to allow the request or not based on the service provider policies.

When the CPM Controlling Function allows the request, the CPM Controlling Function SHALL respond with a CPM Message successful response and SHALL send the CPM Message towards each CPM Group member via the SIP/IP core; otherwise, the CPM Controlling Function SHALL reject the request with an appropriate error response. When distributing the CPM Message to the members of a CPM-Pre-defined Group, the CPM Controlling Function SHALL ensure that the CPM Message contains both the CPM Address of the sender of the CPM Message and the address of the CPM Pre-defined Group.

The CPM Controlling Function SHALL indicate the CPM Feature Tag in the CPM Messages it sends towards the recipients. 
For CPM Messages sent by the CPM Controlling Function to non-CPM User recipients with a valid SIP address, the procedures described in sections 5.3.1.1.2, 5.3.1.2, and 5.3.1.3 apply.

For CPM Messages sent by the CPM Controlling Function to non-CPM User recipients with an address that is not routable in the SIP/IP core, the procedures in sections 5.3.1.1.5, 5.3.1.2, and 5.3.1.3 apply.

For CPM Messages sent to CPM User recipients, the SIP/IP core associated with the CPM Controlling Function and the SIP/IP core serving the recipient route the CPM Message to the CPM Participating Function serving the recipient based on the included CPM Feature Tag. 

5.2.2.1.3 Message Handling in Terminating Networks
The SIP/IP core serving the recipient routes the CPM Message to the CPM Participating Function serving the recipient based on the included CPM Feature Tag.

The CPM Participating Function serving the recipient SHALL handle the CPM Message in one of the following ways:
· reject the CPM Message, if 

· user preferences of the recipient indicate rejection for the received CPM Message.
Editor’s note: It is FFS if user preferences per device should be supported in the first release (because they introduce complexity not well understood for the time being)

NOTE 1:
The user preferences can depend on e.g. originator address, undisclosed sender identity, or message type/content.
· hand over the CPM Message to the Interworking Selection Function

· if the user preferences of the recipient indicate interworking

· deliver the CPM Message to the Message Storage Server 

· if the the user preferences of the recipient indicate delivery to the Message Storage Server

NOTE 2:
delivery to the Message Storage Server is realized as a storage operation and not to be confused with recording copies of incoming messages in the Message Storage Server (which are also realized as storage operations). In cases where both scenarios apply (delivery and recording to Message Storage Server) only one storage operation is triggered.

· defer the CPM Message and act as specified in section 5.2.2.2, if 

· user preferences of the recipient indicate checking back with the user; or,

· user preferences of each registered CPM Client of the recipient indicate deferring; or, 
· no CPM Client of the recipient is registered and the user preferences of the recipient indicate deferring.

· send the CPM Message via the SIP/IP Core towards each registered CPM Client of the recipient for which the user preferences, device capabilities, device connectivity and server provider policies indicate delivering the CPM Message;

Editor's note: the CPM Client addressing is FFS

NOTE 3:
CPM Clients of the recipient for which user preferences or other factors (e.g. service provider policies, device connectivity) prevent delivery will not receive the CPM Message.

NOTE 4:
If the CPM Message is stored in the Message Storage Server as specified in 5.2.1.2, any Device of the recipient can get the CPM Message by synchronizing with the Message Storage Server.

If supported by the SIP/IP core serving the recipient, the SIP/IP core inserts the target CPM Address into the CPM Message. If this is not supported by the SIP/IP core serving the recipient, the CPM Participating Function serving the recipient SHALL insert the target CPM Address into the CPM Message.

Subsequently the SIP/IP core serving the recipient routes the CPM Message to the addressed recipient’s CPM Client(s).

Upon receiving the CPM Message, the recipient's CPM Client(s) SHALL respond with a CPM Message successful response. 

5.2.2.1.4 Replying to a CPM Message

When replying to a received CPM Message that was sent to a CPM Ad-hoc Group, the CPM Client SHALL give the CPM User the option to either reply to only the sender of the CPM Message, or to send the reply to the sender of the CPM Message that is being replied to and all other recipients of the CPM Message that is being replied to. When the CPM User chooses to send the reply only to the sender of the CPM Message that is being replied to, the CPM Client SHALL send the reply CPM Message just towards the sender of the CPM Message, otherwise the CPM Client SHALL send the reply CPM Message as a CPM Ad-hoc Group CPM Message towards the sender of the CPM Message that is being replied to and all other recipients of the CPM Message that is being replied to.

When replying to a received CPM Message, the CPM Client SHALL use the CPM Address indicated in the Reply-to Indication of the received CPM Message as the target address of the reply CPM Message, when the Reply-to Indication is present in the received CPM Message. When no Reply-to Indication is present in the received CPM Message the target address of the reply CPM Message SHALL be set to the address of the originator of the received CPM Message.

When replying to a received CPM Message from a non-CPM User, the CPM Client SHALL accompany the target non-CPM User address with the Non-CPM Communication Service Identifier included in the received CPM Message.

NOTE 1:
The inclusion of the Non-CPM Communication Service Identifier allows for the CPM Message to be delivered through the same Non-CPM Communication Service from where the original CPM Message was received. 
NOTE 2:
The Non-CPM Communication Service Identifier is not supposed to be visible to the CPM User.

NOTE 3:
Instead of replying, the CPM Client can also send to the non-CPM User a new CPM Message not containing the Non-CPM Communication Service Identifier. 

5.2.2.1.5 Large Message Mode Delivery

When a CPM functional component wants to send or forward a CPM Message and the CPM Message is too large (i.e. larger than 1300 bytes) to be delivered using Pager Mode, the CPM functional component SHALL establish a SIP session with a recipient CPM Client, indicating MSRP as the Media Stream. The CPM functional component SHALL include the size of the CPM Message and the content type(s) used in the CPM Message in the SIP session invitation. The CPM functional component SHALL indicate the CPM Feature Tag in the SIP session invitation.

NOTE:
The CPM Feature Tag is used by the SIP/IP core to route the SIP session invitation to the CPM Participating Function.
Upon establishing a SIP session for Large Message Mode delivery, the direction of media stream SHALL be set unidirectional. In a situation that the originating CPM functional component has not received any response yet, the originating CPM functional component MAY send a SIP invitation cancellation request for some reasons (e.g, timer expired, CPM user’s request, etc). After the SIP session is established, the CPM Message is transferred via MSRP. 

When the CPM Message delivery with Large Message Mode is completed, the CPM Client SHALL close the SIP session.

5.2.2.1.6 Forwarding/Including Stored Data without Downloading to the CPM Client

When a CPM User sends a CPM Message with attached Media Objects, CPM Messages, CPM Session Histories or CPM Conversation History stored in the Message Storage Server and/or Content Storage Server, the originating CPM Client SHALL interact with the Message Storage Client and/or Content Storage Client to obtain a reference to the stored data from the Message Storage Server and/or Content Storage Server respectively and include this reference to the stored data in the CPM Message instead of stored data itself.

Upon receiving a CPM Message containing a reference to stored data, the originating CPM Participating Function SHALL interact with the Message Storage Server and/or Content Storage Server to fetch the Media Objects, CPM Messages, CPM Session Histories or CPM Conversation History indicated by the reference and, if successful, replace the reference to the stored data in the CPM Message with the fetched data. The CPM Message containing the data instead of the reference is routed to the target address via the SIP/IP core following the procedures described in 5.2.2.1.

If, after adding the fetched data, the size of the CPM Message exceeds the maximum size for a Pager Mode CPM Message of 1300 bytes, the originating CPM Participating Function SHOULD send the message as a Large Message Mode CPM Message.

NOTE: 
In this case, if the communication between the originating CPM Client and the originating CPM Participating Function used Pager Mode, this communication will stay on Pager Mode behaviour.

5.2.2.1.7 CPM Message Delivery with a Reference to the Media

Upon receiving a CPM Message containing Media Objects, the terminating CPM Participating Function SHALL, in accordance with the recipient’s preferences and service provider policies, determine whether to deliver the CPM Message with all Media Objects or with references to selected Media Objects (one per referred Media Object). If it is determined that references to selected Media Objects are to be delivered, the CPM Participating Function SHALL store the CPM Message including all Media Objects in the Message Storage Server, receive references (generated by the Message Storage Server) indicating the respective locations of the selected Media Objects according to rules in [RFC4483] and, if successful, route the CPM Message with references to the selected Media Objects to the target address via the SIP/IP core following the procedures in 5.2.2.1.

NOTE: 
The stored Media Objects are removed when the CPM User removes the stored CPM Message.

When a received CPM Message contains references indicating the respective locations of Media Objects, the recipient’s CPM Client SHALL interact with the Message Storage Client to fetch specific Media Objects from the referenced locations in the Message Storage Server.

5.2.2.1.8 CPM Message End-to-end Indications

The CPM Client MAY indicate the following end-to-end indications in the sent CPM Message:

· subject;

· that the message is of a sensitive nature;
· priority;
· date and time of sending;

· content disposition of each Media embedded in the CPM Message;

· CPM Conversation Identity;

· CPM Contribution Identity;

· indication of the CPM Contribution Identity being replied to;

When forwarding a CPM Message, the CPM Participating Function and the CPM Controlling Function SHALL preserve the end-to-end indications of the received CPM Message.
5.2.2.2 Handling of Deferred CPM Messages
Editor’s note: The terminology of this section wrt to deferred messages needs to be defined and explained on how it is different from other enablers.

As described in section 5.2.2.1.1, the CPM Participating Function may decide to defer a CPM Message for later delivery. For the delivery of deferred CPM Messages, the CPM Participating Function SHALL support two options, to be taken depending on user preferences, availability and willingness of the CPM User:

1. send a notification and wait for the CPM Client(s) of the recipient CPM User to take action (see section 5.2.2.2.1 for details); or,
2. push the CPM Message once one of the CPM Clients of the recipient CPM User becomes available (see section 5.2.2.2.2 for details).
If a deferred CPM Message expires before it is delivered, the CPM Participating Function SHOULD handle the CPM Message based on user preferences and service provider policies. These result could be that an expired CPM Message is deleted and not delivered to the CPM User or it is stored in the Message Storage Server.

5.2.2.2.1 Sending Notifications and Awaiting CPM Client Action
In this method, the CPM Participating Function SHALL send a notification to the recipient’s CPM Clients including information about the deferred CPM Messages. This notification MAY include CPM Message related information, such as subject, originator address, date, size, etc.
NOTE 1:
Notifications can be sent in-band or out-of-band, depending to the CPM registration state of the CPM Client. In-band notifications are sent via SIP NOTIFY while out-of-band notifications are handed over to the Push Enabler for delivery.
The CPM Client SHALL allow the CPM User to determine whether none, some or all of the deferred messages are to be retrieved, or if other actions would be more appropriate (like interworking, discarding, storing in the Message Storage Server or keeping deferred). If any messages are selected by the CPM User to be retrieved, interworked, discarded, or stored in the Message Storage Server, the CPM Client SHALL establish a session with the CPM Participating Function and shall include the identity of the CPM Messages and for each of the identified CPM Messages the action to be performed. Once the actions on the identified CPM Messages have been completed and all CPM Messages that were to be retrieved have been retrieved, the CPM Client SHALL tear down the session.
NOTE 2:
This session is NOT a CPM Session

After retrieval, interworking, discarding, or storing in the Message Storage Server of the selected deferred CPM Messages, the CPM Participating Function SHALL remove these CPM Messages from the deferred message queue. CPM Messages indicated by the CPM User to be handled differently (i.e. interworking, discarding or storing in the Message Storage Server) will be handled accordingly.
5.2.2.2.2 Pushing Deferred CPM Messages

In this method, the CPM Participating Function MAY send, when a CPM Message is deferred, a notification to the CPM Clients of the recipient for which the user preferences, device capabilities and service provider policies indicate delivering the CPM Message while these CPM Clients are not registered at this point of time.
NOTE 1:
These notifications will always be sent out-of-band, via the Push Enabler.

NOTE 2: 
These notifications can be used by the CPM Client to register itself to the CPM Service to be able to receive these queued CPM Messages as defined further down in this section.
The CPM Participating Function SHALL wait until at least one of the recipient’s CPM Clients has registered (e.g. when the CPM Participating Function receives a Registration Event Information about one of the CPM Clients of the CPM User). Upon the availability of at least one of the CPM Clients of the recipient, and the registered CPM Client(s) of the recipient are capable of receiving some of the deferred CPM Messages, the CPM Participating Function SHALL set up a session with the registered CPM Client(s) of the recipient for which the user preferences, device capabilities, device connectivity and server provider policies indicate delivering the queued CPM Messages and deliver those deferred CPM Messages over each established session. The CPM Participating Function SHALL tear down each respective session once the deferred CPM Messages have been delivered over that session.
NOTE: These sessions are NOT CPM Sessions.

After delivery, the CPM Participating Function SHALL remove from the queue those CPM Messages that were delivered to the registered CPM Client(s).

5.2.2.3 Disposition Notification

When a CPM User wants to receive the disposition-state of a CPM Message he/she sends, the CPM Client SHALL request a disposition notification when sending the CPM Message. When requesting a disposition notification, the CPM Client SHALL include its public GRUU in the CPM Message. Disposition notifications for CPM are delivery notifications and read reports. In the case that a CPM Message containing a disposition notification request is targeted at multiple recipients (i.e. pre-defined/ad-hoc group) or multiple different types of disposition notifications are requested for the same CPM Message, the originating user MAY receive aggregated disposition notifications based on service provider policies.

NOTE:
Due to the use of the public GRUU for disposition notifications it is not possible to request for disposition notifications when sending CPM Messages anonymously.
When sending a disposition notification to a CPM User, a CPM functional component SHALL target the disposition notification towards the public GRUU of the CPM User, as received in the CPM Message requesting the disposition notification.

When sending a disposition notification to a non-CPM User, the CPM Client SHALL, in the disposition notification, accompany the target non-CPM User address with the Non-CPM Communication Service Identifier included in the received CPM Message.
In case of delivery of a CPM Message to multiple devices, the terminating CPM Participating Function SHALL, for each disposition notification type (i.e. delivery notification and read report), forward the first disposition notification received from one of the devices that the CPM Message was delivered to the originator of the CPM Message and SHALL suppress the forwarding of subsequent disposition notifications received from the other devices that the CPM Message was delivered to.

5.2.2.3.1 Delivery Notification
Delivery notifications which subdivided in positive-delivery notifications and negative-delivery notifications indicate whether a CPM Message was successfully delivered to the intended recipient or not. 

A positive-delivery notification indicates that the requested CPM Message was successfully received by at least one of the CPM Clients on the devices of the recipient. 
A negative-delivery notification indicates that the requested CPM Message failed to be successfully received by one of the CPM Clients on the devices of the intended recipient.

When requesting a delivery notification, the CPM Client SHALL request a positive-delivery notification, a negative-delivery notification or both of them in a CPM Message. 

When a CPM Client receives a CPM Message containing a positive-delivery notification request, the CPM Client SHALL send a CPM Message delivery notification to notify the originating CPM Client of the successful delivery of the CPM Message.

In the case that a CPM Participating Function decides that interworking is to occur for a CPM Message containing a delivery notification request, the procedures described in section 5.3.1.3 apply for the creation of delivery notifications.

In the case that a terminating CPM Participating Function delivers a CPM Message with a positive-delivery notification request to the Message Storage Server, the terminating CPM Participating Function SHALL remove the positive-delivery notification request from the CPM Message and SHALL notify the originating CPM Client of the successful delivery of the message based on service provider policies.

In the case that a terminating CPM Participating Function fails to deliver a CPM Message containing a negative-delivery notification request to the recipient, the CPM Participating Function SHALL notify the originating CPM Client of the failure of the message delivery based on service provider policies. 

In the case that an originating CPM Participating Function cannot deliver a CPM Message containing a negative-delivery notification request to the terminating network, the CPM Participating Function SHALL notify the originating CPM Client of the failure of the message delivery based on service provider policies.

In a case that a CPM Controlling Function hosting a CPM Pre-defined Group fails to deliver a CPM Message containing a negative-delivery notification request to a part of the CPM Pre-defined Group members, the CPM Controlling Function SHALL notify the originating CPM Client of the failure of the message delivery to those group members based on service provider policies.

When receiving a CPM Message delivery notification, the CPM Controlling Function hosting a CPM Pre-defined Group SHALL forward the received CPM Message delivery notification to the CPM Client originating the CPM Message.
5.2.2.3.2 Read Report
A read report indicates whether the CPM Message was read or the contents were otherwise rendered to the intended recipient. When a receiving CPM client receives a CPM Message containing a read report request and the contents enclosed in its body was displayed or otherwise rendered to the recipient, the CPM client SHALL if authorized by the recipient generate a read report and send it to the originating CPM client.

NOTE 1:
The authorization by the recipient is governed by a setting in his/her CPM Client, and may involve interaction with the recipient in order to authorize generation of read reports on a case-by-case basis.
NOTE 2: 
It is CPM Client implementation-specific to determine when a CPM Message is considered to have been read and may be based on rendering of the CPM Message to the CPM User.

5.2.2.4 Content Adaptation

The CPM Participating Function serving a CPM Client receiving a CPM Message MAY perform content adaptation prior to delivery of the CPM Message to the CPM Client.

The criteria to perform the adaptation can be based on:

1. recipient’s preferences (e.g. switch content adaptation on/off)

2. device capabilities (e.g. screen size, image/music rendering supported, text support/alphabet supported, video encoding)  

3. service provider policies (e.g. size related quotas, class of service subscribed to, media format allowed, limitations taking precedence over the recipient’s preferences or communication capabilities).

5.2.3 CPM Session Concepts

5.2.3.1 CPM 1-1 Sessions

The CPM Session Invitation is routed from the network serving the inviting CPM User to the network serving the invited CPM User.

5.2.3.1.1 Session Initiation

5.2.3.1.1.1. Network Serving the Inviting CPM User

In order to establish a CPM 1-1 Session, the inviting CPM Client SHALL send a CPM Session Invitation to the SIP/IP core serving the inviting CPM Client. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Session Invitation.

NOTE:
The CPM Feature Tag is used by the SIP/IP core to route the CPM Session Invitation to the CPM Participating Function.

The CPM Client SHALL include the address of the invited CPM User or the invited non-CPM User in the CPM Session Invitation.
The SIP/IP core serving the inviting CPM Client routes the CPM Session Invitation to the CPM Participating Function serving the inviting CPM Client based on the included CPM Feature Tag. 

Upon receiving a CPM Session Invitation, the CPM Participating Function SHALL:

· determine whether or not to continue CPM Session establishment; and
· route the CPM Session Invitation to the Interworking Selection Function through the SIP/IP core if interworking is to occur as described in the section 5.3.1.1; or

· route the CPM Session Invitation to the invited CPM User through the SIP/IP core.

The CPM Participating Function SHALL decide whether or not it remains in the media path for this session according to service provider policies.

5.2.3.1.1.2. Network Serving the Invited CPM User
The SIP/IP core serving the invited CPM User routes the CPM Session Invitation to the CPM Participating Function serving the invited CPM User based on the included CPM Feature Tag. 

Upon receiving a CPM Session Invitation, the CPM Participating Function SHALL:

· reject the CPM Session Invitation, if 

· user preferences of the recipient indicate rejecting the received CPM Session Invitation; or,

NOTE:
The user preferences can depend on e.g. originator address, undisclosed sender identity, or requested Media Streams.
· no CPM Client of the recipient is registered and the user preferences of the recipient indicate rejecting an incoming CPM Session Invitation;

· if multiple CPM Clients are registered:

1. determine which CPM Clients are not to receive the CPM Session Invitation based on criteria such as offered Media Streams in the CPM Session Invitation, the capabilities of CPM Clients of the invited CPM User, invited CPM User's preferences and service provider policies.

2. indicate in the CPM Session Invitation the Unique User Agent Identifier(s) of the CPM Client(s) not eligible for reception of the CPM Session Invitation.

· determine whether or not to continue the CPM Session establishment or whether interworking is needed.
1. if CPM Session, route the CPM Session Invitation to the invited CPM Client via the SIP/IP core from which the CPM Session Invitation was received.

2. if interworking, route the CPM Session Invitation to the Interworking Selection Function through the SIP/IP core if interworking is to occur as described in the section 5.3.1.1 “Interworking Decision”
· decide whether or not to remain in the media path for this session according to service provider policies.

If supported by the SIP/IP core serving the recipient, the SIP/IP core inserts the received CPM Address of the called party into the CPM Session Invitation. If this is not supported by the SIP/IP core serving the recipient, the CPM Participating Function serving the recipient SHALL insert the received CPM Address of the called party into the CPM Session Invitation.

Subsequently the SIP/IP core serving the recipients routes the CPM Session Invitation to the CPM Clients of the invited CPM User apart from those listed as not eligible for reception of the CPM Session Invitation.

5.2.3.1.2 Closing a Session

In order to close a CPM Session, the CPM Client SHALL send a CPM Session leaving request to the SIP/IP core serving the CPM Client.

The SIP/IP core routes the CPM Session leaving request according to the Signalling Path used at the CPM Session establishment.

The CPM Participating Function of the CPM User closing the CPM Session SHALL route the CPM Session leaving request according to the Signalling Path used at the CPM Session establishment.

The SIP/IP core routes the CPM Session leaving request according to the Signalling Path used at the CPM Session establishment.

The CPM Participating Function of the peer CPM User SHALL route the CPM Session leaving request according to the Signalling Path used at the CPM Session establishment.

5.2.3.1.3 Session Modification

CPM Session modification allows a CPM Client participating in a CPM Session to add new Media Streams, to remove existing Media Streams or to change the characteristics of existing Media Streams.

The CPM Participating Function SHALL support CPM Session modification. A CPM Client that supports CPM Session establishment SHALL support CPM Session modification.

The CPM Client MAY initiate modification of a CPM Session. 

NOTE:
CPM Session modification can be initiated based on the CPM User input or for other reasons, e.g. due to moving to lower bandwidth IP network.

In order to modify a CPM Session the CPM Client SHALL send a CPM Session modification request according to the Signalling Path used at the CPM Session establishment. 

The SIP/IP core routes the CPM Session modification request according to the Signalling Path used at the CPM Session establishment.

The CPM Participating Function of the originating CPM User SHALL route a CPM Session modification request according to the Signalling Path used at the CPM Session establishment, if the CPM Session modification request satisfies the originating user preferences and service provider policies.

The CPM Participating Function of the terminating CPM User SHALL route a CPM Session modification request according to the Signalling Path used at the CPM Session establishment, if the CPM Session modification request satisfies the terminating user preferences and service provider policies.

5.2.3.2 CPM Group Sessions

5.2.3.2.1 CPM Group Session Initiation

A CPM Session Invitation is routed through the network serving the inviting CPM User, through the network hosting the CPM Group, and the network serving the invited CPM User.

5.2.3.2.1.1. Network Serving the Inviting CPM User

When initiating a CPM Group Session for a CPM Ad-hoc Group, the CPM Client SHALL include the addresses of the target CPM Users and the target non-CPM Users in a CPM Session Invitation. The CPM Client SHALL use the address of the CPM Controlling Function provisioned to the CPM Client as the target address of the CPM Session Invitation.

When initiating a CPM Group Session for a CPM Pre-defined Group, the CPM Client SHALL include the address of the target CPM Pre-defined Group in a CPM Session Invitation. The CPM Client SHALL use the address of the CPM Pre-defined Group as the target address of the CPM Session Invitation.

In order to establish a CPM Group Session, the inviting CPM Client SHALL send a CPM Session Invitation to the SIP/IP core serving the inviting CPM Client. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Session Invitation. 

NOTE:
The CPM Feature Tag is used by the SIP/IP core to route the CPM Session Invitation to the CPM Participating Function.

The SIP/IP core serving the inviting CPM Client routes the CPM Session Invitation to the CPM Participating Function serving the inviting CPM Client based on the included CPM Feature Tag. 

Upon receiving a CPM Session Invitation, the CPM Participating Function SHALL:

· determine whether or not to continue the CPM Session establishment; and,
· route the CPM Session Invitation to the Interworking Selection Function through the SIP/IP core if interworking is to occur as described in the section 5.3.1.1; or

· route the CPM Session Invitation to the CPM Controlling Function  hosting the CPM Session via the SIP/IP core from which the CPM Session Invitation was received.
The CPM Participating Function SHALL indicate the CPM Feature Tag in the CPM Session Invitation.
5.2.3.2.1.2. Network Hosting the CPM Group Session
The SIP/IP core of the network hosting the CPM Session routes the CPM Session Invitation to the CPM Controlling Function hosting the CPM Session based on the included CPM Feature Tag. 

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Pre-defined Group, the CPM Controlling Function SHALL fetch the CPM Pre-defined Group members as well as the policies from the Shared Group XDMS and SHALL determine whether to allow the request or not based on the policies stored as part of the CPM Pre-defined Group definition such as whether the service requested is allowed for the group, whether the requesting CPM User is allowed to initiate the service, etc.

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Ad-hoc Group, the CPM Controlling Function SHALL determine whether to allow the request or not based on the service provider policies related to CPM Sessions such as media types offered, etc

If determined to continue the CPM Session establishment, the CPM Controlling Function SHALL send a CPM Session Invitation to the invited CPM Users via the SIP/IP core from which the CPM Session Invitation was received. In case of a CPM Ad-hoc Group, the invited CPM Users are determined from the received CPM Session Invitation, in case of a CPM Pre-defined Group which is a Pre-arranged Group, the invited CPM Users are the members of the CPM Pre-defined Group indicated in the received CPM Session Invitation.
NOTE: No CPM Session Invitations are sent for a CPM Pre-defined Group which is a Join-in Group.

The CPM Controlling Function SHALL indicate the CPM Feature Tag in the CPM Session Invitations it sends. 

The CPM Controlling Function SHALL include into the CPM Session Invitations it sends:

· the address of the inviting CPM User or the inviting non-CPM User; and,
· the address of the invited CPM User or the invited non-CPM User; and,
· the addresses of the target CPM Users and the target non-CPM Users if for a CPM Ad-hoc Group; and,

· the CPM Pre-defined Group address if the CPM Session Invitation is for a CPM Pre-defined Group; and,
· the CPM Group Session Identity.
If the received CPM Session Invitation included a CPM Conversation Identity and a CPM Contribution Identity, then the CPM Controlling Function SHALL store the CPM Conversation Identity and the CPM Contribution Identity for the duration of the CPM Group Session. If the received Session Invitation also included an indication of a CPM Contribution Identity being replied to, then the CPM Controlling Function SHALL store this CPM Contribution Identity being replied to as well for the duration of the CPM Group Session.

The CPM Controlling Function SHALL include the CPM Group Session Identity into the CPM Session Invitation response.
5.2.3.2.1.3. Network Serving the Invited CPM User
Apply the same mechanism described for routing a CPM Session Invitation for a CPM 1-1 Session in Section 5.2.3.1.1.2. 
5.2.3.2.2 CPM Client (Re-)Joining an Existing CPM Group Session

A CPM Session Invitation is routed through the network serving a (re-)joining CPM User to the network hosting the CPM Session.

5.2.3.2.2.1. Network Serving the (Re-)Joining CPM User

In order to join an existing CPM Group Session, the (re-)joining CPM Client SHALL send a CPM Session Invitation targeted to the CPM Group Session Identity associated with the CPM Group Session to the SIP/IP core serving the (re-)joining CPM Client. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Session Invitation. 

NOTE:
The CPM Feature Tag is used by the SIP/IP core to route the CPM Session Invitation to the CPM Participating Function.

When the CPM Client receives a response to the CPM Session Invitation it sent, the CPM Client SHALL replace the previously self-generated CPM Conversation Identity and CPM Contribution Identity with the CPM Conversation Identity and the CPM Contribution Identity included in the CPM Session Invitation response. If the CPM Session Invitation response also included a CPM Contribution Identity being replied to, then the CPM Client SHALL replace the self-generated one with the received one. 

The SIP/IP core serving the (re-)joining CPM Client routes the CPM Session Invitation to the CPM Participating Function serving the (re-)joining CPM Client based on the included CPM Feature Tag. 

Upon receiving the CPM Session Invitation, the CPM Participating Function SHALL:

· determine whether or not to continue the CPM Session establishment; and,
· route the CPM Session Invitation to the CPM Controlling Function  hosting the CPM Group Session via the SIP/IP core from which the CPM Session Invitation was received. The CPM Participating Function SHALL indicate the CPM Feature Tag in the CPM Session Invitation.
5.2.3.2.2.2. Network Hosting the CPM Group Session

The SIP/IP core of the network hosting the CPM Group Session routes the CPM Session Invitation to the CPM Controlling Function hosting the CPM Group Session based on the included CPM Group Session Identity. 

When the CPM Controlling Function receives a CPM Session Invitation targeted to a CPM Group Session Identity, the CPM Controlling Function SHALL determine whether the requesting CPM User is allowed to be a Participant in the CPM Group Session based on the policies associated with the CPM Group Session. If the CPM User is allowed to be a Participant in the CPM Group Session the CPM Controlling Function SHALL accept the CPM Session Invitation and add the requesting CPM User to the CPM Group Session; otherwise the CPM Controlling Function SHALL respond with an appropriate error.

The CPM Controlling Function SHALL include the stored CPM Conversation Identity and the CPM Contribution Identity in the CPM Session Invitation response. If a CPM Contribution Identity being replied to is also stored, then the CPM Controlling Function SHALL include the CPM Contribution Identity being replied to in the CPM Session Invitation response.

5.2.3.2.3 CPM Client Leaving a CPM Group Session

In order to leave a CPM Group Session in which a CPM Client participates, the CPM Client SHALL send a CPM Session leaving request to the SIP/IP core serving the CPM Client.  

The SIP/IP core routes the CPM Session leaving request according to the Signalling Path used at CPM Session establishment.

The CPM Participating Function of the leaving CPM User SHALL route the CPM Session leaving request according to the Signalling Path used at CPM Session establishment.

When receiving a CPM Session leaving request the CPM Controlling Function SHALL:
· stop sending Media belonging to the CPM Group Session to the CPM Client and discard any Media received from the CPM Client; and,
· stop handling of the Media of the other CPM Clients participating in the CPM Group Session and release the other CPM Clients participating in the CPM GroupSession as specified in the subsection 5.2.3.2.6; and
· release the stored CPM Conversation Identity and CPM Contribution Identity (and the CPM Contribution Identity being replied to, if it is stored in the CPM Controlling Function).
5.2.3.2.4 CPM Client Inviting CPM Users to an Existing CPM Group Session

In order to add CPM Users to an existing CPM Group Session in which the CPM Client participates, the CPM Client SHALL send a CPM Session adding request to the SIP/IP core serving the CPM Client.  The CPM Client SHALL indicate the newly invited CPM User(s) in the CPM Session adding request.

The SIP/IP core routes the CPM Session adding request towards the CPM Participating Function of the adding CPM User.

The CPM Participating Function of the adding CPM User SHALL route the CPM Session adding request towards the CPM Controlling Function hosting the CPM Group Session.

When receiving a CPM Session adding request the CPM Controlling Function SHALL authorize the request according to the CPM Group policies (e.g. policies may specify whether the requesting CPM User is authorized to add new Participants and whether the invited users are allowed to be part of the CPM Group Session based on criteria such as age) and service provider policies (e.g. service provider policies may impose rules such as the maximum number of Participants for a CPM Group Session) and if authorized, the CPM Controlling Function SHALL invite each CPM User listed in the CPM Session adding request as specified in the subsection 5.2.3.2.1.
The CPM Controlling Function SHALL send a response to the inviting CPM User with either the successful or unsuccessful result of the request.

5.2.3.2.5 CPM Client Removing Participants from a CPM Group Session

In order to remove Participants from a CPM Group Session in which the CPM Client participates, the CPM Client SHALL send a CPM Session removal request to the SIP/IP core serving the CPM Client.  The CPM Client SHALL indicate the addresses of the Participants to be removed in the CPM Session removal request.

The SIP/IP core routes the CPM Session removal request towards the CPM Participating Function of the removing CPM Participant.

The CPM Participating Function of the removing Participant SHALL route the CPM Session removal request towards the CPM Controlling Function hosting the CPM Group Session.

When receiving a CPM Session removal request the CPM Controlling Function SHALL authorize the request according to the CPM Group policies and service provider policies and if authorized, the CPM Controlling Function SHALL release the Participants listed in the CPM Session removal request from the CPM Session as specified in the subsection 5.2.3.2.6.
5.2.3.2.6 CPM Client Being Released from a CPM Group Session

The CPM Controlling Function can release a Participant from a CPM Group Session, e.g. when originator of the CPM Session leaves, when an Authorized Principal removes the Participant from the CPM Session or for other reasons.

In order to release a participating CPM Client from a CPM Group Session, the CPM Controlling Function SHALL:
· stop sending Media belonging to this CPM Group Session to the CPM Client and discard any Media received from the CPM Client; and,

· send a CPM Session releasing request towards the CPM Client according to the Signalling Path used at CPM Session establishment.  

The SIP/IP core routes the CPM Session releasing request according to the Signalling Path used at CPM Session establishment.

The CPM Participating Function of the released CPM User SHALL route the CPM Session releasing request according to the Signalling Path used at the CPM Session establishment.

5.2.3.2.7 CPM Session Modification

CPM Session modification allows a CPM Client participating in a CPM Group Session or the CPM Controlling Function to add new Media Streams, to remove existing Media Streams or to change the characteristics of existing Media Streams.

The CPM Participating Function and the CPM Controlling Function SHALL support CPM Session modification. A CPM Client that supports CPM Session establishment SHALL support CPM Session modification.

The CPM Client MAY initiate modification of a CPM Session. 

NOTE 1:
CPM Session modification can be initiated based on the CPM User input or for other reasons, e.g. due to moving to lower bandwidth IP network.

The CPM Controlling Function MAY initiate modification of a CPM Session.

NOTE 2:
CPM Session modification can be initiated based on a CPM Session modification request received from a CPM Client.

The SIP/IP core routes the CPM Session modification request according to the Signalling Path used at CPM Session establishment.

5.2.3.2.7.1. CPM Session Modification Initiated by a CPM Client

In order to modify a CPM Session the CPM Client SHALL send a CPM Session modification request according to the Signalling Path used at CPM Session establishment. 

The CPM Participating Function of the originating CPM User SHALL route the CPM Session modification request according to the Signalling Path used at CPM Session establishment, if the CPM Session modification request satisfies the originating user preferences and service provider policies.

When receiving a CPM Session modification request the CPM Controlling Function SHALL authorize the request according to the CPM Group policies and service provider policies and if authorized, the CPM Controlling Function SHALL initiate a CPM Session modification towards those CPM Clients participating in the CPM Session, which are affected by the changes introduced by the originating CPM Client.

5.2.3.2.7.2. CPM Session Modification Initiated by the CPM Controlling Function
In order to modify a CPM Session with a participating CPM Client the CPM Controlling Function SHALL send a CPM Session modification request according the Signalling Path used at CPM Session establishment for the CPM Client. 

The CPM Participating Function of the terminating CPM User SHALL route the CPM Session modification request according to the Signalling Path used at CPM Session establishment, if the CPM Session modification request satisfies the terminating user preferences and service provider policies.

5.2.3.3 Extending a CPM 1-1 Session to a CPM Group Session

In order to extend an existing CPM 1-1 Session to a CPM Group Session (e.g. to add Participants to a CPM 1-1 Session), the extending CPM Client initiates the creation of a CPM Group Session with the list of Participants, including the GRUU of the other Participant in the CPM 1-1 Session. In order to establish the CPM Group Session, the inviting CPM Client SHALL send a CPM Session Invitation to the SIP/IP core serving the inviting CPM Client, including in the CPM Session Invitation the address of the CPM Controlling Function provisioned to the CPM Client. The inviting CPM Client SHALL indicate that for the original Participant of the CPM 1-1 Session, the existing session is to be replaced by the new session.

The CPM Participating Function SHALL treat a CPM Session Invitation as described in section 5.2.3.2.1.1.

The CPM Controlling Function SHALL treat a CPM Session Invitation as described in section 5.2.3.2.1.2. The invitation to the original Participant of the CPM 1-1 Session will include the indication to replace the existing session with the new session. 
Upon receiving a CPM Session Invitation for a CPM Group Session from the CPM Controlling Function, each CPM Participating Function serving an invited CPM Client SHALL determine whether to reject the CPM Session Invitation based on service provider policies and user preferences, and SHALL either forward the CPM Session invitation to the invited CPM Client or reject the CPM Session Invitation. 

Upon receiving a CPM Session Invitation for a CPM Group Session from the CPM Participating Function, the original participating CPM Client SHALL replace the existing CPM 1-1 Session with the new CPM Group Session and SHALL end the CPM 1-1 Session by sending a session leaving request to the other CPM Client in the original CPM 1-1 Session using the same Signalling Path of the original CPM 1-1 Session.

Upon receiving a CPM Session Invitation for a CPM Group Session,  the other invited CPM Clients SHALL either accept or reject the CPM Session Invitation based on user preferences.

Upon receiving at least one OK response the CPM Controlling Function SHALL set up the CPM Group Session with the CPM clients that accepted the invitation.

5.2.3.4 CPM Ad-hoc and Pre-defined Groups

A CPM Ad-hoc Group is a list of addresses created by the CPM User dynamically. 

NOTE: CPM Ad-hoc Group storing in the network is not needed.

The CPM User can populate the addresses in a CPM Ad-hoc Group in different ways (e.g. enter them manually or select them from his address book). For CPM Messages and CPM Session Invitations, the list of addresses constituting the CPM Ad-hoc Group is inserted in the body of the CPM Message or the CPM Session Invitation. 

When the CPM Controlling Function receives in a CPM Message or a CPM Session Invitation a list of addresses, the CPM Controlling Function uses the list to send the CPM Message or the CPM Session Invitation to each member of the list.

A CPM Pre-defined Group is either a Pre-arranged Group or a Join-in Group. The owner of a CPM Pre-defined Group can add/delete members to/from the CPM Pre-defined Group. Policies are attached to the CPM Pre-defined Group to regulate the allowed services and other membership rules for the CPM Pre-defined Group. CPM Pre-defined Groups are stored as defined in the Shared Group XDM specification [OMA-XDM_Shared_Group-TS].

5.2.3.5 Participant Information

The CPM Client MAY support requesting Participant Information.

The CPM Participating Function SHALL support requesting Participant Information.
The CPM Controlling Function SHALL support handling of requests for Participant Information. 

In order to receive Participant Information a CPM Client SHALL send a Participant Information subscription request towards the CPM Controlling Function hosting the CPM Group Session identified by the CPM Group Session Identity. 

The SIP/IP core serving the CPM Client routes the Participant Information subscription request to the CPM Participating Function serving the CPM Client. 

When receiving a Participant Information subscription request, the CPM Participating Function serving the CPM Client SHALL forward the Participant Information subscription request to the intended address via the SIP/IP core from which the Participant Information subscription request was received

The SIP/IP core of the network hosting the CPM Group Session or the CPM Group routes the Participant Information subscription request to the hosting CPM Controlling Function. 

When receiving a Participant Information subscription request, the hosting CPM Controlling Function SHALL check that it hosts the targeted CPM Group Session and SHALL check the Participant Information subscription request against the CPM Group policies and service provider policies. If successfully authorized, the CPM Controlling Function SHALL 

· respond with the Participant Information subscription successful response; and, 
· send the initial Participant Information notification to the CPM Client using the reverse path of the Participant Information subscription request; and,

· continue sending the Participant Information notifications to the CPM Client using the reverse path of the Participant Information subscription request whenever the Participant Information changes until the Participant Information subscription becomes invalid.

5.2.3.6 Anonymous Participation

When an inviting CPM User wants to initiate a CPM Session anonymously, the CPM Client SHALL:

· include an anonymous CPM User identity; and,
· change the display name of the sender to an anonymous name; and,
· include an anonymity indication; and,

· include a temporary GRUU
in the CPM Session Invitation. 

The SIP/IP core removes the true identity of an inviting CPM User before forwarding the CPM Session Invitation to the invited CPM Client or to a not trusted SIP/IP core.

Upon receiving a CPM Session Invitation with an anonymity indication, the originating CPM Participating Function SHALL reject the CPM Session Invitation if service provider policies indicate that anonymity is not allowed. 

Upon receiving a CPM Session Invitation without the true identity of the originating CPM User, the CPM Controlling Function SHALL reject the CPM Session Invitation if service provider policies indicate that participation in a CPM Group Session without a known true identity is not allowed.

Upon receiving a CPM Session Invitation with an anonymity indication, the CPM Controlling Function SHALL reject the CPM Session Invitation if service provider policies or the CPM Pre-defined Group policies indicate that anonymity is not allowed. 

Upon receiving a CPM Session Invitation without the true identity of the originating CPM User, the terminating CPM Participating Function SHALL reject the CPM Session Invitation if service provider policies indicate that CPM Sessions without knowing the true identity of the originator are not allowed.

Upon receiving a CPM Session Invitation with an anonymity indication, the terminating CPM Participating Function SHALL reject the CPM Session Invitation if service provider policies indicate that anonymity is not allowed. 

When an invited CPM User wants to accept a CPM Session Invitation anonymously, the CPM Client SHALL change the display name of the invited CPM User to an anonymous name and SHALL include an anonymity indication in the CPM Session Invitation successful response. 

Upon receiving a CPM Session Invitation successful response with an anonymity indication, the terminating and originating CPM Participating Functions SHALL reject the CPM Session Invitation if service provider policies indicate that anonymity is not allowed and SHALL release the CPM User from the CPM Session. 
Upon receiving a CPM Session Invitation successful response with an anonymity indication, the CPM Controlling Function SHALL release the CPM User from the CPM Session if service provider policies or the Pre-defined CPM Group policies, indicate that anonymity is not allowed. 

The CPM Controlling Function SHALL include in the Participant Information the CPM User identities as anonymous only for CPM Users which requested anonymity in the CPM Session establishment.

NOTE:
The true identities are not disclosed for CPM Users that requested anonymity in the CPM Session establishment

If anonymity is allowed, the CPM Controlling Function SHALL either allow the anonymous display name of the requesting CPM User to be sent to other Participants in the CPM Session, or MAY assign a Pseudonym to the requesting CPM User.
5.2.3.7 Pseudonym Negotiation

A CPM User can negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session
When an inviting CPM User wants to initiate a CPM Group Session anonymously, the CPM Client MAY include a Pseudonym specified by the CPM user in the CPM Session Invitation. 
Upon receiving a CPM Session Invitation with a Pseudonym, the CPM Participating Function SHALL reject the CPM Session Invitation if the service provider policies indicate that the use of Pseudonyms is not allowed or the requested Pseudonym is not allowed, 
Upon receiving a CPM Session Invitation with a Pseudonym, the CPM Controlling Function SHALL:
· reject the CPM Session Invitation if service provider policies or the CPM Pre-defined Group policies indicate that the use of Pseudonyms is not allowed or the requested Pseudonym is not allowed according to the service provider policies and Pre-defined CPM Group policies; or, 

· revise the Pseudonym if the requested Pseudonym is not unique for the CPM Group Session
When an invited CPM User wants to accept a CPM Session Invitation anonymously, the CPM Client MAY include a Pseudonym specified by the CPM user in the CPM Session Invitation successful response. 

Upon receiving a CPM Session Invitation successful response with a Pseudonym, the terminating CPM Participating Function SHALL reject the CPM Session Invitation if the service provider policies indicate that the Pseudonym is not allowed and SHALL release the CPM User from the CPM Group Session. 

Upon receiving a CPM Session Invitation successful response with a Pseudonym, the CPM Controlling Function SHALL:
·  release the CPM User from the CPM Group Session if the service provider policies or the CPM Pre-defined Group policies indicate that the use of Pseudonyms is not allowed or the requested Pseudonym is not allowed. or 

· revise the Pseudonym if the requested Pseudonym is not unique for the CPM Group Session
5.2.3.8 Media Streams usage in CPM Sessions
A CPM Session can consist of one or more Media Streams, each of a specific Media Stream Type e.g. audio, video, or message. The Media Streams are negotiated in the CPM Session initiation procedure and can be later on re-negotiated using the CPM Session modification procedure.

Each offered and accepted Media Stream contains the characteristics of the Media Stream Type. The characteristics of each Media Stream are negotiated during the CPM Session establishment and these characteristics can be modified during the CPM Session by the CPM Session modification procedure.

5.2.3.8.1 Media Streams Usage in CPM Session Initiation
CPM Clients, CPM Participating Functions and CPM Controlling Functions SHALL include the offered Media Streams in CPM Session Invitations they send. 

When sending a CPM Session Invitation, the inviting CPM Client SHALL offer one or more Media Streams of the Media Stream Types supported by the CPM Client. 

NOTE 1:
The CPM Client can offer the Media Streams based on the CPM User’s input.

When sending a CPM Session Invitation, the CPM Participating Function SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session Invitation according to the service provider policies.

NOTE 2:
The CPM Participating Function can restrict the offered Media Streams, e.g. because of the allowed Media Stream Types in service provider policies.
NOTE 3:
If no Media Streams are authorized, the CPM Session Invitation is rejected.
When sending a CPM Session Invitation, the CPM Controlling Function SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session Invitation according to the hosted CPM Group policies and service provider policies.

NOTE 4:
The CPM Controlling Function can restrict the offered Media Streams, e.g. because of the allowed Media Stream Types in the CPM Group policies.
NOTE 5:
If no Media Streams are authorized, the CPM Session Invitation is rejected.
If a CPM Session Invitation is accepted by a CPM Client, the CPM Client SHALL accept all or a non-empty subset of the offered Media Streams.

NOTE 6:
Those Media Streams, which are not accepted, are rejected.

NOTE 7:
The CPM Client can accept the offered Media Streams based on the CPM User decision.

NOTE 8:
If no Media Streams are acceptable, the CPM Session Invitation is rejected.

CPM Clients, CPM Participating Functions and CPM Controlling Functions SHALL include the accepted Media Streams in the successful CPM Session Invitation response. 

When sending a successful CPM Session Invitation response, the invited CPM Client SHALL accept all or a non-empty subset of the offered Media Streams supported by the CPM Client. 

When sending a successful CPM Session Invitation response, the CPM Participating Function SHALL accept the Media Streams accepted in the received CPM Session Invitation response.

When sending a successful CPM Session Invitation response, the CPM Controlling Function SHALL accept the Media Streams accepted in the received CPM Session Invitation response.

The handling of Media Streams in a CPM Session Invitation by the Interworking Function is detailed in section 5.3.1.3.

5.2.3.8.2 Media Streams Usage in CPM Session Modification

CPM Clients, CPM Participating Functions and CPM Controlling Functions SHALL include the offered Media Streams in a CPM Session modification request and SHALL include the accepted Media Streams in a successful CPM Session modification response. 

When sending a CPM Session modification request the originating CPM Client SHALL offer one or more Media Streams of the Media Stream Types supported by the originating CPM Client. 

NOTE 1:
The offered Media Streams include all Media Streams the CPM Client wishes to use in the CPM Session meaning the new Media Streams which the CPM Client wishes to start using and the existing Media Streams which the CPM Client wishes to continue using. The Media Streams which the CPM Client currently uses and wishes to not use any longer are not offered.

NOTE 2:
Characteristics of an offered Media Stream can be the same or different from the currently used characteristics of the Media Stream.

When sending a CPM Session modification request, the CPM Participating Function of the originating CPM Client SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session modification request according to service provider policies. 

NOTE 3:
If no Media Streams are authorized, the CPM Session modification request is rejected.
When receiving a CPM Session modification request the CPM Controlling Function SHALL send a CPM Session modification request to the other participating CPM Clients, if 

· there is at least one offered Media Stream which is not currently used in the CPM Session by any participating CPM Client and the originating CPM Client is authorized to add such a Media Stream to the CPM Session according to the hosted CPM Group policies and service provider policies; or,
· there is at least one Media Stream currently used by the originating CPM Client which is not offered by the originating CPM Client and the originating CPM Client is authorized to remove this Media Stream from all Participants according to the hosted CPM Group policies and service provider policies.

When sending a CPM Session modification request towards a terminating CPM Client the CPM Controlling Function SHALL offer:

· the Media Streams currently used by the terminating CPM Client not including the Media Streams current used by the originating CPM Client which were not offered by the originating CPM Client in the received CPM Session modification request and which the originating CPM Client is authorized to remove from all Participants according to the hosted CPM Group policies and service provider policies; and,

· the Media Streams offered by the originating CPM Client which are not currently used in the CPM Session by any participating CPM Client, if the originating CPM Client is authorized to add such Media Streams to the CPM Session according to the hosted CPM Group policies and service provider policies.

When handling the Media Streams offered by the originating CPM Client, the CPM Participating Function SHALL ignore offered Media Streams with no characteristics supported by the CPM Participating Function.

When sending a CPM Session modification request the CPM Participating Function of the terminating CPM Client SHALL offer all or a non-empty subset of the Media Streams offered in the received CPM Session modification request according to the terminating CPM user policies and the service provider policies. 

NOTE 4:
If no Media Streams are authorized, the CPM Session modification request is rejected.

When sending a successful CPM Session modification response the terminating CPM Client SHALL accept all or a non-empty subset of the offered Media Streams supported by the terminating CPM Client. 

When sending a successful CPM Session modification response the CPM Participating Function of the terminating CPM Client SHALL accept the Media Streams accepted in the received CPM Session modification response.

When sending a successful CPM Session modification response the CPM Controlling Function SHALL accept: 

· the Media Streams offered in the received CPM Session modification request which are currently used in the CPM Session by any participating CPM Client; and,

· the Media Streams offered in the received CPM Session modification request which are not used yet by any participating CPM Client and which the originating CPM Client is authorized to add according to the hosted CPM Group policies and service provider policies. 

When sending a successful CPM Session modification response the CPM Participating Function of the originating CPM Client SHALL accept the Media Streams accepted in the received CPM Session modification response.

When receiving a failure CPM Session modification response for a CPM Session modification request not offering a Media Stream currently used by the terminating CPM Client the CPM Controlling Function SHALL stop forwarding to the terminating CPM Client the Media of the Media Streams, which are currently used by the terminating CPM Client and which were not offered to the terminating CPM Client.

Editor's note: It is FFS how to distinguish disconnect from Media Stream and removal of Media Stream.

5.2.3.9 CPM Session User Plane Handling

The CPM Client MAY send Media within the negotiated Media Streams.

The CPM Controlling Function SHALL 

· for each full duplex Media Stream of a real time Media Stream Type 

· send the mixed Media received from the other participating CPM Clients to each participating CPM Client which uses the Media Stream;

· for each simplex Media Stream of a real time Media Stream Type 

· send the Media received from the sending participating CPM Client to each receiving participating CPM Client which uses the Media Stream;

· for each Media Stream of a non real time Media Stream Type without floor control

· send the Media received from the other participating CPM Client to each participating CPM Client which uses the Media Stream; and,

· for each Media Stream of a Media Stream Type with floor control

· send the Media received from the other participating CPM Client who has the permission to send Media to each participating CPM Client which uses the Media Stream.

A CPM Participating Function MAY stay in the Media path.

When staying in the Media path of a CPM Group Session, the CPM Participating Function for a CPM Client SHALL:

· send to the CPM Client the Media received from the CPM Controlling Function; and,

· send to the CPM Controlling Function the Media received from the CPM Client.

When staying in the Media path of a CPM 1-1 Session, the CPM Participating Function for a CPM Client SHALL:

· send to the CPM Client the Media received from the other Participant; and,

· send towards the other Participant the Media received from the CPM Client.

5.3 CPM Interworking

5.3.1 Interworking from CPM to Non-CPM
This subsection describes routing of CPM Session Invitations, CPM Messages and disposition notifications to non-CPM destinations.

NOTE:
transport level responses to a CPM Session Invitation, a CPM Message or a disposition notification follow the reverse path of the CPM Session Invitation or the CPM Message.

The general interworking process of CPM consists of three separate steps:

1. Interworking decision; this is the process performed by the CPM Participating Function or the CPM Controlling Function to determine that a CPM Message, a CPM Session Invitation, or a disposition notification is to be interworked towards a Non-CPM Communication Service.

2. Interworking selection; this is the process performed by the Interworking Selection Function to select to which Non-CPM Communication Service to interwork to.

3. Interworking execution; this is the process, performed by the Interworking Function selected in the previous step, to translate the CPM request into a request for the selected Non-CPM Communication Service and subsequent routing of the non-CPM request to the selected Non-CPM Communication Service.
For a CPM originator to be able to receive replies from non-CPM recipients, a CPM originator must already have or be assigned during interworking a routable address in the respective Non-CPM Communication Service domain.  

No CPM originator user preferences are involved in the interworking decisions, neither in the decision to interwork, nor in the decision towards which domain to interwork.

5.3.1.1 Interworking Decision
The decision to interwork happens in the originating network, the controlling network, or the terminating network.

There are different scenarios in which the CPM Participating Function and the CPM Controlling Function decide whether interworking is to occur. These scenarios are detailed in each of the following subsections.

5.3.1.1.1 Not Registered CPM User
When the terminating CPM Participating Function that is responsible to finally deliver a specific CPM Session Invitation or CPM Message to a target CPM user receives this CPM Session Invitation or this CPM Message and the target CPM User is currently not registered for the CPM service, the terminating CPM Participating Function SHALL analyze the service provider policies and user preferences of the target CPM User. If the conclusion indicates that delivery is to be done using a Non-CPM Communication Service, the terminating CPM Participating Function SHALL send the CPM Session Invitation or CPM Message to the Interworking Selection Function.
NOTE:
The user preferences can indicate other methods of handling the CPM Message or the CPM Session Invitation, e.g. to defer the CPM Message.
5.3.1.1.2 Non-CPM User with a Valid SIP Address
When the terminating network receives a CPM Message or a CPM Session Invitation targeted to a non-CPM subscriber, it will determine handling of the CPM Message or CPM Session Invitation based on the user’s provisioned service profile.

NOTE: 
The terminating network may deliver the CPM Message or CPM Session Invitation to another application server or directly to the user or it may return an error message.

When the originating CPM Participating Function or the CPM Controlling Function receive an error response, based on service provider policies, they either

· SHALL return an error response back to the originating CPM User; or,
· SHALL send the CPM Session Invitation or the CPM Message to the Interworking Selection Function.

5.3.1.1.3 Missing CPM Support in the Controlling or Terminating Network

When the originating CPM Participating Function or the CPM Controlling Function receive an error response stating that a CPM Session Invitation or CPM Message failed due to no CPM Enabler support in the target network, based on service provider policies, they either

· SHALL return an error response back to the originating CPM User; or,
· SHALL send the CPM Session Invitation or the CPM Message to the Interworking Selection Function.
5.3.1.1.4 Missing SIP/IP Core support in the Controlling or Terminating Network
When the originating CPM Participating Function or the CPM Controlling Function receive an error response stating that a CPM Session Invitation or CPM Message failed due to no SIP/IP core support in the target network, based on service provider policies, they either 

· SHALL return an error response back to the originating CPM User; or

· SHALL send the CPM Session Invitation or the CPM Message to the CPM Interworking Selection Function.
5.3.1.1.5 Recipient not Routable via SIP/IP Core

When the originating CPM Participating Function or the CPM Controlling Function receive a CPM Session Invitation or a CPM Message targeted to an address whose URI scheme is not routable in SIP they either:

· SHALL reject the CPM Session Invitation or the CPM Message; or,

· SHALL send the CPM Session Invitation or the CPM Message to the Interworking Selection Function.
NOTE:
The wv: URI scheme is an example of the URI schemes not routable in SIP.

5.3.1.2 Interworking Selection

Interworking selection happens in the network where the decision to interwork is made.

Upon receiving a CPM Message, a CPM Session Invitation, or a disposition notification, the Interworking Selection Function then SHALL select an Interworking Function. The Interworking Selection Function MAY base its selection on the following criteria:

· The Non-CPM Communication Service Identifier that accompanies the non-CPM User address, if present.

· The service provider policies.

· The target user preferences, when operating in the terminating network.

· The target user’s presence information, if available.

· Message characteristics (such as message size and content).

An example implementation of this decision making process is described in Appendix G.

When the Interworking Selection Function receives a disposition notification targeted to a non-CPM User address accompanied with a Non-CPM Communication Service Identifier, the Interworking Selection Function SHALL bypass the selection process described above, and SHALL select the Interworking Function corresponding to the Non-CPM Communication Service Identifier instead.

When selecting a Non-CPM Communication Service, the Interworking Selection Function SHALL take into account only those Non-CPM Communication Services, in which the CPM originator already has or can be assigned during interworking a routable Non-CPM Communication System address. 

The Interworking Selection Function SHALL route the CPM Session Invitation, the CPM Message or the disposition notification to the selected Interworking Function via the SIP/IP core from which the CPM Session Invitation, the CPM Message or the disposition notification was received. The Interworking Selection Function SHALL indicate in the CPM request the address to be used for routing in the Non-CPM Communication Service. The address MAY be the one received in the CPM Message, the CPM Session Invitation or the disposition notification, or, when interworking occurs in the terminating network, the address MAY be taken from the target user preferences.

NOTE:
If the address for the recipient is not valid for the selected Non-CPM Communication Service, the Interworking Selection Function does not attempt interworking and instead rejects the CPM request with an error response.

Editor’s Note: retrieval of the target user address from CAB is FFS.

If the Interworking Selection Function receives a failure response for a CPM Message or a CPM Session Invitation sent towards a Non-CPM Communication Service via an Interworking Function, the Interworking Selection Function

· MAY attempt to deliver the CPM Message or CPM Session Invitation to the non-CPM recipient using a different Non-CPM Communication Service via the corresponding Interworking Function, in which the CPM originator already has or can be assigned a routable Non-CPM Communication System address; or

· SHALL forward the failure response towards the CPM originator.

NOTE:
IWF re-attempt for disposition notifications will not be performed.

In the above case of attempting to deliver to a different Non-CPM Communication Service, the same selection process as described above is applied (potentially repeatedly) to identify the most appropriate Non-CPM Communication Service among the other Non-CPM Communication Services. 

If there is no routable address assigned to the CPM originator for any Non-CPM Communication Service, the Interworking Selection Function SHALL reject the CPM request with an error response.

5.3.1.3 Interworking Execution

Upon receiving a CPM Session Invitation or a CPM Message, the selected Interworking Function SHALL convert the CPM Session Invitation or the CPM Message to a non-CPM session invitation or a non-CPM message according to the Non-CPM Communication Service procedures and route the non-CPM session invitation or the non-CPM message towards the address provided by the Interworking Selection Function. 

Upon receiving a disposition notification, the Interworking Function SHALL convert the disposition notification to a non-CPM disposition notification and route the non-CPM disposition notification towards the address provided in the received Non-CPM Message.
Depending on the Non-CPM Communication Service, the selected Interworking Function SHALL store the CPM Contribution Identity and an identifying information of the corresponding message for the Non-CPM Communication Service.

NOTE:
The exact definition of identifying information depends upon the target non-CPM Communication Service. For example, identifying information can be a numeric id, user address, time stamp or combination of these parameters.

Once a session between the CPM User and the non-CPM User has been established, the Interworking Function SHALL convert the Media exchanged via the session.

5.3.1.3.1 CPM Conversation Interworking

The Interworking Function SHOULD support the CPM Conversation interworking functionality described in this section if conversation indications are not supported by the Non-CPM Communication Service to interwork with.

If CPM Conversation indications are included in a received CPM Session Invitation or a received CPM Message, the Interworking Function SHALL extract from the CPM Session Invitation or the CPM Message:

· the received CPM Conversation Identity indication; and, 

· the received CPM Contribution Identity indication

and SHALL construct a non-CPM conversation identifying information for the target Non-CPM Communication Service. The Interworking Function SHALL construct the non-CPM conversation identifying information in the same way as it would when interworking in the reverse direction (i.e. non-CPM to CPM) for the target Non-CPM Communication Service.
NOTE 1: The exact definition of non-CPM conversation identifying information depends upon the target Non-CPM Communication Service. For example, this can be a numeric id, originator and recipient address, subject or a combination of these parameters etc.
The Interworking Function SHALL check if the extracted CPM Conversation Identity indication and non-CPM conversation identifying information were already stored, and if not, SHALL store the extracted indications and information and associate a validity period with them. If the extracted CPM Conversation Identity indication and non-CPM conversation identifying information were already stored, the Interworking Function SHALL replace the stored CPM Contribution Identity indication with the extracted CPM Contribution Identity indication and reset the validity period associated with the stored indications and information.

NOTE 2: The validity period (e.g. defined by the service provider) provides the period of time during which a CPM Conversation is considered ongoing and its associated indications and information are used by the Interworking Function.

If the validity period associated with a stored set of CPM Conversation Identity indication, CPM Contribution Identity indication and non-CPM conversation identifying information is reached, the Interworking Function MAY remove these stored indications and information.

5.3.2 Interworking from Non-CPM to CPM
Upon receiving a non-CPM session invitation or a non-CPM message from a Non-CPM Communication Service, the respective Interworking Function SHALL convert the non-CPM session invitation to a CPM Session Invitation or the non-CPM message to a CPM Message, include the Non-CPM Communication Service Identifier, and route the CPM Session Invitation or the CPM Message to either the CPM Participating Function or the CPM Controlling Function via the SIP/IP core.

NOTE 1:
CPM Session Invitations and CPM Messages directed to a single CPM User will be routed towards the CPM Participating Function, and CPM Session Invitations and CPM Messages directed to a CPM Group are routed towards the CPM Controlling Function.

NOTE 2:
Transport level responses to a CPM Session Invitation or a CPM Message follow the reverse path of the CPM Session Invitation or the CPM Message.

NOTE 3:
Inclusion of the Non-CPM Communication Service Identifier allows CPM-side replies to be delivered to the same Non-CPM Communication Service.

If a CPM Message converted from a received non-CPM message is less than 1300 bytes, the respective Interworking Function SHOULD send the message as a Pager Mode CPM Message; otherwise the Interworking Function SHOULD send the message as a Large Message Mode CPM Message.
Upon receiving a disposition notification from a Non-CPM Communication Service, if the disposition notification includes the identifying information of a Non-CPM Message stored in the respective Interworking Function, the respective Interworking Function SHALL use the corresponding CPM Contribution Identity for converting the disposition notification. The respective Interworking Function SHALL convert the non-CPM disposition notification to a CPM Message disposition notification and route the CPM Message disposition notification to the CPM Participating Function via the SIP/IP core.

Once a session between the non-CPM User and the CPM User has been established, the Interworking Function SHALL convert the Media exchanged via the session.

5.3.2.1 CPM Conversation Interworking

The Interworking Function SHOULD support the CPM Conversation interworking functionality described in this section if conversation indications are not supported by the Non-CPM Communication Service to interwork with.

Upon receiving a non-CPM session invitation or a non-CPM message from a Non-CPM Communication Service, the Interworking Function SHALL extract the non-CPM conversation identifying information and SHALL check if this information was already stored. The Interworking Function SHALL extract the non-CPM conversation identifying information in the same way as it would when interworking in the reverse direction (i.e. CPM to non-CPM) for the target Non-CPM Communication Service.

NOTE 1: The exact definition of the non-CPM conversation identifying information depends upon the target Non-CPM Communication Service. For example, conversation identifying information can be a numeric id, originator and recipient address, subject or a combination of these parameters etc.
If the extracted non-CPM conversation identifying information was not already stored, the Interworking Function SHALL generate and include a new CPM Conversation Identity indication and a new CPM Contribution Identity indication in the converted CPM Session Invitation or the converted CPM Message routed towards either the CPM Participating Function or the CPM Controlling Function.

If the extracted non-CPM conversation identifying information was already stored, the Interworking Function SHALL extract and include: 

· the associated CPM Conversation Identity indication

· the associated CPM Contribution Identity indication as the indication indicating the CPM Contribution Identity being replied to
and construct and include a new CPM Contribution Identity indication, in the converted CPM Session Invitation or the converted CPM Message routed towards either the CPM Participating Function or the CPM Controlling Function. Depending on the Non-CPM Communication Service interworked with, the Interworking Function MAY reset the validity period associated with the extracted and/or constructed indications and information.

NOTE 2: The validity period (e.g. defined by the service provider) provides the period of time during which a CPM Conversation is considered ongoing and its associated indications and information are used by the Interworking Function.

If the validity period associated with a stored set of CPM Conversation Identity indication, CPM Contribution Identity indication and conversation identifying information is reached, the Interworking Function MAY remove these stored indications and information.

5.4 CPM User Preferences
The CPM Enabler SHALL allow Users to set preferences that the CPM Enabler takes into account when determining how to handle communications for the CPM User.

A set of CPM User preferences is grouped in a collection known as a User Preferences Profile. The User Preference Profile can be created using any of the CPM User’s devices. One particular User Preference Profile is designated as the active profile at any given time for a specific device. Each User Preference Profile has a unique identifier and a human readable display name. When no devices are registered, a default User Preference Profile is used. 

The CPM User preferences, User Preferences Profiles and active User Preference Profile indication(s) are stored in an XDMS and can be accessed and managed as specified in [OMA-XDM_Core_TS]. 

The CPM Participating Function and Interworking Selection Function SHALL enforce user preferences according to their functionalities. 

When requesting user preferences from the XDMS, the CPM functional components SHALL send a user preferences retrieval request towards the XDMS as defined in [OMA-XDM_Core_TS].

The CPM Participating Function SHALL retrieve the CPM User Preferences Profile applicable to the active User Preference Profile from the XDMS and SHALL take the following User Preferences into consideration as follows:
A) Message Handling:

1. Accept, reject or re-direct messages when CPM user is available based on:

· Blacklist (i.e. list of senders whose messages would be rejected), message size, content type 

2. Handling of Message when CPM User is unavailable:

· Discard, Defer, Store, Deliver using Non-CPM Communication service

3. When deferring a message: keep or delete message based on media types
B) Content adaptation of incoming messages based on: Device setting, Communication Capability

C) Handling of expired deferred messages

· Discard, store in Message Store, extend timer

D) Session handling

1. Automatically accept/reject specific types of media during a session

2. Handling of session invitation when CPM user not available:

· Reject session, Deliver session invitation using interworking

E) Storage handling

1. Automatically store/not store: 

· CPM Messages, CPM Sessions, CPM Conversations, media

F) Multi-Device handling

1. Deliver message or notifications to all or subset of user’s devices

2. Deliver session invitations to all or a subset of user’s devices

3. Deliver notifications and read reports to all or a subset of user’s devices.
The Interworking Selection Function SHALL retrieve the CPM User Preferences from the XDMS and SHALL take the following User Preferences into consideration as follows:

A) Interworking selection

1. Non-CPM Communication Services to be interworked and their priorities

5.5 CPM Message Storage
5.5.1 Operations

The Message Storage Server SHALL support the following operations:

· authenticate;

· set active folder;

· object store;

· object  fetch;

· object copy;

· object remove;

· folder create;

· list folders;

· folder move;

· folder remove;

· search;

· metadata update;

· set access control list;

· get access control list;

· delete access control list;

· get access rights;

· generate reference;

· fetch by reference;
· synchronize with Client.

NOTE 1:
In the above operations an object can either be a CPM Message or a CPM Session History and not to be confused with the media object attached to the Message.
NOTE 2:
The folder move operation is also used for renaming a folder.
The Message Storage Server MAY support the following operations:

· preview fetch

Upon enabling notifications by the CPM User, the Message Storage Server SHALL provide notifications of changes to the stored resources to the Message Storage Client. It includes all changes that occurred since the client’s last de-registration.

The communication between a requestor, such as the Message Storage Client, and the Message Storage Server is session-based. This means that the requestor needs to establish a session with the Message Storage Server, and that all operations are requested within the scope of that session. A requestor will have to authenticate before being able to make other requests within a session.
Upon request from a CPM User, the Message Storage Client SHALL send a request corresponding to the requested operation to the Message Storage Server.
Upon receiving a request, the Message Storage Server SHALL 

· check that the Message Storage Client has already successfully authenticated itself; and,
· authorize the request; and,
· handle the request as described in the subsections for the individual operations below, if the identifier of the message or session history, or the name of the folder is owned by this Message Storage Server.

Editor’s note: Accessing a Message Storage Server in another service provider’s domain is FFS.

5.5.1.1 Authenticate Operation

The authenticate operation allows a requestor, such as the Message Storage Client, to initiate the authentication process for a session. Several authentication options are possible, including an option for the requestor to authenticate himself to the Message Storage Server, and an option that allows for mutual authentication between the requestor and the Message Storage Server. The authentication result is valid for the duration of the session, i.e. a requestor is considered to be authenticated for all subsequent operations sent within the session.

A requestor SHALL include in the authenticate request:

· a CPM User address; and,

· the type of authentication requested; and,

· authentication information.

Upon receiving an authenticate request, the Message Storage Server SHALL check the authentication information and SHALL respond with the outcome of the authentication check. If requested by the requestor, the Message Storage Server SHALL include its own authentication information in the response. If the outcome of the authentication check was successful, then the Message Storage Server SHALL consider the requestor to be authenticated for the remainder of the session.

Upon receiving an authenticate response including authentication information of the Message Storage Server, a requestor SHALL check the authentication information. If the authentication information is determined to not be valid, the requestor SHALL stop the current session, otherwise it SHALL continue with the session.

5.5.1.2 Set Active Folder Operation

The set active folder operation allows a requestor, such as the Message Storage Client, to set one of the folders of the CPM User as the active one within the session.

A requestor SHALL include the name of the folder that is to become active in the set active folder request.

Upon receiving a set active folder request, the Message Storage Server SHALL set the indicated folder as the active folder for the current session. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.3 Object Store Operation

The object store operation allows a requestor, such as the Message Storage Client or the CPM Participating Function, to store a CPM Message or a CPM Session History in a particular folder of the CPM User on the Message Storage Server.

A requestor SHALL include the CPM Message / CPM Session History to be stored in the object store request and the name of the folder in which the CPM Message / CPM Session History is to be stored.

Upon receiving an object store request, the Message Storage Server SHALL store the CPM Message / CPM Session History in the indicated folder. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.4 Object Fetch Operation

The object fetch operation allows a requestor, such as the Message Storage Client, to retrieve a CPM Message or a CPM Session History, including the metadata associated with it, from the active folder on the Message Storage Server. The requestor can indicate which parts of the CPM Message or CPM Session History it wants to receive (e.g. only the metadata or only a particular attachment).

A requestor SHALL include the identifier of the CPM Message / CPM Session History to be fetched and an indication of the required information in the object fetch request.

Upon receiving an object fetch request, the Message Store Server SHALL retrieve the requested parts of the indicated CPM Message / CPM Session History. If successful, the Message Storage Server SHALL respond with an OK response carrying the requested parts of the CPM Message / CPM Session History corresponding with the identifier provided in the request, otherwise it SHALL respond with an appropriate error.

5.5.1.5 Object Copy Operation

The object copy operation allows a requestor, such as the Message Storage Client, to copy a CPM Message or a CPM Session History to a particular folder of the CPM User on the Message Storage Server.

A requestor SHALL include the identifier of the CPM Message / CPM Session History that needs to be copied in the object copy request and the name of the folder to which the CPM Message / CPM Session History is to be copied.

Upon receiving an object copy request, the Message Storage Server SHALL copy the identified CPM Message / CPM Session History to the identified folder. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.6 Object Remove Operation

The object remove operation allows a requestor, such as the Message Storage Client, to remove a CPM Message or a CPM Session History from the active folder on the Message Storage Server.

A requestor SHALL include the identifier of the CPM Message / CPM Session History to be removed from the active folder in the object remove request.

Upon receiving an object remove request, the Message Store Server SHALL remove the identified CPM Message / CPM Session History object from the active folder. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.7 Preview Fetch Operation

The preview fetch operation allows a requestor, such as the Message Storage Client, to retrieve preview of a CPM Message or a CPM Session History from the active folder on the Message Storage Server.

A requestor SHALL include in the preview fetch request:

· The identifier of the CPM Message / CPM Session History for which preview is being fetched.

· The identification of the parts of the CPM Message / CPM Session History for which a preview is being requested.

· The format and dimensions the preview should adhere to.

Upon receiving a preview fetch request, the Message Store Server SHALL generate the preview of the identified CPM Message / CPM Session History according to the supplied format and dimensions. If successful, the Message Storage Server SHALL respond with an OK response carrying the preview of the attachment, otherwise it SHALL respond with an appropriate error.

A “Preview Fetch” operation MAY involve a server-side content adaptation in response to the client request for the stored object in a compacted or digested form rather than in its original full size and shape.
5.5.1.8 Folder Create Operation

The folder create operation allows a requestor, such as the Message Storage Client, to create a folder on the Message Storage Server.

A requestor SHALL include the name of the folder to be created in the folder create request.

Upon receiving a folder create request, the Message Storage Server SHALL create the folder with the requested name. If successful the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.9 List Folders Operation

The list folders operation allows a requestor, such as the Message Storage Client, to list the folders of the CPM User on the Message Storage Server.

A requestor SHALL send a list folders request to get a list of the folders.

Upon receiving a list folders request, the Message Storage Server SHALL determine the names of all folders of the CPM User on the Message Storage Server. If successful, the Message Storage Server SHALL respond with an OK response carrying the names of all the folders, otherwise it SHALL respond with an appropriate error.

5.5.1.10 Folder Move Operation

The folder move operation allows a requestor, such as the Message Storage Client, to rename a folder of the CPM User on the Message Storage Server or move a folder of the CPM User to a new place in the folder hierarchy.

A requestor SHALL include the name of a folder to be renamed / moved and a new name for the folder in the folder move request.

Upon receiving a folder move request, the Message Storage Server SHALL move the indicated folder to its new location (as indicated by the new name). If successful, the Message Storage Server SHALL respond with OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.11 Folder Remove Operation

The folder remove operation allows a requestor, such as the Message Storage Client, to delete a folder of the CPM User on the Message Storage Server.

A requestor SHALL include the name of the folder to be removed in the folder remove request.

Upon receiving a folder remove request, the Message Storage Server SHALL remove the indicated folder, If successful, the Message Storage Server SHALL respond with OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.12 Search Operation

The search operation allows a requestor, such as the Message Storage Client, to search for CPM Messages and CPM Session Histories in the active folder, according to particular search criteria.

The Message Storage Client SHALL include the search criteria in the search request.

Upon receiving a search request, the Message Storage Server SHALL find in the active folder all CPM Messages / CPM Session Histories that match the search criteria. If successful, it SHALL respond with OK response carrying the identifiers of CPM Messages and CPM Session Histories stored in the active folder that satisfy the search condition, otherwise it SHALL respond with an appropriate error.

5.5.1.13 Metadata Update Operation

The metadata update operations allows a requestor, such as the Message Storage Client, to update the metadata associated with a particular CPM Message / CPM Session History in the active folder on the Message Storage Server.

A requestor SHALL include an identifier of a CPM Message / CPM Session History and the metadata modifications in the metadata update request.

Upon receiving a metadata update request, the Message Storage Server SHALL update the metadata for the indicated CPM Message / CPM Session History. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.14 Set Access Control List Operation

The set access control list operation allows a requestor, such as the Message Storage Client, to set the access control list associated with a CPM User for a particular folder of the CPM User on the Message Storage Server.

A requestor SHALL include in the set access control list request:

· the name of a folder;

· a CPM Address of a CPM User;

· the access rights to be associated with the indicated CPM User.

Upon receiving an access control list management request, the Message Storage Server SHALL update the stored access control list for and the indicated CPM User in the indicated folder. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.15 Get Access Control List Operation

The get access control list operation allows a requestor, such as the Message Storage Client, to get the access control list associated with a CPM User for a particular folder of the CPM User on the Message Storage Server.

The Message Storage Client SHALL include a name of a folder and a CPM Address of a CPM User in the get access control list request.

Upon receiving a get access control list request, the Message Storage Server SHALL retrieve the stored access control list for the indicated CPM User for the indicated folder. If successful, the Message Storage Server SHALL respond with an OK response containing the retrieve access control list, otherwise it SHALL respond with an appropriate error.

5.5.1.16 Delete Access Control List Operation

The delete access control list operation allows a requestor, such as the Message Storage Client, to delete the access control list associated with a CPM User for a particular folder of the CPM User on the Message Storage Server.

The Message Storage Client SHALL include request a name of a folder and a CPM Address of a CPM User in the delete access control list.

Upon receiving a delete access control list request, the Message Storage Server SHALL remove the stored access control list for the indicated CPM User for the indicated folder. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

5.5.1.17 Get Access Rights Operation

The get access rights operation allows a requestor, such as the Message Storage Client, to get the set of access control lists that are set for a particular folder of the CPM User on the Message Storage Server.

The Message Storage Client SHALL include a name of a folder whose access rights are requested in the get access rights request.

Upon receiving a get access rights request, the Message Storage Server SHALL retrieve the stored access control lists for the indicated folder. If successful, the Message Storage Server SHALL respond with an OK response containing the list of access control lists associated with the indicated folder, otherwise it SHALL respond with an appropriate error.

5.5.1.18 Generate Reference Operation

The generate reference operation allows a requestor, such as the Message Storage Client, to obtain a reference towards (a part of) a CPM Message / CPM Session History.

The Message Storage Client SHALL include an identifier of a CPM Message / CPM Session History and optionally an indication of a part of the CPM Message / CPM Session History in the generate reference request.

Upon receiving a generate reference request, the Message Storage Server SHALL generate the reference for the identified (part of the) CPM Message / CPM Session History. If successful, the Message Storage Server SHALL respond with an OK response containing the generated reference, otherwise it SHALL respond with an appropriate error.

5.5.1.19 Fetch by Reference Operation

The fetch by reference operation allows a requestor, such as the CPM Participating Function, to obtain the data pointed to by a reference.

A requestor SHALL include a reference previously generated by the Message Storage Server in the fetch by reference request.

Upon receiving a fetch by reference request, the Message Store Server SHALL retrieve the (parts of a) CPM Message / CPM Session History that the reference points to. If successful, the Message Storage Server SHALL respond with an OK response carrying the retrieved data, otherwise it SHALL respond with an appropriate error.

5.5.1.20 Synchronization with Client Operation

Based on CPM User’s preferences and service provider policies, the CPM Messages and/or CPM Session Histories within the CPM Message Storage Server SHALL be synchronized with a CPM Client’s locally stored resources.

Upon performing any modification operations on CPM Messages and/or CPM Session Histories, the CPM Message Storage Server SHALL notify the CPM Message Storage Client to update the corresponding information in the client(s)’ locally stored resources.

Upon receiving a synchronization request, the Message Store Server SHALL perform synchronization operations with the CPM Message Storage Client to update the corresponding information in the client(s)’ locally stored resources.

NOTE:
The synchronization operation between the CPM Message Storage Server and Client MAY be triggered by the client via an explicit request from the CPM User.

5.6 CPM Content Storage

5.6.1 Storage Model

The storage model of the CPM Content Storage closely resembles the storage models that are exposed by file-systems, and can contain both folders and content.

Figure 2 shows a schematic overview of the storage model exposed by the CPM Content Storage.
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Figure 2: Storage Model of the CPM Content Storage 

NOTE:
Although all names within the figure above are unique, this does not have to be the case. Object names are to be unique within a single folder, but do not have to be unique across all folders.

Within the CPM Content Storage two types of objects can be distinguished:

1. A content object, which is a container for a Media object.

2. A folder object; which is a container for grouping objects (both folder objects and content objects).

Folder objects can be nested, in order to provide additional layers of grouping. Content objects can only be so-called “leaf-objects”, meaning that they cannot contain content objects or folder objects as sub-objects within the storage hierarchy.

Metadata is associated with both the content objects and the folder objects. This metadata is used to store data that is associated with the content / folder, but is not part of the real contents of the content / folder. The following are examples of the metadata that is supported:

· The owner of the content / folder.

· Access control lists to determine who has access to the content / folder and who can modify the content / folder.

· Timestamp denoting the time of last modification.

5.6.2 Operations

The Content Storage Server SHALL support the following operations:
· content store;

· content fetch;

· folder create;

· folder list;

· content/folder remove;

· content/folder copy;

· content/folder move;

· folder search;

· content/folder metadata management; and,

· content/folder metadata fetch.

· content/folder synchronize
NOTE:
The content/folder move operation is also used for renaming.
Upon request from a CPM User, the Content Storage Client SHALL send a request corresponding to the requested operation to the home Content Storage Server. The address of the home Content Storage Server is provisioned to the Content Storage Client.

The Content Storage Client SHALL indicate in the requests:

· CPM User address; and,

· authentication information.

Upon receiving a request, the Content Storage Server SHALL 

· check the authentication information and respond with a challenge response when the authentication is not successful;

· authorize the request;

· forward the request not including the authentication information and extended with own identity and own authentication information to the remote environment Content Storage Server, if the address of the Media or folder is owned by remote environment trusted Content Storage Server;

· handle the request as described below, if the address of the Media or folder is owned by this Content Storage Server.

A Content Storage Client MAY support the authentication of a Content Storage Server it communicates with (in order to achieve mutual authentication). A Content Storage Server SHALL support the authentication of a Content Storage Server by a Content Storage Client.

Authentication of the Content Storage Server by the Content Storage Client is achieved by using a secure transport protocol (e.g. TLS) as the underlying transport protocol for the interface. When a Content Storage Client wants to authenticate a Content Storage Server, the Content Storage Client SHALL use a secure transport protocol for the communications with the Content Storage Server, and SHALL request authentication information from the Content Storage Server when setting up the transport layer connection. The Content Storage Server SHALL respond with its authentication information when requested by the Content Storage Client. A Content Storage Client SHALL drop the transport layer connection when checking of the authentication information sent by the Content Storage Server is not successful.

5.6.2.1 Content Store Operation

The Content Storage Client SHALL indicate in the content store request:

· an address where the Media is to be stored; and,

NOTE: 
The address where the Media is to be stored consists of the Content Storage Server address, the folder names and the file name.

· a Media to be stored or an address from where the Media to be stored is to be fetched.

When receiving a content store request containing the Media, the Content Storage Server SHALL store the Media at the indicated address and SHALL respond with an OK response.

When receiving a content store request containing an address from where the Media is to be fetched, the Content Storage Server SHALL fetch the Media and SHALL store the fetched Media at the address where the Media is to be stored and SHALL respond with an OK response.

5.6.2.2 Content Fetch Operation

The Content Storage Client SHALL indicate in the content fetch request an address from where the Media is to be fetched.

When receiving a content fetch request, the Content Storage Server SHALL respond with an OK response carrying the Media at the indicated address.

5.6.2.3 Folder Create Operation

The Content Storage Client SHALL indicate in the folder create request an address of a folder to be created.

When receiving a folder create request, the Content Storage Server SHALL create the folder indicated in the request and respond with an OK response.

5.6.2.4 Folder List Operation

The Content Storage Client SHALL indicate in the folder list request an address of a folder to be listed.

When receiving a folder list request, the Content Storage Server SHALL respond with an OK response carrying addresses of Media, folder or both contained in the folder indicted in the request.

5.6.2.5 Content/Folder Remove Operation

The Content Storage Client SHALL indicate in the content/folder remove request an address of Media or a folder to be removed.

When receiving a content/folder remove request, the Content Storage Server SHALL remove the folder or Media indicated in the request and SHALL respond with an OK response.

5.6.2.6 Content/Folder Copy Operation

The Content Storage Client SHALL indicate in the content/folder copy request an address of Media or a folder to be copied from and an address of Media or a folder to be copied to.

When receiving a content/folder copy request, the Content Storage Server SHALL copy the folder or Media from the address of Media or folder to be copied from to the address of Media or folder to be copied to and SHALL respond with an OK response.

5.6.2.7 Content/Folder Move Operation

The Content Storage Client SHALL indicate in the content/folder move request an address of Media or folder to be moved from and an address of Media or folder to be moved to.

When receiving a content/folder move request, the Content Storage Server SHALL move the folder or Media from the address of Media or folder to be moved from to the address of Media or folder to be moved to and SHALL respond with an OK response.

5.6.2.8 Folder Search Operation

The Content Storage Client SHALL indicate in the folder search request an address of folder to be searched and a search condition.

When receiving a folder search request, the Content Storage Server SHALL respond with an OK response carrying the addresses of Media or folders or both owned by the folder indicated in the request and satisfying the search condition.

5.6.2.9 Content/Folder Metadata Management Operation

The Content Storage Client SHALL indicate in the content/folder metadata management request 

· an address of Media or folder to be managed; and,

· metadata to be set up, metadata to be removed or both.

When receiving a content/folder metadata management request, the Content Storage Server SHALL add the metadata to be set up at the indicated address and SHALL remove the metadata to be removed at the indicated address and SHALL respond with an OK response.

5.6.2.10 Content/Folder Metadata Fetch Operation

The Content Storage Client SHALL indicate in the content/folder metadata fetch request an address of Media or folder metadata of which are to be fetched.

When receiving a content/folder metadata fetch request, the Content Storage Server SHALL respond with an OK response carrying the metadata of the Media or folder at the indicated address.

5.6.2.11 Content/Folder Synchronize Operation 

Contents/folders within the Content Storage Server MAY be synchronized with Content Storage Clients.
A Content Storage Client MAY initiate synchronization periodically, upon expiration of a timer, or upon explicit request from the CPM User.

In order to initiate synchronization, the Content Storage Client SHALL send a synchronization request containing synchronization parameters (e.g. the filter parameters) to the Content Storage Server.

Upon receiving a synchronization request, the Content Storage Server SHALL respond with an OK response and begin the synchronization, if the synchronization request is allowed by service provider policies.

5.7 CPM-Enabled Value-Added Services Support
The CPM Enabler allows VAS Applications to trigger the functionalities exposed by the CPM Enabler in two different manners:

1. A VAS Application can use the CPM-PF1 interface to access the functionalities of the CPM Enabler.

2. A VAS Application can use the CPM-VAS interface to access the functionalities of the CPM Enabler.

For the first case, the VAS Application acts in the same way as a CPM Client when accessing the CPM Enabler via the CPM-PF1 interface, as defined in section 5.2.

In the second case the VAS Application interacts with the CPM environment via the Application Control Function via the CPM-VAS interface. The Application Control Function then acts in the same way as a CPM Client as defined in section 5.2. The second case is defined in more detail in section 5.7.2.

5.7.1 Application Control Function(s)

An Application Control Function SHALL support the following functionalities on behalf of the component it serves:

· Exposure  of the services / functionalities provided by the component;

· Exposure of VAS Application Identifiers and VASP Identifiers of a VAS Application and VASP initiating a request;

· Authentication of VAS Applications requesting usage of exposed functionalities;

· Authorization of VAS Applications requesting usage of exposed functionalities;

· Transmission of events towards the VAS Application, if applicable;

· Masquerade a CPM User’s identity from specially identified VAS Applications to preserve his/her anonymity, if applicable;

· Handling and relaying of VAS Application requests to the Component it serves.

The following CPM Components SHALL support an Application Control Function:

· The CPM Participating Function.

The authorization supported by an Application Control Function SHALL take into account the application profile which limits per VAS Application or per VASP the functionalities an application may use amongst those exposed by a component.

The application profile is a repository of policies which allows a service provider, on a per VAS Application and or VASP basis, to grant or deny access to a functionality exposed by a component through an Application Control Function. The specification of the application profile is out of scope of CPM.
5.7.2 VAS Application Interface Operations

The CPM-VAS interface allows authenticated VAS Applications to invoke CPM functionality, using a web-services interface.

The Application Control Function SHALL support the following operations via the CPM-VAS interface:

· Send a CPM Message (to one or multiple recipients)

· Receive a CPM Message

· Receive a Disposition Notification

· Initiate a CPM 1-1 Session

· Modify a CPM 1-1 Session

· Receive a CPM 1-1 Session modification request

· Extend a CPM 1-1 Session to a CPM Group Session

· Receive an indication that a CPM 1-1 Session is being extended to a CPM Group Session

· Close a CPM 1-1 Session

· Receive CPM 1-1 Session close indication

· Initiate a CPM Group Session

· Modify a CPM Group Session

· Receive a CPM Group Session modification request

· Invite new Participants to a CPM Group Session

· Remove Participants from a CPM Group Session

· Leave a CPM Group Session

· Receive a CPM Group Session close indication

· Request information on a CPM Group Session

· Receive invitation to a CPM Session

Editor’s note: According to requirement CPM-VAS-002 we should support the following operations as well:

· Query the status of a sent CPM Message

· Cancel a sent CPM Message

· Replace a sent CPM Message

However, no counterparts of these operations are available in the CPM-PF1 interface. It is FFS if and how these operations will be supported by CPM 1.0.

When initiating a request, a VAS Application sends a request corresponding to the requested operation to an Application Control Function. The VAS Application can send the request on its own behalf or on behalf of a specific User. Within the request a VAS Application Identifier and a VASP Identifier MUST be included.

The Application Control Function SHALL authenticate the VAS Application and/or VASP indicated in the received request. Upon authentication failure, the Application Control Function SHALL reject the request with an appropriate error code.

NOTE:
Authentication is performed for each request that is submitted by the VAS Application.

Upon authentication success, the Application Control Function SHALL authorize the request against the application profile applicable to the VAS Application issuing the request. Upon authorization failure, the Application Control Function SHALL reject the request with an appropriate error code.

Upon authorization success, the Application Control Function SHALL convert the request towards a CPM request and submit this CPM request to the local SIP/IP core. When submitting the CPM request to the local SIP/IP core, the Application Control Function SHALL act in the same manner as a CPM Client as defined in section 5.2. This CPM request is then handled by the CPM Participating Function.

When a VAS Application is the terminating side of a CPM request, the CPM Participating Function SHALL forward the CPM request towards the local Application Control Function. The Application Control Function SHALL authorize against the application profile associated with the VAS Application that is the terminating side of the CPM request. This VAS Application is identified via the target address of the CPM request. Upon authorization failure, the Application Control Function SHALL reject the CPM request.

Upon authorization success, the Application Control Function SHALL then convert the CPM request towards a proper CPM-VAS interface request and SHALL send that request to the appropriate VAS Application.

5.8 Charging

This document does not address charging specifics. For more information, please refer to [OMA-CPM-CHG].
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	Incorporated Agreed CRs:

OMA-MWG-CPM-2008-0690

OMA-MWG-CPM-2008-0692

OMA-MWG-CPM-2008-0696R01

OMA-MWG-CPM-2008-0697R01

OMA-MWG-CPM-2008-0698R01

OMA-MWG-CPM-2008-0700R01

OMA-MWG-CPM-2008-0703R01

OMA-MWG-CPM-2008-0707R02

OMA-MWG-CPM-2008-0708R01

OMA-MWG-CPM-2008-0709R01

OMA-MWG-CPM-2008-0710R01

OMA-MWG-CPM-2008-0711R01

OMA-MWG-CPM-2008-0717R02

	
	5 Dec 2008
	All
	Incorporated Agreed CRs:

OMA-MWG-CPM-2008-0657R08

OMA-MWG-CPM-2008-0732

OMA-MWG-CPM-2008-0738R01

	
	5 Jan 2008
	All
	Incorporated Agreed CRs:

OMA-MWG-CPM-2008-0641R02

OMA-MWG-CPM-2008-0642R03

OMA-MWG-CPM-2008-0650R02

OMA-MWG-CPM-2008-0651R03

OMA-MWG-CPM-2008-0714R02

OMA-MWG-CPM-2008-0715R02

OMA-MWG-CPM-2008-0734R02

OMA-MWG-CPM-2008-0735R01

OMA-MWG-CPM-2008-0739R03

OMA-MWG-CPM-2008-0741R03

OMA-MWG-CPM-2008-0743R01

OMA-MWG-CPM-2008-0745R01

OMA-MWG-CPM-2008-0746R01

OMA-MWG-CPM-2008-0747R02

OMA-MWG-CPM-2008-0749R02

OMA-MWG-CPM-2008-0750

OMA-MWG-CPM-2008-0752R02

OMA-MWG-CPM-2008-0754R01

OMA-MWG-CPM-2008-0757R02

OMA-MWG-CPM-2008-0765R01

OMA-MWG-CPM-2008-0768R01

OMA-MWG-CPM-2008-0770R01

OMA-MWG-CPM-2008-0781R03

OMA-MWG-CPM-2008-0788R01

OMA-MWG-CPM-2008-0791R01

OMA-MWG-CPM-2008-0793R01

OMA-MWG-CPM-2008-0794R01

OMA-MWG-CPM-2008-0800R01

OMA-MWG-CPM-2008-0804R02

OMA-MWG-CPM-2008-0807R01

OMA-MWG-CPM-2008-0817R01

	
	12 Feb 2009
	All
	Updated to the 2009 document template

Incorporated Agreed CRs:

OMA-MWG-CPM-2008-0663R01 (via OMA-MWG-CPM-2009-0017R01)

OMA-MWG-CPM-2008-0744R02

OMA-MWG-CPM-2008-0818

OMA-MWG-CPM-2009-0007R02

OMA-MWG-CPM-2009-0012R03

OMA-MWG-CPM-2009-0014R01

OMA-MWG-CPM-2009-0015R01

OMA-MWG-CPM-2009-0017R01

OMA-MWG-CPM-2009-0034

OMA-MWG-CPM-2009-0037R01

OMA-MWG-CPM-2009-0040

OMA-MWG-CPM-2009-0042R1

OMA-MWG-CPM-2009-0048R01

	
	23 Feb 2009
	3.2, 5.1.2.9, 5.1.2.10, 5.7
	Incorporated Agreed CRs:

OMA-MWG-CPM-2008-0787R03

	
	27 Feb 2009
	1, 5.2.2.1.1, 5.2.2.1.2, 5.2.2.1.4, 5.2.3.2.1.1, 5.2.3.2.2, 5.2.3.2.6.2, 5.2.3.6, 5.3.1.2, C.2.1.2.1, C.4.1.1, H
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0067R01

OMA-MWG-CPM-2009-0068

OMA-MWG-CPM-2009-0070R01

OMA-MWG-CPM-2009-0071R01

OMA-MWG-CPM-2009-0073

	
	9 Mar 2009
	4, 4.1
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0069R01

	
	20 Mar 2009
	All
	Incorporated Agreed CRs:

OMA-MWG-CPM-2008-0797R03

OMA-MWG-CPM-2009-0038R02

OMA-MWG-CPM-2009-0083R01

OMA-MWG-CPM-2009-0104R01

OMA-MWG-CPM-2009-0105R01

OMA-MWG-CPM-2009-0106R01

OMA-MWG-CPM-2009-0107

OMA-MWG-CPM-2009-0108R01

OMA-MWG-CPM-2009-0110

OMA-MWG-CPM-2009-0111

OMA-MWG-CPM-2009-0112

OMA-MWG-CPM-2009-0113R01

OMA-MWG-CPM-2009-0116R01

OMA-MWG-CPM-2009-0118R01

OMA-MWG-CPM-2009-0120

OMA-MWG-CPM-2009-0121

OMA-MWG-CPM-2009-0124

	
	7 Apr 2009
	5.2.3.9, 5.3.1.2, 5.4, 5.6.2.11
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0138

OMA-MWG-CPM-2009-0140

OMA-MWG-CPM-2009-0142

OMA-MWG-CPM-2009-0145

	
	14 Apr 2009
	5.2.2.1.2, 5.2.2.3, 5.2.2.3.1, 5.2.3.5, 5.2.3.6, 5.6.2, C.2.5, C.2.4.1, C.2.4.2, C.2.4.2.1, E.3
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0109R02

OMA-MWG-CPM-2009-0115R01

OMA-MWG-CPM-2009-0119R02

OMA-MWG-CPM-2009-0134

OMA-MWG-CPM-2009-0135R01

OMA-MWG-CPM-2009-0136

OMA-MWG-CPM-2009-0144

OMA-MWG-CPM-2009-0147

	
	27 Apr 2009
	All
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0139

OMA-MWG-CPM-2009-0143R01

OMA-MWG-CPM-2009-0165R01

OMA-MWG-CPM-2009-0166

OMA-MWG-CPM-2009-0167

OMA-MWG-CPM-2009-0168R01

OMA-MWG-CPM-2009-0169

OMA-MWG-CPM-2009-0170R01

OMA-MWG-CPM-2009-0171

OMA-MWG-CPM-2009-0172

OMA-MWG-CPM-2009-0173R01

OMA-MWG-CPM-2009-0174

OMA-MWG-CPM-2009-0175

OMA-MWG-CPM-2009-0180R01

OMA-MWG-CPM-2009-0190

OMA-MWG-CPM-2009-0214

OMA-MWG-CPM-2009-0215

OMA-MWG-CPM-2009-0216

OMA-MWG-CPM-2009-0217

OMA-MWG-CPM-2009-0218

OMA-MWG-CPM-2009-0219

OMA-MWG-CPM-2009-0223R02

OMA-MWG-CPM-2009-0224

	
	11 May 2009
	5.3.1.3.1, 5.3.2.1, 5.6.1, 5.7.1
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0151

OMA-MWG-CPM-2009-0184

OMA-MWG-CPM-2009-0220

	
	25 May 2009
	All
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0072R06

OMA-MWG-CPM-2009-0150R06

OMA-MWG-CPM-2009-0213R01

OMA-MWG-CPM-2009-0232R02

OMA-MWG-CPM-2009-0236R02

OMA-MWG-CPM-2009-0240R01

OMA-MWG-CPM-2009-0243

OMA-MWG-CPM-2009-0244R01

OMA-MWG-CPM-2009-0260R01

	
	5 Jun 2009
	C.3.2.1
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0148R03

	
	15 Jun 2009
	5.2.1.1.1
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0264R01

	
	30 Jun 2009
	2.1, 5.1.3, 5.2.2.2.1, 5.2.2.2.2, 5.2.2.3, C.3.1.5.1, C.4.1.5
	Incorporated Agreed CRs:

OMA-MWG-CPM-2009-0177R02

OMA-MWG-CPM-2009-0245R01

OMA-MWG-CPM-2009-0276

OMA-MWG-CPM-2009-0277R01

OMA-MWG-CPM-2009-0311R01

OMA-MWG-CPM-2009-0317R02


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix C. CPM Conversation Flows
(Informative)
C.1 Registration

C.1.1 CPM Client Registering

This section describes the case where a CPM Client registers.


[image: image4.emf]SIP/IP Core A CPM Client A

1. Registration

3. Registration information

CPM Client A Home Network

2. OK

4. OK

CPM Participating Function

A

5. Registration Information 

Feature subscription


Figure 3: CPM Client registration 

1. CPM Client A sends a registration request to SIP/IP Core A.

2. SIP/IP Core A registers CPM Client A and informs CPM Client A about the result.

NOTE:
Steps 3, 4, and 5 only happen when SIP/IP Core A supports informing SIP Application Servers of CPM Client registrations.

3. SIP/IP Core A informs CPM Participating Function A about the registration of CPM Client A.

4. CPM Participating Function A confirms delivery of the registration information by sending an OK response.

5. CPM Participating Function A subscribes to Registration Event Information, as shown in section C.1.2.1.

C.1.2 Registration Event Information Flows
C.1.2.1 CPM Participating Function Subscribing to Registration Event Information

This section describes the case where a CPM Participating Function gets a list of CPM Clients used by the same CPM User with a possibility to get later notifications of the changes of the registered CPM Clients used by the same CPM User.

NOTE 1:
A CPM Participating Function performs these procedures when being notified by the SIP/IP core of a registration (when the SIP/IP core supports informing a SIP application server of CPM Client registrations, as described in section C.1.1). Alternatively, when the SIP/IP core does not support informing a SIP application server of CPM Client registrations, a CPM Participating Function performs these procedures whenever it needs up-to-date registration status information of a CPM User  (e.g. when having to deliver a CPM Message or a CPM Session Invitation towards a CPM User) and it doesn’t already have this information.
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Figure 4: CPM Participating Function subscribes to the Registration Event Information

1. CPM Client A1 registers to SIP/IP Core A.

2. SIP/IP Core A registers CPM Client A1 and responds with an OK response.

NOTE 2:
Steps 1 and 2 above are shown to illustrate the scenario of one CPM Client of CPM User A already being registered. The following steps of CPM Participating Function A subscribing to Registration Information is not caused by steps 1 and 2 but by causes explained above.

3. CPM Participating Function A sends a Registration Event Information subscription request for CPM User A to SIP/IP Core A.

4. SIP/IP Core A authorizes the Registration Event Information subscription request and if successfully authorized, SIP/IP Core A responds with an OK response.

5. SIP/IP Core A sends a Registration Event Information notification to CPM Participating Function A, informing CPM Participating Function A about the currently registered clients of CPM User A (in this case only CPM Client A1).

6. CPM Participating Function A confirms delivery of the Registration Event Information notification by sending an OK response.

7. Sometime later, CPM Client A2 registers to SIP/IP Core A.

8. SIP/IP Core A registers CPM Client A2 and responds with an OK response.

9. SIP/IP Core A sends a Registration Event Information notification to CPM Participating Function A, informing CPM Participating Function A that CPM Client A2 has registered.

10. CPM Participating Function A confirms delivery of the Registration Event Information notification by sending an OK response.

C.2 CPM Sessions

C.2.1 CPM Session Initiation
C.2.1.1 CPM 1-1 Session Invitation

This section describes the case where an inviting CPM User sends a CPM Session Invitation to another CPM User without involving the CPM Controlling Function, and where the CPM Participating Function may or may not stay in the Media path.

The reasons for which a CPM Participating Function may be configured to stay in the Media path include:

· Charging based on Media; 

· Content adaptation;

· History recording done in the network;

· Handling of multiple devices per CPM Session;

· Lawful Intercept (however, it is expected that Lawful Intercept is provided by the SIP/IP core).

The reasons for which a CPM Participating Function may be configured not to stay in the media path include:

· To avoid bottleneck effect, caused by forcing Media through intermediate nodes;

· Charging is based on factors other than Media; 

· Multiple devices are not involved in this CPM 1-1 Session;

· Lawful Intercept is handled by other nodes in the network.
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Figure 5: CPM 1-1 Session, originating and terminating parts

1. CPM Client A sends a CPM Session Invitation to CPM Client B. 

2. SIP/IP Core A routes the CPM Session Invitation to CPM Participating Function A triggered on the CPM Feature Tag and the CPM Address. If CPM Participating Function A wants to stay in the Media path for this CPM Session, it will act as a back to back user agent for the rest of the CPM Session. If it does not want to stay in the Media path, it will act as a proxy for the rest of the CPM Session. 

3. CPM Participating Function A executes the necessary originating service control and then sends the CPM Session Invitation to SIP/IP Core A.

4. SIP/IP Core A routes the CPM Session Invitation to the SIP/IP core of CPM User B’s network.

5. SIP/IP Core B routes the CPM Session Invitation to CPM Participating Function B triggered on the CPM Feature Tag and the CPM Address.

6. CPM Participating Function B executes the necessary terminating service control and then sends the CPM Session Invitation to SIP/IP Core B. If CPM Participating Function B wants to stay in the media path for this CPM Session, it will act as a back to back user agent for the rest of the CPM Session. If it does not want to stay in the media path, it will act as a proxy for the rest of the CPM Session

7. SIP/IP Core B sends the CPM Session Invitation to CPM Client B.

8. CPM Client B accepts the CPM Session Invitation with an OK response to SIP/IP core B.

9. SIP/IP Core B sends the response to CPM Participating Function B. 

10-14. The response is conveyed back to CPM Client A using the reverse routing of the CPM Session Invitation.

C.2.1.2 CPM Group Session Invitation

C.2.1.2.1 Originating Side
This section describes the case where an inviting CPM User sends a CPM Session Invitation towards a CPM Group (either a CPM Pre-defined Group or a CPM Ad-hoc Group).
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Figure 6: CPM Group Session setup, originating part

1. CPM Client A sends a CPM Session Invitation to establish a CPM Group Session. If the CPM Group Session is for a CPM Pre-defined Group the CPM Client includes the identity of the CPM Pre-defined Group in the CPM Session Invitation. If the CPM Group Session is for a CPM Ad-hoc Group the CPM Client includes the list of group members in the CPM Session Invitation.
2. SIP/IP Core A routes the CPM Session Invitation to CPM Participating Function A triggered on the CPM Feature Tag and the CPM Address.  

3. As the CPM Session Invitation is for a CPM Group, CPM Participating Function A sends the CPM Session Invitation to SIP/IP Core A.

4. SIP/IP Core A routes the CPM Session Invitation to SIP/IP Core X.

5. SIP/IP Core X routes the CPM Session Invitation to CPM Controlling Function X based on the target CPM Address.
CPM Controlling Function X performs the necessary group and/or service control policies (e.g. authorizes CPM Client A), and if the CPM Address of the CPM User initiating the CPM Session is authorized successfully, CPM Controlling Function X invites the other members to the CPM Group Session as described in section C.2.1.2.2. 

6-10. When the first ALERTING response is received from an invited CPM Client CPM Controlling Function X sends an ALERTING response towards CPM Client A.

11-13. When the first CPM Client accepts the CPM Session Invitation for the CPM Group Session, CPM Controlling Function X sends an OK response to CPM Participating Function A along the same Signalling Path. 

14-15. CPM Participating Function A sends an OK response to CPM Client A along the same Signalling Path.

C.2.1.2.2 Terminating Side, Single Device
This section describes the case where the CPM Controlling Function sends a CPM Session Invitation to an invited CPM User.
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Figure 7: CPM Group Session setup, terminating part

1. CPM Controlling Function X sends a CPM Session Invitation to SIP/IP Core X

2. SIP/IP Core X routes the CPM Session Invitation to the home network of CPM Client B.

3. SIP/IP Core B routes the CPM Session Invitation to CPM Participating Function B based on the CPM Address of the Invited CPM Client and CPM Feature Tag.

4. CPM Participating Function B executes the necessary terminating service control and if successful, sends a CPM Session Invitation to SIP/IP Core B. 

5. SIP/IP Core B routes the CPM Session Invitation to CPM Client B.

6 – 10. When CPM Client B receives the CPM Session Invitation, it sends back the ALERTING indication to CPM Controlling Function X through the Signalling Path.

11 – 15. When CPM Client B receives the indication that the CPM User accepts the CPM Group Session, it sends an OK response. The OK response is sent to the CPM Controlling Function X through the signalling connection.
C.2.1.2.3 Terminating Side, Multiple Devices
This section describes the case where the CPM Session Invitation is delivered towards an invited CPM User with several registered CPM Clients.
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Figure 8: CPM Group Session setup, terminating side, multiple CPM Clients .
1. CPM Controlling Function X sends a CPM Session Invitation to SIP/IP Core X

2. SIP/IP Core X routes the CPM Session Invitation to the home network of invited CPM User B.

3. SIP/IP Core B routes the CPM Session Invitation to CPM Participating Function B based on the invited CPM User address and the CPM Feature Tag.

4. CPM Participating Function B executes the necessary terminating service control and determines to which CPM Clients to deliver/not deliver the CPM Session Invitation based on the offered Media Stream Types, the capabilities of the CPM Clients of invited CPM User B, the preferences of invited CPM User B and service provider policies. In this flow, CPM Participating Function B determines to route the CPM Session Invitation to CPM Clients B1 and B2 and not to route the CPM Session Invitation to CPM Client B3. CPM Participating Function B sends the CPM Session Invitation request to SIP/IP Core B and indicates not to route the CPM Session Invitation to CPM Client B3. 

5 – 6. SIP/IP Core B routes the CPM Session Invitation request to all CPM Clients of invited CPM User B apart from CPM Client B3 indicated in the received CPM Session Invitation, i.e. to CPM Client B1 and CPM Client B2.

7 – 11. When CPM Client B1 receives the CPM Session Invitation, CPM Client B1 responds with an ALERTING response. The ALERTING response is routed to CPM Controlling Function X through the Signalling Path.

12. When CPM Client B2 receives the CPM Session Invitation, CPM Client B2 responds with an ALERTING response. Since an ALERTING response has already been sent to CPM Controlling Function X, CPM Participating Function B does not route the ALERTING response towards CPM Controlling Function X.

13 – 17. CPM Client B1 responds with an OK response. The OK response is routed to CPM Controlling Function X through the Signalling Path.

18. Since CPM Client B1 has already accepted the CPM Session Invitation, SIP/IP Core B cancels the CPM Session Invitation to CPM Client B2 using the CPM Session Invitation cancellation request. 

19. CPM Client B2 confirms reception of the CPM Session Invitation cancellation request.

C.2.2 Adding CPM Users to an Existing CPM Session

C.2.2.1 Extending a CPM 1-1 Session to a CPM Group Session

This section describes transforming a CPM 1-1 Session into a CPM Group Session.

NOTE 1:
To reduce the complexity of the figure no SIP/IP core elements are shown. However, the SIP/IP cores are being used to relay the SIP messages between networks and elements within those networks.
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Figure 9: Extending a CPM 1-1 Session to a CPM Group Session

1-2. CPM Client A sends a CPM Session Invitation towards CPM Controlling Function X with a list of new invitees and the GRUU of the original CPM Client B. An indication is added for Client B to replace the existing CPM 1-1 Session with the new CPM Group Session. 

3-4. CPM Controlling Function X sends a CPM Session Invitation with the “Replace” indication to CPM Client B.

5-6. CPM Client B sends an OK response.

7-8 CPM Controlling Function X responds with an OK response to CPM Client A 

NOTE 2:
CPM Controlling Function X responds with an OK response to Client A when at least one invitation has been accepted (not necessarily from CPM Client B).

9-14. CPM Client B ends the original CPM 1-1 Session with CPM Client A 

15-16. CPM Controlling Function X sends a CPM Session Invitation to CPM Client C. 

17-18. CPM Client C sends an OK response.

NOTE 3:
Steps 15-18 are repeated for each newly invited CPM Client.

NOTE 4:
Steps 9 to 14 happen independently of steps 15-18.

19. CPM Controlling Function X has established a CPM Group Session with all invited CPM Clients who accepted the invitation.

C.2.2.2 Adding Participants to an Existing CPM Group Session
This section describes the case where a CPM Client participating in a CPM Group Session adds further Participants to the CPM Session.
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Figure 10: CPM Client adding users to an existing CPM Group Session

1-2. CPM Client A sends a CPM Session adding request containing the addresses of the Participants to be added towards CPM Participating Function A.

3-5. CPM Participating Function A forwards the CPM Session adding request towards CPM Controlling Function X.

6. CPM Controlling Function X checks the CPM Session adding request against the CPM Group policies (if the CPM Group Session is for a CPM Pre-defined Group) and/or service provider policies and if authorized CPM Controlling Function X confirms the reception of the CPM Session adding request by sending an OK response.

7-10. The OK response is routed towards CPM Client A.

11. CPM Controlling Function X invites each Participant listed in the CPM Session adding request to the CPM Session as described in section C.2.1.2.2.
C.2.3 CPM Session Termination

C.2.3.1 CPM User Closing a CPM 1-1 Session

This section describes the case where a CPM User closes a CPM Session that he/she has with a peer user.
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Figure 11: Closing a CPM 1-1 Session

1. CPM Client A sends a CPM Session leaving request to CPM Client B. 

2. SIP/IP Core A routes the CPM Session leaving request to CPM Participating Function A.

3. CPM Participating Function A executes the necessary originating service control and then sends the CPM Session leaving request to SIP/IP Core A.

4. SIP/IP Core A routes the request to the SIP/IP Core of CPM User B’s network.

5. SIP/IP Core B routes the request to CPM Participating Function B.

6. CPM Participating Function B executes the necessary terminating service control and then sends the CPM Session leaving request to SIP/IP Core B.

7. SIP/IP Core B sends the CPM Session leaving request to CPM Client B.

8. CPM Client B accepts the CPM Session leaving request with an OK response to SIP/IP core B.

9-14. The response is conveyed back to CPM Client A using the reverse routing of the CPM Session leaving request.

C.2.3.2 Participant Leaving a CPM Group Session

This section describes the case where the CPM Client participating in a CPM Group Session decides to leave the CPM Group Session.
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Figure 12: CPM Client leaving a CPM Group Session

1-2. CPM Client A sends a CPM Session leaving request according to the Signalling Path used at CPM Group Session establishment. 

3-5. CPM Participating Function A forwards the CPM Session leaving request according to the Signalling Path used at CPM Group Session establishment.

6. CPM Controlling Function X starts discarding Media received from CPM Client A, stops sending Media received from other Participants towards CPM Client A and confirms the reception of the CPM Session leaving request by sending an OK response.

7.-10. The OK response is routed towards CPM Client A.

11. If the whole CPM Session is to be terminated according to the CPM Group policies and service provider policies, CPM Controlling Function X stops handling of the Media of all the other Participants and releases all the other Participants from the CPM Session as described in section C.2.3.3.
C.2.3.3 Removing Participants from a CPM Group Session

This section describes the case where a Participant participating in a CPM Group Session removes other Participant(s) from the CPM Session.
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Figure 13: CPM Client removing other Participants from CPM Session

1-2. CPM Client A sends a CPM Session removal request containing the addresses of the Participants to be removed.

3-5. CPM Participating Function A forwards the CPM Session removal request.

6. CPM Controlling Function X checks the CPM Session removal request against the CPM Group policies and/or service provider policies and if authorized CPM Controlling Function X confirms the reception of the CPM Session removal request by sending an OK response.

7-10. The OK response is routed towards CPM Client A.

11. CPM Controlling Function X releases the Participants listed in the CPM Session removal request from the CPM Session as described in the section C.2.3.4.
C.2.3.4 Participant being released from a CPM Group Session

This section describes the case where a CPM Client participating in a CPM Group Session is released from the CPM Session.
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Figure 14: CPM Client being released from CPM Session 

1-3. CPM Controlling Function X starts discarding Media received from CPM Client B; stops sending Media received from other Participants towards CPM Client B; and sends a CPM Session releasing request towards CPM Client B.

4-5. CPM Participating Function B forwards the CPM Session releasing request according to the Signalling Path used at the CPM Session establishment.

6. CPM Client B confirms the reception of the CPM Session releasing request by sending an OK response.

7-10. The OK response sent by CPM Client B is routed towards CPM Controlling Function X.

C.2.4 CPM Session Modification

C.2.4.1 Modifying Media Streams in a CPM 1-1 Session

This section describes the case where a CPM Client participating in a CPM Session modifies used Media Streams such as adding/removing Media Stream(s) in a CPM Session or modifying the characteristics of already existing Media Streams.

In this scenario, CPM Participating Functions A and B decide not to stay in the Media path.
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Figure 15: CPM 1-1 Session modification

1-2. CPM Client A sends a CPM Session modification request according to the Signalling Path used at CPM Session establishment. The CPM Session modification request contains the currently used Media Streams and additional Media Streams.

3-5. CPM Participating Function A checks the CPM Session modification request against service provider policies (e.g. authorization of the additional Media Streams not already present) and if successfully authorized it forwards the CPM Session modification request according to the Signalling Path used at CPM Session establishment.

6-7. CPM Participating Function B checks the CPM Session modification request against service provider policies (e.g. authorization of the additional Media Streams not already present) and if successfully authorized it forwards the CPM Session modification request according to the Signalling Path used at CPM Session establishment.

8-14. The OK response is routed towards CPM Client A.

15. CPM Client A and CPM Client B exchange the Media within the newly negotiated Media Streams.

C.2.4.2 Modifying Media Streams in a CPM Group Session

C.2.4.2.1 Originating Side

This section describes the case where a CPM Client participating in a CPM Group Session modifies used Media Streams such as adding/removing Media Stream(s) in a CPM Group Session or modifying the characteristics of already existing Media Streams
CPM Participating Function A decides not to stay in the Media path
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Figure 16: Modifying Media Streams in a CPM Group Session, originating side

1-2. CPM Client A sends a CPM Session modification request according to the Signalling Path used at CPM Group Session establishment. The CPM Session modification request contains the currently used Media Streams and additional Media Streams.

3-5. CPM Participating Function A checks the CPM Session modification request against service provider policies (e.g. authorization of the additional Media Streams not already present) and if successfully authorized CPM Participating Function A forwards the CPM Session modification request according to the Signalling Path used at CPM Group Session establishment.

6. CPM Controlling Function X checks the CPM Session modification request against the CPM Group policies and/or service provider policies (e.g. authorization of the originator of the CPM Session modification request and authorization of the additional Media Streams not used yet) and if successfully authorized CPM Controlling Function X updates the Media Plane configuration towards CPM Client A so that the additional Media Streams start to be used. CPM Controlling Function X initiates CPM Session modification towards those affected CPM Users as described in section C.2.4.2.2  offering the Media Streams currently used by each affected CPM Client and the additional Media Streams as added by each affected CPM Client A.  

7-11. An OK response is routed towards CPM Client A.

12. CPM Client A and CPM Controlling Function X exchange the Media within the newly negotiated Media Streams. CPM Client A sends to CPM Controlling Function X the Media acquired at the Device and CPM Client A renders the Media received from CPM Controlling Function X. CPM Controlling Function X sends to CPM Client A the mixed Media received from other participating CPM Clients and CPM Controlling Function X mixes the Media received from CPM Client A into the Media sent towards the other participating CPM Clients.

C.2.4.2.2 Terminating Side

This section describes the case where a CPM Controlling Function offers a CPM Client participating in a CPM Group Session additional Media Streams.

CPM Participating Function B decides not to stay in the Media path.
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Figure 17: Modifying Media Streams in a CPM Group Session, terminating side

1. CPM Controlling Function X receives a CPM Session modification request from a CPM Client to modify Media Streams of the CPM Group Session as described in section C.2.4.2.2.
2-4. CPM Controlling Function X sends a CPM Session modification request towards CPM Client B offering the Media Streams currently used by CPM Client B and the additional Media Streams as added by CPM Client A.

5-6. CPM Participating Function B checks the CPM Session modification request against the CPM Group policies and service provider policies and if successfully authorized, CPM Participating Function B forwards the CPM Session modification request according to the Signalling Path used at the CPM Session establishment.

7. CPM Client B presents the new Media Stream set to the CPM User and accepts all or non-empty subset of the offered Media Streams according to the CPM User decision. CPM Client B responds with an OK response containing the accepted Media Streams.

8-11. The OK response is routed towards CPM Controlling Function X.

12. CPM Client B and the CPM Controlling Function X exchange the Media within the newly negotiated Media Streams. CPM Client B sends to CPM Controlling Function X the Media acquired at the Device and CPM Client B renders the Media received from CPM Controlling Function X. CPM Controlling Function X sends to CPM Client B the mixed Media received from other participating CPM Clients and CPM Controlling Function X mixes the Media received from CPM Client B into the Media sent towards the other participating CPM Clients.
C.2.5 Participant Information 

C.2.5.1 Participant Information Subscription

This section describes the case where a CPM Client subscribes to Participant Information of a CPM Group Session.
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Figure 18: CPM Client subscribes to Participant Information of a CPM Session

1. CPM Client A sends a Participant Information subscription request towards CPM Participating Function A, including the CPM Group Session Identity of the CPM Group Session.

2. SIP/IP Core A routes the Participant Information subscription request to CPM Participating Function A. 

3. CPM Participating Function A forwards the Participant Information subscription request towards the CPM Controlling Function hosting the CPM Group Session identified by the CPM Group Session Identity through SIP/IP Core A.

4. SIP/IP Core A routes the Participant Information subscription request to SIP/IP Core X.

5. SIP/IP Core X routes the Participant Information subscription request to CPM Controlling Function X hosting the CPM Group Session identified by the CPM Group Session Identity. 

6. CPM Controlling Function X checks the Participant Information subscription request against the CPM Group policies and service provider policies and if successfully authorized, CPM Controlling Function X responds with an OK response.  After sending the OK response, CPM Controlling Function X sends the Participant Information notification as described in section C.2.5.2.

7-10. The OK response is forwarded towards CPM Client A.

C.2.5.2 Participant Information Notification

This section describes the case where a CPM Controlling Function notifies a CPM Client subscribed to Participant Information as described in section C.2.5.1 about the initial state of the Participant Information and later changes of the Participant Information.
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Figure 19: CPM Client receives Participant Information of a CPM Session

1.  Upon reception of a Participating Information subscription request and subsequently upon detecting changes in the Participant Information, CPM Controlling Function X sends a Participant Information notification to CPM Client A. 

2-5. The Participant Information notification is forwarded using the reverse path of the Participant Information subscription request sent by CPM Client A.

6. CPM Client A confirms delivery of the Participant Information notification by sending an OK response.

7-10. The OK response is forwarded towards CPM Controlling Function X.

C.3 CPM Messages

C.3.1 Pager Mode CPM Message related flows 

C.3.1.1 Sending a Pager Mode CPM Message to a Single CPM User

C.3.1.1.1 Originating Side

This section describes the originating case where a CPM User sends a Pager Mode CPM Message to another CPM User. This Pager Mode CPM Message is sent outside of a CPM Session.  
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Figure 20: Sending a CPM Message to a CPM User (originating side)

1. CPM Client A sends a CPM Message towards a recipient. CPM Client A may request a delivery notification and/or read report. In this flow CPM Client A requests a delivery notification.

2. SIP/IP Core A routes the CPM Message to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.  

3. CPM Participating Function A performs originating CPM services and then sends the CPM Message to SIP/IP Core A. 

4. SIP/IP Core A routes the CPM Message to CPM System B. 

5. CPM System B returns an OK response after delivering the CPM Message.

6. The OK response is routed to CPM Participating Function A along the same Signalling Path. 

7-8. CPM Participating Function A sends an OK response to CPM Client A along the same Signalling Path.

9. CPM System B sends a CPM Message delivery notification towards CPM Client A.

10. SIP/IP Core A routes the CPM Message delivery notification to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.  

11. CPM Participating Function A performs terminating CPM services and then sends the CPM Message delivery notification to SIP/IP Core A. 

12. The CPM Message delivery notification is routed to CPM Client A. 
13-16. An OK response is routed to CPM Participating Function A and then to CPM System B along the same Signalling Path. 

C.3.1.1.2 Terminating Side

This section describes the terminating side of the case where a CPM User sends a Pager Mode CPM Message to another CPM User. 
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Figure 21: Sending a CPM Message to a CPM User (terminating side) 

1. CPM System A sends a CPM Message that arrives at SIP/IP Core B. 

2. SIP/IP Core B routes the CPM Message to CPM Participating Function B based on the CPM Feature Tag and CPM Client B’s CPM Address.

3. CPM Participating Function B executes the necessary terminating service control and if successful, sends the CPM Message via SIP/IP Core B towards CPM Client B. 

4. SIP/IP Core B routes the CPM Message to CPM Client B.

5-8. CPM Client B sends an OK response for the CPM Message. The OK response is sent to CPM Participating Function B through the same Signalling Path, and then on towards CPM System A. 

9. CPM Client B sends a CPM Message delivery notification towards the sender.

10. SIP/IP Core B routes the CPM Message delivery notification to CPM Participating Function B triggered on the CPM Feature Tag and CPM Client B’s CPM Address.  

11. CPM Participating Function B performs originating CPM services and then sends the CPM Message delivery notification to SIP/IP Core B. 

12. SIP/IP Core B routes the CPM Message delivery notification to CPM System A. 

13. CPM System A returns an OK response after delivering the CPM Message delivery notification.

14. The OK response is routed to CPM Participating Function B along the same Signalling Path. 

15-16. CPM Participating Function B sends an OK response to CPM Client B along the same Signalling Path.

C.3.1.2 Pager Mode CPM Message to a CPM Group

C.3.1.2.1 Originating Side

This section describes the originating case where a CPM User sends a Pager Mode CPM Message to a CPM Group, This Pager Mode CPM Message is sent outside of a CPM Session.
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Figure 22: Pager Mode CPM Message to a CPM Group (originating).

1. CPM Client A sends a CPM Message to a CPM Pre-defined Group identified by a CPM Pre-defined Group address or an CPM Ad-hoc Group. In case of a CPM Ad-hoc Group, the list of recipients is included in the CPM Message, and the CPM Message is destined to the CPM Controlling Function. CPM Client A may request a delivery notification and/or read report. In this flow CPM Client A requests a delivery notification.

2. SIP/IP Core A routes the CPM Message to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.
3. CPM Participating Function A performs originating CPM services and then sends the CPM Message to SIP/IP Core A.
4. SIP/IP Core A routes the CPM Message to SIP/IP Core X.  

5. SIP/IP Core X routes the CPM Message to CPM Controlling Function X based on either the CPM Pre-defined Group address or the CPM Controlling Function address and the CPM Feature Tag.
6. CPM Controlling Function X performs the necessary group and or service control policies (e.g. authorizes the CPM Client A), and if the CPM Address of the CPM Client A is authorized successfully, CPM Controlling Function X sends the CPM Message to the members of the CPM Group as described in section C.3.1.2.2.

7-11. An Accepted response is forwarded to CPM Client A.

12. CPM Controlling Function X receives the CPM Message delivery notification which is produced as described in section C.3.1.2.2.

13. CPM Controlling Function X may incorporate the received CPM Message delivery notifications into a new, aggregated, CPM Message delivery notification, and sends the CPM Message delivery notification to SIP/IP Core X.

14. SIP/IP Core X routes the CPM Message delivery notification to SIP/IP Core A.

15. SIP/IP Core A routes the CPM Message delivery notification to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.
16. CPM Participating Function A performs terminating CPM services and then sends the CPM Message delivery notification to SIP/IP Core A.
17. The CPM Message delivery notification is routed to CPM Client A.
18-22. An OK response is routed to CPM Participating Function A and then to CPM Controlling Function X along the same Signalling Path.
C.3.1.2.2 Terminating Side

This section describes the terminating side of the case where a CPM User sends a Pager Mode CPM Message to a CPM Group.
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Figure 23: Pager Mode CPM Message to a CPM Pre-defined Group (terminating).

1. CPM Controlling Function X receives a CPM Message from CPM Client A as described in section C.3.1.2.1.

2. CPM Controlling Function X sends the CPM Message to SIP/IP Core X.

3. SIP/IP Core X routes the CPM Message to SIP/IP Core B.

4. SIP/IP Core B routes the request to CPM Participating Function B based on the CPM Feature Tag and CPM Client B’s CPM Address.
5. CPM Participating Function B executes the necessary terminating service control and if successful, sends the CPM Message via SIP/IP Core B towards CPM Client B.
6. SIP/IP Core B routes the CPM Message to CPM Client B.
7-11. An OK response is forwarded to the CPM Controlling Function X.

NOTE: To send the CPM Message to another member of the CPM Group, the flows are the same as steps 2-11.

12. CPM Client B sends a CPM Message delivery notification towards the sender.
13.  SIP/IP Core B routes the CPM Message delivery notification to CPM Participating Function B triggered on the CPM Feature Tag and CPM Client B’s CPM Address.
14. CPM Participating Function B performs originating CPM services and then sends the CPM Message delivery notification to SIP/IP Core B.
15. SIP/IP Core B routes the CPM Message delivery notification to SIP/IP Core X.

16. SIP/IP Core X routes the CPM Message delivery notification to CPM Controlling Function X.

17-21. An OK response is forwarded to the CPM Client B.

NOTE:
Other members of the CPM Group may send the CPM Message delivery notification to the CPM Controlling Function. For these other members the flows are the same as steps 12-21.

C.3.1.3 Forwarding/Including Data Stored in Message Storage Server and/or Content Storage Server

This section describes the case when a CPM Client forwards/includes the stored data in Message Storage Server and/or Content Storage Server without downloading them to the local device. 
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Figure 24: Forwarding/including data stored in Message Storage Server and/or Content Storage Server
1. CPM Client A sends a CPM Message towards a recipient. The CPM Message contains references to the stored data in Message Storage Server and/or Content Storage Server. CPM Client A can obtain these references by interacting with the Message Storage Client and/or the Content Storage Client.

2. SIP/IP Core A routes the CPM Message to CPM Participating Function A.

3-4. CPM Participating Function A sends content fetch request to Content Storage Server A and/or retrieve message request to Message Storage Server A respectively to fetch the stored data as indicated by the reference.
5-6. Message Storage Server A and/or Content Storage Server A return the referenced data to CPM Participating Function A with an OK response. If the referenced data or part of it doesn’t exist, the Message Storage Server and/or Content Storage Server may send a failure response to the CPM Participating Function A.

7. CPM Participating Function A replaces the reference with the fetched data, performs the originating CPM services and then sends the CPM Message to SIP/IP Core A. 

8. SIP/IP Core A routes the CPM Message to the CPM System B.

9. CPM Sytem B returns an OK response after delivering the CPM Message.

10-12. The OK response is routed to CPM Client A along the same Signalling Path.

C.3.1.4 Indirect Media Delivery

This section describes the case when Media in a CPM Message is delivered indirectly.
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Figure 25: Indirect media delivery.

1. A CPM Message with one or more Media Objects is received by CPM Participating Function B.

2. CPM Participating Function B determines to send selected Media Objects indirectly according to user preferencecs and service provider policies and sends a CPM Message store request to store the CPM Message including all the Media Objects in Message Storage Server B.

3. Message Storage Server B returns OK response with the location information where the CPM Message including the Media Objects is stored.

4. CPM Participating Function B replaces the Media Objects selected in step 1 in the CPM Message with references indicating the respective locations of those Media Objects in Message Storage Server B, performs the terminating CPM services and then sends the CPM Message to SIP/IP Core B.

5. SIP/IP Core B routes the CPM Message to CPM Client B.

6. CPM Client B returns an OK response to SIP/IP Core B.

7. The OK response is routed back to the originating party along the same Signalling Path as the incoming CPM Message.

8. If requested by the CPM User, Message Storage Client B sends a CPM Message retrieve request to Message Storage Server B.

9. Message Storage Server B returns OK response with the Media to Message Storage Client B.

C.3.1.5 Sending Pager Mode CPM Message with Disposition Notification Request

C.3.1.5.1 Originating Side
This section describes the case where a CPM Message containing a delivery notification request is sent at the originating network. The flow applies to a CPM Message containing a read report request as well. The flow describes the case where the originating CPM User has multiple devices, however, in the case that the originating CPM User has only one device then the exact same procedure would be executed.
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Figure 26: Requesting a delivery notification
1. CPM Client A1 sends a CPM Message with delivery notification request to SIP/IP Core A. CPM Client A1 includes its public GRUU in the CPM Message.
2. SIP/IP Core A routes the CPM Message to CPM Participating Function A.  

3. CPM Participating Function A sends the CPM Message to SIP/IP Core A.

4. SIP/IP Core A routes the CPM Message to CPM System B.

5. CPM System B returns an OK response to SIP/IP Core A.

6-8. The OK response is routed to CPM Client A along the same Signalling Path.

9. CPM System B generates a CPM Message delivery notification based on user preferences and service provider policies and then routes the CPM Message delivery notification to SIP/IP Core A. CPM System B targets the CPM Message delivery notification towards the public GRUU received in the CPM Message that requested the delivery notification.
10-12. The CPM Message delivery notification is routed to CPM Client A1 along the same Signalling Path.

13. CPM Client A1 returns an OK response to SIP/IP Core A.

14-16. The OK response is routed to CPM System B along the same Signalling Path that the CPM Message experienced before.
C.3.1.5.2 Terminating Side for Successful Delivery

This section describes the case where a CPM Message with a delivery notification request is successfully delivered to the terminating CPM Client. The flow applies to a CPM Message containing a read report request as well.
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Figure 27: Successful delivery of CPM Message with a delivery notification request
1. CPM System A routes a CPM Message with delivery notification request to SIP/IP Core B. 
2. SIP/IP Core B routes the CPM Message to CPM Participating Function B.  

3. CPM Participating Function B sends the CPM Message to SIP/IP Core B.

4. SIP/IP Core B routes the CPM Message to CPM Client B.
5. CPM Client B returns an OK response to SIP/IP Core B. 

6-8. The OK response is routed to CPM System A along the same Signalling Path.

9. CPM Client B generates a CPM Message delivery notification and sends the CPM Message delivery notification to SIP/IP Core B. 

10- 12. The CPM Message delivery notification is routed to CPM System A along the same Signalling Path.

13. CPM System A routes an OK response to SIP/IP Core B.

14-16. The OK response is routed to CPM Client B along the same Signalling Path.

C.3.1.5.3 Terminating Side for Unsuccessful Delivery

This section describes the case where a CPM Message with delivery notification request fails to reach the terminating CPM Client permanently. In the flow it is assumed that the recipient’s user preferences are to defer the CPM Message when the terminating CPM Client is not available to receive it. 
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Figure 28: Unsuccessful delivery of CPM Message with a delivery notification request
1. CPM System A routes a CPM Message with delivery notification request to SIP/IP Core B. 
2. SIP/IP Core B routes the CPM Message to CPM Participating Function B.  

3. CPM Participating Function B identifies that the recipient is not available to receive the message and defers the message based on user preferences.

4. CPM Participating Function B returns an Accepted response to SIP/IP Core B.

5. SIP/IP Core B routes the Accepted response to CPM System A.

6. CPM Participating Function B discards the deferred message for some reason (e.g. expiration or user request).

7. CPM Participating Function B generates a CPM Message delivery failure notification service provider policies and then routes the CPM Message delivery failure notification to SIP/IP Core B.

8. SIP/IP Core B routes the CPM Message delivery failure notification to CPM System A. 

9. CPM System A returns an OK response to SIP/IP Core B.

10. SIP/IP Core B routes the OK response to the CPM Participating Function B.

C.3.1.5.4 Terminating Side, The Recipient has Multiple Devices

This section describes the case where a CPM Message containing a delivery notification request is delivered to multiple devices of the recipient. The flow applies to a CPM Message containing a read report request as well.

NOTE 1:
To reduce the complexity of the figure no SIP/IP core elements are shown. However, the SIP/IP cores are being used to relay the SIP messages between networks and elements within those networks.
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Figure 29: The recipient has multiple devices
1. CPM Client A sends a CPM Message with delivery notification request to CPM Participating Function A. 
2. CPM Participating Function A routes the CPM Message to CPM Participating Function B.

3-5. CPM Participating Function B routes the CPM Message to CPM Client B1, CPM Client B2 and CPM Client B3 separately.

NOTE 2:
Steps 3-5 have no order restriction.

6. CPM Client B1 acknowledges the reception of the CPM Message with an OK response.

7-8. The OK response is relayed back to CPM Client A.

9-10. CPM Client B2 and CPM Client B3 acknowledge the reception of the CPM Message with an OK response. This OK response is not relayed further upstream by CPM Participating Function B.

11. CPM Client B1 generates a CPM Message delivery notification and sends the CPM Message delivery notification to Participating Function B.

12-13. CPM Participating Function B forwards the CPM Message delivery notification towards CPM Client A.

14-15. CPM Client A acknowledges the reception of the CPM Message delivery notification with an OK response.

16. The OK response is relayed to CPM Client B1.

17-20. CPM Client B2 and CPM Client B3 generate a CPM Message delivery notification and send the CPM Message delivery notification to Participating Function B. As a CPM Message delivery notification was already sent to CPM Client A, these CPM Message delivery notifications are not forwarded by CPM Participating Function B, but just acknowledged with an OK response.

NOTE 3:
As step 11, 17 and 19  have no order restriction, steps 12-15 can be performed by CPM Participating Function B after at least one step 11, 17, and 19, depending on which CPM Message delivery notification is received first. 
C.3.2 Large Message Mode CPM Message Flows 

C.3.2.1 Sending a Large Message Mode CPM Message

C.3.2.1.1 Originating Side

This section describes the case where a CPM User sends a Large Message Mode CPM Message to another CPM System. This Large Message Mode CPM Message is sent outside a CPM Session.
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Figure 30: Sending a CPM Message in Large Message Mode to a CPM User (originating side)
1. CPM Client A sends a CPM Large Message Invitation request towards a recipient.
2. SIP/IP Core A routes the CPM Large Message Invitation request to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.
3. CPM Participating Function A sends the CPM Large Message Invitation request towards CPM System B.
4. SIP/IP Core A routes the CPM Large Message Invitation request to CPM System B. If CPM Client B is unavailable or unwilling to receive the session invitation and the message is deferred, then CPM System B accepts the message on behalf of CPM User B.

5. CPM System B sends an OK for the CPM Large Message Invitation request towards SIP/IP Core A.

6. SIP/IP Core A sends the OK response to CPM Participating Function A.

7. CPM Participating Function A sends the OK response for the CPM Large Message Invitation request towards CPM Client A.

8. SIP/IP Core A forwards the OK to CPM Client A.

9. CPM Client A sends the media to CPM Participating Function A. 

NOTE: 
Content screening can be done after step 9. If this results in a decision not to send the message CPM Participating Function A will not send the MSRP data to CPM Client B and will send a BYE request to end the session.

10 CPM Participating Function A sends the media to CPM System B.

11. CPM System B sends an OK response for the received media.

12. CPM Participating Function A sends the OK response for the received media.

13. CPM Client A closes the message transmission by sending a CPM Large Message Termination request.

14. SIP/IP Core A routes the CPM Large Message Termination request to CPM Participating Function A.

15. CPM Participating Function A closes the message transmission by sending a CPM Large Message Termination request.

16. SIP/IP Core A routes the CPM Large Message Termination request to CPM System B.

17-18. CPM System B sends the OK response, which is forwarded by the SIP/IP Core to CPM Participating Function A. 
19-20. CPM Participating Function A sends the OK response, which is forwarded by the SIP/IP Core A to CPM Client A.

C.3.2.1.2 Terminating Side

This section describes the terminating case where a CPM User receives a Large Message Mode CPM Message from another CPM System. This Large Message Mode CPM Message is sent outside of a CPM Session. Multiple devices are able to receive the Large Message Mode CPM Message.
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Figure 31: Sending a CPM Message in Large Message Mode to a CPM User (terminating side)
1. CPM System A sends a CPM Large Message Invitation request towards a recipient.

2. SIP/IP Core B routes the CPM Large Message Invitation request to CPM Participating Function B triggered on the CPM Feature Tag and CPM User B’s CPM Address. If none of CPM User’s Clients is available or willing to receive the CPM Message and the CPM Message is to be accepted on behalf of the user (e.g. deferred, interworked or stored on the Message Storage Server), then CPM System B accepts the message on behalf of CPM User B.

3-4. CPM Participating Function B determines that more than one device is available to receive the Large Message Mode CPM Message. It sends the CPM Large Message Invitation request towards CPM Client B1.

5-6. CPM Participating Function B sends the CPM Large Message Invitation request towards CPM Client B2.

NOTE 1:
CPM Participating Function B must send a CPM Large Message invitation to each client to avoid the SIP/IP core accepting only one CPM Large Message invitation from all clients.

7-8 CPM Client B2 sends an OK response for the CPM Large Message Invitation request towards CPM Participating Function B.

9-10 Since an OK response has now been received for this request; CPM Participating Function B sends the OK response for the CPM Large Message Invitation request towards CPM System A.
11. CPM System A sends the media to CPM Participating Function B.

NOTE 2:
Content screening can be done after step 11. If this results in a decision not to send the message CPM Participating Function B will not send the MSRP data to CPM Client B and will send a BYE request to end the session. Other terminating services are also executed at this time.

12. CPM Participating Function B sends the media to CPM Client B2.

13. CPM Participating Function B sends an OK response for the received media to CPM Participating Function A.

14. CPM Client B2 sends an OK response for the received media.

15-16. CPM Client B1 accepts the Large Message Invitation and sends an OK response for the received invitation.

17. CPM Participating Function B sends the media to CPM Client B1.

18. CPM Client B2 sends a RESPONSE for the received media.

19. CPM System A closes the message transmission by sending a CPM Large Message Termination request.

NOTE 3:
Step 19 can occur any time after step 13.

20. SIP/IP core B routes the CPM Large Message Termination request to CPM Participating Function B.

21-22. CPM Participating Function B sends an OK response for session termination towards CPM Participating Function A

23-24. CPM Participating Function B closes the message transmission by sending a CPM Large Message Termination request to CPM Client B1

25-26 CPM Client B1 responds with an OK response, which is forwarded by SIP/IP Core B to CPM Participating Function B.

27-28. CPM Participating Function B closes the message transmission by sending a CPM Large Message Termination request to CPM Client B2.

29-30. CPM Client B2 responds with an OK response, which is forwarded by SIP/IP Core B to CPM Participating Function B.

C.3.2.2 Extending to a Large Message Mode CPM Message after Fetching Media

This section describes the case where a CPM Participating Function has to extend a Pager Mode CPM Message to a Large Message Mode CPM Message after Fetching Media due to Pager Mode size limitations.
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Figure 32: Extending to a Large Message Mode CPM Message in CPM Participating Function

1. CPM Client A sends a Pager Mode CPM Message towards a recipient.

2. SIP/IP Core A routes the Pager Mode CPM Message to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.  

3. CPM Participating Function A fetches the Media from the Message Storage Server and/or the Content Storage Server as described in sections D.4 and/or E.2. After that CPM Participating Function A checks the new size of the CPM Message and detects that the maximum Pager Mode Message size has been exceeded.

4. CPM Participating Function A sends an Accepted response for the Pager Mode CPM Message towards CPM Client A.

5. SIP/IP Core A forwards the Accepted response to CPM Client A.

6. CPM Participating Function A sends a CPM Large Message Invitation request towards CPM System B.

7. SIP/IP Core A routes the CPM Large Message Invitation request to CPM System B.

8. CPM System B sends an OK response for the CPM Large Message Invitation request towards CPM Participating Function A

9. SIP/IP Core A forwards the OK response to CPM Participating Function A.

10 CPM Participating Function A sends the Media to CPM System B.

11. CPM System B sends an OK response for the received Media.

12 CPM Participating Function A closes the message transmission by sending a CPM Large Message Termination request.

13. SIP/IP Core A routes the CPM Large Message Termination request to CPM System B.

14-15. CPM System B sends an OK response, which is forwarded by SIP/IP Core A to CPM Participating Function A.

C.3.3 Deferred Messaging Related Flows

C.3.3.1 Deferred Message Pushing
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Figure 33: Deferred Message Pushing

1. A CPM Client becomes available.
2. If there are deferred CPM Messages, CPM Participating Function A sends an invitation to SIP/IP Core A subject to user preference and/or service provider policies.
3. SIP/IP Core A routes the invitation to CPM Client A.
4. CPM Client A sends an OK response to SIP/IP Core A.
5. SIP/IP Core A routes the OK response to CPM Participating Function A.
6. A channel (e.g. MSRP) is set up for the transfer of deferred CPM Messages. After sending all the deferred CPM Messages, CPM Participating Function A disconnects the channel with CPM Client A.
C.3.3.2 Deferred Message Pulling


[image: image35]
Figure 34: Deferred CPM Message pulling

1. A CPM Client becomes available.
2. If there are deferred CPM Messages, CPM Participating Function A sends a notification to SIP/IP Core A, subject to user preference and/or service provider policies.
3. SIP/IP Core A routes the notification to CPM Client A.
4. CPM Client A sends an OK response to SIP/IP Core A.
5. SIP/IP Core A routes the OK response to CPM Participating Function A.
6. CPM Client A sends an invitation to SIP/IP Core A.
7. SIP/IP Core A routes the invitation to Participating Function A.
8. CPM Participating Function A sends an OK response to SIP/IP Core A.
9. SIP/IP Core A routes the OK response to CPM Client A.
10. A channel (e.g. MSRP) is set up to retrieve some or all of the deferred CPM Messages. After sending the requested deferred CPM Messages, CPM Participating Function A disconnects the channel with CPM Client A.
C.4 Interworking

C.4.1 Outbound Interworking

C.4.1.1 Pager Mode CPM Message Interworking at the Origination Side

This section describes the case where a sending CPM User sends a Pager Mode CPM Message to a recipient, and it is decided that to reach the recipient, interworking is required. This Pager Mode CPM Message is sent outside a CPM Session.  
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Figure 35: Interworking at the originating network
1. CPM Client A sends a CPM Message towards a recipient. CPM Client A may include a disposition notification request for a delivery notification and/or read report in the CPM Message. In this flow CPM Client A requests a delivery notification.

2. SIP/IP Core A routes the CPM Message to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.  

3. CPM Participating Function A performs originating CPM services and decides whether interworking is required.

4. CPM Participating Function A sends the request to SIP/IP Core A.

5. SIP/IP Core A routes the request to Interworking Selection Function A.

6. Interworking Selection Function A selects the most appropriate Interworking Function for handling the CPM Message. For this purpose, Interworking Selection Function A may:

· interact with supporting Enablers (e.g. request / obtain the recipient’s Presence information)

· use additional information, such as 

· the Non-CPM Communication Services available; or,
· a non-CPM address to be used for routing.

7. Interworking Selection Function A routes the CPM Message to SIP/IP Core A.
8. SIP/IP Core A routes the CPM Message to the selected Interworking Function A.

9. Interworking Function A converts the CPM Message into a non-CPM message routable in the Non-CPM System B.

10. Non-CPM system B receives the message. 

11. Non-CPM system B acknowledges reception. 

12. Interworking Function A converts the acknowledgement of the non-CPM message into an Accepted response to the CPM Message.

13-18. The Accepted response is routed to CPM Client A along the Signalling Path that the CPM Message experienced before

NOTE: 
The procedure can end in step 18. Steps 19 to 28 occur only if the CPM User requested a delivery notification in the CPM Message sent in step 1.

19. Non-CPM system B generates a delivery notification towards the sender.

20. Interworking Function A converts the non-CPM message delivery notification into a CPM Message delivery notification.

21-24. The Interworking Function A routes the CPM Message delivery notification towards CPM Client A.

25-28. CPM Client A sends an OK response towards non-CPM system B along the same Signalling Path.

29. Interworking Function A routes the ack towards the sender, if required by the particular non-CPM system.

C.4.1.2 Pager Mode CPM Message Interworking at the Terminating Side

This section describes an interworking message flow in a case that a recipient has subscription to CPM service and other Non-CPM Communication services but he is not available or not willing to receive a CPM Message.
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Figure 36: Interworking based on recipient’s user preferences at the terminating network
1. In order for a CPM Message to reach to CPM Client B, CPM System A passes the CPM Message to SIP/IP Core B.

2. SIP/IP Core B routes the CPM Message to CPM Participating Function B serving CPM Client B.

3. CPM Participating Function B retrieves the recipient’s user preferences from preference XDMS B.

4. CPM Participating Function B makes a decision about whether interworking is needed or not.

5. If the decision is taken to interwork, CPM Participating Function B routes the CPM Message to SIP/IP Core B.

6. SIP/IP Core B routes the CPM Message to Interworking Selection Function B.

7. Interworking Selection Function B retrieves the recipient’s user preferences for interworking selection from Preference XDMS B.

8. Interworking Selection Function B selects the most appropriate Interworking Function for handling the CPM Message. For this purpose, Interworking Selection Function B may:

· interact with supporting Enablers (e.g. request / obtain the recipient's Presence Information)

· use additional information, such as 

· the Non-CPM Communication Services available

· a non-CPM address to be used for routing.
NOTE: 
To select the appropriate Interworking Function, Interworking Selection Function can take into account other factors along with the recipient’s user preferences based on service provider policies.

9. Interworking Selection Function B routes the CPM Message to SIP/IP Core B.
10. SIP/IP Core B routes the CPM Message to the selected Interworking Function B.

11. Interworking Function B converts the CPM Message into a non-CPM message routable in the Non-CPM System B.

12. Interworking Function B routes the non-CPM message to non-CPM system B.

13. The acknowledgement of the non-CPM message is returned from Non-CPM system B to Interworking Function B.

14. Interworking Function B converts the acknowledgement of the non-CPM message into an OK response to the CPM Message.

15-20. The OK response is routed to the CPM Client A Home Network along the Signalling Path that the CPM Message experienced before.
C.4.1.3 Large Message Mode CPM Message Interworking

This section describes the case where a Large Message Mode CPM Message needs to be delivered to a recipient, and it is decided that to reach the recipient, interworking is required. This Large Message Mode CPM Message is sent outside a CPM Session.

NOTE 1:
The flow only focuses on the interactions between the CPM Participating Function, the Interworking Selection Function and the Interworking Function. Upstream interactions are purposely not described.


[image: image38.emf]Interworking Function

A

CPM Participating Function

A

1. CPM Large Message Invitation

2. CPM Large Message Invitation

4. CPM Large Message Invitation

non-CPM system B

13. non-CPM message ack

12. non-CPM message

Interworking Selection

Function A

3. Performing interworking selection

8. OK

10. CPM Large Message Media Send

11. Performing message conversion

14. Performing message conversion

SIP/IP Core A

9. OK

5. CPM Large Message Invitation

6. OK

7. OK

15. OK

16. CPM Large Message Terminate

17. CPM Large Message Terminate

22. OK

23. OK

18. CPM Large Message Terminate

19. CPM Large Message Terminate

20. OK

21. OK


Figure 37: Large Message Mode CPM Message Interworking

1. The CPM Message is to be sent as a Large Message Mode CPM Message (the size of the message is larger than 1300 bytes), so CPM Participating Function A sends a CPM Large Message Invitation request towards SIP/IP Core A.

2. SIP/IP Core A routes the CPM Large Message Invitation request to Interworking Selection Function A.

3. Interworking Selection Function A extracts the message details (size, content types, etc) from the CPM Large Message Invitation request and selects the most appropriate Interworking Function for handling the CPM Message.
4. Interworking Selection Function A sends the CPM Large Message Invitation request towards SIP/IP Core A.

5. SIP/IP Core A routes the CPM Large Message Invitation request to Interworking Function A.

6. Interworking Function A returns an OK response.

7-9. The OK response is routed to CPM Participating Function A along the same Signalling Path.
10. CPM Participating Function A sends the Large Message Mode CPM Message (as the media of the established session) directly toward Interworking Function A.

11. Interworking Function A converts the received Large Message Mode CPM Message into a non-CPM message routable in non-CPM System B.

12. Non-CPM system B receives the message. 

13. Non-CPM system B acknowledges reception of the message.

NOTE 2: 
This acknowledgement means that Non-CPM system B has accepted the message for delivery, e.g. at a non-CPM system service centre. The acknowledgement does not necessarily mean that the message has been delivered to non-CPM User B.

14. Interworking Function A converts the acknowledgement of the non-CPM message into a RESPONSE for the received media.

15. Interworking Function A sends this RESPONSE to CPM Participating Function A.
16-23. CPM Participating Function A closes the message transmission.

C.4.1.4 CPM Session Interworking

This section describes the case where a CPM Session needs to be set up to a recipient, and it is decided that to reach the recipient, interworking is required.
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Figure 38: CPM Session Interworking

1. A CPM Session Invitation arrives at CPM Participating Function A.

2. CPM Participating Function A performs originating CPM services and decides whether interworking is required.

3. CPM Participating Function A sends the CPM Session Invitation towards SIP/IP Core A.

4. SIP/IP Core A routes the CPM Session Invitation to Interworking Selection Function A.

5. Interworking Selection Function A extracts the session details from the session description of the CPM Session Invitation and selects the most appropriate Interworking Function for handling the CPM Session.
6. Interworking Selection Function A sends the CPM Session Invitation towards SIP/IP Core A.

7. SIP/IP Core A routes the CPM Session Invitation to Interworking Function A.

8. Interworking Function A sends a non-CPM session invitation to non-CPM system B.

9. Non-CPM system B accepts the session by sending a non-CPM session ack.

10. Interworking Function A returns an OK response.

11. The OK response is routed to Interworking Selection Function A along the same Signalling Path.
12-13. Interworking Selection Function A returns the OK response to CPM Participating Function A.

14. The OK response is routed further upstream by CPM Participating Function A.
15. Media is exchanged via the session that has been set up. The CPM Media that is sent on the CPM side is translated into non-CPM Media sent on the non-CPM side by Interworking Function A and vice-versa.

16-27. The CPM Session is terminated both on the CPM side and the non-CPM side.
C.4.1.5 CPM Session Modification

C.4.1.5.1 Adding a New Media Stream
This section describes the case where a CPM User adds a new Media Stream during a CPM Session with a non-CPM user. The non-CPM user is subscribed to a Non-CPM Communication Service A that does not support the new Media Stream. However he is subscribed to another Non-CPM Communication Service B that supports the new Media Stream. 

In the flows the two Non-CPM Communication Services A and B are taken care of by two different Interworking Functions, i.e. an Interworking Function A for the Non-CPM Communication Service A and an Interworking Function B for the Non-CPM Communication Service B.
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Figure 39: Adding a new Media Stream to the ongoing CPM Session
1. There exists an ongoing SIP session conveying a Media Stream between the CPM Client and the Interworking Function A.

2. The CPM Participating Function receives a CPM Session modification request from a CPM Client.

3-4. The CPM Participating Function identifies the corresponding session and the Interworking Function in the Media path for the CPM Session modification request and forwards the request towards the Interworking Function A, the other end point of the existing session.

5-6. The Interworking Function A sends a Rejected response towards the CPM Participating Function because it does not support the newly offered Media Stream in the CPM Session modification request.

7-8. The CPM Participating Function sends a new SIP session invitation towards the Interworking Selection Function.

NOTE:
If the rejection for the CPM Session modification request results from willingness of the recipient non-CPM user the CPM Participating Function forwards the received Rejected response to the originator.

9. The Interworking Selection Function selects the Interworking Function B for the received SIP session invitation

10-11 The Interworking Selection Function sends the SIP session invitation to the Interworking Function B.12. The Interworking Function B converts the received SIP session invitation into a non-CPM session invitation or non-CPM inviting message according to the Non-CPM Communication Service B handled by the Interworking Function B or service provider policy.

13. The Interworking Function B routes the non-CPM session invitation or non-CPM inviting message towards the corresponding Non-CPM Communication Service B.

14. The Interworking Function B receives a non-CPM ack from the Non-CPM Communication Service B.

15. The Interworking Function B converts the non-CPM ack into an OK response to the SIP session invitation routable in the CPM network.

16-19. The OK response is routed to the CPM Participating Function along the Signalling Path.

20. The CPM Participating Function routes towards the CPM Client the OK response to the CPM Session modification request.

21. A new media stream is created between the CPM Client and the Interworking Function B.

C.4.2 Inbound Interworking

This section describes the case where the sending user sends a non-CPM message to a recipient that is a CPM User. 
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Figure 40: Non-CPM message to CPM User

1. Non-CPM system B sends a message that arrives at the Interworking Function. Non-CPM system B may request a delivery notification and/or read report. In this flow non-CPM system B requests a delivery notification.

2. The Interworking Function maps the message to a CPM Message and routes it towards CPM Client A.

3. SIP/IP Core A routes the CPM Message to CPM Participating Function A based on the CPM Address of the recipient CPM Client and CPM Feature Tag.

4. CPM Participating Function A executes the necessary terminating service control and if successful, sends the CPM Message to SIP/IP Core A towards CPM Client A. 

5. SIP/IP Core A routes the CPM Message to CPM Client A.

6-9. CPM Client A sends an OK response for the CPM Message. The OK response is sent to CPM Participating Function A through the same Signalling Path, and then on towards the Interworking Function. 

10. The Interworking Function routes the ack towards the sender, if required by the particular non-CPM system. 

NOTE:
The procedure can end in step 10. Steps 11 to 20 occurs only if the non-CPM user has requested a delivery notification in the non-CPM Message sent in step 1, and the Interworking Function maps the delivery notification request of non-CPM Message to CPM Message as a delivery notification request.

11. CPM Client A generates a delivery notification and sends it towards the sender. 

12. SIP/IP Core A routes the CPM Message delivery notification to CPM Participating Function A triggered on the CPM Feature Tag and CPM Client A’s CPM Address.  

13. CPM Participating Function A performs originating CPM services and then sends the CPM Message delivery notification to SIP/IP Core A. 

14. SIP/IP Core A routes the request to the Interworking Function. 

15. Non-CPM system B receives the delivery notification. 

16. Non-CPM system B may acknowledge reception. 

17-20. The Interworking Function sends an OK response towards CPM Client A along the same Signalling Path.

Appendix D. Message Storage Flows
(Informative)

D.1 Authentication

This flow describes how a Message Storage Client authenticates to a Message Storage Server.
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Figure 41: Authentication to Message Storage Server

1. Accessing a Message Storage Server requires authentication, therefore a Message Storage Client sends an authentication request to the Message Storage Server. The request includes the credentials to be used for authentication.

2. The Message Storage Server verifies the supplied authentication credentials.

3. The Message Storage Server sends back its response to the requestor. The response includes status information about the transaction.

NOTE:
Mutual authentication can be performed using the same flow.

D.2 Selecting the Active Folder

This flow describes how the Message Storage Client selects the active folder on the Message Storage Server.
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Figure 42: Selection the active folder on the Message Storage Server

1. A Message Storage Client is required to select the active folder; therefore it sends a select folder request to the Message Storage Server. The request includes the name of the folder to be set as active.

2. The Message Storage Server verifies that the folder exists, and selects it as the active folder.

3. The Message Storage Server sends back its response to the requestor. The response includes status information about the transaction.

D.3 Storing a Message Object

This flow describes how the Message Storage Client stores a Message Object to the Message Storage Server.
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Figure 43: Storing a Message Object on the Message Storage Server

1. To store a Message Object, a Message Storage Client sends a store message request to the Message Storage Server. The request includes the Message Object to be stored.

2. The Message Storage Server takes into account the user preferences, the service provider policies, verifies that there is enough storage space, assigns a unique identifier to the supplied Message Object and stores it into the active folder.

3. The Message Storage Server sends back its response to the requestor. The response includes the unique identifier that has been assigned for the newly stored Message Object.

D.4 Retrieving a Message Object

This flow describes how the Message Storage Client retrieves a Message Object from the Message Storage Server.
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Figure 44: Retrieving a Message Object from the Message Storage Server

1. To retrieve a Message Object, a Message Storage Client sends a retrieve message request to the Message Storage Server. The request includes the identifier of the Message Object to be retrieved.

2. The Message Storage Server verifies that a Message Object with the supplied Message Object identifier exists in the active folder, and retrieves the Message Object from the storage.

3. The Message Storage Server sends back its response to the requestor. The response includes the requested Message Object.

Appendix E. Content Storage Flows
(Informative)
E.1 Media Storing

This section describes storing Media in a Content Storage Server.

E.1.1 Device-stored Media Upload

This section describes the case where a Content Storage Client stores to a Content Storage Server in the home network a Media available at the Device.
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Figure 45: Content Storage Client stores a device stored Media to home network Content Storage Server
1. Content Storage Client A sends a content store request containing 

· CPM User A address; and,
· information needed for CPM User A address authentication; and,
· address where the Media is to be stored; and,
· Media to be stored.

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, Content Storage Server A stores the Media included in the request at the address indicated in the request and responds with OK response.

E.1.2 Network-stored Media Upload

This section describes the case where a Content Storage Client stores to a Content Storage Server in the home network a Media (e.g. a whole CPM Message or Media attached to a CPM Message) available in a Message Storage Server in the home network. The Media are not downloaded to the Device before storing.
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Figure 46: Content Storage Client stores a network stored Media to home network Content Storage Server
1. Content Storage Client A sends a content store request containing

· CPM User A address; and,
· information needed for CPM User A address authentication; and,
· address where the Media is to be stored; and,
· address from where the Media is to be fetched. The address points to the Media (e.g. a whole CPM Message or Media attached to the CPM Message) stored in the Message Storage Server in the home network.
NOTE:
The address from where the Media is to be fetched is available to the Content Storage Client from other entities in the Device. 

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, Content Storage Server A sends a message attachment fetch request containing 

· CPM User A address; and,
· address from where the Media is to be fetched. The address points to the Media (e.g. a whole CPM Message or Media attached to the CPM Message) stored in the Message Storage Server in the home network.

3. Message Storage Server A authorizes the request and if authorization is successful, Message Storage Server A fetches the Media from the address indicated in the request and responds with OK response containing 

· the Media.

4. Content Storage Server A stores the Media included in the OK response at the address where the Media is to be stored indicated in the content store request and responds with an OK response.

E.2 Media Fetching

This section describes fetching Media from a Content Storage Server.

E.2.1 Media Fetching from Local Content Storage Server

This section describes the case where a Content Storage Client fetches a Media from a Content Storage Server in the home network.
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Figure 47: Content Storage Client fetches a Media from home network Content Storage Server
1. Content Storage Client A sends a content fetch request containing 

· CPM User A address; and,
· information needed for CPM User A address authentication; and,
· address from where the Media is to be fetched. The address points to Content Storage Server A.

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, Content Storage Server A fetches the Media from the address indicated in the request and responds with a OK response containing

· the Media.

E.2.2 Media Fetching from Remote Content Storage Server via the Home Network Content Storage Server

This section describes the case where a Content Storage Client fetches a Media from a Content Storage Server in a remote network, via the Content Storage Server in the home network.
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Figure 48: Content Storage Client fetches a Media from remote network Content Storage Server
1. Content Storage Client A sends a content fetch request containing 

· CPM User A address; and,
· information needed for CPM User A address authentication; and,
· address from where the Media is to be fetched. The address points to remote network Content Storage Server B.

2. Content Storage Server A authenticates the request and if authentication is successful, Content Storage Server A sends a content fetch request to Content Storage Server B. The content fetch request contains

· CPM User A address; and,
· information needed for Content Storage Server A authentication; and,
· address from where the Media is to be fetched. The address points to Content Storage Server B in a remote network.
3. Content Storage Server B authenticates the request, authorizes the request and if authentication and authorization are successful, Content Storage Server B fetches the Media from the address indicated in the request and responds with a OK response containing

· the Media

4. Content Storage Server A forwards the OK response containing

· the Media.

E.3 Synchronization

This section describes synchronization between a Content Storage Client and a Content Storage Server.
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 Figure 49: Content Storage Client initiates synchronization with Content Storage Server
1. Content Storage Client A sends a synchronization request containing 

· CPM User A address; and,
· information needed for CPM User A address authentication; and,
· filter criteria (to determine which contents / folders need to be synchronised).
This request can be initiated by the Content Storage Client in the following cases:

· Periodically, upon expiration of a timer. 

· At any time, upon request of the CPM User. 

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, synchronization begins. 

Appendix F. VAS Application Flows
(Informative)

F.1 VAS-Originated Request

This section describes the case where a VAS Application accesses the functionality of the CPM Enabler.
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Figure 50: VAS Application initiating a request to the CPM Enabler

1. VAS Application A initiates a VAS request towards the CPM Enabler by sending the VAS request towards its assigned Application Control Function A.

2. Application Control Function A validates the VAS request sent by VAS Application A, determines whether VAS Application A is allowed to submit the VAS request, and if allowed, forwards the VAS request as a CPM request towards SIP/IP Core A.

3. SIP/IP Core A routes the CPM request towards CPM Participating Function A or CPM Controlling Function A.
4-5. CPM Participating Function A or CPM Controlling Function A handle the CPM request (and potentially forward the request into the CPM network), and acknowledge the execution of the request by responding with an OK response.

6. Application Control Function A converts the CPM OK response to a VAS OK response and sends it towards VAS Application A.

F.2 VAS-Terminated Request

This subchapter describes the case where the CPM Enabler forwards a request to a VAS Application.
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Figure 51: VAS receiving a request from the CPM Enabler

1. A CPM request comes into a CPM Participating Function or a CPM Controlling Function.

2-3. CPM Participating Function A / CPM Controlling Function A determine that the CPM request is to be sent towards a VAS Application, and forward the CPM request towards Application Control Function A, via SIP/IP Core A.
Editor’s note: It is FFS as to whether any special treatment is required from the CPM PF or CF to determine that the CPM request is to be sent towards a VAS Application.

4. Application Control Function A determines whether VAS Application A is allowed to receive the request, and if allowed converts the CPM request into a VAS request and sends the VAS request towards VAS Application A.

5. VAS Application A handles the VAS request and responds with an OK response.

6-7. Application Control Function A converts the VAS OK response into a CPM OK response and sends the CPM OK response to CPM Participating Function A or CPM Controlling Function A, via SIP/IP Core A.

Appendix G. Handling of ISF Relevant Criteria 
(Informative)

This appendix describes a specific way for the Interworking Selection Function to select the most appropriate Interworking Function to send a CPM Message or a CPM Session Invitation to.

The interworking selection process could be steered by a configuration table. The rows of the configuration table represent different criteria to evaluate. The columns represent the Non-CPM Communication Services available to interwork to. The (x,y) entries in the table specify if and how the respective Non-CPM Communication Service satisfies a the respective criterion. 

· A boolean value for an (x,y) entry denotes if the respective Non-CPM Communication Service fulfils the respective criterion or not.

· A numeric value for an (x,y) gives a threshold value up onto which the respective Non-CPM Communication Service fulfils the respective criterion.

Table 1 shows an example table as it might be used by a specific service provider. This service provider has five specific Non-CPM Communication Services to interwork to. His Interworking Selection Function chooses to restrict SMS interworking to messages that are no more than 160 bytes. Similar restrictions are specified for the other Non-CPM Communication Services. For PS Voice, the limit is zero as it does not make sense to this service provider to interwork CPM Messages to PS Voice. Note that another service provider might have text-to-speech translation capabilities built into the IWF for PS Voice and, therefore, might specify a much higher limit than zero.

For video streams offered via CPM Session invitations, this service provider chooses to interwork them to Internet enabled television and nowhere else. Also, this service provider has a preference for MMS to interwork to, possibly because his MMSC has free capacity.

The two bottom rows are user specifc, i.e., they might be taken from different places, e.g., a user profile or be computed by combining a user’s service class (e.g. prepaid user) with service provider policies assigned to this service class. In this example, this particular target user cannot get incoming CPM traffic be interworking to Internet TV, possibly because it is not within his subscription plan. The target user’s individual preferences are shown in the last row. Again, this information will not be directly stored in such a table but rather be taken from elsewhere – here from the user’s preferences. This particular user dislikes SMS and does not want his (potentially existing) Internet TV set display CPM traffic. 

Note that user specific criteria would be easily available in the target network when the target user is a CPM user (but CPM traffic is interworked to him for some reason). If no information is available about the target user, the service provider may choose to assign default values or the values would be simply empty.

	 
	SMS
	MMS
	Email
	PS Voice
	Internet TV

	Max size (bytes)
	140
	45000
	10.000.000
	0
	1000

	Video stream ok
	No
	No
	No
	No
	Yes

	Audio stream ok
	No
	No
	No
	Yes
	Yes

	Video clip ok
	No
	No
	Yes
	No
	No

	Audio clip ok
	No
	Yes
	Yes
	No
	No

	Picture ok
	No
	Yes
	Yes
	No
	Yes

	Text ok
	Yes
	Yes
	Yes
	No
	Yes

	Bidirectional Voice ok
	No
	No
	No
	Yes
	No

	Preferred by service provider
	No
	Yes
	No
	No
	No

	Service provider allows for user
	Yes
	Yes
	No
	Yes
	No

	Fine with user
	No
	Yes
	Yes
	Yes
	No


Table 1: Example routing table

For the individual entries, entries other than of boolean or integral value would be possible but harder to manage. Therefore, they are kept out of scope.

One of the major benefits of such a scheme is its extensibility: at any time, the service provider can add new Non-CPM Communication Services, simply by adding a column to the table and assigning values to the different entries in this table (user specific entries can be given default values that then can be manipulated by individual users). Also, new evaluation criteria can be introduced by adding rows to the table. New evaluation criteria typically would be needed to either fine-tune the selection process or because a newly introduced Non-CPM Communication Service would need to be distinguished from other Non-CPM Communication Services by certain evaluation criteria not known yet. 

In case, the evaluation process yields several Non-CPM Communication Services as being feasible to interwork to, the resulting tie needs to be broken. If no Non-CPM Communication Service is found feasible to interwork to, the CPM Message or CPM Session Invitation is rejected and handed back to the Participating Function or Conferencing Function.

One of the variations of this scheme would be to rank the criteria, i.e., some criteria would be more important than others. For example, a service provider might choose to overrule user preferences. A simple ranking scheme would be to just order the criteria from top to bottom (a more advanced ranking would be to assign weights to criteria). Such a ranking of criteria might be important to break ties when several non-CPM Communication Services would be eligible to interwork a specific CPM Message or CPM Session Invitation.

If a user has multiple devices and several Non-CPM Communication Services would be eligible to interwork a specific CPM Message or CPM Session Invitation, the choice of devices might be used as additional criterion to decide between the different Non-CPM Communication Services.

Appendix H. Mapping of CPM requirements to SIMPLE IM TS (Informative)

This appendix describes the parts of OMA SIMPLE IM specification that are candidate for reuse to fulfil the CPM needs. Many of the messaging related requirements for CPM are fulfilled by the SIMPLE IM specifications.

The following table shows a mapping between the CPM RD requirements [OMA-CPM-RD] and the sections of the SIMPLE IM TS [OMA-IM-TS] than can be used to fulfill those requirements.

	Label
	Description
	SIMPLE IM Specs and gaps

	CPM-CONV-001
	The CPM Enabler SHALL be able to deliver CPM Messages in immediate mode if the recipient is available and his preferences allow it.
	IM: Section 6.1.2.1 step 5

	CPM-CONV-002
	· A CPM User SHALL be able to set preferences for the message handling mechanism used by the CPM Enabler in case the CPM User is not available for receiving the CPM Message (e.g. not registered in the home network, user does not wish to receive it immediately), e.g.: Discard the CPM Message while providing a notification to the sender based on service provider policies and sender’s preferences 

· Defer the CPM Message

· Store the CPM Message in the network-based storage

· Deliver the message via a Non-CPM Communication Service, via interworking
	IM: Section 5.2.4, Appendix H.2.1.2, may need to add a mechanism for the operator (based on User preference) to allow other possible message handling  in addition to Deferring the Message

	CPM-CONV-003
	The CPM Enabler SHALL defer CPM message delivery according to service provider policies (e.g. hold for specific time period, hold only a certain number of messages) and based on user’s preferences.
	IM Section 6.1.2.1 step 5

	CPM-CONV-007
	A Deferred Message SHALL either be automatically delivered when the CPM User is available, or the CPM User SHALL be notified for possible retrieval by the CPM User.
	IM: Section 12

	CPM-CONV-008
	The CPM Enabler SHALL support the CPM User’s request to be reminded about Deferred Message(s), subject to service provider policy.
	IM: Section 12.2.2.7 IM Server deleting Deferred Messages - local service provider’s policy. However CONV-008 not explicitly covered by the section above.. 

	CPM-CONV-009
	In case of notification of an available CPM message sent to the CPM User’s device, the CPM Enabler SHALL allow the CPM User to retrieve all or part of the CPM Message. 
	IM: Section 12. retrieving part of an IM message is possible if it includes a URI to another part of the message

	CPM-CONV-010
	The CPM Enabler SHALL provide mechanisms so that a CPM User can view CPM Messages in the order they are sent by another CPM User.
	IM: Section 12.2.2.3 Date is stored with the message. If it is not present, the IM Server may add it

	CPM-CONV-011
	The CPM Enabler MAY support allowing/disallowing the sending of particular Media Types by individual participants.
	IM: The originating PF (Section 6.1.1.1), the terminating PF (Section 6.1.2.1) can reject an IM Session invitation with 488. The IM Server can reject an IM Session initial request or modification request with 488 (Section 6.1.1.2.4, 7.2.1.2, 7.2.1.3, 7.2.1.4, 7.2.1.5, 7.2.1.6)

Decision to reject in the IM TS is based on operator policies specified for the service and for the IM user. CPM may require updates to shared group policy to limit the media allowed by individual participants. This is ffs.

CPM may also allow the CPM Participating Function and CPM Controlling Function to modify the offered media before forwarding it on to the recipient instead of rejecting the SDP offer on behalf of the recipient as is currently described in the IM TS.

	CPM-CONV-012
	The CPM Enabler SHALL allow a Principal to invite another Principal to start or join a CPM Session by sending a CPM Session invitation, if allowed by service provider policies.
	IM: Section 7.1.1.6 IM Client extends 1-to-1 IM Session to an Ad-hoc IM conference, Section 7.1.1.7 IM Client adding IM User(s) to an IM Conference Session, Section 7.2.2.9 IM Session Joining Policy

	CPM-CONV-013
	The CPM Enabler SHALL allow a Principal to accept or reject a CPM Session invitation he/she received.
	IM: Section 7.1.2.1 IM Client invited to an IM Session step 1, Section 9.2.1.1 Large Message Session Invitation – General, step 1

	CPM-CONV-016
	The CPM Enabler SHALL be able to associate a validity period with a CPM Session Invitation.
	IM: Section 7.1.2.1 IM Client invited to an IM Session step 1, Section 9.2.1.1 Large Message Session Invitation – General, step 1. However, handling of the Expires header needs to be added in some of the procedures.

	CPM-CONV-017
	The CPM Enabler SHALL leverage the capabilities (when available)  of the underlying IP network to manage validity periods associated with a CPM Session Invitation, including notifying the originating and recipient CPM Users about the outcome of the CPM Session Invitation.
	IM: Section 7.1.2.1 IM Client invited to an IM Session step 1, Section 9.2.1.1 Large Message Session Invitation – General, step 1

	CPM-CONV-018
	The CPM Enabler SHALL allow CPM User to initiate a CPM Session with selected Media. 
	IM: Section 7.1.2.1 IM Client invited to an IM Session step 1, Section 9.2.1.1 Large Message Session Invitation – General, step 1.However Session establishment with Selected Media Not defined in IM (N/A) but the Specs does  not explicitly exclude that …In IM all session establishment are of Media Type = Message

	CPM-CONV-019
	The CPM Enabler SHALL allow a CPM User to join or rejoin an ongoing CPM Group Session- if the set of membership rules for the CPM Group are satisfied (e.g. excluding banned users).
	IM: Section 7.2.2.9 IM Session Joining Policy, in particular policy defined by  <join-handling>, <age-restrictions> of the Group’s authorization rules, as specified in [Shared-Group-XDM]

	CPM-CONV-037
	The CPM Enabler SHALL allow a CPM user to initiate CPM Conversations independently of the status and availability of the user's presence information.
	IM: Presence information for the recipient(s) is never checked before allowing a CPM User to initiate a CPM Conversation.

	CPM-CONV-038
	The CPM Enabler SHALL support 1-1 and Group CPM Conversations.
	IM: Supported. 

	CPM-CONV-039
	The CPM Enabler SHALL allow the CPM User to handle several CPM Conversations in parallel according to Service Capabilities and service provider policies.
	IM: this is dependent on network and client capabilities, so no special procedures need to be specified in IM since all sessions are o message media type. Each session is handled separately

	CPM-CONV-040
	The CPM Enabler SHALL provide the means to recognize CPM Messages and CPM Sessions as part of a CPM Conversation. 
	IM: Section 13 IM Conversation History, as well as explicit procedures to store IM Pager Mode, Large Message Mode and messages sent within an IM Session when activated. However CONV-040 extends the concept of conversation not explicitly described in IM 

	CPM-CONV-043
	CPM-enabled devices SHOULD be able to present the stored CPM Messages and CPM Session Histories belonging to a CPM Conversation History in a threaded view according to the user’s preferences. NOTE: this is the storage representation of the concept defined in CPM-CONV-041.
	IM: Thread concept is not explicitly described in IM. A procedure could be required for a user to choose a common characteristic for a group of messages to allow them to be considered part of the same Thread.

	CPM-DEF-001
	The CPM Enabler MAY allow the originating user to associate an expiry time to a CPM Message.
	IM: expiry timer supported

	CPM-DEF-002
	The CPM Enabler SHALL allow the service provider to override the expiry time associated with a CPM Message, set by the originating user (e.g. reduce to a shorter time).
	IM: 12.2.2.4

	CPM-DEF-003
	When the expiry time associated with a Deferred Message is reached the CPM Enabler SHALL take one of the following actions according to user preferences and/or service provider’s policy: 
· Discard the CPM Message
· Store the CPM Message in the network-based storage
· Extend the expiry time of the CPM Message
	IM: 12.2.2.4 (local policy)

Add user preferences for bullets 2 and 3

	CPM-MED-001
	The CPM Enabler SHALL support Discrete and Continuous Media of at least the following kinds:

Text 

Images 

Binary files 

Audio 

Video.
	IM: Section 7.1.3.1 User Plane – General, and 3GPP 26.141 
IM per service definition only supports discrete media : Text, Images, Binary files..all kinds of files…minimum formats and codecs is as defined in [3GPP TS 26.141].
Therefore CPM will require procedures to be added for continuous media support.

	CPM-MED-002
	The CPM Enabler SHALL allow the sender of a CPM Message to indicate that a piece of discrete Media (e.g. audio clip or video clip) sent as part of the CPM Message is to be played immediately and automatically upon reception at the recipient end, if supported and enabled by the recipient user.
	IM: Section 10 File Transfer

	CPM-MED-003
	The CPM Enabler SHALL allow an inviting CPM User to indicate a set of offered Media Types at the start of a CPM Session based on the Communication Capabilities of his/her device, user preferences, and service provider policies.
	IM: Supported. Not defined in IM  per service definition. Only Media Type message is supported .. The specs does not prohibit it though not excluded

	CPM-MED-004
	The CPM Enabler SHALL allow an inviting CPM User to indicate which offered Media Types are the preferred Media Types in a CPM Session Invitation.
	IM: Supported SDP negotiation but in IM only Message media type are always offered since by service definition IM is only about Messaging

	CPM-MED-005
	The CPM Enabler SHALL support negotiation of Media Types.
	IM: Supported SDP negotiation

Same as MED-004

	CPM-MED-011
	The CPM Enabler SHALL support the simultaneous exchange of multiple Continuous Media and/or CPM Messages in the same CPM Session. 
	IM: continuous media is not explicitly supported, but normal SIP session management supports this


Table 2: Mapping between CPM requirements and the SIMPLE IM TS
Editor’s note: This appendix is to be removed once the TS is finalized.
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