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1 Reason for Change

This contribution addresses the CONRR comments C152, C153 and C154 from the server side perspective.
	C152
	2013.12.12
	T
	C.15.1
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: 

In the Flow diagram “C.15.1 Content Viewing and Communication session when the initiator uses multiple devices
” change the Step 5a to below proposed change.
Proposed Change: 


Replace the SIP MESSAGE with SIP INVITE (CM).
	Status: Closed by CR#2014-0011R01&CR#2014-0023

	C153
	2013.12.12
	T
	C.15.1,

C.15.2
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: 

Include the detailed procedures for the sections C.15.1 and C.15.2

Proposed Change: 

Add 
detailed procedures for Section “C.15.1 Content Viewing and Communication session when the initiator uses multiple devices
” and “C.15.2 Content Viewing and Communication session when the recipient using multi-devices
”.
	Status: Closed by CR#2014-0011R01&CR#2014-0023

	C154
	2013.12.12
	T
	C.15.2
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: 

In Section C.15.2, delete the assumption, since ISC Server relays the SIP INVITE (CV) and SIP INVITE (CM) to both the devices of ISC User B as described in Step 3 and 9 in the flow diagram 

Proposed Change: 

Delete the assumption in Section C.15.2
	Status: Closed by CR#2014-0011R01&CR#2014-0023


R02: updates formats of the “Note”, and some descriptions.
R03: updates for the comments and suggestions from R&A.

[Ericsson] Some errors need to be corrected: A SIP CANCEL can only be sent for a previous SIP INVITE before a final response is received from that client. The 200 OK to a SIP MESSAGE request cannot be used as an 'acceptance' of a session, but it just acknowledges that the SIP MESSAGE was received successfully. If ISC is using CPM for communications (for SIP MESSAGE notifications and 1-1 chat between ISC users) then the CPM ICSI must be used for that specific type of communication: e.g. CPM pager mode for the SIP MESSAGE containing ISC content viewing details and CPM Session ICSI for the chat between users (1-1 or Group chat). If specific ISC information needs to be passed on in the body of the CPM request, then ISC must define: a IARI to allow the CPM Client to route the request to the ISC Client on the device and a Content-Type that defines the information that is part of the body content. The Content-Type was defined, so I have added the IARI in the CR revision. 
[China Unicom] Agreed the suggestions above.

R04: rolls back changes on R03.
2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Group is requested to review and agree the proposed changes.
5 Detailed Change Proposal
Change 1:  Updates 1-1 and 1-N content viewing session for multiple devices (server side)
5.11.1 Handle 1-1 Content Viewing session
Upon receiving a SIP INVITE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm” included in the Accept-Contact header field to watch content with another ISC User, the ISC Server Media Function:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check
A. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’; otherwise

B. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’, it MAY respond with a 403 ‘Forbidden’ SIP response;

Otherwise, continue with rest of the steps;

5. SHALL check the SIP INVITE request SDP attributes against service provider’s policies specified for the service and for the ISC User. If media types of SDP do not conform to the service provider’s policies, the ISC Server Media Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
6. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the ISC Session;
7. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications. The ISC Server Media Function:
A. SHALL copy the received Request-URI;
b. SHALL copy the Contact header and the Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;

c. SHALL insert a URI identifying its own address in the Contact header of the SIP INVITE request;
d. SHALL copy the values received in ISCConvergenceID header field of the incoming request to a corresponding ISCConvergenceID header field in the SIP INVITE request. 
e. SHALL include a MIME SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the originating client.

f. SHALL copy the “application/ISC-content-request+xml” MIME body  of the incoming SIP INVITE request to the outgoing SIP INVITE request:

8. SHALL send the SIP INVITE request towards the terminating ISC Client according to the rules and procedures of the SIP/IP core; If the recipient has multiple devices, the ISC Server Media Function SHALL fork and send the SIP INVITE request to the recipient’s every registered ISC Clients;
9. If the UsingMultipleClient element exists and its value is “yes”, and the CommunicationClientAddr element exists and its value is available in the MIME body of the incoming SIP INVITE request, SHALL continue with section 5.4.3.2 “Notifies Client to Establish Communication Session (Originating Side)”; 
Upon receiving a SIP 200 “OK” response for content viewing, the ISC Server Media Function:

1. SHALL send a SIP 200 “OK” towards the originating and terminating ISC Client(s), according to the rules and procedures of the SIP/IP core;
2. SHALL transmit the media related to the Content identified in the ContentRef over an UDP/RTP channel towards the originating and terminating ISC Client(s);
3. SHELL check recipient’s user preference on the setting for multiple devices supporting. If the recipient only allows one device to support content viewing session, the ISC Server Media Function SHALL generate and send SIP CANCEL request(s) to all of the recipient’s registered other device(s) [see the section 5.4.3.3 “Notifies Client to Cancel Invite for Content Viewing Session (Terminating Side)”].
5.12.1 Handle Content Viewing session with a Pre-defined Group
Upon receiving a SIP INVITE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm” included in the Accept-Contact header field to watch content with members of ISC pre-defined group, the ISC Server Media Function:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is authorized to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check
A. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’; otherwise

B. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’, it MAY respond with a 403 ‘Forbidden’ SIP response;

Otherwise, continue with rest of the steps;

5. SHALL check the SIP INVITE request SDP attributes against service provider’s policies specified for the service and for the ISC User. If media types of SDP do not conform to the service provider’s policies, the ISC Server Media Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
6. SHALL fetch the ISC pre-defined group members list and group policies from ISC XDMS according to procedures specified in [OMA-XDM-TS];

7. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the ISC Session;
8. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications. The ISC Server Media Function:
A. SHALL copy the received Request-URI;
b. SHALL copy the Contact header and the Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;

c. SHALL insert a URI identifying its own address in the Contact header of the SIP INVITE request;
d. SHALL copy the values received in ISCConvergenceID header field of the incoming request to a corresponding ISCConvergenceID header field in the SIP INVITE request. 
e. SHALL include a MIME SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the originating client.

f. SHALL copy the “application/ISC-content-request+xml” MIME body  of the incoming SIP INVITE request to the outgoing SIP INVITE request:

9. SHALL send the SIP INVITE request towards each member of ISC Pre-defined group according to the rules and procedures of the SIP/IP core; If the member has multiple devices, the ISC Server Media Function SHALL fork and send the SIP INVITE request to the member’s every registered ISC Clients;
10. If the UsingMultipleClient element exists and its value is “yes”, and the CommunicationClientAddr element exists and its value is available in the MIME body of the incoming SIP INVITE request, SHALL continue with section 5.4.3.2 “Notifies Client to Establish Communication Session (Originating Side)”;
Upon receiving a SIP 200 “OK” response for content viewing, the ISC Server Media Function:

1. SHALL send a SIP 200 “OK” response, according to the rules and procedures of the SIP/IP core;
2. SHALL transmit the media related to the Content identified in the ContentRef over an UDP/RTP channel towards each member of ISC pre-defined group;
3. SHELL check member’s user preference on the setting for multiple devices supporting. If the member only allows one device to support content viewing session, the ISC Server Media Function SHALL generate and send SIP CANCEL request(s) to all of the member’s registered other device(s) [see the section 5.4.3.3 “Notifies Client to Cancel Invite for Content Viewing Session (Terminating Side)”].
Note: Upon receiving any other RTSP request from the ISC Client allowed by [RFC2326], the ISC Server Media Function SHALL perform subsequent actions according to the rules and procedures of [RFC2326].

5.12.4 Handle Content Viewing session with an Ad-hoc Group
Upon receiving a SIP INVITE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm” included in the Accept-Contact header field to watch content with members of ISC Ad-hoc group, the ISC Server Media Function:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is authorized to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’; otherwise

b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’, it MAY respond with a 403 ‘Forbidden’ SIP response;

Otherwise, continue with rest of the steps;

5. SHALL check the SIP INVITE request SDP attributes against service provider’s policies specified for the service and for the ISC User. If media types of SDP do not conform to the service provider’s policies, the ISC Server Media Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261];

Otherwise, continue with rest of the steps;
6. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the ISC Session;
7. SHALL create an ISC Ad-hoc group for the URI list received from the ISC Client; 

8. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications. The ISC Server Media Function:

a. SHALL copy the received Request-URI;
b. SHALL copy the Contact header and the Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;

c. SHALL insert a URI identifying its own address in the Contact header of the SIP INVITE request;
d. SHALL copy the values received in ISCConvergenceID header field of the incoming request to a corresponding ISCConvergenceID header field in the SIP INVITE request. 
e. SHALL include a MIME SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the originating client.

f. SHALL copy the “application/ISC-content-request+xml” MIME body  of the incoming SIP INVITE request to the outgoing SIP INVITE request:

9. SHALL send the SIP INVITE request towards each member of the created Ad-hoc group according to the rules and procedures of the SIP/IP core; If the member has multiple devices, the ISC Server Media Function SHALL fork and send the SIP INVITE request to the member’s every registered ISC Clients
10. If the UsingMultipleClient element exists and its value is “yes”, and the CommunicationClientAddr element exists and its value is available in the MIME body of the incoming SIP INVITE request, SHALL continue with section 5.4.3.2 “Notifies Client to Establish Communication Session (Originating Side)”;
Upon receiving a SIP 200 “OK” response for content viewing, the ISC Server Media Function:

1. SHALL send a SIP 200 “OK” response, according to the rules and procedures of the SIP/IP core;
2. SHALL transmit the media related to the Content identified in the ContentRef over an UDP/RTP channel towards each member of ISC Ad-hoc group;
3. SHELL check member’s user preference on the setting for multiple devices supporting. If the member only allows one device to support content viewing session, the ISC Server Media Function SHALL generate and send SIP CANCEL request(s) to all of the member’s registered other device(s) [see the section 5.4.3.3 “Notifies Client to Cancel Invite for Content Viewing Session (Terminating Side)”].
Note: Upon receiving any other RTSP request from the ISC Client allowed by [RFC2326], the ISC Server Media Function SHALL perform subsequent actions according to the rules and procedures of [RFC2326].

Change 2:  Add new section for notifying initiator’s client to establish communication session
5.4.3.2 Notifies Client to Establish Communication Session (Originating Side)

Note: See the flow listed in Appendix C.15.1 “Content Viewing and Communication session when the initiator uses multiple devices”.

If accepting an ISC/CPM Client’s ask for notifying another ISC/CPM Client to support communication task, the ISC Server’s Media Function generates a SIP MESSAGE according to the rules and procedures of [RFC 5365], the SIP MESSAGE request SHALL include:

1. A Request-URI header field with value of the address of the target ISC/CPM Client;
2. The ISC User Address of the originating ISC/CPM Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
3. An Accept-Contact header field with the ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ with ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc.cm.recommendation’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ and section 7.2A.9.2 “Coding of the IARI”; 
4. An ISC ICSI feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
5. A P-Preferred-Service header field with the value of the ISC ICSI feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’;
6. An MIME body that includes information about the communication task recommendation and related information, with the following clarifications:
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.cm.recommendation’;

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the following fields:
i.  “SessionType” element with value “cv-cm”;
ii. “UsingMultipleClient” element with value “yes” (default value is “no”);
iii. “CommunicationClientAddr” element with value as the client address of ISC/CPM Client to support the communication session;
iv. “ContentViewingClientAddr” element with value as the client address of ISC/CPM Client to support the content viewing session;

v. “ISCConvergenceID” element with value as the established content viewing session identifier for the initiator;
The ISC Server’s Media Function forwards the SIP MESSAGE towards the target ISC/CPM Client according to the rules and procedures of the SIP/IP core.
Change 3:  Add new section for notifying recipient to cancel invite for content viewing session

5.4.3.3 Notifies Client to Cancel Invite for Content Viewing Session (Terminating Side)
Note: See the flow listed in Appendix C.15.2 “Content Viewing and Communication session when the recipient using multi-devices”.

The ISC Server’s Media Function SHOULD support to cancel a sent SIP INVITE request for establishing content viewing session. When one content viewing session between one of the initiator’s ISC Client(s) and one of the recipient’s ISC Client(s) is established, the ISC Server’s Media Function SHOULD send SIP CANCEL request to the recipient’s other ISC Client(s) as the following conditions:

1. The recipient has multiple devices, and

2. The ISC Server’s Media Function has sent SIP INVITE request(s) to the multiple devices (at least two) for establishing content viewing sessions, and

3. The recipient prefers to only one device supporting content viewing task, the setting is save in the recipient’s user preference.

The ISC Server’s Media Function adjusts to cancel a sent SIP INVITE request for establishing content viewing session, it generates a SIP CANCEL request according to the rules and procedures of [RFC 3261], and the SIP CANCEL request SHALL include:

1. A Request-URI header field with value of the address of the target ISC Client;
2. An Accept-Contact header field with the ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with ISC IARI feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv.cancellation’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ and section 7.2A.9.2 “Coding of the IARI”; 
3. An ISC ICSI feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. A P-Preferred-Service header field with the value of the ISC ICSI feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’;
5. An MIME body that includes information about the communication task recommendation and related information, with the following clarifications:
c. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.cv.cancellation’;

d. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the following fields:
i.  “CVInviteIdentifer” element with value as an identifier indicating the sent SIP INVITE request for establishing content viewing session;

ii. “CancellationID” element with value as an identifier indicating the reason for the cancellation.
The ISC Server’s Media Function forwards the SIP CANCEL request towards the target ISC Client according to the rules and procedures of the SIP/IP core.
Change 4:  Add new section for notifying recipient to cancel invite for communication session

5.4.3.4 Notifies Client to Cancel Communication Session (Terminating Side)

Note: See the flow listed in Appendix C.15.2 “Content Viewing and Communication session when the recipient using multi-devices”.

The ISC Server’s Communication Function (CPM) SHOULD support to cancel a sent SIP INVITE request for establishing communication session. When one communication session between one of the initiator’s CPM Clients and one of the recipient’s CPM Clients is established, the ISC Server’s Media Function SHOULD send SIP CANCEL request to the recipient’s other ISC Client(s) as the following conditions:

1. The recipient has multiple devices, and

2. The ISC Server’s communication Function (CPM) has sent SIP INVITE request(s) to the multiple devices (at least two) for establishing communication sessions, and

3. The recipient prefers to only one device supporting communication task, the setting is save in the recipient’s user preference.

The ISC Server’s Communication Function (CPM) SHALL cancel the related SIP INVITE request for establishing communication session with the rules and procedures as described in [CPM-CONV-TS].

Change 5:  Updates Appendixes C.15.1 and C.15.2
C.15.1 Content Viewing and Communication session when the initiator uses multiple devices
This section describes the case where an ISC User (User A) requests to watch content and communicate with another ISC User (User B), and the User A has multiple devices and sets one device to support communication and other device(s) to support content viewing.

The following is assumed:

- The ISC User A has two ISC devices, and sets one device (ISC/CPM Client A1) to playing the selected Content View, and set another device (ISC/CPM Client A2) to communication, via his/her user preference and/or the ISC User A’s selection.
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Figure X Content Viewing and Communication when the initiator uses multiple devices
1. Upon receiving the request from User A to watch content and communicate along with the User B, the ISC Client A1 gathers information related to the content from the Contents List, and the CPM Client A2 prepares the communication information.

2. The ISC Client A1 sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including:
· the reference to content, and
· information that there is an associated communication, and
· the target User B, and
· the communication information (e.g., the ISC/CPM Client ID which will initiate the communication with the User B).
3. Then the ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards the ISC Client B. The ISC Client B knows that the User A request is intended for both content viewing.

4. If an ISC session (CV) has not been established yet for the requested content, the ISC Server establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

5.a  If the ISC User A selects ISC/CPM Client A2 to support communication, the ISC Server Media Function sends SIP MESSAGE to the ISC/CPM Client A2, the invitation information includes the parameters to indicate how the ISC/CPM Client A2 establishes Communication Session with the ISC/Client B.
5.b. If the ISC/CPM Client A2 Accepts the invite, it responds SIP 200 “OK” to the ISC Server Media function.
6. Upon request from the ISC Client A2, the CPM Client A2 sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including:
A. information that there is an associated content viewing, and
B. the target User B.
7. The ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards ISC Client B.
8. Upon receiving acceptance from the User B for content viewing, the ISC Client B sends back a response 200 OK (CV).

9. The ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.
10. UDP/RTP channel is setup by the ISC Server Media Function towards both the ISC Client A1 and the ISC Client B. The ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the ISC Client A1 and the ISC Client B. User A and B are now watching the content.

11. Upon receiving acceptance from User B for communication, the ISC Client B sends back a response 200 OK (CM).

12. The ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

13. MSRP channel is setup by the ISC Server Communication Function towards both ISC Client A2 and ISC Client B for exchanging messages.

14. Users A and B are now watching the content together and communicating.
In this case, the content viewing session and communication session are initiated by different clients (devices), one is ISC/CPM Client A1, and another is ISC/CPM Client A2. And the ISC Server, according to the initiator’s request and his/her user reference, cooperates the two sessions.
C.15.2 Content Viewing and Communication session when the recipient using multi-devices
This section describes the case where an ISC User (User A) requests to watch content and communicate with another ISC User (User B) who has multiple devices and sets one device to support communication and other device(s) to support content viewing.
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Figure X Content Viewing and Communication when the recipient using multi-devices
1. Upon receiving the request from ISC User A to watch content and communicate along with the User B, the ISC Client A gathers information related to the content from the Contents List.

2. The ISC Client A sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including:
A. the reference to content, and
B. information that there is an associated communication, and
C. the target ISC User B.
3. The ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards the ISC Client B1 and B2. The ISC Client B1 and B2 knows that the User A’s request is intended for both content viewing.
4. If an ISC session (CV) has not been established yet for the requested content, the ISC Server establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

5. Upon request from the ISC Client A, the CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including:
D. information that there is an associated content viewing, and
E. the target User B.
6. The ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards ISC Client B1 and B2.
7. Upon receiving acceptance from the User B for content viewing via the ISC Client B1, the ISC Client B1 sends back a response 200 OK (CV).

8. The ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.

9. The ISC Server Media Function sends a SIP CANCEL (CV) to the ISC/CPM Client B2 to cancel the ISC Session Invitation (CV) sent previously.

10. The ISC/CPM Client B2 sends back a 200 OK to accept the cancellation of the ISC Session Invitation (CV).
11. UDP/RTP channel is setup by the ISC Server Media Function towards both the ISC Client A and the ISC Client B1. The ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the ISC Client A and the ISC Client B1. User A and B are now watching the content.

12. Upon receiving acceptance from User B for communication via the CPM Client B2, the CPM Client B2 sends back a response 200 OK (CM).

13. The ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

14. The ISC Server Communication Function sends a SIP CANCEL (CM) to the ISC/CPM Client B1 to cancel the ISC Session Invitation (CM) sent previously.

15. The ISC/CPM Client B1 sends back a 200 OK to accept the cancellation of the ISC Session Invitation (CM).

16. MSRP channel is setup by the ISC Server Communication Function towards both ISC Client A and ISC Client B2 for exchanging messages.
17. Users A and B are now watching the content together and communicating.
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