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	To:
	COM-ISC

	Doc to Change:
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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Gyubong Oh, Samsung Electronics, maestro@samsung.com
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	n/a


1 Reason for Change

This CR addresses the following CONR comments:
	C0031 
	2013.12.12
	E
	5.x
	Source: ZTE Corporation
Form: doc #OMA-CONR-2013-0064
Comment: Some lines are underlined.
Proposed Change: change the format of these words.
	Status: OPEN / CLOSED

<provide response>


	C0032 
	2013.12.12
	E
	5.1
	Source: ZTE Corporation
Form: doc #OMA-CONR-2013-0064
Comment: Some lines are underlined.
Proposed Change: change the format of these words.
	Status: OPEN / CLOSED

<provide response>



2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-ISC is kindly requested to review and agree to this CR.
6 Detailed Change Proposal

Change 1:  Edits to section 5.4, 5.5, 5.6 and subsections.
5.1 Multi-device Discovery Function
5.1.0 Multi-device Capability Management and Discovery
5.1.0.1 Device Capability List

The ISC Enabler supports the ISC User has one and/or more device(s). The device capability information of the ISC User is stored in the network repository, in the ISC Server. 

The related device capabilities include:

· Video codec capability, to decoding the video content, and

· Audio codec capability, to decoding the audio content, and

· Video rendering capability (e.g., display resolution), to playing the decoded video data, and 

· Audio rendering capability, to playing the decoded audio data, and

· Encryption capability, to decrypting the media content if the media content is encrypted, and

· Connection capability (e.g., IP address and port), to supporting to establish connection with the ISC Server.

Editor’s Note: it is FFS to define the MIME format of the device capability listed in this section.

5.1.0.2 Handle Multiple Devices Capabilities Updates

The ISC Server sends SIP SUBSCRIBE request to the SIP/IP Core to subscribe the “reg” registration event package about the ISC Clients according to [RFC5196].
Editor’s Note: The possibility of extending the above RFC with ISC-specific device capabilities is FFS. If this extension is not possible, we need to consider alternate solutions (e.g. without relying on RFC 5196).
When the ISC Server receives a Registration Event Notification, it parses the notification and extracts the device capabilities from the notification. If the related device capability exists, the ISC Server SHALL update the stored device capability.
5.1.0.3 Handle Multiple Devices Capabilities Subscription

Upon receiving a SIP SUBSCRIBE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. device-capability’ included in the Accept-Contact header field corresponding to device capability discovery, the ISC Server’s Multi-device Discovery: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User with the following additional clarifications;
a. The ISC Server’s Multi-device Discovery SHALL check if the ISC User is in its service domain. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
b. The ISC Server’s Multi-device Discovery SHALL check if the ISC User has permission to discovering his/her ISC devices. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the MIME resource-list body to extract the devices capability of the ISC User’s devices with the following additional clarifications:
a. The ISC Server’s Multi-device Discovery SHALL check if the MIME resource-list body includes an empty subscription criteria. If the subscription criteria is empty, the ISC Server’s Multi-device Discovery SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The ISC Server’s Multi-device Discovery SHALL fetch all the existing subscription criteria in the entries of MIME resource-lists body:

i. Device identifier, if the entry contains the “?isc_device_d=dev_id” parameter;
ii. Device name, if the entry contains the “?isc_device_d=dev_name” parameter;
iii. Subscription Duration, if the entry contains the “? isc_device_d =sd_seconds” parameter;

iv. Subscription Type, if the entry contains the “? isc_device_d =sd_type” parameter;
c. The ISC Server’s Multi-device Discovery SHALL check the criteria. If the criteria related to the ISC User’s devices is empty, the ISC Server’s Multi-device Discovery SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Editor’s note: Need to justify the scenario behind the steps “b” and “c” above , otherwise, this step may be deleted later (along with other depending steps in this section)
Otherwise, continue with the rest of the steps;
d. The ISC Server’s Multi-device Discovery SHALL check the existing of the subscription duration. If the subscription duration is empty, the subscription duration is default expiration (e.g., 3600 seconds) according to the service policy.

e. The ISC Server’s Multi-device Discovery SHALL check the existing of the subscription type (one time or multiple times). If the subscription type is empty, the subscription type is default (e.g., multiple times) according to the service policy.

5. SHALL check if the subscription criteria accord its service policy.  If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
6. SHALL generate a SIP 200 “OK” response to the received initial SIP SUBSCRIBE request according to the rules and procedures of [RFC3261];

7. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
If the ISC Server’s Multi-device Discovery accepts the device discovery request, it generates the device capability result(s) according to the subscription criteria, and sends the related SIP NOTIFY notification (including the device capability result(s)) to the subscriber. 

If the subscription criteria “dev_name” and “dev_id” are empty, the ISC Server’s Multi-device Discovery SHOULD generate the device capability result(s) with all of the devices capability of the ISC User’s registered devices.

If the subscription type is one time, the ISC Server’s Multi-device Discovery generates the device capability result(s) according to the subscription criteria only one time, and sends the generated device capability result(s) to the subscriber.

If the subscription type is multiple times, the ISC Server’s Multi-device Discovery generates the device capability result(s) according to the subscription criteria in the subscription duration, and sends all of the generated device capability result(s) to the subscriber one by one.

The body of a SIP NOTIFIY notification of searched device capability result(s) contains a device capability result document [see Appendix X “Device Capability Result Body”]. This document describes some or all of the device capability result(s) associated with the subscription criteria. The ISC Server and the ISC Client SHALL support the “application/device-capability-info/xml”. If the SIP SUBSCRIBE request does not contain an Accept header field, if no such header field is present, it has a default value of “application/device-capability -info/xml”. If the header field is present, it SHALL include “application/device-capability-info/xml”.

5.1.1 Device Presence Information Management and Discovery
Note: See the flows as described in Appendix C.X “Device Presence Information Management and Discovery”.

5.1.1.1 Device Presence Information List

The ISC Server’s Multi-device Discovery Function manages the registration information and the Device Presence Information [see section X.X “Device Presence Information”] of the ISC Clients. The Device Presence Information of an ISC Client includes:

· Client identifier, and

· Client online status, and

· Content View selection information of the ISC Client, and

· Content Viewing Information of the ISC Client.

The ISC Client updates its Device Presence Information to the ISC Server when it starts or its Device Presence Information is changed.

Editor’s Note: it is FFS to finalize presence information elements and define the MIME format of the list of the Device Presence Information.

5.1.1.2 Handling the Device Presence Information Updates

In the mechanism of the network repository in the ISC Server, the Multi-device Discovery Function of the ISC Server receives and stores the Device Presence Information as uploaded by the ISC Client.

Upon receiving a SIP PUBLISH request that contains a MIME Content-Type ‘application/vnd.oma.isc.dpi-info+xml’ from the ISC Client, to update the Device Presence Information, the ISC Server:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP PUBLISH with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
5. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’; or
b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’, it MAY respond with a 403 ‘Forbidden’ SIP response;
6. SHALL forward the SIP PUBLISH towards the terminating network, according to the rules and procedures of the SIP/IP core, the target ISC Server belongs to other network.
Otherwise, continue with rest of the steps;
7. SHALL check the Event header. if the Event header is not “publish-device-presence-info”, the ISC Server SHALL reject the SIP PUBLISH with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
8. SHALL check the MIME resource-list body to extract the Device Presence Information with the following additional clarifications:
f. The ISC Server’s Multi-device Discovery Function SHALL check if the MIME resource-list body includes an empty Device Presence Information. If the Device Presence Information is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
g. The ISC Server’s Multi-device Discovery Function SHALL fetch all the existing Device Presence Information in the entries of MIME resource-lists body, as listed in section 5.4.x.1 “Device Presence Information List”.
h. The ISC Server’s Multi-device Discovery Function SHALL check the Device Presence Information. If the Device Presence Information related to the ISC User’s Client is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
i. The ISC Server’s Multi-device Discovery Function SHALL check the Device Presence Information related ISC User’s Client. If the Device Presence Information has existed, The ISC Server’s Multi-device Discovery Function SHALL update and merge the existing Device Presence Information.

9. SHALL generate a SIP 200 “OK” response to the received initial SIP PUBLISH request according to the rules and procedures of [RFC3261];

10. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.

5.1.1.3 Handling the Device Presence Information Subscription

Upon receiving a SIP SUBSCRIBE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’ included in the Accept-Contact header field corresponding to Device Presence Information discovery, the ISC Server’s Multi-device Discovery: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User with the following additional clarifications;
c. The ISC Server’s Multi-device Discovery SHALL check if the ISC User is in its service domain. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the Event header. if the Event header is not “subscribe-device-presence-info”, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
5. SHALL check the MIME resource-list body to extract the Device Presence Information of the ISC User’s devices with the following additional clarifications:
j. The ISC Server’s Multi-device Discovery SHALL check if the MIME resource-list body includes an empty subscription criteria. If the subscription criteria is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
k. The ISC Server’s Multi-device Discovery Function SHALL fetch all the existing subscription criteria in the entries of MIME resource-lists body:

i. Device identifier, if the entry contains the “?isc_dpi_d=dev_id” parameter;
ii. Device name, if the entry contains the “?isc_dpi_d=dev_name” parameter;
iii. User address, if the entry contains the “?isc_dpi_d=usr_addr” parameter;
l. The ISC Server’s Multi-device Discovery Function SHALL check the parsed criteria. If the criteria related to the ISC User’s devices is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
m. The ISC Server’s Multi-device Discovery Function SHALL check the existing of the subscription duration. If the subscription duration is empty, the subscription duration is default expiration (e.g., 3600 seconds) according to the service policy.

n. The ISC Server’s Multi-device Discovery Function SHALL check the existing of the subscription type (one time or multiple times). If the subscription type is empty, the subscription type is default (e.g., multiple times) according to the service policy.

6. SHALL check if the subscription criteria accord its service policy.  If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
7. SHALL check if the ISC User has permission to subscribe the target ISC device’s Device Presence Information with the following additional clarifications:

a. The ISC Server SHALL check if the subscriber has subscribe the related service. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. If the target ISC device does not belong to the subscriber, the ISC Server SHALL check if the subscriber has permission to subscribe the target user’s ISC device, based on the target user’s user preference and the service policy. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
8. SHALL generate a SIP 200 “OK” response to the received initial SIP SUBSCRIBE request according to the rules and procedures of [RFC3261];

9. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
If the ISC Server’s Multi-device Discovery Function accepts the Device Presence Information discovery request, it generates the Device Presence Information result(s) according to the subscription criteria, and sends the related SIP NOTIFY notification (Device Presence Information result(s)) to the subscriber. 

If the subscription criteria “dev_name” and “dev_id” are empty, the ISC Server’s Multi-device Discovery Function SHOULD generate the Device Presence Information result(s) with the following additional clarifications: 

1. The ISC Server’s Multi-device Discovery Function SHALL check if the subscription criteria “usr_addr” is empty. 
a. If it is empty, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 404 “Not found” response and a Warning header field with the warning text set to “404 Not found” in the response according to the rules and procedures of [RFC3261]. After that, the ISC Server SHALL terminate the service.

b. If it is not empty, The ISC Server SHALL generate the Device Presence Information result(s) based on part or whole of the target user’s ISC device, subject to the service policy.
If the subscription criteria “dev_name” and “dev_id” are not empty, the ISC Server’s Multi-device Discovery Function SHALL check if the ISC device exists based on the two criteria:

1. If it does not exist, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 404 “Not found” response and a Warning header field with the warning text set to “404 Not found” in the response according to the rules and procedures of [RFC3261]. After that, the ISC Server SHALL terminate the service.

2. If it exists, The ISC Server SHALL generate the Device Presence Information result(s) based on the related ISC device, subject to the service policy.
11. The body of a SIP NOTIFY notification of searched Device Presence Information result(s) contains a Device Presence Information result document [see Appendix X “Device Presence Information Result Body”]. This document describes some or all of the Device Presence Information result(s) associated with the subscription criteria. The ISC Server and the ISC Client SHALL support the “application/device-dpi-info”. If the SIP SUBSCRIBE request does not contain an Accept header field, if no such header field is present, it has a default value of “application/device-dpi-info”. If the header field is present, it SHALL include “application/device-dpi-info”.
5.1.2 Multiple Devices Task Management
5.1.2.1 Handles Resuming a Stopped Content Viewing with any of the ISC User’s devices

The procedure for handling the publishing of Device Presence Information about the stopped and suspended Content Viewing from the ISC Client is same as the procedure which described in section 5.4.X.2 “Handling the Device Presence Information Updates”.
The procedure for handling the subscription of Device Presence Information about the stopped and suspended Content Viewing to the ISC Client is same as the procedure which described in section 5.4.X.3 “Handling the Device Presence Information Subscription”.
Editor’s note: It is FFS which elements among the Device Presence Information are relevant for this section (e.g. only Content Viewing Information and Content ID, or any additional elements)
5.2 Communication Function

5.3 Procedures at ISC Media Function
5.3.0 Immersive Content Viewing Session Handling
5.3.0.1 Handle an Immersive Content Viewing Session Invitation Request
5.3.0.1.1 Distribute Content Views according to Content View selection
Upon receiving a SIP INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function: 

10. SHALL check the ISC User Address to find the authenticated address of the originating ISC User;
11. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
12. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
13. SHALL check the MIME resource-list body to extract the target addresses of the ISC User’s Content View selection with the following additional clarifications:
d. The Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
e. The Media Function SHALL fetch all the existing ISC User’s Content View selection in the entries of MIME resource-lists body:

i. Content View identifier, if the entry contains the “?isc_icv=id” parameter;
ii. ISC User’s field of view, if the entry contains the “?isc_icv= fov” parameter;

iii. ISC User’s viewing distance, if the entry contains the “?isc_icv=vd” parameter;

14. SHALL fetch contents for mixing as the Content Views and Continuous Content Views according to the ISC User’s Content View selection with the following additional clarifications:
a. If an ISC session has not been established yet for the requested contents, the ISC Media Function SHALL follow the steps mentioned in Section X.X “Establishing an ISC Content Viewing Session” using the address of ISC CPGateway as provisioned to the ISC Server;

              Editor’s note: The referred section above needs to be created and filled.
b. After contents session between ISC CPGateway and Content Provider is established, the ISC Media Function SHALL interact with the ISC CPGateway to fetch contents (including metadata) from Content Provider for mixing as Content Views and Continuous Content Views; 
c. Otherwise, the ISC Media Function:

i. SHALL fetch the Content Views and Continuous Content Views directly if the Content View identifier is provided;
ii. SHALL select the media source to generate the Content Views and Continuous Content Views if the ISC User’s field of view or viewing distance is provided;
d. When the ISC User selected contents relate to Primary Content being viewed, the Media Function SHALL interact with the Associated Content Function to fetch Associated Contents (including metadata) related to the Primary Content.

15. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [RFC3261];

16. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264];

17. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
Upon receiving a SIP ACK request, the ISC Media Function
1. SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the Media Function SHALL distribute Content Views and Continuous Content Views to the originating ISC Client.
5.3.0.1.2 Distribute Content Views according to Spatial Configuration

Upon receiving a SIP INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function: 

18. SHALL check the ISC User Address to find the authenticated address of the originating ISC User;
19. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
20. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
21. SHALL check the MIME resource-list body to fetch the ISC User selected Spatial Configuration with the following additional clarifications:
a. The ISC Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the ISC Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

· Otherwise, continue with the rest of the steps;
b. The ISC Media Function SHALL extract all the target addresses of ISC Clients and corresponding spatial-based mappings between Content Views and ISC User’s device in the entries of MIME resource-lists body:

i. Mapping of spatial relationship, if the entry contains the “isc:spatialrelationship” attribute;

ii. Mapping of  location, if the entry contains the “isc:location” attribute;
iii. Mapping of  orientation, if the entry contains the “isc:orientation” parameter;

22. SHALL generate recommendation of spatial distribution for the Content Views and Continuous Content Views according to the ISC User selected Spatial Configuration with the following additional clarifications:
a. The ISC Media Function SHALL follow the step 5 of Section 5.6.1.1.1 “Distribute Content Views according to Content View selection” to fetch contents for mixing as the Content Views and Continuous Content Views;

b. The ISC Media Function SHALL check the spatial properties of Content Views and Continuous Content Views and generate the spatial distribution among the ISC User’s devices for all available Content Views based on their spatial consistency with the  ISC User selected Spatial Configuration;

23. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [RFC3261];

24. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264];

25. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
26. SHALL also establish an ISC Content Viewing session with the corresponding ISC Client according to the generated spatial distribution with the following additional clarifications:

a. If some Content Views should be delivered to one specific ISC Client according to the generated spatial distribution, the ISC Media Function SHALL follow the steps mentioned in Section X.X “Establishing an ISC Content Viewing Session” using the address of ISC Client as extracted from MIME <resource-lists> body in the Step 4.b;

Editor’s note: The referred section above needs to be created and filled.

Upon receiving a SIP ACK request, the ISC Media Function
2. SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Media Function SHALL distribute Content Views and Continuous Content Views to the corresponding ISC Clients according to the generated spatial distribution.
5.3.0.2 Handle an Immersive Content Viewing Session Modification Request

5.3.0.2.1 Redistribute Content Views according to Spatial Configuration

Upon receiving a SIP re-INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function:
1. SHALL act as specified in section 5.6.1.1.2 “Distribute Content Views according to Spatial Configuration”.

2. MAY send the Immersive Content Viewing session notification to any authorized party which contains Content Views change information, if privacy rules allow it.
Once the ISC Immersive Content Viewing Session is modified, the ISC Media Function SHALL redistribute Content Views and Continuous Content Views to the corresponding ISC Clients according to the modified spatial distribution.
5.3.1 Handle an Immersive Content Viewing Session Modification Request

5.3.1.1 Redistribute Content Views according to Content View selection

Upon receiving a SIP re-INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function:
1. SHALL act as specified in section 5.1.1.1 “Distribute Content Views according to Content View selection”.

2. MAY send the Immersive Content Viewing session notification to any authorized party which contains Content Views change information, if privacy rules allow it.
Once the ISC Immersive Content Viewing Session is modified, the Media Function SHALL distribute Content Views and Continuous Content Views to the originating ISC Client.
5.3.2 Searching Content Viewing Group according to Content View

5.3.2.1 Searching Pre-defined Content Viewing Group

Upon receiving a SIP SUBSCRIBE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group.s-token’ included in the Accept-Contact header field corresponding to Content Viewing Group searching criteria, the ISC Server’s Media Function: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User with the following additional clarifications;
A. The ISC Server’s Media Function SHALL check if the ISC User is in its service domain, If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
B. The ISC Server’s Media Function SHALL check if the ISC User has permission to searching Content Viewing Group. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. SHOULD check the Event header, if the value of the Event header is not “group-search”, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
5. SHALL check the MIME resource-list body to extract the target searching criteria about Content Views with the following additional clarifications:
a. The ISC Server’s Media Function SHALL check if the MIME resource-list body includes an empty searching criteria. If the searching criteria is empty, the ISC Server’s Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The ISC Server’s Media Function SHALL fetch all the existing searching criteria in the entries of MIME resource-lists body:

i. Content View identifier, if the entry contains the “?isc_group_s_token=cv_id” parameter;
ii. Content View name, if the entry contains the “?isc_group_s_token=cv_name” parameter;
iii. Pre-defined keyword of the Content View, if the entry contains the “?isc_group_s_token=cv_pdk” parameter;
iv. Subscription Duration, if the entry contains the “?isc_group_s_token=sd_seconds” parameter;

v. Subscription Type, if the entry contains the “?isc_group_s_token=sd_type” parameter;
c. The ISC Server’s Media Function SHALL check the criteria. If the criteria related to the Content View is empty, the ISC Server’s Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
d. The ISC Server’s Media Function SHALL check the existing of the subscription duration. If the subscription duration is empty, the subscription duration is default expiration (e.g., 3600 seconds) according to the service policy.

e. The ISC Server’s Media Function SHALL check the existing of the subscription type (one time or multiple times). If the subscription type is empty, the subscription type is default (e.g., multiple times) according to the service policy.

6. SHALL check if the searching criteria accord its service policy.  If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
7. SHALL generate a SIP 200 “OK” response to the received initial SIP SUBSCRIBE request according to the rules and procedures of [RFC3261];

8. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
Editor’s Note: Whether to limit the search only to the groups where the searching ISC User is member of the groups or should be a global search is FFS.

If the ISC Server’s Media Function accepts the searching group request, it generates the searching result(s) according to the searching criteria, and sends the related SIP NOTIFY notification (including the searched group(s) information) to the requesting ISC Client. 

If the subscription type is one time, the ISC Server’s Media Function generates the searching result according to the searching criteria only one time, and sends the generated group(s) information to the requesting ISC Client.

If the subscription type is multiple times, the ISC Server’s Media Function generates the searching results according to the searching criteria in the subscription duration, and sends all of the generated group(s) information to the requesting ISC Client one by one.

The body of a SIP NOTIFIY notification of searched groups (Content Viewing Group(s)) contains a group searching information document [see Appendix X “Group Searching Result Body”]. This document describes some or all of the searched group(s) information associated with the searching criteria. The ISC Server and the ISC Client SHALL support the “application/group-search-info/xml”. If the SIP SUBSCRIBE request does not contain an Accept header field, if no such header field is present, it has a default value of “application/group-search-info/xml”. If the header field is present, it SHALL include “application/group-search-info/xml”.

5.3.2.2 Searching ad-hoc Content Viewing Group

The procedure for searching ad-hoc group is similar with the one for searching pre-defined group [see section 5.63.1 “Searching Pre-defined Content Viewing Group”].
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