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1 Reason for Contribution

Presence was preliminary defined in the previous PoC WG meeting.  Some changes and clarifications are seen important to make.   

Original document was made on the old template.  R01 uses the new template.  R02 includes some additional minor changes and reasoning for changes.  Reasons are only for information and shall be removed before adopting the changes to the AD.
2 Summary of Contribution

Some open issues are defined and some clarifications are made.  

3 Detailed Proposal

6.3 Presence Server

The Presence Server performs the following functions that are needed in support of the PoC Service:

· Maintains the Presence Status of PoC clients (e.g. “Reachable”, “Do Not Disturb”,”Busy”, “Unavailable”, “Offline”)
Reason:  The “Busy” state is not seen very usable in the most cases, but if somebody wants to use this the standard should not preclude it. 


· Supports the publication of Presence Information on PoC Clients from PoC clients

· Supports the watching and fetching of Presence Information on PoC clients by PoC clients.

· Supports the publication of Presence Information from the PoC Server on behalf of the PoC Client.
Reason:  This is not seen very usable in the most cases, but if somebody wants to use this the standard should not preclude it.


· Supports the watching and fetching of Presence Information on PoC clients by the PoC Server.
Reason:  This is not seen very usable in the most cases, but if somebody wants to use this the standard should not preclude it.
· Supports the authorization of watchers of PoC clients Presence Information and authorizes the watching and fetching of Presence Information. This authorization is done based on authorization rules stored in the Presence Server.

· Supports the maintenance of the above mentioned authorization policies by the PoC client using the Im reference point.
Reason:  Just clarified.
· 
· Supports the watching and fetching of Presence Information from other presence servers (presence list)
Reason:  Just re-ordered.
· Supports back-end subscriptions of Presence Lists containing members in other domains.  These lists are stored in the GLMS.
Reason:  Just clarified.
Editor’s Note: The term “back-end subscription” shall be defined.

· 
Note: The address of the Presentity for PoC Presence Information needs to be the same as the PoC Address.

Reason:  This is a note, not an editor’s note.  Editor’s note will be removed, when issue is clarified.
7.1 Reference point Is: PoC Client – SIP/IP Core

The Is reference point supports the communication between the PoC client and the IMS Core. The protocol for the Is reference point is SIP. 

This reference point SHALL support the following:

· PoC session signalling between the PoC client and the PoC server

· Provides discovery and address resolution services

· Provides SIP compression

· Performs authentication and authorization of PoC Client based on user’s service profile

· Provides PoC client registration

· Publishing presence information

· Subscribing to presence information

· Receiving presence notifications

· Subscribing to presence watcher information

· Receiving presence watcher information notifications
Reason:  Should be added here, when supported.
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Is reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

7.2 Reference point If: SIP/IP Core – PoC Server

The protocols over If reference point support the communication between the SIP/IP core and the PoC Server for session control. The If reference point is based on SIP.

The If reference point SHALL support the following:

· PoC session signalling between the PoC client and the PoC server

· Provides address resolution services

· Provides charging information
· Publication of Presence Information from the PoC server to the Presence Server
· Subscription to Presence Infornation by the PoC Server to the Presence Server

· Notification of Presence Information by the Presence Server to the PoC Server

Reason:  These are not seen very usable in the most cases, but if somebody wants to use these the standard should not preclude it.




When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the If reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

7.7 Reference point Ips: SIP/IP Core – Presence Server

The Ips reference point supports the communication between the SIP/IP Core and the Presence Server.  The Ips reference point is based on SIP.

The Ips reference point SHALL support the following:

· Publication of Presence Information from the PoC client to the Presence Server
· Subscription to Presence Information by the PoC Client to the Presence Server

· Notification of Presence Information by the Presence Server to the PoC Client

· Subscription to Presence Watcher Information by the PoC Client to the Presence Server

· Notification of Presence Watcher Information by the Presence Server to the PoC Client
Reason:  Should be added here, when supported.
· Publication of Presence Information from the PoC Server to the Presence Server

· Subscription to Presence Information by the PoC Server to the Presence Server

· Notification of Presence Information by the Presence Server to the PoC Server

7.8 Reference point Ipl: GLMS – Presence Server

The Ipl reference point supports the communication between the GLMS and the Presence Server.  

The Ipl reference point SHALL support the following:

· Transfer of resource lists as Presence Lists to the Presence Server
· 
· Transfer of resource lists referred from presence authorization policies to the Presence Server
Reason:  Just clarified.
8.13 Presence

The PoC client MAY utilize presence service enabler(s) to determine the PoC Presence status of other PoC clients. 

The PoC client MAY publish presence information (“Reachable”, “Unavailable” and “Do Not Disturb”) to the Presence Server via the SIP/IP core.  This is the primary method how the PoC related presence information is provided to the Presence Server.
Reason:  Just clarified.
The PoC client supplied presence information is routed to the Presence Server via the Is and Ips reference points. 

The PoC server MAY publish PoC related information on behalf of user.
The PoC server MAY obtain Presence Information it requires on PoC clients by subscribing to their Presence Status using the functionalities of the Presence Service enabler. 




Reason:  These are not seen very usable in the most cases, but if somebody wants to use these the standard should not preclude it. PoC server doesn’t know if the presence information is authorised to be published or not.  This information is in the presence server.  
The signaling between the Presence Server and the PoC Clients SHALL be routed via the SIP/IP core and the Ips Reference Point. 

The signaling between the Presence Server and the PoC Server SHALL be routed via the SIP/IP core and the Ips Reference Point. 


The presence related lists, that are used for presence list functionality and referenced from authorization policies, SHALL be stored in and accessed from the GLMS using Ipl reference point. The lists SHALL use the format specified in XCAP application usage for resource lists, i.e. the same format used for PoC related lists. This makes it possible for PoC and Presence servers to share lists that are stored in the GLMS.

The PoC client can set presence specific authorization policy rules to determine which presence watchers are able to see its PoC related presence information. The authorization policy rules SHALL be stored in the Presence Server. It SHALL be possible to make references from those rules to the resource lists stored in the GLMS. The authorization policy rules SHALL use the format specified in XCAP application usage for presence authorization. 

The creation, modification and deletion of resource lists and authorization policies SHALL be based on XCAP definitions according to [XCAP].
NOTE: The architecture and functions of the Presence Service enabler are out of scope of this specification.
Reason:  Just clarified.
Editor’s Note: How Offline is published is FFS

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the AD.
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