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1 Reason for Change

This document is based on the series of Siemens contributions on the use cases, PoC-0234 to 0237 or PAG-0134 to 0137, to collect all the requirements from these contributions. Each contribution provides the summary of the requirements, which are also listed on this document. This document further trys to specify the detail requirements associated to the summary. The details are either based on PoC-RD, on the common sense or on the author's hope (to be comming).

Group List Creation (PoC#0234, PAG#0134) wrote:

The user SHALL be able to create a group on the group management service enabler, which contains her contact information. 

The group created on the group management service enabler SHALL be utilized at the most effective way for the user's and the provider's points of view.

The user SHALL be able to set the attributes to the group suitable for the intended use (service) of the group, so far as the provider's policy allows.

The communication between the user and the service provider SHALL be established in a secure manner.

A group SHALL be created either from the scratch or copied from the existing group with the attributes and the member list modified if necessary/desired.

[PoC] The attributes to the group SHALL be set at least "open/closed" and "moderated/non-moderated".

The first paragraph is the general requirement to the group list that it is created for the user. The further requirements follow.

The second one is intended the possibility of re-using the group. The "group" could be used for several services, although this document only focus on PoC. There must be a parameter which specify the service the group is used (PoC). There is a room for multiple services to co-exist for one group (although it is out of scope in this document).

The third one is the settings of several attributes to the group intended for the specific service. For PoC, there may be "open/closed", "moderated/non-moderated", who can modify the group, annonymous access, etc.

The forth paragraph is the generic security requirement.

The fifth paragraph indicates the creation of a new group by copying the existing group. This implies the possibility of modification of the copied group (kinds of management of group which are covered in another contribution).

Group List Management (PoC#0235, PAG#0135) wrote:

The user SHALL be able to request the list of groups and the member lists which she is authorized to modify.

The user SHALL be able to add member(s) to the group, delete member(s) from the group and modify the attributes to the group. The user SHALL be able to delete the group which she has created.

The service provider MAY offer more than one procedures to accomplish the operations for the convenience of the users.

The first paragraph is the general requirement to the group list management. This includes the requirement of authorization policy who is able to modify the group. The further requirements follow.

The second paragraph lists the operations the group is applied to by the user. There may be more operations than listed above.

The third paragraph is inteded to provide various means to access to the GM server. Although it sometimes relates to the client capability, the GM server is also required to be flexible. For example, creating a group and adding members could be done in separate operation or in a (coupled) single operation.

Contact List (PoC#0236, PAG#0136) wrote:

The user SHALL be able to create the contact lists on the group management service enabler, which contain her preferred addresses for specific subscribers/PoC groups. The user SHALL be able to select one of the multiple contact lists as the default contact list.

The lists created on the group management service enabler SHALL be utilized at the most effective way for the user's and the provider's points of view.

The service provider MAY offer more than one procedures to accomplish the operations for the convenience of the users.

The communication between the user and the service provider SHALL be established in a secure manner.

The first paragraph is the general requirement to the contact list management. Contact list contains the addresses of individuals or groups. As are often seen everywhere, the contact lists are not limited to only one per person. The further requirements follow.

The second one is intended the possibility of re-using the group. The contact list could be used for several services, although this document only focus on PoC. There must be a parameter which specify the service the list is used (PoC). There is a room for multiple services to co-exist for one group (although it is out of scope in this document).

The third paragraph is inteded to provide various means to access to the GM server. Although it sometimes relates to the client capability, the GM server is also required to be flexible. For example, creating a list and adding members could be done in separate operation or in a (coupled) single operation depending on the UE. Also it must be noted that the accept/reject list is created and managed mainly by an "ordinary" people. The operations between the UE and the GM server shall sometimes be the "user-friendly" operations as well as the "professional" class operations.

The forth paragraph is the generic security requirement.

Accept/Reject List (PoC#0237, PAG#0137) wrote:

The user SHALL be able to create an Access/Reject list on the group management service enabler, which contains her preferred setting for specific subscribers/PoC groups. 

The list created on the group management service enabler SHALL be utilized at the most effective way for the user's and the provider's points of view.

The service provider MAY offer more than one procedures to accomplish the operations for the convenience of the users.

The communication between the user and the service provider SHALL be established in a secure manner.

The first paragraph is the general requirement to the accept/reject list management. The further requirements follow.

The second one is intended the possibility of re-using the group. The accept/reject list could be used for several services, although this document only focus on PoC. There must be a parameter which specify the service the list is used (PoC). There is a room for multiple services to co-exist for one group (although it is out of scope in this document).

The third paragraph is inteded to provide various means to access to the GM server. Although it sometimes relates to the client capability, the GM server is also required to be flexible. For example, creating a list and adding members could be done in separate operation or in a (coupled) single operation depending on the UE. Also it must be noted that the accept/reject list is created and managed mainly by an "ordinary" people. The operations between the UE and the GM server shall sometimes be the "user-friendly" operations as well as the "professional" class operations.

The forth paragraph is the generic security requirement.

Above description is detailed in this document.

As the summary for the time being for the preparation for AD work, it could be stated that:

The authorized user SHALL be able to apply operations to create, modify and delete the lists on the group management server.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be included in GM RD.

6 Detailed Change Proposal

This part is copied from OMA-PoC-2004-0154R01.

When the GM RD as the output of Munich meeting is out, the contents will be revised based on the above mentioned requirements.

6.3 Specific

6.3.1 PoC

6.3.1.1 PoC group list

6.3.1.1.1 General

Group management includes operations that allow the GM service user to reliably store and retrieve the groups located in the GM service as well as to create and delete the groups and change their attributes. This includes manipulation of lists that are part of the group definition. The group may be used in PoC and various other services. 

6.3.1.1.2 Services offered to the GM service user

The GM service user in PoC group SHALL be able to perform the following actions in the GM service on the PoC group list:

· Creating the group list,

· Adding/removing members to/from the group list,

· Modifying the group list properties,

· Querying the group list,

· Deleting the group list.

6.3.1.2 Contact list

6.3.1.2.1 General

A contact list is used by the GM service user as a means of organizing the identities of the PoC subscribers, groups, and contact lists. A contact list may be used to address PoC subscribers when initiating PoC communication.

Contact list management includes operations that allow the GM service user to reliably create, store, modify, retrieve, and delete the contact lists located in the GM service as well as to add and remove PoC subscribers and group identities to/from the list and add and remove contact lists themselves.

6.3.1.2.2 Services offered to the GM service user

The GM service user SHALL be able to perform the following actions in the GM service on the contact list:

· Creating the contact list,

· Adding/removing members to/from the contact list,

· Modifying the contact list properties,

· Querying the contact list,

· Deleting the contact list.

6.3.1.3 Accept/Reject list

6.3.1.3.1 General

Accept/Reject list management includes operations that allow the GM service user to reliably manipulate the access lists located in the GM service and the related attributes. The Accept/Reject list may be used in PoC and various other services. 

An Accept/Reject list may be used by the GM service user as a means of controlling the incoming talk session requests from other PoC subscribers or groups. An access list may contain identities of other GM service users and groups.

6.3.1.3.2 Services offered to the GM service user

The GM service user SHALL be able to perform the following actions in the GM service on the accept/reject list:

· Creating the accept/reject list,

· Adding/removing members to/from the accept/reject list,

· Modifying the accept/reject list properties,

· Querying the accept/reject list,

· Deleting the accept/reject list.

Annex X

X.1 Attributes given to the group list

The group list SHALL be given the following attributes

· Display name

· Group Identity

· Timestamp

· Talk session type

· Membership (open/restricted)

· Group reject list is a list of tuples, each tuple containing:

· URI

· Display name (optional)

· Group member list is a list of tuples, each tuple containing:

· URI

· Display name (optional)

· Maximum number of participants

· Anonymous access

· Owner initiated only

· Owner add only

X.2 Attributes given to the accept/reject list

The contact list SHALL be given the following attributes

· Contact list identity

· Display name

· Default (Yes/No) 

· Timestamp

· List of user or group identities; each identity is a tuple containing:

· URI

· Display name (optional)

X.3 Attributes given to the accept/reject list

The accept/reject list SHALL be given the following attributes

· Timestamp

· List of user or group identities is a list of tuples, each tuple containing:

· URI or wildcard

· Display name (optional)

· Services (optional)
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