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1 Reason for Contribution

Currently the PoC AD does not specify how the PoC Client indicates the Answer Mode to the PoC Server so that the PoC Server can perform the appropriate PoC Call Scenario
2 Summary of Contribution
The situation with the Answer Mode Indication set by the PoC User through the PoC Client is dynamic. The user will change this when ever he chooses not to want auto-answer operation. For example in meetings libraries, theatres, court rooms, museums, etc the use of auto answer mode is not acceptable. The user may change the answer mode indication many times a day.
SIP supports the capability of a terminal to indicate its capabilities in a SIP Register request using the SIP Contact header as specified in draft-ietf-sip-callee-caps-03. This mechanism provides for the enc-feature-tag of the feature-param to be extended. It is proposed that a new enc-feature-tag be created that would indicate the current Answer Mode of the terminal. The terminal would include this feature-param in the contact during each SIP registration. If the mode of the terminal is changed by the user then the terminal refreshes it registration including the feature-parm  with the new value in  the contact of the SIP register request. 
The abstract of draft-ietf-sip-callee-caps-03reads: “this specification defines mechanisms by which a SIP user agent can convey its capabilities and characteristics to OTHER USER AGENTS and to the registrar for its domain.” The introduction reads: “SIP user agents vary widely in their capabilities and in the types of devices they represent. Frequently, it is important for another SIP element to learn the capabilities and characteristics of a SIP UA”

The callee caps are not just the physical capabilities of the UA but also the current operating mode of the UA. For instance if a user has a terminal that supports video but the user chooses not to accept video right now (maybe because they just got out of the shower) it is entirely appropriate for the terminal to use the callee caps mechanism to communicate that it doesn't support video (right now). Similarly with answer mode - the terminal is capable of Auto-Answer but the user changes its operating mode so as not to Auto-Answer and Callee Caps can be used to communicate this to the PoC server. Similarly with incoming session barring - the terminal is capable of accepting incoming PoC calls but the user changes its configuration so as not to accept incoming PoC calls so this mechanism can also be used for ISB/DND as well
RFC 3680 (Registration Event Package) also explicitly provides a means for a UA subscribing to the registration events package to obtain the callee caps parameters in the notify. See RFC 3680 clause 5.1 where it explicitly provides an example of the use of “unknown-param” element to provide the callee caps parameters in the notify.
The alternative proposal is to use XCAP to update and store this dynamic information in the GLMS. The Abstract of draft-ietf-simple-xcap-02 reads:"This specification defines the Extensible Markup Language (XML) Configuration Access Protocol (XCAP). XCAP allows a client to read, write and modify application configuration data, stored in XML format on a server." The answer mode is dynamic state data and not application configuration data like lists that are set up initially and change rarely. 
The PoC Server needs to obtain the registration information from the SIP Registrar in the SIP/IP Core in order to obtain the Answer Mode of the terminal. This is achieved by the PoC Server subscribing to the registration event package (RFC 3680) which delivers the registration state as well as other Public User Identities and the contact parameters such as the feature-param. When using the 3GPP IMS the PoC Server needs to subscribe to the Registration Event package anyway since in the case the registered identity is obtained from the USIM or ISIM and the other Public User Identities (such as the PoC Address) are provided as part of the User Profile stored in the network and  downloaded to the S-CSCF (acts as SIP Registrar in IMS) at registration. These (implicitly registered) identities need to be obtained by the PoC Server through subscription to the Registration Event Package.
3 Detailed Proposal

9.1 Definitions

For the purposes of the PoC specifications, the following terms and definitions apply.

	1-1 PoC session
	A feature to establish a PoC session with another user

	Access control
	Each PoC user can define rules that describe who is allowed to contact him/her using the PoC service. The PoC Server implements the access control policy according to these defined rules

	Access list
	Each PoC user has two access lists: a user accept list and user reject list. Access lists are used for controlling whether the PoC server is allowed or not to send PoC session requests to the user when requested by other user

	Ad-hoc PoC group
	A feature providing a user to ad-hoc establishes a PoC session with other PoC users

	Answer Mode Indication
	Each PoC user can indicate their current answer mode setting preference by setting the Answer Mode Indication using their PoC Client.

	Back-end subscription
	Any subscription (SIP or otherwise) that a Resource List Server (RLS) creates to learn of the state of a resource.  An RLS will create back-end subscriptions to learn of the state of a resource about which the RLS is not an authority.  

	Chat PoC group
	A persistent group created for chat group talk. Each group member joins the PoC session individually

	Chat PoC group session
	A PoC session established by a chat group talk

	Confirmed indication
	The PoC server confirms readiness to receive media only after it has received confirmation from downstream elements of readiness to receive media

	Contact list
	A list available to the end user containing the addresses of other users or groups

	Contact
	A contact is an identity of a user, or a group. A contact includes the SIP URI or a TEL URI of the entity, type of the entity (user or group) and optionally the display name

	Controlling PoC function
	The Controlling PoC Function provides centralized PoC session handling, media distribution, talk burst control including talker identification, policy enforcement for participation in group sessions and the participant information.

	Conversation
	A set of talk bursts within one PoC session, which are followed by each other within a given time and typically are associated to each other.    

	Distinguished Participant
	The participant in a one-many-one session who is heard by all Ordinary Participants, and who can hear each individual Ordinary Participant. 

	Talk burst control
	A control mechanism that arbitrates requests, from the PoC clients, for the right to speak

	Group session
	A pre-arranged group, ad-hoc or chat PoC group session

	Group
	Group is predefined set of users together with its attributes. The group is used for easy session establishment and/or for defining session access policy. Each group is identified by its SIP URI

	Home PoC network
	Network comprising of the SIP/IP core and the PoC server of the PoC client

	Home PoC Server
	The PoC server in the Home PoC Network.

	Instant personal Alert
	A feature providing a user with the capability to send a callback request to another user

	Invited PoC client
	This is the PoC client who has been invited to a PoC session

	Inviting PoC client
	This is the PoC client inviting other PoC user(s) to the to a PoC session

	Media capabilities list
	In this list, the PoC Server shall store the downlink media capabilities of all PoC clients that are active in sessions served by the PoC Server

	Media capabilities
	A set of parameters that should describe the performance of the PoC user equipment (PoC client), the speech coder used and the performance of the radio bearer that carries the PoC service (the quality of service parameters agreed upon etc)

	Media parameters
	The PoC Server uses the media capabilities list to determine the settings the user equipments should use in the PoC session. The information transmitted from the PoC Server to the PoC client in order to alter the settings of the PoC client, is in this document referred to as media parameters. Media parameters are transmitted by SIP/SDP messages

	On-demand session set-up
	A PoC session set-up mechanism, where all media parameters are negotiated at the same time the PoC session is set-up.

	One-many-one Session
	A PoC group session for a pre-arranged group in which one participant is a Distinguished Participant and each other participant is an Ordinary Participant. 

	Ordinary Participant
	A participant in a one-many-one session who is only heard by the Distinguished Participant, and who can only hear the Distinguished Participant. 

	Participant
	A PoC user in PoC session

	Participating PoC function
	The Participating PoC Function provides PoC session handling and policy enforcement for incoming PoC session (e.g. access control, availability status, etc), and may provide the media relay function between PoC Client and Controlling PoC server, the talk burst control message relay function between PoC Client and Controlling PoC server.

	PDP context
	Packet Data Protocol Context is a logical connection between a terminal and network for 3GPP General Packet Radio Service.  PDP context, as logical connections, are mapped onto the physical layer radio connections.  A PDP context may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.

	PoC address
	Identifies a PoC user. The PoC Address can be used by one PoC user to request communication with other PoC users. 

	PoC Group Session Identifier
	An identifier associated with a Group Session, the value of which uniquely distinguishes the associated Group Session from all other instances of a Group Session, both concurrent and non-concurrent. 

	PoC participant
	A PoC user involved in a PoC session

	PoC session
	A session established by 1-1 communication, ad-hoc group or pre-arranged group session

	PoC subscriber
	A subscriber whose service subscription includes the PoC service.

	PoC user
	A user using a PoC service. A PoC user may or may not be a PoC subscriber. If the PoC user is a PoC Subscriber the PoC Address identifies the PoC user.

	Pre-arranged PoC group
	A persistent group created for PoC group session. The users PoC server invites all the other group members to a PoC group session

	Pre-established session
	A mechanism to negotiate media parameters between the PoC Client and the home PoC Server before establishing a PoC session.

	Primary PoC Session
	Primary PoC session is the session the PoC user prefer to listen and speech to.  In case of simulatenous sessions the Primary PoC session has a priority over the secondary PoC sessions.

	Remote PoC network
	Network comprising of the SIP/IP core and the PoC server of the remote PoC client.

	Restricted group
	A group that can be joined only by predefined user(s)

	Secondary PoC Session
	Secondary PoC session is the session, which the PoC user wants to listen, when there is no voice stream in the Primary PoC Session.

	Service instance
	A service instance is the instantiation of a logical connection across the radio interface associated with a particular protocol stack. Service instances, as logical connections, are mapped onto the physical layer radio connections.  A service instance may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.

	Session
	A session is considered as an exchange of data between associations of participants

	Talk burst
	The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a talk burst until the permission is released.

	Talk burst control
	Talk burst control is the means for the PoC client and the PoC Server to control the talk burst sent during a PoC session and to ensure the quality of the sent talk burst.

	Unconfirmed indication
	The PoC server confirms readiness to receive media before it has received confirmation from downstream elements of readiness to receive media

	Unrestricted group
	A group that can be joined by any user

	User
	A human using the described features through a terminal device

	User accept list
	User accept list is a list of items each identified by its SIP URI

	User equipment
	User equipment is a hardware device (e.g. phone) with Push-to-Talk software used by users

	User reject list
	User reject list is a list of items each identified by its SIP URI

	
	


9.1 Abbreviations

For the purposes of the PoC specifications, the following abbreviations apply:

	GLMS
	Group and List Management Server

	HTTP
	Hypertext Transfer Protocol

	IMS
	IP multimedia subsystem

	ISC
	IMS service control interface

	OMA
	Open Mobile Alliance

	OTAP
	Over The Air Provisioning

	PoC
	Push to talk over Cellular

	RLS
	Resource List Server

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	SIP
	Session Initiation Protocol

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XCAP
	XML Configuration Access Protocol

	XML
	Extensible Mark-up Language


9. Description of functional entities

9.1 PoC Functional Entities

9.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access PoC service.

The PoC Client SHALL be able to:

· Allow PoC session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.

· Perform registration with the SIP/IP Core.
· Authentication of the PoC userto the SIP/IP Core.
· Provide access to different PoC group lists in the GLMS (e.g. contact lists, group lists).
· Generate and send talk bursts by recording and encoding audio.
· Receive talk bursts and generate audio by decoding the received talk bursts.
· Support talk burst arbitration procedures (e.g. make requests and respond to commands).

· Incorporate PoC configuration data downloaded by the provisioning system (e.g. over-the-air activation).

· Support capability of  a PoC User to set the Answer Mode Indication (Manual-Answer, "Auto-Answer")
The PoC Client MAY:

· Support handling of Instant Personal Alert

· Provide list management operations to create, modify, retrieve and delete groups and lists stored in the GLMS (e.g. managing a contact lists).

· Handle presence information (e.g. publish presence information and subscribe to presence information).
· Provide group advertising.

9.1.2 PoC Server

The PoC Server implements the application level network functionality for the PoC service

The PoC server MAY perform a Controlling PoC Function or Participating PoC Function. The Controlling PoC Function and Participating PoC Function are different roles of the PoC server The figures in this section show the flow of signaling traffic and media and media-related signaling traffic between Controlling PoC Function and Participating PoC Function in various configurations.  Unless otherwise noted, the traffic flows shown in each figure apply to both signaling traffic and media and media-related signaling traffic in that configuration. Figure 1 shows the distribution of the functionality during a 1-1 PoC Session in a single Network. A PoC server MAY perform both a Controlling PoC function and a Participating PoC function at the same time. 
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Figure 1: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients
The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC session setup and lasts for the duration of the whole PoC session. In case of  1-1 PoC Session and Ad-hoc PoC group session the PoC server of the inviting user shall perform the Controlling PoC Function. In case of the Chat PoC group and pre-arranged group sessionthe PoC server owning/hosting the group identity shall perform the Controlling PoC Function. 


[image: image2]
Figure 2:  Relationship between the Controlling PoC function, Participating PoC function and PoC Clients for 1-1 PoC Session
In a PoC session there shall be only one PoC server performing the Controlling PoC Function. There can be one or more PoC servers performing the Participating PoC Function in the PoC session.  Figure 2 shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.

The PoC Server performing the Controlling PoC Function has N number of SIP sessions and media and talk burst control communication paths  in one PoC session, where N is number of participants in the PoC session. The PoC server performing the PoC Controlling Function will have no direct communication to the PoC Client for PoC session signaling, but will interact with the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.   

The PoC server performing the Controlling PoC Function will normally also route media and media-related signaling such as talk burst arbitration to the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.  However, local policy in the PoC server performing the Participating PoC Function may allow the PoC server performing the Controlling PoC Function to have a direct communication path for media and media-related signaling to each PoC client.  Figure 3 shows the signaling and media paths in this configuration for a Controlling PoC Function, Participating PoC Function and PoC Client served in the same network. 

A PoC server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC server performing the Controlling PoC Function for PoC session signalling. 
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Figure 3: Direct Media Flow Between Controlling PoC Function and PoC Client

Figure 4 depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group session.
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Figure 4: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session

6.1.1.1         Controlling PoC Function

The PoC Server performs the following functions when it fulfills the Controlling PoC Function:

· Provides centralized PoC session handling

· Provides the centralized Media distribution

· Provides the centralized Talk Burst Arbitration functionality including talker identification

· Provides SIP session handling, such as SIP session origination, termination, etc.

· Provides policy enforcement for participation in group sessions

· Provides the participants information 

· Collects and provides centralized media quality information

· Provides centralized charging reports

6.1.1.2             Participating PoC Function

The PoC Server performs the following functions when it fulfills the Participating PoC Function:
· Provides PoC session handling 

· May provide the Media relay function between PoC Client and Controlling PoC server 

· May provide user media adaptation procedures

· May provide the Talk Burst control message relay function between PoC Client and Controlling PoC server

· Provides SIP session handling, such as SIP session origination, termination, etc, on behalf of the represented PoC Client.

· Provides policy enforcement for incoming PoC session (e.g. access control, availability status, etc)

· May collect and provide media quality information

· Provides the participant charging reports

· May provide filtering of the media streams in the case of simultaneous sessions.

· Stores the current Answer Mode preference of the PoC Client

The listed optional functions of the Participating PoC Function are not used whenever the media is bypassing the PoC Server performing the Participating PoC Function.

The Participating PoC Function is performed once per PoC client for all incoming/outgoing PoC sessions.

The Participating PoC Function may support simultaneous sessions for the PoC client. The Participating PoC Function  may have 0 to M number of PoC sessions for the PoC client, where M is the maximum number of simultaneous PoC sessions permitted to a single PoC client. The maximum number of possible simultaneous PoC session can be limited by the operator or the PoC client configuration. 

Figure 5 illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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Figure 5: Participating PoC Function with simultaneous session support (informative)

The Participating PoC Function MAY perform the following presence-related functions: 
· MAY provide means for handling of presence information towards a presence service

· Mapping of dynamic PoC status information into Presence attributes describing the availability of the user to communicate via PoC service

· Publish PoC-related presence information to the Presence Service (on behalf of PoC client) based on this mapping function

· Get/request presence information from Presence service in order to provide the mediation of presence attributes into meaning for PoC session setup’s policy enforcement (e.g. PoC client “not reachable” status,  respecting PoC clients manually updated PoC presence settings (e.g. appear offline))

· MAY support policy enforcement for PoC session handling based on PoC-related or general presence information (e.g. status “not reachable”)
9.1 External Entities Providing Services to PoC System

9.1.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed in support of the PoC Service:

· Routes the SIP signaling between the PoC Client and the PoC Server

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the PoC user at the PoC Client based on the PoC user’s service profile

· Maintains the registration state 

· Communicates the registration state to the PoC Server

· Provides charging information

· Provides capabilities to Lawful Interception.    

Part of the Lawful Interception functionality may be supported by the access network.

9.1.2 Group and List Management Server (GLMS)

PoC users use the GLMS to manage groups and lists (e.g. contact and access lists) that are needed for the PoC service.   The GLMS performs the following functions:

· Provides list management operations to create, modify, retrieve and delete groups and lists for authorised users

· Provides storage for groups and lists

· Provides Notifications of modifcations to Lists

9.1.3 Presence Server

The Presence Server performs the following functions that are needed in support of the PoC Service:

· Maintains the Presence Status of PoC clients  

· Supports the publication of Presence Information on PoC Clients from PoC clients

· Supports the watching and fetching of Presence Information on PoC clients by PoC clients.

· Supports the publication of PoC specific Presence Information from the PoC Server on behalf of the PoC client in order to reflect PoC specific availability status of the PoC client (based on the presence information provided by the Participating PoC Function)

· Allows the PoC server, on behalf of the PoC client, to watch and fetch Presence Information (PoC-specific and general Presence Information)

· Supports the authorization of watchers of PoC clients Presence Information and authorizes the watching and fetching of Presence Information

· Supports the authorization of presence list subscriptions 

· Supports back-end subscriptions of Presence Lists containing members in other domains

· Supports the watching and fetching Presence Information from other presence servers (presence list)

Note: The address of the Presentity for PoC Presence Information needs to be the same as the PoC Address.

9.1.4 Charging Entity

This is an external entity which may reside in the operator's domain. This entity takes various roles which network operators and/or service providers need to perform the charging activities.

9.1.5 Device Management Server

The Device Management Server resides in the operator’s domain. The DM Server performs the following functions that are needed in support of the PoC Service:

· Initializes and updates all the configuration parameters necessary for the PoC Client.

· Supports software update for application upgradeable handsets.  

Note: The details of the protocol, especially the security mechanisms, depend on the network technology as specified in [OMA-DM]

9. Description of the reference points

9.1 Reference point POC-1: PoC Client – SIP/IP Core

The POC-1 reference point supports the communication between the PoC client and the SIP/IP Core. The protocol for the POC-1 reference point is SIP. 

This reference point SHALL support the following:

· PoC session signalling between the PoC client and the PoC server

· Provides discovery and address resolution services

· Provides SIP compression

· Performs authentication and authorization of the PoC user at the PoC Client based on the PoC user’s service profile

· Provides PoC client registration

· Transfer of PoC capabilities

· Relaying Answer Mode Indication to the PoC Server
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the POC-1 reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

9.1 Reference point POC-2: SIP/IP Core – PoC Server

The protocols over POC-2 reference point support the communication between the SIP/IP core and the PoC Server for session control. The POC-2 reference point is based on SIP.

The POC-2 reference point SHALL support the following:

· PoC session signalling between the PoC client and the PoC server

· Provides address resolution services

· Provides charging information

· Publication of Presence Information from the PoC server to the Presence Server

· Subscription to Presence Information by the PoC Server to the Presence Server

· Notification of Presence Information by the Presence Server to the PoC Server

· Transfer of PoC capabilities

· Relaying Answer Mode Indication from the PoC Client
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the POC-2 reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

9.1 Registration

9.1.1 General

Prior to using the PoC service the UE running the PoC Client SHALL perform SIP registration to the SIP/IP Core according to [RFC3261], which indicates the support of PoC Service in the REGISTER request. The PoC Client SHALL include the current Answer Mode Indication in the REGISTER request. The registration function is provided in the SIP/IP Core and the registration/deregistration MAY be visible to the PoC Server via the POC-2 reference point. After a successful registration a user is able to use a registered PoC Address:

· to originate PoC communication including session and session unrelated procedures;
· to receive PoC communication including session and session unrelated procedures.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address.  Registering multiple PoC Addresses at once is called implicit registration. The PoC Address that is used in the registration SHALL be SIP URI according to [RFC3261] while the PoC Addresses to be registered implicitly MAY be SIP URIs or TEL URLs. 
The PoC Client is responsible for maintaining its registration active by using a re-registration procedure. If the PoC Client fails to perform a successful re-registration before a registration timer expires the registration is terminated. 

The PoC Client SHALL be able to terminate its registration at any point of time by using a deregistration procedure. The SIP/IP Core MAY terminate user’s registration at any point of time by using a network initiated deregistration procedure.
When the Answer Mode Indication is changed by the user the PoC Client SHALL use the re-registration procedure to communicate the new Answer Mode Indication to the PoC Server.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.P0013.4].
9.1.2 Registration Event

The PoC Server SHALL discover the registration details of the PoC Client through subscription to the Registration Event with the registrar in the SIP/IP Core. When the PoC Client Registers with the SIP/IP Core the PoC Server is notified of the Registration State of the PoC Client and the following information:

· PoC Address of the PoC Client 

· Current Answer Mode Indication of the PoC Client
When the PoC Client Re-registers or De-registers the PoC Server is also notified of the Registration State of the PoC Client

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, The PoC Server SHALL first obtain a third party registration request from the SIP/IP Core on behalf of the PoC Client before subscribing to the Registration Event (see 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.P0013.4]). In the case of other SIP/IP Cores that support statically provisioned registrars the PoC Server SHALL subscribe to the Registration Event for all its provisioned PoC Clients at initialization time.
9.1 Access Control

9.1.1 Usage of access control lists

An access control list can be used by the end user as a means of controlling the incoming PoC session requests from other users or groups. On the accept list the user can maintain users and/or groups from whom he is willing to accept to receive PoC session requests. On the reject list the PoC user can maintain PoC users and/or groups from whom he is not willing to receive PoC session requests. The access control lists can be applied also on the delivery of the instant personal alerts. 

The access control lists are superseded by Do-not-Disturb state.  
9.1.2 Access control list management

Access control list management includes operations that allow the PoC Client to reliably manipulate the access control lists  and the related attributes located in the GLMS.

A PoC subscriber shall be able to add and remove user(s)/group(s) to the access control list and get the access control list when queried.  Additionally the PoC client can activate and deactive access control lists.   Only activated access control lists shall be checked by the system. A PoC subscriber SHALL have the ability to indicate whether to accept or reject requests from users not listed in the access control lists.       




9. High level procedures

The flow charts in the following sub-clauses describe the logical flow of information between the PoC architectural functional elements but do not necessarily fully conform to all the details of the protocols that will be used.
9.1 Pre-established Session

9.1.1 Introduction

The pre-established session provides a mechanism to negotiate media parameters such as IP address, ports and codecs, which are used for sending the media and talk burst control messages between the PoC Client and the home PoC Server.  The mechanism allows the PoC Client to invite other PoC clients or receive PoC sessions without negotiating again the media parameters. The pre-established session may be established after the initial registration. The Figure 7 presents the high level description of the pre-established session procedure.
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Figure 7:  Pre-established Session 

1. The PoC Client registers to the SIP/IP Core. The registration is described in the subclause 9.9.1.

2. The SIP/IP Core Notifies PoC Server A of the Registration Event. The notification contains the following information: 

· PoC Address of the PoC Client 

· Current Answer Mode Indication of the PoC Client
3. The pre-established session is established procedure between PoC Client A and PoC Server A to exchange necessary media parameters needed for setting up the media bearer. After the pre-established session the PoC Client is able to activate media bearer whenever needed:

· immediately after the pre-established session procedure or; 

· when the actual SIP signaling for the PoC Session is initiated.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

That PoC WG Approve the above proposed changes to the AD.
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