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1 Reason for Change

Agreed contribution 332R01 introduced the following new names for the talk burst control messages in stage 3 and the user plane document version, OMA-UP-POC-V0_1-20040628-D, corrected most names, but a few were missed and in some cases Talk Burst Idle was used where Talk Burst Release should have been used.
	Stage 2 name (According to AD 20040528)
	Stage 3 name

	Talk Burst request
	Talk Burst Request (TB_Req)

	Talk Burst Confirm response
	Talk Burst Granted (TB_Grant)

	Talk Burst Reject response
	Talk Burst Deny (TB_Deny)

	No Talk Burst indication
	Talk Burst Idle (TB_Idle)

	Receiving Talk Burst indication
	Talk Burst Taken (TB_Taken)

	Talk Burst Completed indication
	Talk Burst Release (TB_Rel)

	Stop Talk Burst indication
	Talk Burst Revoke (TB_Rev)

	Talk Burst Request Queued response
	Talk Burst Queued (TB_Que)

	Talk Burst Queue Position response
	Talk Burst Position (TB_Pos)

	Talk Burst Queue Identity request
	Talk Burst Identity (TB_ID)


The change in the names of the Stage 3 Talk Burst control message names requires a similar change in the name of the talk burst control timers as proposed in contribution xxx and listed below:
	Timer name (According to UP 20040528)
	Proposed timer name

	End of RTP media timer (T1)
	No change

	Stop talking timer (T2)
	No change

	Stop talking grace timer (T3)
	No change

	Inactivity timer (T4)
	No change

	Sender report timer (T5)
	No change

	Receiver report timer (T6)
	No change

	No talk burst timer (T7)
	Talk Burst Idle timer (T7)

	Stop talk burst timer (T8)
	Talk Burst Revoke timer (T8)

	Retry-after timer (T9)
	No change

	Talk burst complete timer (T10)
	Talk Burst Release timer (T10)

	Talk burst request timer (T11)
	No change (message name did not change)

	PoC client retry-after timer (T12)
	No change

	PoC client end of RTP media timer (T13)
	No change


This contribution proposes textual changes to section 6 of the user plane document to correct these names.

Starting of timers is listed in sections 6.3.1.1.[1,2,3,4], but there is no mention of when the timers are stopped.  This contribution adds that information

Other minor changes are:
1. The UP 20040628 version included an old version of figure 3 in section 6.1.1, when making the message name changes.  This contribution includes the version in the agreed contribution 358R01 with the new message and timer name changes

2. corrects paragraph formatting to add sequence number 6 in section 6.1.6.

3. Adds possibility of either T1 or T3 expiring to section 6.3.1.1.4

4. Corrects an error in 6.3.1.3.2 where timer T8 is incorrectly referenced instead of timer T9.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Modify section 6 of the User Plane document to make the suggested corrections.
6 Detailed Change Proposal

6. Talk burst control

Talk Burst control will use the ports (in the PoC client and PoC servers) negotiated at the SIP session establishment. 

Editor’s Note: Whether TBC using RTCP: APP uses a separate port than RTCP and whether  the assigned range can traverse firewalls and NAT is FFS.

In PoC there are four main talk burst control procedures: 

· Talk Burst Request Procedure at PoC Session Initialization

· Talk Burst Request Procedure (both confirmed and rejected) 

· Talk Burst Release Procedure

· Talk Burst Revoke Procedure

For the PoC system, Talk Burst control without queuing will require seven talk burst control messages to ensure singular access to the PoC media resource.  This talk burst control protocol is a confirmed request / grant procedure, insuring that only one user is streaming the PoC media at a given time. These messages consist of the following control methods:

· Talk Burst Request – A PoC client requests permission from the PoC server performing the Controlling PoC function to send a talk burst.

· Talk Burst Granted – The PoC server performing the Controlling PoC function notifies the PoC client that it has been granted permission to send a talk burst.

· Talk Burst Deny – The PoC server performing the Controlling PoC function notifies a PoC client that it has been denied permission to send a talk burst.

· Talk Burst Release – A PoC client notifies the PoC server performing the Controlling PoC function that it has completed sending the talk burst. 

· Talk Burst Idle– The PoC server performing the Controlling PoC function notifies all PoC clients that no one has permission to send a talk burst at the moment and that it is accepting Talk Burst Request messages.

· Talk Burst Taken – The PoC server performing the Controlling PoC function notifies all PoC clients, except the PoC client that has been given permission to send a talk burst that another PoC client has been given permission to send a talk burst.  In the case of early session the Talk Burst Taken is also used as an indication of the beginning of the PoC session for the terminating PoC client.  Also the identity of the user that has been granted permission to send a talk burst is communicated in the message.

· Talk Burst Revoke - Which allows the PoC server performing the Controlling PoC function to revoke the media resource from a PoC client.  Typically used for preemption functionality, but will also be used by the system to prevent overly long use of the Talk Burst resource. 

Editor’s note: Something like this needs to be added if the queuing procedures are added to the AD, with the agreed message list..

If the PoC Server and the PoC Client support queuing of the Talk Burst Request an additional five control messages will be required.  These messages consist of the following control methods:

Talk Burst Request Queued – The PoC Server performing the Controlling PoC function notifies the PoC client that the talk burst request has been queued.

Talk Burst Queue Position Request – The PoC client requests the PoC Server performing the Controlling PoC function to inform it of its position in the queue.

Talk Burst Queue Position Response – The PoC Server performing the Controlling PoC function informs the PoC client of its position in the queue.

Talk Burst Queue Identity Request – The PoC client requests the PoC Server performing the Controlling PoC function to inform it of the identity an position of all participants in the talk burst request queue.

Talk Burst Queue Identity Response – The PoC Server performing the Controlling PoC function informs the PoC client of the identity and position of all members in the talk burst request queue.

The transport mechanism of UDP will be used to convey these messages.  Within UDP, an RTCP APP payload structure shall be used to convey the talk burst control messages.  Since the Talk Burst control protocol is still built on a request / grant model, application timers (see Clause X) will be used to manage error conditions.  Talk Burst Request messages should always be responded to by a Talk Burst Granted, Talk Burst Taken, Talk Burst Deny,  or Talk Burst Request Queued message, and Talk Burst Release messages should always be responded to by a Talk Burst Idle message.  

Editor’s Note: Talk Burst Control Protocol Reliability is FFS.

With the pre-established session procedure Talk Burst Taken should be always responded to by a RTCP BYE, when invited PoC client does not automatically accept the instant personal talk or Ad-hoc instant group talk (and in that case RTCP BYE packet indicates in the reason for leaving field that this a “Ringing” situation).

Additionally, reliability is ensured in the Talk Burst control protocol thru the following techniques thru timer-based retransmissions:

· PoC clients repeatedly send Talk Burst Release messages until a Talk Burst Idle or Talk Burst Taken message or an RTP media packet is received (The Talk Burst Release timer is defined in Sub-clause X).

· PoC clients repeatedly send Talk Burst Request messages until a Talk Burst Granted, Talk Burst Taken or Talk Burst Deny message or an RTP media packet is received (The Talk Burst Request timer is defined in Sub-clause X).

· With the early session procedure PoC clients repeatedly send RTCP BYE (the talk session BYE timer is defined in Sub-clause X) until the PoC client notices an end of Talk Burst (as defined in Sub-clause X).

· The PoC server performing the Controlling PoC function repeatedly sends Talk Burst Idle messages until a Talk Burst Request message is received from a PoC client, or Session Expiry (The Talk Burst Idle timer is defined in Sub-clause X).
· The PoC server performing the PoC Server performing the Controlling PoC function repeatedly sends Talk Burst Revoke messages during a short period of time after the PoC server performing the Controlling PoC function has decided to revoke the Talk Burst from the user (the Talk Burst Revoke timer is defined in Sub-clause X).

The Talk Burst control call flows and procedures described below are identical for group calls, with simply more user legs added to the flow, but the signaling methods are identical, with the only exception being that Chat Groups do not have the same “short” session timers that are used in the group call or one-to-one calls.  Chat Groups will have much longer timers to determine that the chat sessions should be torn down. 

6.1 Procedures at the PoC Client

Editor’s note: The state diagram in this chapter needs explainatory text in order to make sence.

6.1.1 PoC Session control state diagram – Basic

The PoC client implements the talk burst control state transition diagram in Figure 3 for normal operation.  The PoC client or User (U) states are either stable states {‘U: has no permission’ , ‘U: has permission’} or transition states {‘U: pending TB request’, ‘U: pending TB complete’, ‘U: pending stop TB’}.
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NOTE:
Since the PoC Client “knows” when another PoC Client has permission to send a talk burst, it is also possible for the PoC Client to provide immediate feedback and reject the Talk Burst Request (i.e. not sending any Talk Burst Request message). It is highly recommended that PoC Clients support this behaviour in the initial implementations. 

NOTE:
Timer T10 is the Talk Burst Release timer and timer T11 is the Talk Burst Request timer.

Figure 3: PoC Client state transition diagram for normal operation.

The remaining sub chapters describe for each of the named states: what it means (including whether this is a stable state or a transition state) and the set of {Input, transition (including outputs), next state} that describes what happens in that state.   In addition to external inputs, the internal timers that cause state transitions are described and when they are started, stopped or restarted.

6.1.1.1 State: U: has no permission

The ‘U: has no permission’ state is a stable state.  The PoC client is in this state when the user has not pushed the PoC button and is either listening or no talk burst is being sent.  Not shown in this diagram are two sub states: listening and no talk burst.   As long as media is being received or if it has received a Talk Burst Taken message, the PoC client is in the listening substrate.  It transitions to the no talk burst state when it receives a no talk burst message or T13 (PoC client end of RTP media timer) has expired.

In this state, if the PoC client receives any of the following [Talk Burst Idle message, Talk Burst Taken message, RTP media], it transitions back to the same state.

When the user pushes the PoC button and the PoC client has received a Talk Burst Idle message, the PoC client will send a Talk Burst Request message, start T11 (Talk Burst Request timer) and transition to the ‘U: pending TB request’ state.

6.1.1.2 State: U: pending TB request

The ‘U: pending TB request’ state is a transition state.  The PoC client enters this state when it has sent out a Talk Burst Request message and is waiting  for a response from the PoC server performing the Controlling PoC function.

If the PoC client receives any of the following [Talk Burst Deny message, Talk Burst Taken message, RTP media], it transitions back to the ‘U: has no permission’ state.  The Talk Burst Taken message or RTP media indicate that the PoC Server performing the Controlling PoC function has given some other user permission to send a talk burst.  The Talk Burst Deny message could mean the same thing or that the PoC client is not allowed to have permission to send a talk burst, even though no other PoC client has requested permission.

If the PoC client receives a Talk Burst Granted message, the PoC Server performing the Controlling PoC function has given the PoC client permission to send a talk burst and the PoC client transitions to the ‘U: has permission’ state.

T11 (Talk Burst Request timer) is running in this state and if T11 expires, the PoC client will assume that the Talk Burst Request message has been lost and the PoC client will resend it, restart T11 and transition back to the ‘U: pending TB request’ state.

6.1.1.3 State: U: has permission

The ‘U: has permission’ state is a stable state.  The PoC client is in this state when it is sending RTP media and it remains in this state as long as the PoC button is pushed and it has not received a Talk Burst Revoke message, a Talk Burst Idle message or a Talk Burst Taken message.

The normal transition occurs when the user releases the PoC button.  The PoC client sends a Talk Burst Release message, starts T10 (Talk Burst Release timer) and goes to the ‘U: pending TB complete’ transition state.

If T2 (stop talking timer) expires in the PoC Server performing the Controlling PoC function, it will send a Talk Burst Revoke message to the PoC client.  When the PoC client receives the stop talking message, it sends a notification to the user and goes to the ‘U:pending stop TB’ state.

There is a possibility that the PoC client may have missed theTalk Burst Revoke message.  If the PoC client receives a Talk Burst Idle message or a Talk Burst Taken message, it should assume that it no longer has permission to send a talk burst and send a notification to the user and go to the ‘U: has no permission’ stable state.

6.1.1.4 State: U: pending TB complete

The ‘U: pending TB complete’ state is a transition state.  The PoC client enters this state when it has sent a Talk Burst Release message and it is waiting for a response from the PoC Server performing the Controlling PoC function.

If the PoC client receives any of the following [Talk Burst Idle message, Talk Burst Taken message, RTP media], it assumes that the PoC Server performing the Controlling PoC function has recognized that the PoC client has completed sending a talk burst and the PoC client goes to the ‘U: has no permission’ state.

If T10 expires, the PoC client resends the Talk Burst Release message, restarts T10 and goes back to the ‘U: pending TB complete’ state.

6.1.1.5 State: U: pending stop TB

The ‘U: pending stop TB’ state is a transition state.  The PoC client enters this state when it has received a Talk Burst Revoke message.  While in this state, it is waiting for the user to release the PoC button and finish speaking.  If T3 (stop talking grace timer) expires in the PoC Server performing the Controlling PoC function before the user releases the PoC button, the PoC Server performing the Controlling PoC function will forcefully remove the PoC client’s permission to send a talk burst.If the user releases the PoC button, the PoC client sends a Talk Burst Release message, starts T10, and goes to the ‘U: pending TB complete’ state.

If the user does not release the button, the PoC client will receive one of the following [Talk Burst Idle message, Talk Burst Taken message, RTP media].  The PoC client will then transition to the ‘U: has no permission’ state.

6.1.2 PoC Session control state diagram – PoC Pre-established session 

<normative text and diagram>

6.1.3 PoC Session control state diagram – Multiple PoC sessions

<normative text and diagram>

6.1.4 Talk Burst Request at session Initialization

6.1.4.1 Normal Case

The PoC session establishment request message from the originating PoC client to PoC server through the initiation of an on-demand session or through the setup of a session over a pre-established session is an implicit Talk Burst Request.  

When the PoC Server performing the Controlling PoC function has accepted the PoC session establishment, it SHALL act as if it has received a Talk Burst Request. The initial SIP INVITE message accepted by the PoC Server performing the Controlling PoC function is an implicit Talk Burst Request. When the PoC client requests the establishment of a PoC session, it shall go in to the pending talk burst request state according to Figure 6.1-1; the PoC client is not allowed to change state until it has received a talk burst control message from the PoC Server performing the Controlling PoC function. The PoC client shall change the state as according to the state diagram (see Figure 6.1-1). If the PoC client receives the Talk Burst Granted message, it means that the PoC client has been granted permission to send a talk burst (Figure 6.1.1-1), if it receives Talk Burst Deny, Talk Burst Taken or RTP media it means that the request has been denied and the PoC client has not been granted permission to send a talk burst (Figure 6.1.1-2). When the PoC Server performing the Controlling PoC function has accepted the PoC session establishment, it shall act as if it has received a Talk Burst Request message.

NOTE:
It is an implementation option that the PoC Server performing the Controlling PoC function for a chat group may deny the implicit Talk Burst Request and send a Talk Burst Deny followed by a Talk Burst Taken or Talk Burst Idle to users when they join the chat group.
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Figure 6.1.1-1 Talk Burst Request Procedure at PoC Session Establishment

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  This creates an implicit Talk Burst Request message and PoC Server performing the Controlling PoC function X sends Talk Burst Granted message to PoC client A.  While this scenario shows the Talk Burst Granted message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.

1. Talk Burst Granted (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Granted message to PoC client A.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.  While this scenario shows the Talk Burst Granted message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.  Correlation point A corresponds to correlation point A in figure 6.3.1-1.

2. Talk Burst Granted (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

3. Media (from PoC client A to Participating PoC Server A): When PoC client A receives the Talk Burst Granted message, it provides a talk proceed notification to User A.  PoC client A then begins to send media to PoC Server performing the Controlling PoC function X .  

4. Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the media to PoC Server performing the Controlling PoC function X.

6.1.4.2 User joins during an ongoing talk burst

This sub-clause describes what SHALL happen when a user (PoC client A in Figure 6.5.1-2) joins a group communication during an ongoing talk burst.


[image: image4.emf]PoC Client A

PoC Server A

(participating)

PoC Client A Home Network

6. Media

1

. 

Tal

k

 

Bu

r

s

t 

Re

j

ec

t

2. Talk Burst Reject

5. Media

PoC Server X

(controlling)

PoC Network X

PoC session establishment with User A

Press PoC 

Button

Talk Reject

Notification

Talker ID

Notification

3. 

Rece

i

v

i

ng

 

Ta

l

k

 

Bu

r

s

t

4. Receiving Talk Burst

Other User has permission 

to send talk burst


Figure 6.1.1-2 User Joins Group During an Ongoing Talk Burst

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  This creates an implicit Talk Burst Request message.  Since the user is joining a call during an ongoing talk bursts, PoC Server performing the Controlling PoC function X sends Talk Burst Deny message to PoC client A to inform it that it does not have permission to talk.  

1. Talk Burst Deny (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Deny message to PoC client A.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.  While this scenario shows the Talk Burst Deny message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.  

2. Talk Burst Deny (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC client A sends a talk reject notification to User A.

3. Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Taken message to PoC client A.  This informs PoC client X of the identity of the PoC client that currently has permission to send a talk burst.

Note: The Talk Burst Deny and Talk Burst Taken messages SHOULD be sent it the same IP packet.

4. Talk Burst Taken (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC Client A sends the talker identity to User A.

5. Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client A.

6. Media (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client A.

6.1.4.3 User Releases PoC Button Before PoC Session Establishment Complete

When a user wishes to start a PoC session as a listener, instead of a talker, the user pushes the PoC button and then releases it before the call setup is complete.  Normal PoC session establishment occurs, but when the Talk Burst Granted message arrives, the PoC client responds with a Talk Burst Release message and not media.
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Figure 6.1.1-3 User Releases PoC Button Before PoC Session Establishment Complete

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  This creates an implicit Talk Burst Request message and PoC Server performing the Controlling PoC function X sends Talk Burst Granted message to PoC client A.  At some time before the Talk Burst Granted is received at PoC client A, the user releases the PoC button.

1. Talk Burst Granted (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Granted message to PoC client A.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.  While this scenario shows the Talk Burst Granted message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.  Correlation point A corresponds to correlation point A in figure 6.3.1-1.

2. Talk Burst Granted (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

3. Talk Burst Release (from PoC client A to Participating PoC Server A): When PoC client A receives the Talk Burst Granted message, it immediately sends a Talk Burst Release message to PoC Server performing the Controlling PoC function X via Participating PoC Server A.  

4. Talk Burst Release (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the Talk Burst Idle message to PoC Server performing the Controlling PoC function X.

5. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X responds with a Talk Burst Idle message that is sent to all PoC clients.

6. Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

6.1.4.4 Talk Burst Response Message from PoC Server performing the Controlling PoC function is Lost

There may be cases where after the session is established, Talk Burst Idle control message is received from the PoC Server performing the Controlling PoC function.  In this case, the Talk Burst Request timer (timer T11) will timeout in the PoC client and the PoC client will send a normal Talk Burst Request message.
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Figure 6.1.1-4 Talk Burst Response Message from PoC Server performing the Controlling PoC function is Lost

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  The Talk Burst Request timer (T11) has been started and the PoC client is wait for a response from the talk burst controller to proceed.  PoC Server performing the Controlling PoC function X is granting PoC client A permission to send a talk burst, but PoC client A does not receive the message.  Correlation point A corresponds to correlation point A in figure 6.3.1-1.

1. Talk Burst Request (from PoC client A to Participating PoC Server A): When the Talk Burst Request timer (T11) times out in PoC client A, it sends a Talk Burst Request message to PoC Server performing the Controlling PoC function X via Participating PoC Server A.  

2. Talk Burst Request (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the Talk Burst Request message to PoC Server performing the Controlling PoC function X.  When PoC Server performing the Controlling PoC function X receives the Talk Burst Request message, it sends the same response to PoC client A that it had previously sent.

6.1.5 Talk Burst Request during a session

6.1.5.1 Talk Burst Request when no user has permission

This is the normal case when the PoC client has received a Talk Burst Idle message from the PoC Server performing the Controlling PoC function.
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Figure 6.1.2-1 Talk Burst Request When No User Has Permission to Talk

The steps of the flow are as follows:

User A has pressed the PoC button.

5. Talk Burst Request (from PoC Client A to Participating PoC Sever A): PoC client A sends an RTCP: APP Talk Burst Request message to PoC server X.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.

6. Talk Burst Request (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

7. Talk Burst Granted (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X determines that PoC client A can be given permission to send a talk burst and sends an RTCP:APP Talk Burst Granted message to PoC client A.  Correlation point B corresponds to correlation point B in figure 6.3.2-1.

8. Talk Burst Granted (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

9. Media (from PoC client A to Participating PoC Server A): When PoC client A receives the Talk Burst Granted message, it provides a talk proceed notification to User A.  PoC client A then begins to send media to PoC Server performing the Controlling PoC function X .  

10. Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the media to PoC Server performing the Controlling PoC function X.

6.1.5.2 Talk Burst Request when other user has permission
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Figure 6.1.2-2 Talk Burst Request When Other User Has Permission

The steps of the flow are as follows:

User A has pressed the PoC button.

1. Talk Burst Request (from PoC Client A to Participating PoC Sever A): PoC client A sends an RTCP: APP Talk Burst Request message to PoC server X.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.

2. Talk Burst Request (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

3. Talk Burst Deny (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X determines that PoC client A cannot be given permission to send a talk burst, because another PoC client currently has permission and sends an RTCP:APP Talk Burst Deny message to PoC client A.  The Talk Burst Deny message contains a reason code for the rejection.  In this case the reason code is “Another user has permission.”

4. Talk Burst Deny (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

5. Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): At the same time that PoC Server performing the Controlling PoC function X sends the Talk Burst Deny message, it sends an RTCP: APP Talk Burst Taken message to PoC client A which identifies the PoC client that has been given permission to send a talk burst.  The 2 RTCP: APP packets (Talk Burst Deny and Talk Burst Taken) should be sent in the same IP packet.

6. Talk Burst Taken (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC client A sends the talker identity to User A.

7. Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client A.

8. Media (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client A.

6.1.6 Talk Burst Release procedure

This is the normal case when the user has finished speaking and releases the PoC button.  In this case, the user has permission to send a talk burst and is sending RTP media packets to the PoC Server performing the Controlling PoC function.  The PoC Server performing the Controlling PoC function is forwarding the RTP media packets to the other PoC clients in the PoC session.
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Figure 6.1.3-1 Talk Burst Idle Procedure in PoC client
The steps of the flow are as follows:

User A has released the PoC button.

1. Last RTP packet (from PoC Client A to Participating PoC Server A): The last RTP packet is sent from PoC client A to PoC Server performing the Controlling PoC function X.  Since Participating PoC server A has inserted itself in the media stream, all RTP media packets will go thru Participating PoC server A. 

2. Last RTP packet (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the last RTP packet and sends the packet to PoC Server performing the Controlling PoC function X.

3. Talk Burst Release (from PoC Client A to Participating PoC Server A):  After the last RTP packet has been sent, PoC client A sends an RTCP: APP Talk Burst Release message to PoC Server performing the Controlling PoC function X to inform it that the talk burst is complete.  The Talk Burst Release message contains the sequence number of the last RTP packet.

4. Talk Burst Release (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

5. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): After PoC Server performing the Controlling PoC function X has forwarded the last RTP packet to all PoC clients, it sends a RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client A.  Correlation point C corresponds to correlation point C in figure 6.3.3-1.

6. Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Idle notification to User A.
6.1.7 Talk Burst Revoke procedure

The PoC server performing the Controlling PoC function initiates the Talk Burst Revoke procedure and there are no specific procedures in the PoC client.

6.1.8 Talk burst queuing procedure

<normative procedure text>

6.1.9 Talk Burst Control Protocol Negotiation

PoC Clients supporting multiple Talk Burst Control Protocols and associated parameters negotiate the preferred protocols and associated parameters during PoC session establishment.

On the originating side the PoC Client describes in the SDP associated with the SIP INVITE message used to initiate a PoC Session the supported Talk Burst Control Protocols the supported types of Talk Burst Control Protocols, as well as the supported options/parameter for each Talk Burst Control Protocol type supported.

When no specific Talk Burst Control Protocol in indicated in the SDP associated with the SIP INVITE message used to initiate a PoC Session the communication parties are using the default RTCP APP based Talk Burst Control protocol with the default basic functionality.

Upon receiving a SIP INVITE message with the SDP containing a list of offered Talk Burst Control Protocols and associated parameters on the terminating side, the PoC Client chooses the preferred protocol and conveys the chosen Talk Burst Control Protocol as well as the chosen options/parameters for each Talk Burst Control Protocol type supported in the SDP associated with the SIP OK.

Editor’s note: Extensions to specified messages for Talk Burst Control Negotiation is FFS. As part of the PoC Session Setup signaling the details will be specified in the PoC Control Plane specification.

6.2 Procedures at the PoC Server performing the Participating function

6.2.1 PoC Pre-Established Session state diagrams – Basic

<state transision diagram and normative text>

6.2.2 Multiple PoC Sessions state diagram - per User

<state transision diagram and normative text>

6.2.3 Multiple PoC Sessions state diagram - per Session

<state transision diagram and normative text>

6.2.4 Talk Burst Request at session Initialization

<normative procedure text>

6.2.5 Talk Burst Request during a session

<normative procedure text>

6.2.6 Talk Burst Idled procedure

<normative procedure text>

6.2.7 Talk Burst Revoke procedure

<normative procedure text>

6.2.8 Talk burst queuing procedure

<normative procedure text>

6.2.6 Talk Burst Control Negotiation

For a PoC Client using pre-established PoC Sessions the Participating PoC server negotiates the talk burst control protocol with the PoC Server performing the Controlling PoC function on behalf of the served PoC Client when a talk session is established.

Editor’s note: Extensions to specified messages for Talk Burst Control Negotiation is FFS. As part of the PoC Session Setup signaling the details will be specified in the PoC Control Plane specification.

6.3 Procedures at the PoC Server performing the Controlling PoC function

Editor’s note: The state diagrams in this chapter needs expanatory text in order to make sence.

In section 6.3.1 the general talk burst control operation in the PoC server are presented.

In section 6.3.1.2, the normal talk burst control operation to a PoC client in the PoC server are presented.

The remaining sub-sections describe the procedures in the PoC Server.

6.3.1 PoC Server talk burst control state diagrams

6.3.1.1 PoC Server state transition diagram for general talk burst operation

This section describes the general talk burst control operation in the PoC Server.

The sub sections describe for each of the named states: what it means (including whether this is a stable state or a transition state) and the set of {Input, transition (including outputs), next state} that describes what happens in that state.   In addition to external inputs, the internal timers that cause state transitions are described and when they are started, stopped or restarted.

Figure 4 is a state diagram for the general (G states) talk burst control function and shows the general talk burst control states in the PoC Server performing the Controlling PoC function.
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NOTE:
Timer T7 is the Talk Burst Idle timer, timer T1 is the end of RTP media timer, timer T3 is the stop talking grace timer and timer T2 is the stop talking timer.

Figure 4: PoC Server state transition diagram for general talk burst operation.
6.3.1.1.1 State G: TB_Idle

The ‘G: TB_Idle’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state when no user currently has permission to send a talk burst.  In this state, T4 (inactivity timer) is running.  If no valid Talk Burst Request message is received before T4 expires, the call will be torn down (not shown in the state transition diagram).   

T7 (Talk burst Idle timer) is also running in this state.  If T7 expires, the PoC Server performing the Controlling PoC function restarts T7, sends a Talk Burst Idle message to all PoC clients in the PoC session and goes back to the ‘G: TB_Idle’ state.

If a Talk Burst Request message is received (from a PoC client that is permitted to make a request), the PoC Server performing the Controlling PoC function sends a Talk Burst Granted message to the requesting PoC client, sends a Talk Burst Taken message to the other PoC clients, starts T1 (end of RTP media timer), starts T2 (stop talking timer, stops T4 (inactivity timer) , stops T7 (Talk burst Idle timer) and goes to the ‘G: TB_Taken’ state.

If any other message (e.g. Talk Burst Release) is received, the PoC Server performing the Controlling PoC function remains in the ‘G: TB_Idle’ state.

6.3.1.1.2 State G: TB_Taken

The ‘G: TB_Taken’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state when it has permitted one of the PoC clients in the PoC session to send a talk burst.  While in this state, it forwards all RTP media packets  that it receives from the permitted PoC client to all other PoC clients.  It transitions out of this state when the talk burst has completed (Talk Burst Release message received or T1 expires) or when the PoC client has exceeded the time limit (T2) allowed for the talk burst.  Timer T1 is reset and restarted whenever an RTP media packet is received from the the PoC client with permission to send a talk burst.
When a Talk Burst Release message is received from the client that has permission to send a talk burst, the PoC Server performing the Controlling PoC function stops T2 (stop talking timer) and goes to the ‘G: pending TB release’ transition state, waiting for the last RTP media packet.  This is the normal case transition.

If T1 expires, the PoC Server performing the Controlling PoC function assumes that the talk burst is complete, sends a Talk Burst Idle message to all PoC clients, starts T7 (Talk Burst Idle timer), starts T4 (inactivity timer), stops T2 (stop talking timer)  and immediately transitions to the ‘G: no TB’ state.

If T2 expires, the PoC Server performing the Controlling PoC function sends a Talk Burst Revoke message to the PoC client with permission to send a talk burst, starts T3 (stop talking grace timer), and transitions to the ‘G: pending TB_Revoke’ transition state, where it waits for a Talk Burst Idle.

6.3.1.1.3 State G: pending TB_Release

The ‘G: pending TB release’ state is a transition state.  While in this state, the PoC Server performing the Controlling PoC function continues to forward media, until the last RTP media packet has been forwarded (the sequence number was in the Talk Burst Release message).  Timer T1 is reset and restarted whenever an RTP media packet is received from the the PoC client with permission to send a talk burst.
When the last RTP media packet has been forwarded (based on the sequence number) or T1 (end of RTP media timer) has expired, the PoC Server performing the Controlling PoC function sends a Talk Burst Idle message to all PoC clients, starts T7 (Talk Burst Idle timer), starts T4 (inactivity timer), stops T1 (end of RTP media timer), if it has not expired,  and transitions to the ‘G: no TB’ state.

6.3.1.1.4 State G: pending TB_Revoke

The ‘G: pending  TB_Revoke’ state is a transition state.  While in this state, the PoC Server performing the Controlling PoC function continues to forward media.  Timer T1 is reset and restarted whenever an RTP media packet is received from the the PoC client with permission to send a talk burst.  The PoC Server performing the Controlling PoC function is allowing a grace period for the PoC client to complete its talk burst.

If a Talk Burst Release message is received, the PoC Server performing the Controlling PoC function notes the sequence number of the last RTP media packet and returns to the ‘G: pending TB_Revoke’ state.

If the last media packet has been forwarded or T1 or T3 expires, the talk burst is concluded and the PoC Server performing the Controlling PoC function sends a Talk Burst Idle message to all clients except the one being stopped, starts T7 (Talk Burst Idle timer), starts T4 (inactivity timer), stops T1 and T3 , if they have not expired,  and transitions to the ‘G: TB_Idle’ state.

6.3.1.2 PoC Server state transition diagram for normal talk burst operation to the PoC Client

This section describes the normal talk burst control operation to the PoC Client in the PoC Server.

The sub sections describe for each of the named states: what it means (including whether this is a stable state or a transition state) and the set of {Input, transition (including outputs), next state} that describes what happens in that state.   In addition to external inputs, the internal timers that cause state transitions are described and when they are started, stopped or restarted.

Figure 5 is a state diagram for the talk burst control function for an individual user (U states) and shows the states for a specific user in the PoC Server performing the Controlling PoC function.
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NOTE:
The PoC Server performing the Controlling PoC function shall not send to the PoC Client the Talk Burst Idle or Talk Burst Taken messages in the waiting Talk Burst Revoke state

NOTE:
Timer T8 is the Talk Burst Revoke timer, timer T9 is the retry-after timer, T2 is the stop talking timer and T3 is the stop talking grace timer.

Figure 5: PoC Server state transition diagram for normal talk burst operation to the PoC Client.

6.3.1.2.1 State U: not permitted and TB_Idle

The ‘State U: not permitted and TB_Idle’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state when no PoC client has permission to send a talk burst.  If another PoC client requests and is granted permission to send a talk burst, there is a transition to the ‘U: not permitted and receiving TB’ state.

If the PoC Server performing the Controlling PoC function receives a request from this PoC client, it will send a Talk Burst Granted message to the PoC client and go to the ‘U: permitted’ state.

If the PoC Server performing the Controlling PoC function receives media from this PoC client, the PoC Server performing the Controlling PoC function will send a Talk Burst Revoke message to the PoC client and transition to the ‘U: not permitted but sends media’ state.  No RTP media packets from this PoC client will be forwarded to the other PoC clients in the PoC session.

If the PoC Server performing the Controlling PoC function receives a Talk Burst Release message from this PoC client, it will send a Talk Burst Idle message to acknowledge the Talk Burst Release message and transition back to the ‘U: not permitted and no TB’ state.

6.3.1.2.2 State U: not permitted and TB_Taken

The ‘State U: not permitted and TB_Taken’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state when another PoC client has been given permission to send a talk burst.  When the talk burst is completed, there is a transition to the ‘U: not permitted and TB_Idle’ state.  Any other transition is an error case.

If the PoC Server performing the Controlling PoC function receives a Talk Burst Request message from this PoC client, the PoC Server performing the Controlling PoC function sends a Talk Burst Deny message back to the PoC client and transitions back to the ‘U: not permitted and TB_Taken’ state.

If the PoC Server performing the Controlling PoC function receives a Talk Burst Release message from this PoC client, the PoC Server performing the Controlling PoC function sends a Talk Burst Taken message to the PoC client with the identity of the PoC client that has been given permission to send a talk burst and transitions back to the ‘U: not permitted and TB_Taken’ state.

If the PoC Server performing the Controlling PoC function receives media from this PoC client, the PoC Server performing the Controlling PoC function will send a Talk Burst Revoke message to the PoC client and transition to the ‘U: not permitted but sends media’ state.  No RTP media packets from this PoC client will be forwarded to the other PoC clients in the PoC session.

6.3.1.3 State U: permitted

The ‘U: permitted’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state when this PoC client has been given permission to send a talk burst.  While in this state, the PoC Server performing the Controlling PoC function is forwarding RTP media packets from this PoC client to all other PoC clients in the PoC session.

If T1 (end of RTP media timer) expires or a Talk Burst Release message is received from this PoC client, the PoC Server performing the Controlling PoC function transitions to the ‘U: not permitted and TB_Idle’ state.

If T2 (stop talking timer) expires, the PoC Server performing the Controlling PoC function sends a Talk Burst Revoke message to this PoC client, starts T8 (Talk Burst Revoke timer),  and transitions to the ‘U: pending stop TB’ state.

6.3.1.3.1 State U: pending TB_Revoke

The ‘State U: pending TB_Revoke’ state is a transition state.  The PoC Server performing the Controlling PoC function is in this state during the grace period after sending the Talk Burst Revoke message.  While in this state, the PoC Server performing the Controlling PoC function is forwarding RTP media packets from this PoC client to all other PoC clients in the PoC session.

If T8 (Talk Burst Revoke timer) expires, the PoC Server performing the Controlling PoC function sends another Talk Burst Revoke message to this PoC client, restarts T8 and transitions back to the ‘U: pending TB_Revoke’ state.

If T3 (stop talking grace timer) expires or a Talk Burst Release message is received from this PoC client, the PoC Server performing the Controlling PoC function starts T9 (retry after timer) and  transitions to the ‘U: waiting TB_Revoke’ state.

6.3.1.3.2 State U: waiting TB_Revoke

The ‘State U: waiting TB_Revoke’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state until T9 (retry after timer) expires.  During this time, this PoC client will not be given permission to send a talk burst but RTP media packets will be forwarded to this PoC client.  To reduce the probability that this PoC client will send a Talk Burst Request message, the PoC Server performing the Controlling PoC function will not send the Talk Burst Idle message to this PoC client while in this state, but any Talk Burst Taken messages will be sent.

If the PoC Server performing the Controlling PoC function receives a Talk Burst Request message from this PoC client, the PoC Server performing the Controlling PoC function will send a Talk Burst Deny message back to the PoC client and transition back to the ‘U: waiting TB_Revoke’ state.

When T9 expires, the PoC Server performing the Controlling PoC function will either send a Talk Burst Idle message and transition to the ‘U: not permitted and TB_Idle’ state or send a Talk Burst Taken message and transition to the ‘U: not permitted and TB_Taken’ state.  This will be based on the state of the talk burst controller in the PoC Server performing the Controlling PoC function.

6.3.1.3.3 State U: not permitted but sends media

The ‘U: not permitted but sends media’ state is a transition state.  The PoC Server performing the Controlling PoC function goes into this state when it begins receiving RTP media packets from a PoC client that is not permitted to send a talk burst.  This condition is most likely to occur when a PoC client with permission loses coverage longer than the end of RTP media timer period (the so called tunnel effect).  Since the PoC client is not receiving any media while it has permission to send a talk burst, the PoC client may not realize that its packets are not being received. 

If T8 (Talk Burst Revoke timer) expires, the PoC Server performing the Controlling PoC function will resend the Talk Burst Revoke message, restart T8 and transition back to the ‘U: not permitted but sends media’ state.

If a Talk Burst Release message is received from this PoC client, the PoC Server performing the Controlling PoC function will either send a Talk Burst Idle message and transition to the ‘U: not permitted and no TB’ state or send a Talk Burst Taken message and transition to the ‘U: not permitted and receiving TB’ state.  This will be based on the state of the talk burst controller in the PoC Server performing the Controlling PoC function.

6.3.2 Talk Burst Request at session Initialization

After the PoC session is established with a terminating PoC client, an explicit talk burst control message will be sent to the terminating PoC client.  The normal case results in the terminating client being the user has no permission state.

For pre-established session, there is no explicit PoC session establishment.  Instead, the PoC session establishment is indicated by the receipt of the Talk Burst Taken message.
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Figure 6.3.1-1 Talk Burst Request Procedure at PoC Session Establishment

While only 1 terminating PoC client B is shown in the figure, this flow applies to all terminating PoC clients in the PoC session.

1. Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Taken message to PoC client B.  This informs PoC client B of the identity of the PoC client that currently has permission to send a talk burst.  Correlation point A corresponds with correlation point A in figures 6.1.1-1, 6.1.1-3 and 6.1.1-4.

2. Talk Burst Taken (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC Client B.  PoC Client B sends the talker identity to User B.

3. Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client B.

4. Media (from Participating PoC Server B to PoC Client B): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client B.

6.3.3 Talk Burst Request during a session

6.3.4 Talk Burst Request during a session

This is the normal case when another PoC client is granted permission to send a talk burst.  The PoC Server performing the Controlling PoC function will execute this procedure with all PoC clients that will be listening.
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Figure 6.3.2-1 Talk Burst Request during a session

This procedure starts with no user having permission to send a talk burst.  Prior to the start of this procedure some other PoC client has sent a Talk Burst Request message to PoC Server performing the Controlling PoC function X and PoC Server performing the Controlling PoC function X has granted that PoC client permission to send a talk burst (correlation point B in figure 6.1.2-1).  

The steps of the flow are as follows:

1. Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): At the same time that PoC Server performing the Controlling PoC function X sends the Talk Burst Granted message to the PoC client that is being given permission to send the talk burst, it sends an RTCP: APP Talk Burst Taken message to PoC client B which identifies the PoC client that has been given permission to send a talk burst.  

2. Talk Burst Taken (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC Client B.  PoC client B sends the talker identity to User B.

3. Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client B.

4. Media (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTP media packet and sends it to PoC client B.

6.3.5 Talk Burst Idled procedure

When the PoC Server performing the Controlling PoC function has received the Talk Burst Release message from the PoC client that has been given permission to send a talk burst, it forwards the remaining RTP media packets to all other PoC clients in the PoC session and then notifies them that there is no talk burst.
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Figure 6.3.3-1 Talk Burst Idle Procedure in PoC Server performing the Controlling PoC function

1. Last RTP packet (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): The last RTP packet is sent from PoC Server performing the Controlling PoC function X to all the PoC clients in the PoC session, including PoC client B.  Since Participating PoC server B has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server B. 

2. Last RTP packet (from Participating PoC Server B to PoC Client B):  Participating PoC server B modifies the IP address and port of the last RTP packet and sends the message to PoC client B.

3. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): After PoC Server performing the Controlling PoC function X has forwarded the last RTP packet to all PoC clients, it sends an RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client B.  Correlation point C corresponds to correlation point C in figures 6.1.3-1, 6.3.4-1 and 6.3.4-2.

4. Talk Burst Idle (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC client B.  PoC client B sends a Talk Burst Idle notification to User B.

6.3.6 Talk Burst Revoke procedure

The stop talking timer (T2) in the PoC Server performing the Controlling PoC function is used to limit the time that a PoC client is permitted to send a talk burst.  When T2 expires, the PoC Server performing the Controlling PoC function will send a stop talking message to the PoC client that is sending the talk burst and then start a stop talking grace timer (T3).  This will allow the PoC client time to gracefully complete the talk burst before the PoC Server performing the Controlling PoC function stops forwarding the RTP media packets and sends out a Talk Burst Idle message.

The message flow between the controlling PoC function and the listening PoC clients is the same for the Talk Burst Idled procedure and the Talk Burst Revoke procedure.   Correlation point C in figure 6.3.4-1 corresponds to correlation point C in figure 6.3.3-1.

6.3.4.1 User A releases PoC button during grace period

This flow represents the desired case for the Talk Burst Revoke procedure.  In this case, User A releases the PoC button and sends a Talk Burst Release message before the stop talking grace timer expires in PoC Server performing the Controlling PoC function X.  In this case, a normal Talk Burst Release procedure occurs.
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Figure 6.3.4-1 Talk Burst Revoke Procedure in PoC Server performing the Controlling PoC function

The steps of the flow are as follows:

1. Media (from PoC Client A to Participating PoC Server A): RTP media packets are being sent from PoC client A to PoC Server performing the Controlling PoC function X. Since Participating PoC server A has inserted itself in the media stream, all RTP media packets will go thru Participating PoC server A.

2. Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTP media packet and sends the packet to PoC Server performing the Controlling PoC function X.

3. Talk Burst Revoke (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): When T2 expires in PoC Server performing the Controlling PoC function X, PoC Server performing the Controlling PoC function X prepares to stop PoC client A from sending a talk burst.  It sends a RTCP: APP Talk Burst Revoke message to PoC client A and then starts T3.

4. Talk Burst Revoke (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Permission Revoked notification to User A.  PoC client starts the PoC client retry after timer (T12), using the retry after timer value contained in the Talk Burst Revoke Message.  User A releases the PoC button

5. Last RTP packet (from PoC Client A to Participating PoC Server A): When User A has released the PoC button, the last RTP packet is sent from PoC client A to PoC Server performing the Controlling PoC function X.  

6. Last RTP packet (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the last RTP packet and sends the packet to PoC Server performing the Controlling PoC function X.

7. Talk Burst Release (from PoC Client A to Participating PoC Server A):  After the last RTP packet has been sent, PoC client A sends an RTCP: APP Talk Burst Release message to PoC Server performing the Controlling PoC function X to inform it that the talk burst is complete.  The Talk Burst Release message contains the sequence number of the last RTP packet.

8. Talk Burst Release (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

9. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): After PoC Server performing the Controlling PoC function X has forwarded the last RTP packet to all PoC clients, it sends a RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client A.  Correlation point C corresponds to correlation point C in figure 6.3.3-1.

10. Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Idle notification to User A.

6.3.4.2 User A releases PoC button after grace period expires

In this case, User A ignores the Talk Burst Revoke message and continues talking.  When the stop talking grace timer expires, PoC Server performing the Controlling PoC function X declares that there is no talk burst and revokes User A’s permission to send a talk burst and PoC Server performing the Controlling PoC function X stops forwarding the RTP media packets from PoC client A.
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Figure 6.3.4-2 Stop Talk Grace Period Timer Expires Before User Releases PoC Button

The steps of the flow are as follows:

1. Media (from PoC Client A to Participating PoC Server A): RTP media packets are being sent from PoC client A to PoC Server performing the Controlling PoC function X. Since Participating PoC server A has inserted itself in the media stream, all RTP media packets will go thru Participating PoC server A.

2. Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTP media packet and sends the packet to PoC Server performing the Controlling PoC function X.

3. Talk Burst Revoke (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): When T2 expires in PoC Server performing the Controlling PoC function X, PoC Server performing the Controlling PoC function X prepares to stop PoC client A from sending a talk burst.  It sends a RTCP: APP Talk Burst Revoke message to PoC client A and then starts the stop talking grace timer (T3) and starts the retry after timer (T9).  The message also includes the retry after timer value.

4. Talk Burst Revoke (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Permission Revoked notification to User A.  PoC client starts the PoC client retry after timer (T12), using the retry after timer value contained in the Talk Burst Revoke Message.

5. Media (from PoC Client A to Participating PoC Server A): Since User A has not released the PoC button, RTP media packets continue to be sent from PoC client A to PoC Server performing the Controlling PoC function X.  

6. Media(from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the RTP media packet and sends the packet to PoC Server performing the Controlling PoC function X.

7. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): T3 expires in PoC Server performing the Controlling PoC function X.  Since PoC client A has not sent a Talk Burst Release message, PoC Server performing the Controlling PoC function X declares that there is no talk burst and stops forwarding RTP media packets from PoC client A.  It then sends an RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client A.  Correlation point C corresponds to correlation point C in figure 6.3.3-1.

8. Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Idle notification to User A.  When PoC client A receives, the Talk Burst Idle message, it stops sending RTP media packets, even though User A is still pressing the PoC button.  

At some later time, User A releases the PoC button.

6.3.7 Talk burst queuing procedure

<normative procedure text>

6.3.6 Talk Burst Control Negotiation

Upon receiving a SIP INVITE message containing a list of Talk Burst Control Protocols and the associated parameters from a PoC Client originating a PoC Session, the PoC Server forwards the list of Talk Arbitration Protocols and the associated parameters to the invited PoC Client for a 1-1 PoC Sessions or the preferred Talk Arbitration Protocol as well as the chosen options/parameters for the Talk Burst Control Protocol type chosen for the SDP associated in case of a 1-to-many PoC Session.

NOTE:
Talk Burst Control Protocol Interworking is out of scope of this release.

Editor’s note: Extensions to specified messages for Talk Burst Control Negotiation is FFS. As part of the PoC Session Setup signaling the details will be specified in the PoC Control Plane specification. 

6.4 Talk Burst Control Protocol

RTCP Application Packets (RTCP:APP), as defined in [RFC3550], shall be used to convey the talk burst control messages.  Each talk burst control message SHALL be one RTCP:APP packet.  These RTCP:APP packets SHALL not be sent in compound RTCP packets, but more than 1 RTCP:APP talk burst control packet may be sent in a single IP packet.  The structure of each talk burst control message is defined below.

6.4.1 RTCP:APP message format

The RTCP APP packet is depicted below.  The definition of the fields in the RTCP APP packet is found in [RFC3550].

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                  ...

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ 

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

The 4-byte ASCII string in the RTCP header shall be used to define the set of PoC talk burst control packets to be unique with respect to other APP packets that the application might receive. 

For PoC the ASCII name string shall be: PoC1. 

The use of application dependent data is described in the sub-clauses following.

6.4.2 Talk Burst Request

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 0|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC client requesting permission to send a talk burst |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
Talk Burst Request is a request from a PoC client to get permission to transmit a talk-burst.

The following bit pattern in the subtype field shall be used for Talk Burst Request: 00000.

No valid application-dependent data is defined for Talk Burst Request for this version of PoC. Therefore, the Talk Burst Request packet shall only consist of the mandatory 12 bytes of header information and the length field shall be set to two.  

The SSRC field shall carry the SSRC of the PoC client that is requesting permission to send a talk burst.

6.4.3 Talk Burst Granted 
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 SSRC of PoC Server performing the Controlling PoC function                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Talk Burst Granted is an action from the PoC Server performing the Controlling PoC function to inform the requesting PoC client that it has been permission to send a talk burst.

The following bit pattern in the subtype field shall be used for Talk Burst Granted Response: 00001.

No valid application-dependent data is defined for Talk Burst Granted for this version of PoC. Therefore, the Talk Burst Granted packet shall only consist of the mandatory 12 bytes of header information and the length field shall be set to two.  

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function. 

6.4.4 Talk Burst Deny 

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 1|   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                  SSRC of PoC Server performing the Controlling PoC function               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  Reason code  |    Length     |         Reason Phrase         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Talk Burst Deny is sent as an action from the PoC Server performing the Controlling PoC function to the requesting PoC client to inform it that permission to send a talk burst was rejected. 

The following bit pattern in the subtype field shall be used for Talk Burst Deny: 00011.

Application-dependent data for Talk Burst Deny includes a reason code possibly followed by a text-string (reason phrase) describing why the request was rejected.  Therefore the length of the packet will vary depending on the size of the application dependent field. 

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.

The first 8 bits in the application-dependent data field is used for the reason code.

The length field gives the length of reason phrase in bytes. If the length field is set to 0, there is no reason phrase and the 16 bits after the length field shall be set to zero. 

The Reason Phrase field may contain a text string with additional information. The text string shall use the same encoding as the text strings in the SDES item CNAME (see [RFC3550]): 

6.4.4.1 Reason codes

6.4.4.1.1 Another user has permission

Indicates that another user has permission to send a talk burst.  

The reason code shall be: 1 (decimal value).

6.4.4.1.2 Internal PoC Server performing the Controlling PoC function error 

Indicates that the PoC Server performing the Controlling PoC function cannot grant the talk burst request due to an internal error. 

The reason code shall be: 2 (decimal value).

6.4.4.1.3 Only one participant in the group 

Indicates that the PoC Server performing the Controlling PoC function cannot grant the talk request, because the requesting party is the only participant in the group. 

The reason code shall be: 3 (decimal value).

NOTE:     As a response to the Talk Burst Request message the PoC Server performing the Controlling PoC function may send a Talk Burst Deny (only one participant) message or accept the request by a Talk Burst Granted message and revoke the permission to send a talk burst later, if no additional participants join the call.  In the beginning of the group session, sending the Talk Burst Deny in the case of only one participant is not always useful.  

6.4.5 Talk Burst Release 
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC client with permission to send a talk burst    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|sequence number of last packet |        padding                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ 
Sent as an action from the PoC client that has permission to send a talk burst to the PoC Server performing the Controlling PoC function to inform it that the talk burst is completed

The following bit pattern in the subtype field shall be used for Talk Burst Release: 00100.

The application-dependent data field consists of 4 octets. The first 16 bits is the sequence number of the last RTP-packet in the talk burst. The last 16 bits in the application-dependent data field is padding and are set to zero.

Therefore, the length field shall be set to three.

The SSRC field shall carry the SSRC of the PoC user with permission to send a talk burst.

6.4.6 Talk Burst Idle 

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                  SSRC of PoC Server performing the Controlling PoC function               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Sent as an action from the PoC Server performing the Controlling PoC function to participating PoC clients signaling that no client has permission to send a talk burst.

The following bit pattern in the subtype field shall be used for Talk Burst Idle: 00101.

No valid application-dependent data is defined for Talk Burst Idle for this version of PoC. Therefore, the Talk Burst Idle packet shall only consist of the mandatory 12 bytes of header information and the length field shall be set to two.  

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.

6.4.7 Talk Burst Taken

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 0|   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                  SSRC of PoC Server performing the Controlling PoC function               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

An action from the PoC Server performing the Controlling PoC function to inform non-requesting PoC client(s) that someone has been granted permission to send a talk burst.

Using the early session procedure, the Talk Burst Taken informs the PoC client that it has been invited to a new instant personal talk session or Ad-hoc instant group talk session by an inviting PoC client (i.e. by the PoC client granted permission to send a talk burst).

The following bit pattern in the subtype field shall be used for Talk Burst Taken: 00010.

In the application dependent data, the Talk Burst Taken shall carry two SDES items, namely the CNAME item and the NAME item to identify the PoC client that has been granted permission to send a talk burst.  Therefore the length of the packet will vary depending on the size of the SDES items..

The CNAME identifier shall carry the URI of the user that has been granted permission to send a talk burst, while the NAME identifier shall carry the display name of the user that has been granted permission to send a talk burst. The SDES items and the proper encoding of the URI and the display name are described in [RFC3550].  

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.  
6.4.8 Talk Burst Revoke

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                  SSRC of PoC Server performing the Controlling PoC function               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|           reason code         |    additional information     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Talk Burst Revoke is sent from the PoC Server performing the Controlling PoC function to the PoC client with permission to send a talk burst to inform it stop sending a talk burst. 

The following bit pattern in the subtype field shall be used for Talk Burst Revoke: 00110.

The application-dependent data field shall carry a reason code for why the PoC Server performing the Controlling PoC function wants the PoC client to stop sending a talk burst. Also additional information can be carried in the message, therefore the length of the packet may vary depending on the reason code.

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.

6.4.8.1 Reason codes

The first 16 bits in the application-dependent data field is used for the reason code. Thereafter additional information is added. Depending on the reason code, the number of octets conveying additional information differs.

6.4.8.1.1 Only one user

Indicates that the PoC client is the only PoC client in the session.

The reason code shall be: 1 (decimal value).

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

6.4.8.1.2 Talk burst too long

Indicates that the user has talked too long, i.e. the stop-talking timer has expired. 

The reason code shall be: 2 (decimal value).

As additional information the packet carries a retry-after field where the 16 bits in the additional information field is an integer number giving the time in seconds when the PoC client can request permission to send a talk burst again. The timer length should be a few seconds longer than the timer value for the retry-after timer in the Controlling PoC.

Thus, a PoC client that receives a Talk Burst Revoke with a retry-after field that is non-zero, should not try to transmit anything before the time given in the additional information field has expired. Therefore, a retry-after timer in the PoC client is needed.

NOTE:
The retry-after timer functionality in the PoC Server performing the Controlling PoC function and in the PoC client is used to prevent a user to immediately receiving permission to send a talk burst after it has received a Talk Burst Revoke message. 

6.4.8.1.3 No permission to send a talk burst

Indicates that the PoC client does not have permission to send a talk burst even though the PoC client is in the “has permission state” and transmits media. 

Temporary loss of coverage for a PoC client with permission to send a talk burst may result in this case of different states in the PoC client and the PoC Server performing the Controlling PoC function. This happens when the loss of coverage is longer than the timer value of the “End of RTP media timer” .  

If no PoC client has permission to send a talk burst when the PoC client comes back to coverage and transmits speech, the PoC server shall send a Talk Burst Revoke to the PoC client indicating that the PoC client does not have permission to send a talk burst. If another PoC client has been given permission to send a talk burst when the PoC client comes back to coverage and transmits speech, the PoC Server performing the Controlling PoC function shall send a Talk Burst Revoke to the PoC client indicating that the PoC client does not have permission to send a talk burst. 

The reason code shall be: 3 (decimal value).

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

6.4.9 Subtype bit pattern reserved for future use

The bit patterns representing 7 to 31 in decimal values (00111 through 11111) in the subtype field is reserved for future use.
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